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I. Tbe NBU Bank Supervision Department evolves its processes so that risk-based 
supervision becomes tbe basis for both its inspection and enforcement. The foUol>ing 
aspects of bank supervision are modilled to renect tbe new emphasis on risk-based 
supervision. 

1. On-site Inspection: BSD staff is expert, not only in financial analysis (as is 
presently the case), but also in analysis of how adequate the banks' risk 
management systems are, in light of current and foreseeable risks that the bank 
faces with its current and prospective range of services. Written examination 
procedures place greater emphasis for the risk-management system. The 
"CAMELS" and "report of examination" - for each bank examined - reflect 
the NBU's evaluation and recommendations for correction of any weaknesses 
found in the bank's risk management system. 

By September 30, 2002 
• Detennine the appropriate method of training and devise a plan to deliver training in the 

evaluation of banks' risk management systems to NBU Senior Management and 
executive committees, and BSD upper and middle management. 
Advisors: Blimting, Wilson, Ladokhina, Antonova 
NBU Counterpart: Kireev, Ivanenko 

The training ofNBU and BSD management is to be determined by the Task Force. Training 
of the Task Force is to begin in October. The Task Force has decided to wait to provide 
formal training of BSD management and staff until the Risk Assessment System is folly 
developed and approved. Mr. Krotyuk asked that trainingjor NBU senior managemen~ that 
is. NBU Board and Supervisory Council. be delayed until the first quarter of2003. 

• Develop schedule to review chapters of the Onsite Manual to focus and emphasize the 
evaluation of banks' risk management system. 
Advisors: Blimling, Ladokhina 
NBU Counterpart: Zinchenko, Romanenko 
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A tentative schedule of revising the Onsite Manual has been developed. As part of their 
responsibilities, the Task Force will review and finalize the schedule. This will occur once 
the Task Force finalizes the Risk Assessment System. 

By December 31,2002 
• Implement training plan in the evaluation of risk management systems to NBU Senior 

Management and executive committees, and BSD upper and middle management. 
Determine appropriate method of training and devise a plan to deliver training to the 
staff of the NBU head and regional offices. 
Advisors: Blimting, WIlson, Ladokhina, Antonova 
NBU Counterpart: Kireev, Ivanenko 

Training of Task Force members was held in October, with additional training delivered to 
Regional supervision managers in December. The training focused on introducing the 
concept of Risk-based Supervision and the components of a comprehensive risk management 
system in commercial banks. The Risk Assessment system will be finalized eorly in the first 
quarter of 2003. At that time, the Task Force will establish a training schedule for the BSD 
management and staff. In late December, Mr. Sergey Tyhypko replaced Mr. Stehlmakh as 
Governor of the NBU. Given these recent changes in NBU senior management, we will 
discuss with Mr. Krotyuk the training ofNBU senior management early in the first quarter. 

• Begin to review targeted chapters of the Onsite Manual and ascertain necessary changes 
to focus and emphasize the evaluation of a bank's risk management system. 
Advisors: Blimting, Ladokhina 
NBU Counterpart: Zinchenko, Romanenko 

Although the Task Force has not set a schedule for rewsmg the Onsite Manual. 
BearingPoint advisors have began reviewing credit related chapters to develop 
recommendations and revisions. 

• Review and recommend revisions to the CAMELS Policy and Report of Examination to 
place more emphasis on the evaluation and impact of a bank's risk management system: 
Advisors: Blimting, Ladokhina 
NBU Counterpart: Zinchenko, Romanenko 

The Resident Advisor has begun a review of the CAMELS Policy and Report of Examination. 
Recommendations from this review will be provided to the Task Force when they begin the 
review of Risk-based Supervision tools and techniques. 

By March 31, 2003 
• Initiate recommendations to change the targeted chapters of the Onsite Manual to focus 

and emphasize the evaluation of a bank's risk management system 
Advisors: Blimling, Ladokhina 
NBU Counterpart: Zinchenko, Romanenko 
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By June 30. 2003 
• Assist in the issuance of revised chapters of the Onsite Manual. 

Advisors: Blimling, Ladokhina 
NBU Counterpart: Zinchenko, Romanenko 

2. Offsite Analysis: MIS reports modified, based on the risk-assessment 
methodology. External audit results incorporated into the supervisory strategy 
of banks. 

By December 31. 2002 
• Review and detennine necessary changes that address risk-assessment methodology in 

current reporting requirements 
Advisors: Kutsenko 
NBU Counterpart: Zinchenko, Romanenko, Karcheva 

The review of existing reports submilled by commercial banks to the NBU has been 
completed. Identification of cu"ent risk assessment methodology is in process. and we 
expect to complete this action by February 2003. Once the Task Force finalizes the Risk 
Assessment System. we will make recommendations to further enhance commercial bank 
reporting requirements. 

• Review frame work of supervisory strategies and detennine if and to what extent audit 
results are incorporated in their development 
Advisors: Blimling, Kutsenko, Ladokhina 
NBU Counterpart: Zinchenko, Romanenko, Karcheva 

The Resident Advisor has reviewed the supervisory strategy process and a sample of 
individual bank strategies. While audit results are reje"ed to in various comments. there is 
little evidence that these results are taken into consideration when developing supervisory 
strategies. We are conducting a complete review (scheduled to be concluded in early 
February) of the status of the internal and external bank audit processes. Information from 
this review along with the results of the Risk Assessment System for an individual bank will 
be fundamental in the further development of supervisory strategies. 

By March 31. 2003 
• Make recommendations and assist in implementation of changes and additions to 

reporting requirements and the development of supervisory strategies. 
Advisors: All 
NBU Counterpart: Zinchenko, Romanenko, Karcheva 

3. LicenSing: Requirements for both renewal and new bank licenses are changed 
to require risk management systems that meet NBU standards. 
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By March 31, 2003 
• Review and detennine necessary changes to licensing policies and practices to require 

banks to develop and employ comprehensive risk management systems. 
Advisors: Gegenheimer, Telychko 
NBU Counterpart: Parkhomenko 

By June 30, 2003 
• Make recommendations and assist in implementation. 

Advisors: Gegenheimer, Telychko 
NBU Counterpart: Parkhomenko 

4. Organization and Staffing: Snpervisory personnel are trained in risk-based 
management. The organizational structnre of the Bank Supervision 
Department will be reviewed and chauged to reflect the evolution of risk-based 
management. 

By December 31. 2002 
• Identify training opportunities at the National Bank Poland (NBP) or U.S. based 

regulators for one or more Bank Supetvision employees and begin organizing study tour. 
Advisors: Anumova, Ladokhina, Blimling 
NBU Counterpart: Kireev 

NBP based training: 
We identified training opportunities at the National Bank of Poland's Training Initiativefor 
Banking Supervision mBS) for the year 2003. Having conducted preliminary needs analysis 
at the NBU's GDBS, we envision training at two levels: 

1. Leadership skills for senior managers in BSD responsible for strategic development 
This involves Participation of the General Department of Bank Supervision (GDBS) 
Director andlor Deputy Directors in the Bank Supervision Leadership Program 
conducted in Warsaw. The Toronto International Leadership Centre organizes this 
program in partnership with 11BS. The training is scheduled for March 2003. We 
also envision additional technical skills training for middle level managers 
responsible for institutionalizing and implementing a risk-based supervision 
approach. 

2. Technical skills developmentfor NBU staff through four seminars offered by TlBS in 
2003 on different issues related to Risk-based Supervision, Credit Risk. and Bank 
Examination Tools and Techniques. This list of courses will be finalized a/ the 
beginning of the next quarter. Other initiatives contemplated include Participation 
of a large group of NBU staff (I5 people) in an On-site Supervision Tools and 
Techniques course delivered by 11BS, and participation of NBU staff. TlBS and 
BearingPoint advisors in the development of a tailored Risk-based Supervision 
course specifically designedfor bank supervisors in CIS countries. 

BearingPoint, Inc. 4 December 31,2002 



Ukraine Bank Supervision Development 
Contract #PCE-I-00-99-00006-00 T0#827 
Quarterly Report: December 31,2002 

Due to our limited training budget, we submilled a request for additional funding to the 
Academy for Educational Development (AED). US AID and AED are cu"ently reviewing 
our application and we expect a response by the end of next quarter. if additional fonding is 
not available, we will proceed according to the original plan and allocate available budget 
laking into consideration our priority list. 

u.s. based training: 
After consulting with senior managers of GDBS, we believe that we will use the same format 
for U.S. based training as was used in 1998 when we partnered with the FSVC in a"anging 
study tours. At that time, three examiners from the NBU Inspection stajf participated in 
examinations of u.s. banks located in the states of New York and New Jersey. 

Tentatively, this training is scheduled for the fallJwinter of 2003. In order to use the same 
forma~ NBU stajf(4-6 people) must take intensive English language courses. BearingPoint 
is exploring the opportunity to obtain fonding for English courses from AED through its 
small grant vehicle. Next quarter we will focus on establishing contacts with U.S. based 
regulators and finalizing the format for u.s. based training programs. 

• IdentifY participants in study tour at NBP or U.S. based regulator and conduct study 
tour. 
Advisors: Antonova, Ladokhina, Blimling 
NB U Counterpart: Kireev 

Meetings were held with Mr. Kireev, Ms. Faber, Mr. Drobiazko, Ms. Zhabsko, and Ms. 
Mironenko to discuss the purpose of the study tours, their focus and required underlying 
commitments. Together, with BSD management, we began developing a proposal for a 
group of NBU employees to participate in United States based study tours. A preliminmy 
list of people was developed and a partial commitment was obtained from Mr. Kireev 
concerning the English lessons. 

At this stage of development, we focused on the job descriptions and responsibilities of 
participants (rather than specific individuals) who we think can benefit from leadership 
development and technical training. BearingPoint will make a strong recommendation to 
the NBU management to allow bank examiners from regional offices to benefit from this 
training. In the next quarter we will finalize the list of people and pursue BSD management 
agreement 

Ongoing 
• As risk-based supervision is developed within the BSD, make recommendations to 

management concerning potential cbanges in organizational structure. 
Advisors: Blinding, Wilson 
NBU Counterpart: Krotyuk, Kireev 

No work in this area during the quarter. 
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5. Legal Issues: (Note: This section calls for the implementation of new laws and 
regulations, and amending current legislation. We feel that a thorough review of all 
pertinent laws and regulations, along with full agreement and cooperation from 
NB U Bank Supervision and Legal Departments are necessary before implemelllation 
can take place. Therefore, the actual implementation phase may only be 
accomplished after considerable research and consultation with NBU management 
and staff, and the banking industry.) Elements of tbe legal framework are further 
elaborated whicb deal with different aspects of the banks' required systems of 
risk management. In particular new implementing regulations are developed 
requiring risk-management uuits and board-approved risk limits within banks. 
An amendment to the Law on Banks and Banking is developed to require the 
internal auditors of commerCial banks to report to the Supervisory Council of 
their bank (rather than, as currently required, to their Board of Management-) 

By December 31. 2002 
• Review current body of legislation and regulations to ascertain changes in existing laws 

and regulations andlor the need for new laws and regulations that would strengthen NBU 
authority to require and enforce the requirement for risk management systems and 
appropriate internal/external reporting requirements. Determine the need, degree, and 
method of educating judges on the proper scope of judicial review, in order to prevent 
unnecessary legal impediments to achieving bank supervisory goals. 
Advisors: Gegenheimer, Telychko 
NBU Counf£rpart: Krotyuk, Kireev, Pasechnyk, Romanenko 

We completed our research into relevant international regulatory practices requiring the 
presence of risk-management systems and sysrems of internal control in commercial banks. 
We reviewed banking laws and regulations of approximately 20 prominent countries 
worldwide, and selected the most trustworthy and comprehensive examples of legal 
regulations in the areas of risk management and internal controls. The final review contains 
a description of approaches, references, and actual language from laws and regulations of 
Canada, Germany, France, The Netherlands, and The United States. 

We compared the current body of Ukrainilln legislation, in particular, the Law on Banks and 
Banking and the Law on the National Bank of Ukraine, with the laws and regulations 
identified from our research. We outlined, in a memorandum, our recommendations to 
improve the efficiency and enforceability of regulatory requirements for risk-management 
systems and systems afinternal control in commercial banks afUkraine. 

We also reviewed the system of commercial courts in Ukraine and the current legal 
framework in requiring an adequate competency level for judges. We prepared a 
memorandum outlining our opinion on the needfor additional training of judges in the areas 
of economic and financial law, and regulatory enforcement actions. 
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By March 31. 2003 
• Develop strategy to ensure recommended changes and the development of new laws and 

regulations are efficiently accomplished. 
Advisors: Gegenheimer, Telychko 
NBU Counterpart: Krotyuk, Kireev, Pasechnyk, Romanenko 

By June 30. 2003 
• Begin to provide recommendations on specific laws and regulations concerning risk 

management systems and intemaVextemal audit issues per strategy. 
Advisors: Gegenheimer, Telychko 
NB U Counterpart: Krotyuk, Kireev, Pasechnyk, Romanenko 

In November and December 2002. we participated in several meetings of the GDBS working 
group charged with developing amendments to the Law on Banks and Bank. We look 
advantage of this opportunity to promote our ideas for improving the efficiency of risk
management systems in banks. As a result. the GDBS included many of Our 
recommendations in their official submission to the NBU Legal Department. These 
recommendations included subordination of the Internal Audit function to the Supervisory 
Council (rather than to management as it is in the current law). more emphasize on strategic 
and controlling functions of the Supervisory Council. requirements of the Supervisory 
Council members as per Basel principles. requirements as to specific risk management 
policies rather than merely establishing risk limits. the NBU right to remove members of the 
management Board or Supervisory Council. ability to apply enforcement measures in case of 
inadequate risk-management systems or poliCies. etc. 
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II. The banking community understands and accepts risk-based supervision. The contractor 
will advise and assist the National Bank in the elaboration of regnlatory standards and an 
action plan for implementation of risk-based supervision at the commercial banks. 

1. Compliance: NBU BSD develops a plan for compliance with the new 
regulations on risk-based snpervision. 

By Decemher 31. 2002 
• Working with BSD management, determine the minimally acceptable risk management 

standards that all banks must maintain (These standards will also guide OUT 

recommendations and efforts in the areas of legal. licensing. onsite manual. offiite risk 
indicators. training. etc.). Develop plan for informing and educating bankers on the 
necessity of effective risk management systems. 
Advisors: Blimling, Wilson 
NBU Counterpart: Krotyuk, Kireev 

We have begun developing a concept paper that will be used by the Task Force in their 
development of a strategy to educate the banking community on the need for comprehensive 
risk management systems. Task Force members have met with three banks. which have also 
provided presentations on their risk management systems. 

By March 31. 2003 
• Present plan to BSD management. 

Advisors: Blimling, Wilson 
NBU Counterpart: Krotyuk, Kireev 

Bv June 30. 2003 
• Obtain approval and implement plan. 

Advisors: Blimling, Wilson 
NBU Counterpart: Krotyuk, Kireev 

2. Diaguostlc: NBU Bank Supervision Department (BSD) reviews the main 
products and services of a sample of the two tiers of larger banks (abont 25 
banks, acconnting for over three-fourths of banking system assets) and assesses 
the types of risks relevant for each. 

By September 30. 2002 
• Develop methodology for surveying a sample of banks to determine the types and 

volume of products and services they offer, and how the banks management deals with 
associated risks. 
Advisors: Blimhirg, Kuisenko 
NBU Counterpart: Kireev, Ivanenko 
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We have informally conducted an inquiry on the risks that commercial bank management 
focuses their risk management systems. This information was gathered through discussions 
with on-site supervisors, off-site analysts, and commerCial bankers. The infonnation has 
allowed us to guide the Task Force in prioritizing the development of the Risk Assessment 
System. As the Task Force continues to develop the "Pilot Bank" program, they will 
determine the need, s/rUcture, methodology and presentation of aformal survey. 

By December 31. 2002 
• Assist in conducting survey. 

Advisors: Blimling, Wilson 
NBU Counterpart: Krotyuk, Kireev 

The Task Force continues its work on the development of a Risk Assessment System and 
laying the preliminary groundworkfor the "Pilot Bank" program. 

By March 31. 2003 
• Assist in interpreting survey results to assess the risks relevant for each bank and their 

array of products and services. 
Advisors: Blimling, Wilson 
NBU Counterpart: Krotyuk, Kireev 

3. Template: NBU BS develops a template covering the panoply of risks, and 
describes the key elements needed for an effective risk management system. 

By December 31.2002 
• Determine the best methodes) to communicate elements ofan effective risk management 

system. (May not involve the development of a "template", but rather incorporated in 
the revision and development of supervisory manuals, and tools developed for 
commercial banks.) 
Advisors: Blimling, Wilson 
NBU Counterpart: Task Force (see #5 below) 

The Task Force continues to its work on the development of the "Pilot Bank" program. By 
working with this group of banks, the Task Force will decide by March the best means of 
communicating the essential elements of a comprehensive risk management system, that all 
commercial banks in Ukraine must develop. 

By March 31, 2003 
• Develop plan to begin the introduction of the methods developed in the above step to 

BSD management and staff, and banking industry. 
Advisors: Blimling, Wilson 
NBU Counterpart: Task Force (see #5 below) 
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4. Tools: NBU BS develops tools for the commercial banks in implementing "risk 
based" systems, such as examples of policies, audits programs, MIS software for 
implementation by individual banks. 

By December 31. 2002 
• Detennine the extent of tools the NBU can provide to commercial banks to assist in 

implementing and sustaining risk management systems. 
Advisors: AU 
NBU Counterpart: Task Force (see #5 below) 

The Task Force will begin to address the extent of tools they feel the NBU should provide to 
commercial banks during the next quarter. 

By March 31. 2003 
• Begin to assist the NBU in developing necessary tools. 

Advisors: Kutsenko, AU 
NBU Counterpart: Task Force (see #5 below) 

5. (Note: We have determined that a separate Director and Committee is not necessary 
since "Risk-based Supervision" is to become an integral part of all supervisory 
efforts. Instead, we are proposing that a taskforce be established that will guide tlze 
BSD through the implementation of "Risk-based Supervision ".j Risk-based 
Supervision Director and Committee: The NBU designate a small gronp of 
examiners to be responsible for risk management implementation ("Risk-Based 
Snpervision Committee") and senior Bank Supervision Department Official 
("Risk-Based Supervision Director"), who will be the NBU's primary liaison 
with the banks in the implementation of the new methodology. This group is 
responsible for training other NBU examiners in risk management, for 
reviewing implementation plans and policies, and for evaluating and providing 
on-site assistance regarding the procedures developed by individual banks. 

By December 31. 2002 
• Develop proposal for creation of the Task Force, establishing specific responsibilities 

and criteria for membership. Assist in establishment of the Task Force and membership 
selection. 
Advisors: Blimling, Wilson 
NB U Counterpart: Krotyuk, Kireev, Ivanenko 

With permission from Mr. Krotyuk and Mr. Kireev, the Risk Based Supervision Task Force, 
with Ms. Ivanenko in charge, was formed in September 2002. The Task Force membership 
is comprised of key Bank Supervision managers, a represenlntive from the NBU Legal 
Department, and BearingPoint advisors. We provided training 10 the Task Force in the 
essentials of risk-based supervision and the key elements of a commerci111 bank's risk 
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management system. Additionally. the Task Force began a series oJpresentations del;''ered 
by commercial bankers covering their risk management systems. The Task Force has 
identified and defined 10 risk categories that will Jocus BSD risk based supervision efforts. 
They have decided on the Jormat oj the Risk Assessment System and began to develop risk 
assessment criteria for each of the risk categories. This process is sclzeduled for completion 
by mid-February. 

BearingPoint contribution to the Task Force involved the preparation oj materials on the 
definition oj risks. risk assessment systems and the concept oj risk-based supervision. We 
provided to the Task Force material from a number oj regulatory agencies. including 
Canada. Hong Kong. India. Japan. South Africa, Singapore. the U.S. Federal Reserve. FSA. 
FSR. etc .• during this development stage. Additionally. we prepared an article on risk 
management and risk assessment systems requested by Mr.Drobiazko to be published in 
January 2003 in the Financial Risks magazine. Materials oj the Financial Services 
Roundtable were used Jor the preparation oj the article. 

6. Communication: NBU's "Risk-based Supervision Committee" develops 
seminars and prepares training materials to be made available to tbe banks as 
gnidance on implementation of risk-based systems and the new NBU 
regulations in this area. (A policy manual should be given to the bankers by tbe 
NBU early in the process to provide this guidance and as a basis for discussion 
at meetings with senior bankers.) 

By December 31. 2002 
• Establish contacts/relationships with trade groups, i.e., bankers association, risk 

managers' association, training groups/institutes, internal and external auditing groups, 
etc. Determine the feasibility of industrial advisory groups to work with the NBU, and if 
feasible, develop method and timing of cooperation. (This step is critical in the 
development oj bankers training and assessment oj products and risk management 
systems.) 
Advisors: Antonova, Kutsenlw, Ladokhina, Blimling 
NBU Counterpart: Task Force 

BearingPoint has established contacts with International Management Institute, the 
National Center Jor the Training oj Bank Personnel oj Ukraine, IBTCI, World Bank and 
other donor agencies and trade groups. As Task Force finalizes its Risk Assessment System 
and approaches to Risk-Based Supervision, we will be able to determine the level and need 
Jor their involvement as well as specific methods and limeJrames. These organizalions are 
aware oj our efforts in the development of a Risk-Based Supervision approach and will be 
inJormed on our continuous efforts in this area. 

• Determine the necessary training materials and plan of delivery to cover all commercial 
banks in Ukraine. 
Advisors: Ladokhina, Anwnova, Blimling 
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NBU Counterpart: Task Force 

This element is delayed until the Task Force finalizes its risk assessment system and "Pilot 
Bank" program. Meanwhile, BearingPoint is gathering training material for potential 
seminars to be delivered by the Task Force to commercial banks. BearingPoint is also 
working with FMI in the development of a Corporate Governance seminar(s) for 
Supervisory Council members of commercial banks_ 

By March 31. 2003 
• Develop policy manual that will provide guidance to commercial banks in establishing 

and maintaining risk management systems. 
Advisors: Blimling, Wilson, AU 
NBU Counterpart: Task Force 

By June 30. 2003 
• Deliver policy manual and assist in distnbution. 

Advisors: Blimling, Wilson, AU 
NBU Counterpart: Task Force 

7. Role of external and internal auditors: The NBU, through its regulations and 
its inspection procedures, focus on getting the management and bank boards to 
more rigorously incorporate, in a systematic way, analyses and 
recommendations of the internal and their external auditors. (Substantial work 
is needed in this area. Regulation, certification, and actual practices of internal 
aud external audit in Ukraine are very weak-) 

By December 31.2002 
• Determine status of regulatory fiamework requiring bank directorate and management to 

fully incorporate, in a systematic way, the recommendations of internal and external 
auditors. 
Advisors: Gegenheimer, Telychko 
NB U Counterpart: Kireev, Zinchenko, Pasechnyk, Romanenko 

We have reviewed the current body of legislation, including the laws "On Banks and 
Banking Activity", "On the National Bank of Ukraine", "On Audit Activity", in addition to 
NBU Regulation #114 "On approval of Regulation on organization of intenwl audit in 
commercial banks of Ukraine" dated 03120198, NBU Regulation #358 "On approval of 
Methodological guidelines as to application of standards for internal audit in commercial 
banks of Ukraine" dated 07120199, NBU Regulation #53 "On measures as to forther 
development of bank audit" dated 02109199, NBU Regulation #271 "On approval of Policy 
on Qualification Commission of the National Bank of Ukraine on certification of auditors. 
provisional administrators and liquidators of banking institution, and Policy on certification 
of auditors of banking institutions", other rules and regulations. Our opinion as to the 
adequacy of the regulatory framework requiring bank directorate and management to folly 
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incorporate, in a systematic way, the recommendations of internal and external auditors, 
will be provided to the Task Force when they begin their review of laws and regulations. 

By March 31, 2003 
• Make recommendations for necessary changes to statutory requirements. 

Advisors: Gegenheimer, Telychko 
NBU Counterpart: Kireev, Zinchenko, Pasechnyk, Romanenko 

• Detennine status of bank internal and external audit practices, professional training, 
certification and licensing requirements. 
Advisors: Kutsenko, Telychko 
NBU Counterpart: Zinchenko 

In October - November 2002 BearingPoint advisors established relations with Institute of 
Internal Auditors (Mrs. Shpakovska) and reinforced relations with National Centre for 
Training Bank Personnel in Ukraine (Mr. Geyets). Both these institutions are involved in 
the process of training bank internal auditors. At that time, we explored the possibility of 
updating their training curricula to address risk management practices and requirements 
once the Task Force formulates by the Task Force. 

• Detennine status of NBU efforts to improve internal and external audit functions in 
commercial banks. 
Advisors: Kutsenko, Telychko 
NB U Counterpart: Zinchenko 

In November 2002, the NBU via Dutch GrantIWorld Bankfonding launched a program to 
review the existing audit regulations pertaining to bank external audits. This program is to 
be extended into the first quarter of 2003. In December 2002, Mr. Kireev requested that 

. BearingPoint advisors work closely with this WB initiative to ensure application of best 
intemational practice with respect to hank external audits. 

By June 30, 2003 
• Make recommendations for further efforts to Improve internal and external audit 

practices and BSD oversight. 
Advisors: Kutsenko, Telychko 
NB U Counterpart: Zinchenko 
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III. The NBU Bank Supervision Department implements an institutionalized program for 
training, career advancement and certification of bank supervision ofl-'cials. The 
NBU Bank Supervision Department, USAID advisors, aud World Bank advisors and 
instructors will work together to develop an integrated approach to establish a 
consistent and sustainable program for improved training and for "certification" of 
bank supervision personnel. 

1. Curricnium: The NBU BSD develops a comprehensive, classroom-training 
curriculum for a set of core courses that aU bank supervision personnel wonid 
be expected to take during their initial years in the Department. 

By December 31. 2002 
• Analyze and assess existing approaches to the organization of the training process in 

the NBU and BSD, and develop reconunendations on their improvement 
Advisors: lAdokhina, Antonova 
NBU Counterpart: ivanenko, Personnel Department 

Activity complete. We conducted meetings with Personnel Department representatives (Mr. 
Bezugly, Manager of the training unitlDeputy Director of the Personnel Department and Ms. 
Pshenychna, his deputy), Ms. Ivanenko, Mr. Kireev, Ms. Faber, Mr. Drobiazko, and 
employees from the Division of Coordination and Planning, which is in charge of the 
training fonction for the bank supervision area. The purpose of the meetings were I) to gain 
an understanding of BSD management ideas on how to improve the efficiency of bank 
supervision training; 2) determine how the Personnel Department plans to implement the 
Comprehensive Program for Training and Retraining of Bank Supervision Employees; and 
3) determine the focus of our forther cooperation with the Personnel Department, the BSD 
and the Dutch GrantIWorld Bankfonded training initiatives. 

Bank Supervision managers envision the training of their staff as a combination of different 
training methods, including internal unit seminars held by managers and experienced 
employees; formal training events organized by the Personnel Department; and internships 
and training opportunities conducted abroad. 

The Personnel Department plans to more extensively and efficiently use different training 
facilities throughout the country (the NBU Kiev Training Center, the Sumy Banking 
Academy and its branches in Kharkiv and Cherkasy, and the L'viv Banking Institute). Due 
to logistical difficulties the Personnel department is to centralize the training of BS 
managers (beginning from the lowest level) in the Kiev Training Center, while the base for 
the BS technical staff training will be the Sumy Banking Academy. In December 2002, we 
visited the Sumy Banking Academy to meet the Academy representatives, see the facility and 
evaluate their processes. The meelings and our visilto Sumy provided us with considerable 
insight about the training issues and activities being addressed by the BSD and the 
Personnel Department. 
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In line with our plans regarding the formal training and accreditation programs. and al the 
request of the BSD Division of Coordination and Planning. we discussed wilh the Personnel 
Department the development of a training database for banking supervisor. We IfUlmed that 
the Personnel Department is working wilh a newly developed personnel database that 
includes a training module. We will assist them in the implementation of this database as iI 
pertains to the bank supervision training initiatives. 

By March 31, 2003 
• Prepare a swvey of international experience in the training area and approaches to 

training in bank supervision in different countries to be presented to the BSD 
management and the Personnel Department together with our recommendations 
developed within the previous bench mark. 
Advisors: Antonova, Ladokhina 
NB U Counterpart: Ivanenko, Personnel Department 

We have started gathering informationfor the survey ofintematiolUll experience in the Bank 
Supervision training area. We have gathered information via the Intemet on the Australian 
Central Bank and Prudential Regulation Authority. Bank of EnglandlFSA. Toronto Training 
Center. Federal Reserve. OCC. Bank of Poland. and South African Central Bank. We are 
currently analyzing the information and developing a c1fUlrer understanding of where we 
need to focus our efforts to address what the NBU lacks in its training process. This quarter 
we will concentrate on needs analysis and training database development. 

By June 30, 2003 
• Revise and further develop curriculum for core courses and. in coordination with the 

Dutch Grant, present it to the BSD management and personnel for their input and 
approval. 
Advisors: Ladokhina, Antonova 
NB U Counterpart: Ivanenko, Personnel Department 

2, Trainers: A group of its seasoned bank supervisors become classroom trainers, 
as part of their regular duties, 

By December 31, 2002 
• Update Train-the-Trainers course materials and present to the BSD for approval and 

further use as a universal teaching tool. 
Advisors: Kutsenko, Ladokhina 
NBU Counterpart: Ivanenko, Zinchenko, Task Force 

In October and November of 2002. BearingPoint advisors reviewed existing Train-the
Trainers manuals available to NBU from preceding USAID contracts as well as from other 
sources. 11ze general findings are that these manuals concentrate mostly on development of 
oral communication/presentation skills. and are accompanied with planning and contral 
sections. The training is designed to assist instructors on the use of existing training 
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materials. Therefore, we will focus our updates on sections devoted to teaching how to 
develop presentations and other training materials. We also decided to postpone until the 
second quarter of 2003 forther development of Train-the-Trainers manual to go in parallel 
with the Dutch GrantIWorid Bank training initiative. 

By March 31. 2003 
• Develop a set of standard teaching tools to be used by BSD management and trainers 

(e.g. Train-the-Trainers Manual, follow-up fonns, evaluations and needs analysis 
questionnaires, etc.). 
Advisors: Antonova, Kutsenko, Ladokhina 
NBU Counterpart: Ivanenko, Zinchenko, Task Force 

We have slarted analysis of available resources in this area (materials from Bankers 
Training project) and a survey of other methods and specific tools. In this area we will 
continue to work closely with BSD managers in charge of training and Personnel 
Department in order to tailor those materials to specific needs of the NBU. 

By June 30. 2003 
• Together with BSD trainers, analyze materials available to BSD and develop a pool of 

resources to be used for training purposes. 
Advisors: Antonova, Ladokhina, Kutsenko, Blimling 
NBU Counterpart: Ivanenko, Zinchenko, Task Force 

3. Certification: The NBU develops minimum qualifications for certification of 
fully qualified bank supervisors. The certification process should include: 
satisfactory completion of a set of core courses, normally to be taken by BSD 
bank supervision staff (from Kiev and regions) during their first three years in 
the Department; successful ratings by supervisors for the candidate's 
experience of having worked for certain periods of time in specified fields of 
responsibility of the Department (e.g. on-site exams, off-site supervision, 
licensing, registration); a passing score on an objective Certification Test that 
the BSD will administer from time to time. 

By December 31. 2002 
• Study existing laws and regulations in order to support the feasibility of a certification 

concept for BSD management and the Personnel Department 
Advisors: Gegenheimer, Telychko, Antonova, Ladokhina 
NBU Counterpart: Krotyuk, Kireev, Zinchenko, Personnel Department, Task Force 

We have prepared a memorandum to the Division of Coordination and Planning addressing 
the general definition of the certification concept and process, and an explanation on how it 
is related to the formal training process, supported by the provisions of laws and 
regulations. 
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We examined the relevant body of legislation. including the Law "On Banks and Banking". 
Law "On the National bank of Ukraine", Law "On Stale Service", President Decree "On 
comprehensive program for preparation of state servants" #121212000. CMU Regulation 
"On conducting attestation of slale servants". Labor Code of Ukraine, other roles and 
regulations. Based on results of the research. we prepared a memorandum in Ukraininnfor 
BSD management and the Personal Department. The memorandum provides brief 
explanation of a certification concept and supports its legal feasibility by giving specific 
references and language from current Ukrainian laws and regulations. 

By March 31. 2003 
• Develop and present a paper on international certification experience for bank 

supervision personnel to be used as a basis for further development of a certification 
concept for the NBU. 
Advisors: Antonova, Ladokhina 
NBU Counterpart: Krotyuk, Kireev, Zinchenko, Personnel Department, Task Force 

By June 30. 2003 
• Develop a certification concept to be presented to the BSD management, Personnel 

Department and the NBU management for their input and approval (in cooperation with 
the Dutch Grant). 
Advisors: Ladokhina, AntonoN 
NBU Counterpart: Krotyuk, Kireev, Zinchenko, Personnel Department, Task Force 

IV. Surveys and Assessments. 

1. Snrvey of Gender Composition of staff, with indications of snpervisory and non
supervisory personnel. 

By September 30. 2002 
• Conduct Survey and subntit with work plan to USAID. 

Advisors: Ladokhina 
NBU Counterpart: Kireev 

Survey complete and officially submilled to USAID in Kiev. 

2. Assessment of the NBU's operational implementation of Basle Core PrinCiples, 
subject to agreement by the NBU. 

By December 31. 2002 
• Obtain Perntission to conduct assessment or use assessment of third-party. 

Advisors: Blimling 
NB U Counterpart: Kireev 
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We obtained a copy of the latest Basle Core Principles assessment conducted by IMFIWB. 
This will be used in moniton"ng the success offuture compliance efforts. 

By Juue 30. 2003 
• Conduct assessment, if necessary, and submit to USAID. 

Advisors: Blim/ing, Wilson 
NB U Counterpart: Kireev 

3. Obtain an average examination rating of the "M" component of CAMELS for 
Tier I and Tier 2 banks. 

By June 30. 2003 
• Detemrine the average rating of"M" component and submit to USAID. 

Advisors: Kulsenko, B/imling 
NB U Counterpart: Kireev, Zinchenko 
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Outside Contacts (for quarter ending September 30, 2002) 

Advisor Organization Contact Name 

Alex USAID Victor Verbun 
Kutsenko 

World BanklDutch Charles 
Grant Canfield 

U.S. Treasury Mel Brown 

Marina USAID Victor Verhun 
Antonova 

National Center for Olexander 
Training of Bank Geyets 
Personnel of Ukraine 

International Alia Voronova 
Management Institute 

Academy for Svetlana 
Educational I Leontyeva 
Development 

, 

!BTCI Nataliya 
Vovchuk 

, TIBS (NatIOnal Bank of Anna Duda , 
, Poland) 

I

i Frank 

BlimIing 
Association of Risk 

. Managers of Ukraine 

USAID 

USAID 

USAID 

U.s. Treasury 

Financial Markets 
International 

BearingPoint, Inc. 

Anatoly 
Dobryasko 

Victor Verbun 

Rick Gurley & 
Victor Verhun 

Gary Linden 

Mel Brown 

Ann Wallace 

19 

Time 

10 Days - Preparation of material 
for "Ukrainian Banks: Industrial 
Snapshot for First Half of2002" 

4 hours 

2 hours 

2 days 

4 hours 

2 days 

4 hours 

2 hours 

4 hours 

4 hours - Status and Development of 
Prospects of Risk Management in 
F· . allnstituti (S . . mane! ons emmarm 
Kiev) 

5 hours 

2 hours 

1 hour 

12 hours 

3 hours 
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World BanklDutch Grant Charles Canfield 

World Bank Angela Prigozhina 

Other Work Requested By NBU 

3 hOUlS 

1 hour 

Banking Law Working Group meetings included discussion of many changes to the 
Banking law, not only those pertaining to RBS. 

Mr. Klleev requested us to provide input to the Methodology Unit concerning regulatory 
oversight of Cooperative Banks. We conducted research, developed recommendations, 
and produced a memorandum. 

Mr. Kireev requested us to comment on the regulatory treatment of bank branches for 
prudential normative purposes. We developed recommendations and produced a 
memorandum. 

Mr. Klleev requested with provide input into a potential reorganization of the Bank 
Supervision Department. Our recommendations were provided in the form of a 
confidential memorandum to Mr. Kireev. 

Mr. Kireev request that we review the work of the Dutch GrantIW orld Bank advisor, 
Charles Canfield, pertaining to the certification of external auditors. We provided 
preliminary oral input to both Mr. Kireev and Mr. Canfield. This review extended into 
January. 

We submitted our recommendations on the selection of firms - providers of English 
language courses to the NBU staff. 
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MEMO 

TO: V. L. Krotyck, Deputy Governor 

O. 1. Kiryeev, Director of the Department 
Of Bank Supervision 

FROM: Karen Wilson, Senior Advisor 
BearingPoint, Inc. 

CC: Supervision by Risk Task Force 

DATE: October 15, 2002 

REF: Risk Management Systems in Banks 

Over the last two decades, global financial institutions have been developing better ways to deal 
with the increasing volatility of the environment in which they work. During that time, the speed 
of change increased, deregulation occurred in many countries, competition increased as markets 
became more global, interest rates became more volatile and risks experienced by customers 
increased based on these same causes. Technology introduced new risks and allowed for the 
development of new products and methods to control risk. New international capital 
requirements were introduced and many of the major banks were faced with raising more capital 
at a time when market forces were squeezing margins. 

Bank managers realized that there was a need to better identify and control risk. Some of the 
risk that banks had traditionally taken became excessive and new methodologies to deal with 
these risks or move them off the bank's balance sheet were developed. Bankers needed to 
improve their methods of allocating scarce capital resources. The return on capital needed to be 
increased to attract new capital. Pricing needed to be improved to ensure that banks were paid 
for the risk they were taking and received an adequate return for shareholders. 

It was against this backdrop that bank managements started to develop new systems and 
methodologies and products to better manage risk. One point I want to make is that although 
bank supervisors around the world have recognized the need for better risk management systems, 
their development was driven by bank managers' need to better respond to the market and the 
environment. Risk management systems are not just systems designed to limit damage, but have 
evolved into an important competitive tool, which helps the bank become the most profitable, 
lowest priced producer. 

Business and Systems Aligned. Business Empowered: 
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First, I would like to discuss some broad definitions. What is Risk? Risk is the potential that 
events, expected or unanticipated, may have an adverse impact on the bank's capital or earnings. 
Banks are in the business of taking risk. Both bank managers and bank supervisors are interested 
in ensuring that the risk taken is warranted. In other words, that the risk is: understood, 
measurable, controllable and within the bank's capacity to readily withstand adversity. Risk 
management is the deliberate acceptance of risk for profit. It involves making an informed 
decision on the trade offs between risk and reward and using various financial and other tools to 
maximize the risk adjusted returns within established limits. Risk management is designed to: 
prevent loss, insure against loss, control loss, and price risk appropriately. Risk management 
includes a comprehensive risk policy, monitoring/reporting procedures and enforcement. 

In discussing risk management systems in banks, I would like to cover the following four broad 
areas, which cover key changes that have taken place in the area of bank risk management 
systems. Many aspects of these developments have become requirements placed on banks by 
bank supervisors and have been incorporated in the Basel Core Principles for Bank Supervision. 
The four areas are: Corporate Governance, Control Systems, Development of New 
Methodologies and Development of New Products. 

CORPORATE GOVERNAl~CE 

In the broadest sense, sound corporate governance is the establishment of strong risk 
management systems. The elements of sound corporate governance enumerated in the Basel 
paper on "Enhancing Corporate Governance for Banking Organizations" (November, 1999) are 
also the key components of a good bank risk management system. The seven elements covered 
'are: 

• Establishing strategic objectives and a set of corporate values that are communicated 
throughout the banking organization. 

• Setting and enforcing clear lines of responsibility and accountability throughout the 
organization. 

• Ensuring that board members are qualified for their positions, have a clear understanding 
of their role in corporate governance andare not subject to undue influence from 
management or outside concerns. 

• Ensuring that there is appropriate oversight by senior management. 

• Effectively utilizing the work conducted by internal and external auditors,in recognition 
of the important control function they provide. 
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• Ensuring that compensation approaches are consistent with the bank's ethical values, 
objectives, strategy and control environment. 

• Conducting corporate governance in a transparent manner. 

Ail you know corporate governance is currently receiving heavy scrutiny in the U. S. due to the 
corporate scandals that have occurred there. Banks have always been required to maintain a 
higher level of compliance in this area and have had to meet stricter requirements. Despite this, 
the Comptroller of the Currency in a recent major speech encouraged bank managements to 
review and consider even more stringent standards. This is an area that I believe also needs 
significant strengthening in Ukraine. 

In general, I believe the role of the Supervisory Council needs to be strengthened. They should 
playa key role in the risk management process. There is a need for someone to oversee 
management and the Supervisory Council should be sufficiently independent of !Danagement and 
have sufficient information to perform this function. This independence frol!lmanagement and 
significant ownership interests is critical. It is also necessary that those in charge of the control 
functions have somewhere to report that is independent of management. This is the Supervisory 
Council or a Committee of the Council made up of outside directors. To ensure that the 
Supervisory Council fulfills its responsibilities they need to be held accountable. Liability for 
the decisions of the bank should be attached to Supervisory Council members under certain 
circumstances and they should be subject to action by the NBU, i.e., fines or removal. 

I would briefly like to discuss each of the elements of Corporate Govemance and how it ties into 
Risk Management Systems in Banks. 

Establishing strategic objectives and a set of corporate values that are commuuicated 
throughout the banking organization 

A starting point in building a risk management system is to determine how much ri~k a bank is 
going to assume and what return must be achieved for the bank and its owners. Thes~ iSsUes 
should be addressed in the strategic objectives set and carried through to the bank's strategic 
business plan. Risk should be evaluated in terms of the exteriuil enVironment and themiernal 
environmenfand specific limits should' be placed on the level of risk that can be assumed. These 
limits should then be reflected in the bank's policies. The Supervisory Council should be the 
management body that performs these functions. 

The Supervisory Council should also set the corporate values. They are responsible for ensuring 
that the bank conducts its business with integrity, care and due diligence. They need to ensure 
the customer and his interests are treated fairly and ensure that the firm is free of conflicts of 
interest between the bank and those with significant influence over the bank. The Supervisory 
Council should develop a Code of Conduct and ensure that it is communicated and enforced. 
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They are responsible for developing policies that prohibit or strictly limit conflicts of interest, 
insider self-dealing and preferential treatment to related parties or other favored entities. The 
Supervisory Council should be responsible for monitoring compliance with these policies and 
ensure that all such transactions are reported to it. In many cases, it is appropriate for the 
Supervisory Council or a Committee of the Council to be the approving body for such 
transactions. It is unrealistic to think that transactions related to senior management or control 
owners can be effectively dealt with by bank employees without a strong role for an independent 
Supervisory Council. 

Setting and enforcing clear lines of responsibility and accountability through the 
organization 

The Supervisory Council should be responsible for clearly defining the authorities and key 
responsibilities for themselves and senior management. In. delegating responsibilities, the 
Supervisory Council must ensure that the business and affairs of the bank can be adequately 
monitored and controlled by the council members, relevant senior managers and governing 
bodies of the bank. Responsibilities should be refle.cted in the bank's policies. Internal controls 
and audit should ensure that business is conducted in conformance with the delegations. A 
record of delegations should be maintained and kept up to date. Appropriate records for this 
purpose might include organizational charts, project management documents, job descriptions, 
committee charters and bank policies. 

Ensuring that board members are qualified for their positious, have a clear understanding 
of their role in comorate governance and are not subject to undue influence from 
. management or outside concerns. 

The Supervisory Council should ultimately be responsible for the operations and financiiu 
soundness of the bank. They must receive timely, relevant and reliable information to judge the 
performance of management. It is critical that the Supervisory Council be independent of 
management and any significant owner or outside influence. The Supervisory Council should 
have an effective number of members who can exercise judgment independent of management 
and controlling owners or govemments. Qualified external council members, in addition to 
providing independence and objectivity, can also bring ne,w perspectives from other businesses 
that may improve the strategic direction. Qualifi.ed external council members can also become 
significant sources of management expertise in times of stress for the bank. In some countries, 
an external board (council) member is designated to represent the Board (Council) on a full time 
basis in maintaining knowledge and oversight of management's actions. Qualities key to a 
council member having a strong positive influence on the bank are further enunlerated in the 
Basel paper on Corporate Governance; 

In a number of countries, bank boards (councils) have established certain committees ofthe 
board (council) in order to build on expertise of members and allocate work among board 
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(council) members. Typical committees are: Risk Management Committee, Audit Committee, 
Compensation Committee, and the Nominating Committee. In the case of the last three 
committees, it is appropriate for them to be staffed with non-management or external directors 
(council members). The responsibilities of the Board (Supervisory Council) Committees are 
further discussed in the Basel COlporate Governance paper. In addition, some countries require a 
Compliance Committee, which is responsible for monitoring compliance with bank policies and 
with regulatory requirements. 

The role and independence of the Supervisory Council is, I believe, a key item that needs to be 
reviewed in Ukraine. It appears that these responsibilities are often place with the Board of 
Managers (Directors) rather than with a body substantially composed of external parties. This 
lack of independent oversight is a critical issue in the effectiveness of risk management systems. 

Ensuring that there is appropriate oversight by senior management 

Obviously, the key to have a sound bank is 1Ii:e quality of management. Although the board 
(council) provides checks and balances over senior managers, it is the role of senior managers to 
implement the objectives and direction of the board (council) and run the day-to-day operations 
of the bank. Senior managers should playa key role in determining the risk involved in the 
business they oversee, provide controls for these risks, monitor performance and take action 
when performance is not as expected. 

The Financial Services Authority (FSA) in Great Britain through the Code of Practice for 
Approved Persons establishes 7 principles. They are that an approved person (senior manager): 

• Must act with integrity 

• Must act with due skill, care and diligence 

• Must observe proper standards of market conduct 
- /- ;~_. 1 -, :~ < -"'. 

• Must deal 'vith the FSA and with; other regUlators·.jn an open and cooperative way and 
must disclose appropriately any. information ufwhich the FSA would reasonably expect 
notice . 

• Must take reasonable steps to ensure that the business of the firm for which he is 
responsible is organized so that it can be controlled effectively 

• Must exercise due skill, care and diligence in managing the business of the firm for which 
he is responsible 
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• Must take reasonable steps to ensure that the business of the finn for which he is 
responsible complies with the regulatory requirements imposed on that business 

Further guidance is provided by the FSA on how each principle is interpreted and how it is 
evaluated. The NBU might want to consider communicating similar requirements and using -
such requirements in evaluating management. The management rating in CAMELS should not 
only take into consideration the financial perfonnance of management, but also how well risk is 
managed and controlled. 

Effectively utilizing the work conducted by internal and external aUditors, in recognition of 
the important control function they provide. 

Audit should playa key role in helping management and the Supervisory Council fulfill their 
responsibilities. As the Basel Corporate Governance paper points out, "the role of auditors is 
vital to the corporate governance process." It is also a key component of any effective risk 
managelllent process. The Basel paper recommends six things to en..l}ance the role of auditors 
with respect to corporate governance. They are: "( I) recognizing the importance of the audit 
process and communicating it throughout the bank; (2) taking measures that enhance the 
independence and stature of auditors; (3) utilizing, in a timely and effective manner, the findings 
of auditors; (4) ensuring the independence of the head auditor through his reporting to the board 
(council) or the board's (council's) audit committee; (5) engaging external auditors to judge the 
effectiveness of internal controls; and (6) requiring timely correction by management of 
problems identified by auditors." 

-Two of the key issues that b3nks and the NBU need to focus on are the independence of auditors 
and using the findings of auditors in a timely and effective manner that results in the correction 
of problems. To assure independence the auditors should report to a committee of the 
Supervisory Council that is made up entirely of external members. At least one of these 
members should have a strong financial background. The internal auditor should be accou,T1table 
to this Audit Com.'1littee, which should evaluate hislher perfonnance and determine 
compensatic)!l. The Audit Committee should approve both the scope of the work to be perfonned 
and the level of staffmg. The Audit. Committee should monitor the timely correction of all 
problems identified by the audit staff and hold management accountable; Based Oil discussions 
with supervision empJ.oyees, I understand that although audit departments will frequently 
identify problems, there is a lack of action by management to correct the identified problems. 
The NBU should hold both management and the Supervisory Council accountable for failure to 
take corrective action on audit exceptions. 

External auditors similarly need to report to the Audit Committee and Supervisory Council. The 
Audit Committee should decide which auditor to hire and the scope of the work to be perfonned. 
It is critical that bank auditors are trained in international audit standards and that there is a 
means available to ensure the competency of their staff and work. 
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For a bank to have an effective internal audit program as part of an overall risk management 
system, the nature of the internal auditors' work needs to change in many institutions. Internal 
audit must become risk focused. Historically, internal audit has focused on (I) transaction 
testing and the reliability of accounting records and financial reports, (2) testing the reliability 
and timeliness of control reports, and (3) tested adherence to legal and regulatory requirements. 
Although all of these components are stiIl necessary, internal audit should be making ajudgment 
on the overall control environment. At a minimum, internal audit should review and report on 
the process by which risks are identified, analyzed and managed, the line of controls over key 
processes, the reliability and integrity of corporate management functions, the adequacy and 
compliance with bank policies, safeguarding of assets and compliance with rules and regulations. 
There should be greater emphasis on the role of the internal auditor in mitigating risks. In order 
to perform this more comprehensive role, auditors also need to prioritize their work based on the 
level of risk represented by a product, operation or department. 

Ensuring that compensation approaches are' consistent with the'bank's ethical values, 
objectiyes, strategy and control environment. 

Compensation should be tied to long term performance. The Supervisory Council should 
approve compensation for senior management and other key employees that is consistent with 
the bank's culture, objectives, strategy and control environment. Salary schedules should be set 
in a way that avoids excessive risk taking and in such a way that they do not depend on short 
term performance, i.e., short term trading gains or loan growth without regard to qUality. 

Conducting corporate governance in a transparent manner 

For shareholders, market participants and the general public to play their role and hold the 
Supervisory Council and senior management accountable for their performance, the performance 
of the bank must be transparent. It is the responsibility of the Supervisory Council to determine 
the frequency and nature of the disclosures to be made. The issue of disclosure for banks will 
take on increasing importance as the new Basel Accord on Capital is put in place. Under the 
new Accord disclosure is one of three keycompt>nents·in determining capiW adequacy. EaCh 
bank is,requiredto have a disclosure policy'adoPtoo'by the SUPerViSory CoUncil,: which is 
regularly reviewed and certain disclosures will b'e.required. For those baDks, which want to be 
recognized and competitive in the international cbnmiunity, increased disclosure wiIl be critical. 
Banks and the NBU will need to determine how they are going to go about implementing the 
new requirements of the capital accord . 

. Summary on corporate governance 

Sound principles of corporate governance encompass many of the key components of bank risk 
management systems. A risk management system includes: risk identification, risk 
measurement, risk management and risk monitoring and control. In setting strategic objectives 
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and establishing strategic business plans, management and the Supervisory Council should be 
involved in the risk identification process. They should determine the nature of the risk they are 
willing to take and establishing limits on that risk, which is part of the risk measurement process. 
Risk is managed through the establishment of policies and procedures, the establishment of clear 
lines of authority and responsibility, through staffing with qualified personnel. Two of the key 
components of a risk monitoring and control process are an independent, qualified Supervisory 
Council and a strong, independent audit process. Other control features are to assure that 
compensation is aligned with goals and controlling risk and to ensure comprehensive disclosure. 
In addressing the issues of strong corporate governance, a bank or regnlator will begin the . 
process of establishing strong bank risk management systems. 

CONTROL SYSTEMS 

Some of the control systems were discussed under corporate governance. Many of the 
traditional control systems that banks have used and supeIYisors have required as part of the 
overall control enviromnent of the bank are still applicable. However, as banks imprOVed their . 
assessment of risks many of the control systems were modified to better focus on the risk 
inherent in various products. In discussing control systems, I would like to use the organization 
used by the Dutch supervisory authorities. They have broken Control Systems into three broad 
categories: ·Internal Controls, Organizational Controls and Management Controls. 

Internal Controls 

Internal controls can be broken into six categories for assessment. These include the Bank's risk 
. management framework, finimcial and managerial reporting, operational risk controls, audit 
controls, compliance controls, IT (technology) controls and human resource controls. 

As risk management in banks has evolved, banks have developed a risk management framework 
for identifying, measuring and limiting, monitoring and controlling risk. Risk assessments are 
performed by each managerial or functional unit and cover all products and services. In many 
cases, whenbar.kmanagementsused a risk assessment disCipline, they have found that all of the 
risks inherent ill a particular area or product were not recognized. This is particular true in areas 
viewed as operational, but where credit risk also existed. Management assessments have also 
evolved to take into account the impact of risks, such as interest rate or foreign exchange risk, 
not just on their own balance sheets, but also the impact on customers and resulting secondary 
impact on credit risk. This has lead to a better understaiJ.ding and analysis of the . 
interrelationships of these risks within an individual institution. See the attached matrix from the 
Dutch Risk Assessment Manual for more specifics on the evaluative factors for a risk 
management framework. 

Once risks are identified there should be a process to measure the level of risk. Earnings at risk 
and capital at risk methodologies are common ways to measure risk. Typically, strategic plans 
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and budgets incorporate risk limits. Once a methodology to measure the risk is detennined, 
limits can be established and monitoring through MIS and audit can be developed. Financial and 
managerial reporting should be adjusted to complement the risk management process. 

Operational risk controls such as policies, procedures and operational controls should also be 
focused on risk. Limits set should be reflected in policies and procedures. Controls should not 
only ensure management of financial risks but should include compliance controls as well. 
Controls over technology and human resources should be evaluated. An evaluation matrix for 
each of these components is also available. 

Organizational Controls 

Organizational controls include organizational structure, group or iusider relationships, reporting 
lines and a responsibility structure. These have been broadly discussed under Corporate 
Governance. An evaluation matrix for these components is also available. It is noted that banks 
committed to risk managernent have altered their organizational structures to incorporate more 
extensive risk control units, such as intemillloan review, compliance and financial risk 
management units. This recognizes that ~ften the internal audit department does not have all the 
requisite skills to do a comprehensive assessment of risk management. As a result, larger 
institutions have established more specialized units to deal with these risk control functions. 

Management Controls 

Managerial controls include the quality of management and effectiveness of its structure, 
decision-making processes, strategic plans and risk control attitudes. Again, all of these areas 
should be evaluated with an emphasis on their effectiveness with respect to risk management. 

DEVELOPMENT OF NEW METHODOLOGIES 

As banks have focused on risk and with the ~i~ce of technology, bank managements \Jave 
developed new meth04ologieS to better u!ld~!at).d ~d measUre .the risk they ar~ takUig. Several 
models have been developed to better assess ilie level ·ofrisk and determine the iIppact on bank 
profitability and capital levels. Conversely,olhermodels have been developed to deierinine the 
most effective way pf allocating capibu. Models to achieve specified risk adjusted returns are 
used to determine the pricing necessary to offset risk and achieve an appropriate risk adjusted 
return on capital. 

Simulation models have been developed to measure the impact of changes in interest rates and 
FX rates. Other measures of interest rate risk include duration analysis and the market value of 
portfolio equity or value at risk models. Through modeling banks can stress test their portfolio 
and determine the level of risk under various scenarios. 
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Banks have also greatly improved their internal risk rating processes. Models have also been 
extensively used in predicting the performance of various portfolios. Banks have been very 
successful in developing and using models in the consumer credit area. Various models exist for 
the credit portfolios including default models and various mark-to-market models. Bank 
managements use scenario analysis to predict vulnerability to various economic or market 
situations. Managements also stress test portfolios to determine vulnerability of customers to 
market or liquidity shocks. As banks have developed better ways of measuring risk in their 
credit portfolios, it has also lead to better reserve for loan loss methodologies. 

The development of more sophisticated and reliable risk measurement techniques has caused the 
Basel Committee to recognize the validity of these techniques in the New BaselCapital Accord. 
The new Accord recognizes that the existing Capital Accord is but a crude measurement of risk. 
In banks that have developed better methodologies, supervisors will be evaluate these 
methodologies and determine whether or the extent to which these risk measurement techniques 
can be used in place of the standardized approach. 

Utilization of these new techniques has driven changes in how risk is managed and the limits 
placed on risk. The result is less volatility in earnings and capital. Use of these measurement 
techniques has resulted in the Board of Directors' (Supervisory Council's) improved 
understanding of risk and its impact on the bank's financial condition. 

DEVELOPMENT OF NEW PRODUCTS 

As bank managements improved their recognition and analysis of risk, they sometimes found 
that they were not willing to take on the level of risk inherent in the business they were doing. 
This has driven efforts to move risk off the balance sheet. As a result, a wide variety of new 
products were developed in the 80s and 90s to allow bank managements to mitigate their risk. 
Improvements made in the measurement of risk also facilitated the development of new 
products. Some of these new products included derivatives, asset securitizations and new forms 
of credit insurance. Derivatives have been developed to deal with FX, interest rate and credit 
risk. . Through these various risk mitigation techniques, a bank management can pass the 
various risks on to other banks, insurance companies, securities firms and other market 
participants. However, it should be noted that these new products have brought new challenges 
in the analysis of the risks that result from their use. 

Although it is recognized that most of these products do not currently exist in Ukraine, a first 
step in their development is the improvement in risk analysis and measurement by Ukrainian 
banks. Techniques for sharing credit risk, such as loan participations and syndication of loans, 
were developed some time ago. They have, however, been facilitated by the use of better credit 
risk management techniques. Better development of these products in Ukraine may be an 
appropriate starting point. As new products are developed, it will be critical for the Supervisory 
Council and management to understand them and their risk or how they mitigate risk. 
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SUMMARY 

This is a quick overview of the development of bank risk management systems. The inspection 
process has looked at a large number of the elements of sound risk management processes. 
Although the standards in the inspection handbook need to be updated, examiners have cited 
weaknesses in bank risk management systems. However, there has been a failure to 
communicate these standard to the industry and ineffective enforcement The risk management 
standards need to be updated, communicated and issued in a form that is enforceable. The area 
of Corporate Governance is one that I consider to be very weak. Changes to the legislative 
structure of both the company and banking laws are necessary. Another critical area to be 
addressed is the audit process. Finally, training for bank managers and bank supervisors is 
needed in the newer techniques for measuring and evaluating risks. 

If the Ukrainian banking system is to be competitive, improvement to risk management 
processes are critical. 
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From: 

Cc: 
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BearingPoint. 
Formerly KPMG Coowlting 

MEMO 

I.M.Ivanink, Director, Department of Personnel 

Frank Blimling, Senior Advisor, Chief of Party, Bearing PointlUSAID 
Banking Supervision Project 
Marina Antonova, Training Specialist 
Ralsa Ladokhina, Program Specialist 

I.O.Kireyev, Director, General Banking Supervision Department 
N.V.Ivanenko, Deputy Director, General Banking Supervision Department 

October 17, 2002 

Personnel Training Database 

We, BearingPoint advisors (former Barents Group of KPMGConsulting), have collaborated 
witb the NBD since 1995. We turn to the Department of Personnel for assistance and advise 
on tbeissue·of the development and implementation of a training database for tbe General 
Department of Banking Supervision .. 

We know, that the Department of Personnel has accumulated abundant information 
concerning the participation of employees of both the NBD in general and its banking 
supervision area in various training events: seminars, re-training programs, internships botb 
in Ukraine and overseas, etc. organized by the NBD and external organizations. 

As you know, during the years of our co-operation with tbe NBD our advisors together witb 
the NBD experts have always considered personnel training one of priorities. In additional to 
many seminars on banking supervision issues delivered during this period, we also 
participated in the development of the Training Concept for Banking Supervision together 
with NBD experts and the Dutch Grant (NBD Resolution N. 153 of 04.25.2002). This 
Resolution also emphasizes the need to create and maintain "a constantly updating training 
database" (see Section "Organizational Actions", Sub-section "Organization of Training"). 

Taking into consideration international experience in tbe training area, as well as results of 
our long-term cooperation with the NBD banking supervision area, we believe that a 
comprehensive and efficient training program requires an appropriate database. A properly 
structured database will allow to: 

I) quickly determine, which seminars and other training events are needed in the first place 
2) calculate the number of employees who have attended different courses, including 

information by separate units of both the Central Office, and regions 
3) determine the total number of training events and hours attended by each employee 
4) determine the individual workload of trainers and experts, invited to teaching by tbe NBD 
5) in compliance with the tentative list of courses referred in the Resolution N. 153, 

determine the number of basic and advanced courses, attended by each employee of tbe 
General Department of Banking Supervision 



6) efficiently schedule training for every employee, taking into consideration individual 
needs in training, workload and prospects for the carrier development 

7) coordinate training plans for each unit of the General Department, etc. 

In 1998 a software format was developed in the banking supervision area, which with some 
minor changes and amendments could be used to fulfil the tasks listed above. Additionally, it 
should be stated that one of the tasks of the Dutch Grant advisors, who are to start their 
activitie~ in winter 2002-2003, also is to develop and implement such training database. We 
propose the following: 

the Department of Personnel should view proposals of the General Department of 
Banking Supervision on the database format (see Attachment) and develop their 
proposals on its improvement and/or amending, so that it would meet the NBU needs; 
based on the database format proposed and the Personnel Department proposals, a 
technical assignment for the Dutch Grant advisors should be formulated on the 
finalization and implementation of a comprehensive and flexible database. 

Such database may be used for the further improvement of the training process not only in the 
General Department of Banking Supervision, but also in all other areas of the NBU. After the 
database is finalized within the assignment formulated for the Dutch Grant advisors by the 
Personnel Department and General Department of Banking Supervision, the function of its 
maintenance and updating may be transferred to the banking supervision area· and other 
structural areas of the NBU, provided the appropriate decision is taken. 

We would appreciate your assistance in the development of the final version of the software 
that would allow to maintain such databases and its updating, as well as ensuring the access 
for the General Department of Banking Supervision. 
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MEMO 

IBaHIOKa I.M., Jl.HpeKTopa ,ll;enapnlMeHT)' nepcoHany 

4I»peHKa JiJliMJliHra, rOJlOBHOro pa)lHHKa, KepiBHHKa npoeKT)' "P03BHTOK 
6aHKiBCbKOrO HafJIlI,lIy" Bearing PointlUSAID 
MaPHHH AHTOHOBOi, cneI\ianicTa 3 TPeHHHry 
PaicH JII\)\OxiHOY, cneI\iaJIiCTa 3 p03po6J1eHHlI nporpaM 

ICip££Ba 0.1., )lHpeKTOpa reHepaJIbHOrO )lenapnlMeHT)' 6aHKiBcbKoro Hamw 
IBaHeHKo H.B., 3aCT)'nHHKa )lHpeKTOpa reHepaJIbHoro )lenapTaMeHT)' . 
6aHKiBcbKOro HarJlW 

17 lEOBTHH 2002 pOKY 

"Ga:Ja oaHux HaB'laHHR nepCOHOJIY . 

MH, pa)lHHKH BearingPoint (KOJlHWHbOi Barents Group of KPMG Consulting), .11\0 
cniBnpal\lOlOTb h HRllioHaJIbHHM 6aHKOM YKpalHH 3 1995 POKY, 3BepTaeMOCb)lO 
,ll;enaPTaMeHT)' nepcoHany 3a )lOnOMOrolO Ta nopa)lOIO B mlTaHHi p03p06J1eHHlI TIl 
3anpOBa,!VKeHHlI 633H AaHUX II\OAO HRB'IaHHlI Ta ni)lBHlI\eHHJI KBaJli<\>iKaI\ii' npalliBHHKiB 
reHepaJILHOrO )lenapTIlMeHT)' 6aHKiBcLKOro HarllJl,lly. 

HaM B~OMO, 11\0 ,l(enapTaMeHT nepcoHany HaKOnH'IHB 3Ha'iHY iH<\>opMaI\ilO, lIKa CTOCYeTbCJI 
yqacTi npaI\iBHHKiB HEY B I\iJJOMY Ta CJJYlE6H HarJllI,lIy 30KpeMa B pOHOMaHiTHHX 
Has'laJIbHHX 3aXO)laX - ceMiHapax, nporpaMax niJIBHlI\eHHJI KBaJIi<\>iKaI\iY, cTIDK)'BaHHlIX B 
YKpaiHi TIl 3a KOPAOHOM, opraHhoBaHHX HEY Ta iHWHMH YCTaHOBaMH TIl opraHhaI\illMH. 

JiK BH 3Hacre, npOTJIfOM pOKiB po60TH Haworo npoeKT)' Hawi pa,l\HHKH Pa30M h 
npRlliBHHKaMH HEY 3aBJK,l\H BBalEaJIH HaB'IaHHlI Ta niJIBHlI\eHHlI KBaJIi<\>iKallii'nepcoHany 
O)lHHM i3 npiopHTCTHHX 3aB)laHL. KpiM BeJlIIKOi KiJlbKOCTi phHOMaHiTHHX ceMiHapiB 3 
nHTaHL 6aHlciBcbKoro HafJIllA)', npO'lHTaHHX 3a I\en nepio)l, MH Pa30M 3 eKcnepTaMH 
HRllioHaJlbHOrO 6aHKY TIl rOJllIll.l\CLKOrO rpaHT)' 6paJIH y<!aCTh Y po3p06J1eFlHi KOHI\enI\ir 

. KOMruIeKcHoi' nporpaMH 3 ni,nBHlI\eHHlI KBaJli<\>iK3l\i'i npauiBHHKi8 6aHKiBCbKoro HafJiJl,lly 
i (I1oCTaHOBa TIPaBJliHHlI HRlliOHaJlLHOro 6aHKY YKpai'HH N.~ 153 Bi)l 25. 04.2002). l\lI 
':TIocraHciBa TaKOl!( HarOJlOmye DR He06xiJIBOCTi CTBOpeHHlI Til Be):leHim "noCTinHO 

nOHORJIIOBaHO! 6a3H )lIlHHX nporpaMli nip,B!H1I.eHHll K8aJ1i<\>iKal\ii" ()11m p03)1iJl 
"OpraHhaI\inHi 3axO)lH", ni)lp03)1iJl OpraHhal\ill HaB'IaHHJI"). 

BpaxoBYIO'I1i Mill<HapO)lHHn )lOCBi)l y raJJY3i ni.nrOTOBKH nepCOHaJIY TIl PC3YJlLTaTH Hawoi' 
6araTopi'lHOI cniBnpal\i 3i CJI)'lK601O 6aHKiBCbKoro HarJlli,lly HEY, BBaJKaeMO, 11\0 
nOBHOl\iHHa,BCeOClIlI<Ha, e<\>eK'fHBHa nporpaMa HaB'IIIHHlI Ta ni)lBHlI\eHHH KBaJlicpiKal\il 
nepCOHaJIY nOTpe6ye Bi)lnOBi)lHoi' 6a3H AaHHX. HaJlelKHO CTPYKTYPOBaHa 6a3a J\aHIIX AaCTL 
MOlKJlllBicn: 

1) WBH)lKO BH3Ha'lHTH, B lIKHX ceMiHapax TIl iHWHX HaB'IaJlLHHX 3aXO)laX iCHye 
nepwO'leprOBa nOTPe6a 



2) niApaxysaTH KiJlbKiCTb npal\iBHHKiB, ~Ki BiABiAanH TOil qH iHIllHIl KYPC - B TOM)' qHCJli 3a 
OKpeMHMH niApo3AinllMH ~K l\eHTpanbHoro anapaTY, TaK i TepHTOpianbHHX ynpaBJIiHb 

3) BH3HaqHTH 3aranbHY KiJlbKicTb HaBqaJlbHHX JaXoAiB TIl roJl)lH HaBqaHH~, BiABmaHHX 
KOlKHHM npal\iBHHKOM 

4) BH3HaqHTH iHAHBiAYanbHe Ha8aHTIIlKeH~ BHKJla,I\aqiB TIl eKcnepriB, ~KHX HBY 3aJJyqac 
.110 BHKJlaAaHHlI ceMiHapiB 

5) 3riAHo 3 OpiCHTOBHHM nepeJliKOM KYPCiB, HaBeAeHHM y nOCTaHOBi M! 153, BH3HaqHTH 
KinbKiCTb 6a30BHX TIl nOrllH6J1eHHX ceMiHapiB, BiABiAaHHX KOlKHHM OKpeMHM 
npa[\iBHHKOM reHepanbHoro AenapraMemy. 

6) eq,eKTHBHO CllJIaHYBaTH iHAHBiAYanbHi HasqanbHi nJlaHH AAA KOlKHOro npa[\iBHHKa 3 
OrJlllAY Ha KOHKpeTHi nOTpOOH y niABHlI{eHHi KBani!\liKal\ii, po6o'Ie HasaJ!TIIJI(eH~ TIl 
nepCneKTHBH Kap'epHoro POCTY 

7) YJroAlK)'BaTH HaB'IaJlbHi llJIaHH AAA KOlKHOro CTpYKTYPHOro niAp03Ainy reHepallbHoro 
AenapraMemy (ynpaBJIiH~, Bi.o.Ainy, ceKTOpa) TOlI{O. 

Y 1998 pol\i Y cJl)'JK6i 6aHKiBCbKOro HarJlllAY 6YJlo po3p06J1eHO TIl 3anponoHOBaHO AAA 
nOAanbllIoro BHKOPHCTaHHJI !\lopMaT nporpaMHoro 3a6e3neqe~ AAA CTBOpe~ 6a3B AaHHX 
lI{OAO HaBqaHm nepcoHany. KpiM TOro, He06xiAHo 3a3Ha'IHTH, lI{O PaAHHKH rOJlaHACbKoro 
rpamy, lIKi MlIlOTb npHcrynBTH AD BHKOH~ CBOIx o6oB"lI3KiB B Kimti 2002 - Ha no'IaTKY 
2003 POKY, TaKOlK Maron. OAHBM i3 CBOIx 3aBAaHb po3po6J1e~ TIl 3anpoBaJllKe~ TaKoi 
6a3H AaHHX. HallIa npon03Hl\in no~rac B HaCT}'IIHOMY: 

~enap1'llMemy nepcoHany po3r~HYTH npon03Hl\ii CJl)'JK6H Har~AY OllOAO I\loPMaT)' 
6a3H AaHHX (AHB. ~oAaTOK .110 cnyJK6oBoT 3allHCKH reHepanbHoro AenapTIlMemy 
6aHKiBCbKoro Har~AY) TIl HaAaTH CBoT npon03Hl\ii lI{OAO it YAOCKOHane~ Tala60 
AonOBHeH~, a6H BOHa BiAnoBmana n0Tpe6l1M Ha[\ioHaJlbHOro 6am<y YKpaiHH; 
Ha OCHOBi 3anponoHoBaHoro !\lopMary 6a3H AaHHX TIl npon03HI\il! ~enapTaMemy 
nepcoHany C!\l0pMYJlIOBaTH TeXHiqHe 3aBA~ AAA paAHHKiB rOJlaHACbKoro rpamy 
lI{OAO Aop06J1eH~, 3aUpoBaAlKeH~ TIl BeAeH~ nOBHoi, BceoclllKHOT TIl ~Koi 6a3H 
AaHHX. 

TaKa 6a3a AaBHX MOlKe BHKOpHCTOBysaTHC~ AAA YAocKoHane~ npol\ecy llJIaB}'B3HHJI 
, nporpllM HaB'I~ TIl niABHll{eH~ KBaJJi!\liKal\ii He TIJlbKH B reHepaJlbHOMY AenapTIlMeHTi 
6aHKiBcbKoro HarJlllAY, ane i B ycix iHIIIHX CTpYKTYPHHX niAP03.l(inax HauioHaJlbHOro 6aHKY 
Y KpaiHH. ru~ TOro, lIK 6a3y .l(aHHX 6Y.l(e .l(oonpa[\bOBaHO B paMKax TeXHi'IBoro 3aB.l(~, 
c!\lopM)'JIbOBaHoro. ~enap1'llMeHTOM nepcoHany TIl reHepaJlbHHM, .l(enapTaMeHTOM 
6aHKiBCbKOro HarJlllAY AAA !\laxiBl\iB rOJlaHACbKOro rpamy, BWIOBmaJlbHiCTb ,Ja Ii ;Be.l(e~ 
TIl nOHOBJleH~ MOlKe 6ym, nepe.l(aHO '.l(O" reHepanbHoro, .l(enap1'llMeHry 6aHKiBcbKbro 
HarJl~.'Ta .l(0. iHlIIHX 'CTpYKTYPHHX, imi.l(po3.l(iJliB HaI\ioHaJlbHOro. 6aHKY, ,lIKll{O .. 6Y)le 
npHIIHlITe BmnoBmHe pillIeH~.· 

MH po3paxOBYCMO Ha Bamy CniBnpaI\lO B nHTaHHi niJlfOTOBKH npon03HlUIl AAA 
rOJlaH.l(CbKoro 'rpamy lI{O.l(O p03p06J1eHH~ OCTIlTOqHOro sapiamy l\boro nporpaMHOro 
3a6e3neqeH~, ~Ke )l03BOJlHTb BeeTH TaKi 6a3H )laHHX, nepeBe)leHHi lIoro Ha 6iJlbllI cyqacHY 
nporpaMHY nJlaTl\lopMY, a TaKOlK B OTpHMaHHi Aocryny .110 TaKOI nporpru.1H reHepanbHoro 
AenapTIlMeHry 6aHKiBcbKoro Har~AY. 
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Frank E. Blimling, Senior Advisor 

BearingPoint, Inc. 
Supervision by Risk Task Force 
November 5, 2002 
Risk Based Supervision - Risk Assessment System 

Introduction 
The implementation of risk-based supervision by the Bank Supervision Department 
(BSD) of the National Bank of Ukraine is a large and far-reaching project, which will 
impact a variety of constituencies. The initial impact will be on commercial bank 
managers and supervisory councils, as they will be asked to implement risk management 
systems in.their banks (see Karen Wilson's memorandum dated October, 15, 2002). 
However, over both the long and short term, all aspects of bank supervision will be 
impacted as.supervisory techniques are adjusted to complement the risk management 
systems in banks. The end result should be a banking and supervision system in accord 
with international standards, and commercial banks and a bank supervisor, which are 
more efficient and effective in their businesses. 

Risk-based supervision is a framework that establishes common terminology and 
al?proaches to evaluating the management of risk in financial institutions. While it is a 
common approach, it is flexible enough to be adaptable to virtually all financial products 
and services, and to institutions large and small. By clearly delineating the risks that 
make up each product and service, managers and the BSD are better able to understand 
risk profiles and evaluate actions. taken to minimize the adverse consequences of risk
taking. It is the responsibility of the management and supervisory council of each bank to 
understand the risks associated with the business they are running and to take steps to 
minimize the adverse consequences of these risks. Risk-based supervision looks at how 
",,~1l management identifies; measures, controls, and monitors risks. 

Under tbe current supervisory approach employed by the NBU, supervision is usually 
closely tied to accounting and auditing principles. This traditional supervisory approach 
often fails to account for the different levels of knowledge and confidence that the BSD 
has regarding the institutions supervised, and therefore the same procedures and 
approaches are applied to all institutions equally. The primary focus is on the accuracy of 
the balance sheet, including loan loss reserves, the income statement, and the adequacy of 
traditional internal controls that are primarily designed to prevent fraud. The primary 
objectives are balancing journals, reviewing large numbers of individual transactions 
such as loans, and quantifying problems based on the aggregate of transactions reviewed. 
This approach has merit for determining the current condition of a financial institution 
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and quantifying current problems but provides little insight into future performance and 
does not put the onus of accurate record keeping and problem identification and 
correction where it rightfully belongs, which is on management and the supervisory 
council. Also, corrective actions are often directed toward the symptoms of problems 
rather than the causes of problems. 

The results of traditional supervision and risk-based supervision can vary greatly. 
Traditional supervision often results in quantifying problems, correcting symptoms of 
problems, and instructing banks to avoid risks that seem too high. Risk-based supervision 
assesses the quality of risk-management practices, addresses causes of problems, and 
makes recommendations that give banks options on how to minimize the adverse 
consequences of risk-taking. Additionally, traditional supervision tends to apply a 
cookie-cutter approach to supervision in which all banks are treated alike, often at the 
lowest common denominator. Risk-based supervision treats banks differently depending 
on each bank's demonstrated ability to manage risks. It does not penalize well-managed 
banks by making them operate under standards designed to keep weak, poorly managed 
banks solvent. 

The newly formed Risk Based Supervision Task Force is charged with designing and 
implementing a risk based supervisory approach suitable for the BSD and the Ukrainian 
banking system. It is also charged with educating and guiding the BSD staff, as well as 
NBU management and commercial banks, thfough the transition from the existing 
traditional supervisory approach to a risk based supervision approach. These 
responsibilities are to be carried out in two main phases. Phase one requires the Task 
Force to design a Risk Assessment System. (The remainder of this memorandum 
discusses the elements of a Risk Assessment System.) Phase two involves 1) ensuring 
commercial banks develop comprehensive risk management systems, 2) developing the 
necessary tools and systems required of a risk based supervision approach, and 3) 
promoting a legal frame work that will require risk management systems in commercial 
banks and support an effective risk based supervision approach. (These three areas will 
becovered in subsequent memorandums.) 

Risk Assessment System 
A successful Risk Assessment System (RAS) provides a concise methvd of 
communicating and documenting judgments regarding the quantity of risk, the quality of 
risk management, the level of supervisory concern, and the direction of risk. There are 
three'major components to a RAS; which are necessary for the BSD to carry out its risk 
based supervision approach. 

First, thi: BSD, for analysis and discussion purposes, must identify and assess the risks 
separately .. This requires selecting broad risk categories and their definitions for bank 
supervision purposes. These broad categories include all the risks normally encountered 
by a commercial bank. The categories are not mutually exclusive, and any product or 
service may expose the bank to multiple risks. By identifying and defining these risk 
categories, the BSD establishes common terminology and approaches to evaluating the 
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management of risk in commercial banks. The common definitions are critical to 
identifying risk consistently. 

The second major component in a RAS is establishing evaluation criteria for each 
category of risk. This ensures a common framework to document decisions about risk 
and provides a guide in assessing risk exposure, 

The third major component is the actual assessment of risk exposure for each category of 
risk. The assessment of risk exposure includes: 
• Quantity of risk, which is the level or volume of risk that exists and is assessed as 

high, moderate, or low. 
• Quality of risk management, which includes how well risks are identified, measured, 

controlled, and monitored and is assessed as weak, acceptable, or strong. 
• Aggregate risk, which is a summary judgment that reflects the level of supervisory 

concern considering both the quantity of risk and the quality of risk management, 
weighing the relative importance of each. Aggregate risk is, assessed as high, 
moderate, or low. 

• Direction of risk, which indicates the likely changes to the risk profile over a set 
period of time, usually 12 months, and is assessed as decreasing, stable or increasing. 

The three components that make up the RAS are built on the tradition supervisory 
approach already in place, and will allow the BSD to better manage its resources and take 
a proactive approach when considering enforcement actions. The RAS not only allows 
the BSD to IUlderstand and deal with risks in an individual bank, but also provides a more 
comprehensive IUlderstanding of the risks in the entire banking system. 

CAMELS Rating vs. Risk Assessment System 
Many questions arise as to the need for and validity ofthe CAMELS rating process when 
the RAS is more comprehensive and forward thinking. Besides the fact that most 
supervisors and bankers are familiar with the CAMELS methodology, a rating system is 
needed to IUlderstand the current condition of a bank and is one of the major tools used as 

. part of the RAS to quantify risk, and to some degree determine the quality of risk 
management. Because of the familiarity of the current CAMELS rating system, BSD can 
use the rating system to facilitate the implementation of a fully integrated risk based 
supervision approach. If a rating system did not currently exist, the BSD would have to 
develop some means of quantifYing risks in order to make the RAS function 
appropriately. 

To demonstrate how the CAMELS rating system works successfully with the RAS, three 
illustrations follow. The first two illustrations concern individual banks and deal with the 
BSD resource allocation and enforcement actions. The third illustration shows how the 
BSD, through using the RAS, can identify and address a systemic issue. 

Hlustration 1 
Two banks of similar size receive Asset Quality ratings of "2", under the CAMELS 
rating system. The RAS for Bank "A" shows moderate Credit Risk and decreasing, 
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Bank "B" is assessed as moderate Credit Risk and increasing. While both banks 
currently have acceptable asset quality, there is concern (as reflected in the RAS) that 
Bank "B" will most likely experience asset quality problems in the near future. 

For Bank "A", the BSO will likely pursue a normal examination and monitoring 
schedule, without considering enforcement action. 

However, for Bank "B", the BSO would increase the frequency of examinations and 
intensify monitoring, and possibly increase staffing of examinations, particularly in the 
risk management and asset quality review areas. Additionally, BSO should consider 
pursuing enforcement action to ensure that the management and supervisory council of 
Bank "B" take appropriate action to prevent asset quality deterioration. 

mustration 2 
Two banks of similar size receive Asset Quality ratings of "3" and Liquidity ratings of 
"2" under the CAMELS rating system. The RAS for Bank "A" shows high Credit Risk 
and decreasing, and moderate Liquidity Risk and stable. While the RAS for Bank "B" 
shows high Credit Risk and increasing, and moderate Liquidity Risk and increasing. 

Obviously, Bank "A" is dealing with its asset quality problems while maintaining 
adequate liquidity. In other words, the management of Bank "A" is taking appropriate 
action to address regulatory issues. The BSO would probably consider a slightly 
heightened supervisory regime to ensure management continues to make progress in 
improving asset quality. Even though a "3" rating would normally result in some form of 
enforcement action, the BSO may decide to delay enforcement action, or not pursue any 
action if BSO is comfortable that management will continue to successfully address the 
issues. A normal supervisory regime would be followed when reviewing and assessing 
Liquidity. 

Bank "B" is not only experiencing current Asset Quality problems, but there are strong 
indications that the problems will worsen and create a liquidity crisis. The BSO would 
definitely increase the frequency and staffing of inspections and pursue more vigorous 
monitoring efforts. The BSO would also aggressively pursue enforcement action, not 
only in the asset quality area, but also concerning liquidity. 

mustration 3 
At the current time, systemic liquidity is considered good as demonstrated by the fact iliat 
80% of all banks have Liquidity ratings of ''2'' or better. However, the RAS for 70% of 
the bankS in the system indicate moderate and increasing Liquidity Risk. This is a clear 
indication that systemic liquidity may become a concern within the next 12 months. The 
NBU would determine the underlying causes of increasing Liquidity Risk in such a large 
number of banks, and may consider taking some form of action over the next 3 to 4 
months to mitigate any systemic liquidity concerns. Meanwhile, the BSO may begin to 
alert banks to this trend and encourage bank managers and supervisory councils to focus 
more on liquidity in their risk management process. By taking a proactive approach, the 
NBU may be able to prevent or lessen the impact of a system-wide liquidity crisis. 
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Conclusion 
A fully functional and integrated Risk Assessment System provides substantial benefits 
t6 the supervision of banks that the current traditional supervisory approach does not 
entail. Among the more important benefits of a well designed RAS are 1) the ability of 
the BSD to gain a better and more thorough understand of how risks are managed in 
individual banks, 2) allow the BSD to more effectively manage its limited resources, and 
3) allow the BSD to take a more proactive approach to enforcement actions. The BSD 
and NBU will also have a clearer picture of the condition of the banking industry and 
potentially be able to more effectively deal with systemic risk at an earlier stage. 

The three major components of a RAS are: 
• Identified and defmed risk categories that are used throughout the BSD 

supervisory process; 
• Employment of well developed evaluation criteria for each risk category; and 
• Assessment of each risk category based on the quantity of risk, quality of risk 

management, aggregate risk, and direction of risk 
The RAS. uses and builds on the existing supervisory tools, such as the CAMELS rating 
system, currently employed by the BSD. However, many additional tools will be needed 
and existing tools, including the CAMELS rating system, will most likely be modified to 
enhance and support the RAS and the overall risk based supervision approach. 

lblimling PageS 21712003 

/ 
tf'o 



Risk Based Supervision - NBU Bank Supervision Initiative 
Article for Risk Management magazine 
Frank E. Blimling 
Senior Advisor 
BearingPoint, Inc. 

Introduction 
The implementation of risk-based supervision by the Bank Supervision Department 
(BSD) of the National Bank of Ukraine is a large and far-reaching project, which will 
impact a variety of constituencies. The initial impact will be on commercial bank 
managers and supervisory councils, as they will be asked to implement risk management 
systems in their banks. However, over both the long and short term, all aspects of bank 
supervision will be impacted as supervisory techniques are adjusted to complement the 
risk management systems in banks. The end result should be a banking and supervision 
system in accord \vith international standards, and commercial banks and a bank 
supervisor, which are more efficient and effective in their businesses. 

Risk-based supervision is a framework that establishes common terminology and 
approaches to evaluating the management of risk in financial institutions. While it is a 
common approach, it is flexible enough to be adaptable to virtuaJIy all financial products 
and services, and to institutions large and small. By clearly delineating the risks that 
make up each product and service, managers 'and the BSD are better able to understand 
risk profiles and evaluate actions taken to minimize the adverse consequences of risk
taking. It is the responsibility of the management and supervisory council of each bank to 
understand the risks associated with the business they are running and to take steps to 
minimize the adverse consequences of these risks. Risk-based supervision looks at how 
well management identifies, measures, controls, and monitors risks. 

Under the current supervisory approach employed by the NBU, supervision is usuaJIy 
closely tied to accounting and auditing principles. TIris traditional supervisory approach 
often fails to account for the different levels of knowledge and confidence that the BSD 
has regarding the institutions supervised, and therefore the same procedures and 
approaches are applied to all institutions equally. The primary focus is on the accuracy of 
the balance sheet, including loan loss reserves, the income statement, and the adequacy of 
traditional internal controls that are primarily designed to prevent fraud. The primary 
objectives are balancing journals, reviewing large numbers of individual transactions 
such as loans, and quantifying problems based on the aggregate of transactions reviewed. 
This approach has merit for determining the current condition of a financial institution 
and quantifYing current problems but provides little insight into future performance and 
does not put the onus of accurate record keeping and problem identification and 
correction where it rightfully belongs, which is on management and the supervisory 
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council. Also, corrective actions are often directed toward the symptoms of problems 
rather than the causes of problems. 

The results of traditional supervision and risk-based supervision can vary greatly. 
Traditional supervision often results in quantifying problems, correcting symptoms of 
problems, and instructing banks to avoid risks that seem too high. Risk-based supervision 
assesses the quality of risk-management practices, addresses causes of problems, and 
makes recommendations that give banks options on how to minimize the adverse 
consequences of risk-taking. Additionally, traditional supervision tends to apply a 
cookie-cutter approach to supervision in which all banks are treated alike, often at the 
lowest common denominator. Risk-based supervision treats banks differently depending 
on each bank's demonstrated ability to manage risks. It does not penalize well-managed 
banks by making them operate under standards designed to keep weak, poorly managed 
banks solvent. 

The newly formed Risk Based Supervision Task Force (of the NBU Bank Supervision 
and Legal Departments) is charged with designing and implementing a risk based 
supervisory approach suitable for the BSD and the Ukrainian banking system. It is also 
charged with educating and guiding the BSD staff, as well as NBU management and 
commercial banks, through the transition from the existing traditional supervisory 
approach to a risk based supervision approach. The two main focus areas of the Task 
Force is designing a Risk Assessment System (also requires ensuring the legal frame 
work and supervisory tools are available to administer the system); and ensuring 
commercial banks develop comprehensive risk management systems. 

Risk Assessment System 
A successful Risk Assessment System (RAS) provides a concise method of 
communicating and documenting judgments regarding the quantity of risk, the quality of 
risk management, the level of supervisory concern, and the direction of risk. There are 
three major components to a RAS, which are necessary for the BSD to carry out its risk 
based supervision approach. 

First, the BSD, for analysis and discussion purposes, must identifY and assess the risks 
separately. This requires selecting broad risk categories and their definitions for bank 
supervision purposes. These broad categories include all the risks normally encountered 
Bfa commercial bank. The categories are not mutually exclusive, and any product or 
service may expose the bank to multiple risks. By identifying and defining these risk 
categories, the BSD establishes common terminology and approaches to evaluating the 
management of risk in commercial banks. The common definitions are critical to 
identifying risk consistently. 

The Risk Based Supervision Task Force is considering the following ten Categories of 
Risk: Credit Risk, LiquidityRisk, Interest Rate Risk, Market Risk, Foreign Exchange 
Risk, Operational Risk, IT Risk, Reputation Risk, Legal Risk, and Strategic Risk .. 
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The second major component in a RAS is establishing evaluation criteria for each 
category of risk. This ensures a common framework to document decisions about risk 
and provides a guide in assessing risk exposure. 

The third major component is the actual assessment of risk exposure for each category of 
risk. The assessment of risk exposure includes: 
• Quantity of risk, which is the level or volume of risk that exists and is assessed as 

high, moderate, or low. 
• Quality of risk management, which includes how weli risks are identified, measured, 

controlled, and monitored and is assessed as weak, acceptable, or strong. 
• Aggregate risk, which is a summary judgment that reflects the level of supervisory 

concern considering both the quantity of risk and the quality of risk management, 
weighing the relative importance of each. Aggregate risk is assessed as high, 
moderate, or low. 

• Direction of risk, which indicates the likely changes to the risk profile over a set 
period of time, usually 12 months, and is assessed as decreasing, stable or increasing. 

The three compo~ents that make up the RAS are built on the traditional supervisory 
approach already ill place, and wili allow the BSD to better manage its resources and take 
a proactive approach when considering enforcement actions. The RAS not only allows 
the BSD to understand and deal with risks in an individual bank, but also provides a more 
comprehensive understanding of the risks in the entire banking system. 

Risk Management System 
Banks are in the business of taking risk and getting compensated for it. Risk 
management is the process by which a bank identifies, measures, controls and monitors 
its risk exposures. The U.S. based Financial Services Roundtable (FSR)i defines risk as 
the potential for loss, either directly through loss of earnings or capital or indirectly 
through the imposition of constraints on an organization's ability to meet its business 
objectives. Such constraints pose a risk by limiting a bank's ability to conduct its ongoing 
business or to take advantage of opportunities to enhance its business. The assessment of 
risk exposures can range from a simple high-low matrix to a complex statistical analysis 
that quantitatively estiI)lates the probability of a loss occurring and the probable amount 
of the loss. Regardless of .the s()phistication of the measure, banks often distinguish 
betWeen expectl;d and unexpected losses. Expected losses are those ipat the. b~~~ knows 
with reasonable certainty Willoepui" (!i.g., the expected default rate oCa .qedit card 
portfoi!q)' lqld ;u-e tYPically reserv~ f9~'{i1 some','maprier. Unexpected losSes. are those 
associatect With unforeseen events (e.g.; losses resulifug from the Asian financial crisis); 
banks rely on capital as a cushion to absorb Unexpected losses. 

A Risk Management System addresses all decisions and actions taken to avoid, mitigate, 
transfer, insure against, put limits on or explicitly take risk. A Risk Management System 
is a top down approach involving the Supervisory Council, the highest levels of 
management, risk review and control functions, and of course, the front line, where the 
risk is taken. 
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A bank's Risk Management System and the techniques employed are dictated by the 
culture. of the. organization, its size, type of risks being taken and the materiality of 
potential losses. Thus, the structure of a Risk Management System will differ from bank 
to bank. Because many of the risks a bank assumes are inherent to the business of 
banking, the Risk Management System will not eliminate all risks. Inherent risks 
requires the bank to optimize the risk/return tradeoff by either maximizing return for a 
given level of risk or minimizing risk required for a desire level of return. Other risks, 
such as operational and legal/compliance, are risks a bank wants to reduce to an 
acceptable level by the most economical means. The overall objective of a 
comprehensive Risk Management System is to enhance shareholder value while meeting 
the objectives of its other stakeholders, including customers, regulators, employees, 
management and Supervisory Council members. To meet this overall objective, a Risk 
Management System must ensure that: 
• Risks are understood at all levels of the organization 
• Risks are within tolerances established by the Supervisory Council 
• Risk-taking decisions are consistent with strategic business objectives 
• Risk-taking decisions are explicit and clear 
• The expected return compensates for the risk taken 
• Capital allocation is consistent with risk exposures 
• The bank's performance incentives are aligned with risk tolerances 

The FSR recommends seven principles that are essential for any Risk Management 
System and central to the management of risk across an organization, within its business 
lines, and within specific risk categories. They include: 
• Supervisory Councils and Senior Management responsibility 
• Framework for managing risk 
• Integration of risk management 
• Business line accountability 
• Risk evaluation/measurement 
• Independent review 
• Contingency planning 

1. Supervisory Council and Senior Management responsibility. Overall .risk 
management policies and tolerances should be set on a comprehensive, organization-wide 
basis by Senior Management; and reviewed with, and where appropriate approved by, the 
Sup~sory CounciL Policies and tolerances addressing risk identification, measurement, 
monitoring, and control should be clearly communicated to. those. areas affected 
throughout the organization. 

Purpose: To ensure that risk taking is consistent with shareholder expectations. the 
organization's strategiC plan. and regulatory requirements, and that the firm's risk 
culture is understood throughout the organization. 

2. Framework for managing risk. The bank should have a framework for managing risk 
that is effective, comprehensive and consistent. Management should allocate sufficient 
funds to staff and support its chosen framework. 
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Purpose: To ensure that all material risks are identified and managed in accordance wilh 
Senior Management's expectations, and to facilitate timely commUllication, coordination, 
escalation, and corrective action. 

3. Integration of risk management. To ensure that interactions among risks are 
identified, understood and managed as appropriate. Risks should not be evaluated in 
isolation. The analysis required to aggregate and highlight risks across the entire 
organization must be done at a level high enough to encompass the whole firm. 

Purpose: To ensure that risk is managed consistently across the organization, and that 
the interactions of various risks and the associated impact are understood and 
considered when strategic and tactical decisions are made. 

4. Business line accountability. Business lines should be accountable for managing the 
risks associated with their activities within established tolerances, as well as for the 
results, both positive and negative, of taking those risks. This accountability should exist 
notwithstanding the presence of one or _ more support functions dedicated to risk 
management activities. 

Purpose: To ensure that the people who make business decisions understand the risks 
they are taking; incorporate that understanding into their decision making in order to 
achieve acceptable risk-adjusted returns; and are held accountable for the associated 
gains or losses. Those closest to the business in question are best pOSitioned to identifY 
the risks in the business, prOvided there is adequate independent review and control, and 
an incentive structure that encourages risk identification and management responses by 
the line. 

5. Risk eValuation/measurement. All risks should be qualitatively evaluated on a 
recurring basis and, wherever practical, the evaluation should include quantitative 
analysis. Risk assessments should consider the effects of both likely and unlikely events. 

Purpose: To allow management to understand the amount and nature of risk exposures 
using a common language, and to make informed decisions regarding allocaIion of 
-resources for taking and managing risk. 

6. Independent review. Risk assessments"snould -be validated by independent re-,iew 
functions with resources, authority and expertise sufficient to assess the risks, test the 
effectiveness of risk management activities, and make recommendations for remedial 
action. 

Purpose: To ensure that those who take or accept risk on the behalf of the institution are 
not the only ones who measure, monitor and evaluate the risks. 

7. Coutingeucy planning. Risk management policies and processes to address potential 
crises and unusual circumstances should be in place and tested as appropriate. 
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Purpose: To ensure that the organization is prepared to identify and deal with unusual 
situations in a timely and effective manner. 

A well-designed Risk Management System will address risks, both inherent and 
unexpected, throughout the organization and by product and activity. The seven 
principles discussed above should be the framework for a comprehensive Risk 
Management System, and be evident in identifying, measuring, controlling and 
monitoring all risk exposures. To be effective, a Risk Management System must start at 
the top. It must become a part of the way the organization does business and not be 
viewed as an independent function. Proper risk assessment, analysis and management 
will not take place unless it is woven into strategic planning, budgeting process, operating 
plans, and business decisions. 

Summary 
The primary goal of the Risk Based Supervision Task Force, over the next few years, is 
to transition NBU Bank Supervision from a traditional, transactional supervisory 
approach to an approach that is more risk oriented and top down. Bank Supervision will 
focus on ensuring that a bank's risk management processes are appropriate for the type 
and level of risk taken and that the bank has an adequate capital and reserve cushion to 
absorb losses. The approach is intended to. ensure that bank activities are consistent with 
safe and sound practices, are in the public interest, alld are beneficial to all interested 
parties-the NBU, bank management and, most important, bank customers and 
shareholders. 

Bank management and Supervisory Councils will be encouraged, if not compelled, to 
increase their efforts to ensure they have a comprehensive and dynamic Risk 
Management System in place. Bank management must recognize that effective risk 
management will allow for greater control in achieving an appropriate balance between 
risks they wish to accept and risks they wish to mitigate. 

i The Financial Services Roundtable promotes the business of banking and encourages the development of 
sound banking and fmancial policies and practices. Membersbip in The Financial Services Roundtable is 
reseiVro for the 125 large,t banking and thrift companies in the U,s. The senior. executives of those 
companies serve as representatives to tile Rotmdt>ble .. For a more indepth discussion of the Seven Risk 
Management Principles, please refer to "Guiding Principles in Risk Management for U.S. Commercial 
. Banks" at the. The Financial Sercives Roundtable website: www.fsround.org. 
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MEMO 

,!J;o: Kipccsa 0.1., JlHpeKTOpa feHepanbHoro AenapTllMeHTY 6aHKisCbKOrO HarnJIJIY 
Pu'laKisCLKOi B.I., JlHpeKTOpa ,!J;enapraMeHTY 6yxranrePCbKOro 06niK)' i 
3simocTI 

,!J;an: 

TeMa: 

KyneBKa O.B., cneuianiCTa 3 eKOHOMi'lHHX nllTaHb npoeKT}' SAOCKOHaneHH~ 
6aHKisCbKOrO HarnJIJIY 

22 J1BCTOn8Aa 2002 POKY 

H08a peiJllKu,iR npoeKl1l)' IHcmpYKl(ii 3 6yxzamnepCbKOZO o6J1iKy onepal{iii 3 
qillHUMU nanepaMU 6aHKi8 'YKpalHU 

Ha npOXaHHlI npeACTaSHHKis YnpasniHHll MeTOAonori"i feHepanbHoro Aen8pTllMeHTY 
6aHKisC6KOrO HarJIJIJIY 'npauiSHOKaMO Haworo npoeKT}' 6yna poorJIllllyra HOsa peAaKllili 
npoe~ IHCTpYKUi"i 3 6yxranrepCbKOrO 06niK)' onepauiA 3 uiHHHMO n[hlepaMH 6aHKiB 
YKpa"iHH. Bl{iJIOMY, MU nWmpUMYCMO HOBJ peiJaKI{ito npoeKl1l)'IHcmpYKl(ii i S8~ll£MO, 
U(O 8i11 6inbUl n08HO 8poxo8ye Holii 8UMOZU, iJo 0611iK)' l/JillaRC08UX iHcmpy.l<eH11li8, flKi 
8UKl/aOeHi 8 MCIiO 39 "tlJillaHco8i iHcmpYMeHntU: eU3llaH/lR ma oqillKa ". 

3oKpeMa, MH nOBHicno niA1pHMYCMO HOSY peAaKUiro KJIacHq,iKauii UiHHHX nanepis 
3a nop-rq,eJJJIMH TIl nopllAKY "ix nepeoumKH Y 3S'1I3K)' i3 3MiHOlO PHHKOSOIO sapTicno TIl Ha 
3MeHIIIeHHll KOpHCHocTI. €JlHHHM MOlKJIHBHM noneMi'IHHM nyHKTOM e BHMOra AO 
nepeouiHKH TOpriBenbHHX UiHHHX nanepis npH KOlKHii! 3MiHi ix saprocTi. OAHaK 6inbili 

-AeTaJlbHOi! aHani3 nOKa3Ye, IUO 6aJKaJO'I0 npoBOJ\HTII Ainiorosi onepauii 3 q,iHaHCOSHMH 
iHCTpYMellTIlMH, 6aHK caM 3auiKasneHHiI S O'I'pHMaHHi Hai!6inbili aKT}'anbHOi iHq,oPAlauii 
IUOAO nOTO'IHOI saprocTI UiHHHX nanepiB. TaKHM '10HOM, HasiTb TaKa, Ha nepIlIHil norJlll,!l. 
AOCHTb lKOpcTKa BHMOra IUOAO nepeouiHKH TOpriBenbHHX UiHHHX nanepis, e npHilHllTIlolO, 
OCKinhKH He cnooyKac 6aHK AO lKOAHHX AOAaTKOBHX BH'I'paT Ha O'I'pHMaHHlI iHq,oPMauii. 

TaK caMO MH nOBHicno niA1pHMYCMO KJIacHq,iKauiro q,aKTOpiB, IUO CBm'laTb npo 
3MeHIIIeHHlI KOPOCHOCTi UiHHHX nanepiB TIl CY'laCHY peAaKlli"i TOro, lIKHM caMe '1HHOM, ro6ro 
i3 BOKOPHCTaHHlIM lIKoi CTaBKH JlHCKOHTY, cnm ouiHlOsarn 3MeHIIIeHHll KOPHCHocTI 3a 
UiHHHMH nanepaMH B 3anelKHOCTi 8m TOro, AO lIKOro noPT<PeJIlO BOHH Bi.D.HeceHi. 

Pa30M 3 mUM 88a3ICaCMO 3a; nompWHe npU8epHymu Bazuy ysazy i>o JJeJl.'1UX 
numaHb, Hid, Ha HaUlY ~Migr, nompe6YlOmb<)ooamKOSOZO onpaq/OSaHHH,a caMe: 

• EKOHOMi'llla xapaKmepucmUKiipaxjii1d8 pe:iepiJU/; 

• 'laCmK08e 8U3HaHHR nepeol{iHKu 8K11aiJeHb 8 acol{iiiosalli ma iJo'lipHi KOMnaRU 
8 Kanimani 6allK)'; 

• BUKopUCmaH/lR Memo~ el/JeKmU8HOf Cma8KU 8iDcoml<)'. 

,!J;ani HasOAHTbCJI 6inbili AeTaJlbHe BHKJlaAeHHlI HawHX 3aYSaJKeHb TIl npon03Huii!. 

EKOHOMi.,Ha xapaKl1lepUCmUKa paxyHlda pe3epaia 

3sepraCMO BaIlIY ysary, IUO s npoeKTi IHC1pYKUii AeJiKi paxYOKH pe3epsis nil{ 
aKTHBHi onepauii" MaIOTb eKoHoMi'lHY XapaKTePHCTHK)' "naCHBHi". 30KpeMa, ue crocYCTbCJI 
scix paxYHKiB pe3epBis niA HapaxosaHi 1{0XOl{H, a caMe, paxYOKis 1492, 1493,3191 TOIUO. 

Business and Systems Aligned. Business Empowered: 
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XO'la MH HeO,1l.P.OprooBO BHCT)'naJIH 3a CKaCysaHHH npaKTHKH «\J0pMYBaHHH pe3epBiB 
nill HapaxoeaHi 1I0XOIIH TIl npOnOHYBaJlH nOBepHyrHclI 110 MeroAY 'ix CTOpHYBaHHlI, l\bOro 
proy MH XOTiJlH 6 3BepHyrH BalUY YBary Ha lIell.\O iHlUHlI acneKT. C«\JopMoBaHi pe3epBH nill 
aKTHBHi onepal\iY nOBHHHi 06JliKoBYBaTHclI Ha perymOIO'IHX KOHTpapHHx paxYHKax, a CaMe
Ha KOHTpaKTHBHHx. BCTaHOBJleHHlI IIJlll TaKHX paxYHKiB eKOHOMi'lHoY xapaKTepHCTHKH 
"nacHBHi" MOlKe CTBOplOBaTH xH6He BpaJKeHHH npo Te, ll\0 pe3epBH e He perynlOlO'IolO 
CTaTTelO, a HaTOMicTb BHCT)'naIOTb l\lKepenOM KOlUTiB AllH 6aHKY. 

TaKOlK 3roHa'laeMO, 11.\0 eKOHOMi'lHa xapaKTepHCTHKa paXYHKiB pe3epBiB "naCHBHi" 
npOTHpi'lHTb iHlUHM HOpMaTHBHO-npaBOBHM aKTaM HEY, a caMe IHCTpYKl\iY npo 
3acTOcYBaHHlI TInaHY paxYHKiB 6yxramepcbKoro 06niKY KOMepl\illHHX 6aHKiB YKpaYHH 
N2388 (HanpHKnM, paxynOK 2490 "Pe3epBII nill CYMHiBHY 3a60proBaHiCTb 3a HapaxoBaHHMH 
1\0XOl\aMil 3a onepal\illMIl 3 KnieHTaMll" e KOHTpaKTIIBHHM), Ta TIpaBllnaM 6yxramepcbKoro 
06niKY «\JopMYBaHHlI i BIlKOPIlCTaHHlI pe3epBiB Y 6aJ1KaX YKpaYHIl N2268. 

TOMY Mil nponoHyeMo 3MiHum« II npoeKmi IHcmpYKI{ll' eKOHOMi'my 
J>llpa«mepucmu19' I{UX paxyHKi8 Ha "KOHmpUKmU8Hi" 3 MerolO 6iJIblU nOBHoro 
Bil\06paJKeHHlI Yx cyri. 

BU3HaHHR iJeRKoY "acmUHU nepeoqiHKu 8K11aiJeHb a 8coqiUoe8Hi rna iJO"iPHI KOMnaHi; 
e Kanimanl KOMepqlimoeo SanK)' 

TIpoeKTOM IHcTpYKl\iY nepeI\6a'leHO, 11.\0 BKnMeHHlI 6aHKY B acol\il!oBaJli TIl 1\0'liPHi 
KOMnaHiY 06JIiKOBYlQThCH nalloBIIM MeTOI\OM (MeTOI\OM yqacTi B KaniTaJli). !.lell Merol\ 
nepeI\6a'lae, 11.\0 6aHK 3MiHJOE: 06niKOBY BapTicTb BKnal\eHb Ha nponopl\illHY BenH'IIIHY 
3MiIm Benll'lHHH KaniTaJJY 06' eKTIl iHBeCTysaHHlI. 

Benll'lIlHa KaniTaJlY 06'eKTa iHBeCT)'BaHHlI MOlKe 3MiHIlTHClI: (1) lIK pe3ynbTIlT lIoro 
rocnOl\apCbKoY l\illnbHOcTi - nil\nplleMCTBO Mae «\JiHaHCOBHlI pe3ynbTaT, lIKHlI BH3HaeTbClI HK 
JlOxi.u. a60 3611TOK TIl 36inbwye a60 3MeHwye lIoro KaniTaJJ; (2) HK pe3YJIbTIlT onepauill 
nil\nplleMCTBa 3 lIoro aKl\iOHepaMll - 1\0l\aTKOBi eMicii aKl\ill He BII3HalOTbClI 1\0XOI\OM, aJle 
36inblUyJOTb BeJIH'IIIHY KaniTaJJY; a60 (3) B pe3ynbTaTi npOBel\eHHlI TIlKHX onepal\ilI, 
pe3YJIbTIlT HKHX B 06niKY Bil\HOCIlThClI 6e3nOCepel\HbO Ha KaniTaJJ, MIlHalO'IlI paxynKiB 
«\JiHaHcoBoro pe3YJIbTaT)' - HanplIKnaJl, nepeOl\iHKa OCHOBHHX 3ac06iB. 

B npoem IHcTpYKl\ii nepeI\6a'leHO, 11.\0 nepeOl\iHKa BKna,lleHl. 6aJ1KY B aCOIdiiosaHi 
TIlI\O'liPHi KOMnaJIii BiAHoClIThcJI a60 Ha I\oxil\ 6aHKY, a60 Ha nonOBHeHHlI lIoro KaniTaJJY, B 
3aJ1elKHOCTi Bil\ clIT)'al\iY. 30KpeMa, Bi.u.06paJKeHHlI. '1aCTKIl 6aHK)' Y '1I1CTOMY npH6)'TKY 
(36I1TKY) eMiTeHTIl BiAHoCIITbCJI Ha paxYHOK ,lIIIBi.u.eHI\HOrO JlOXOAY, TOl\i JIK Bil\06paJKeHHH 
3MiH Y BnaCHoMY KaniTaJli eMiTeHTIl (KpiM npIl6yrl<y) - Ha paxYHKII KaniTaJJY 6aHKY. Qe 
BiATIOBil\ae MCEO, aJle MOlKe BIIKnHKaTH l\ellKi np06JIeMil i3 npaKTII'IHIlM 3aCTOCYBaJlHHM B 
YKpaiHi. . . 

MllnponouYeMO 00n08uumu 6iiJn08i()uip03,()iJlu npoeKmy (p03l\inll 7.2 TIl 7.3) 
nynKTIlMII, B lIKHX nepel\6a'lIlTH HacrynHe: . 

• llepeJliK OCU08HUX onepal{iii, lI{O Hecymb 3MiHU 00 Macuozo Kanimt1J/y 
eMimeuma (KPiM npu6ym19'J 3 MeTOIO 6inblU '1iTKOro ix YCBil\OMJIeHHlI 
6yxraJITepaMil KOMepl\illHHX 6aHKiB; 

• 'lacmomy 8/006pa3lCeU1l.R 8 06/1/19' 3M/UU Y 'lUCmoMY npu6ymK)' (36um19'J 
eM/meuma - pro Ha piK nicnll 3aTBepl\lKeHHlI pe3YJIbTaTiB l\illnbHOcTi 3araJIbHHMH 
360paMH a60 '1acTilUe (HKII.\O '1acTilUe - TO KOJIH caMe i 3a lIKHX YMOB); 
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•. HOPROOK 6wo6pIlJICelllIR 6 0611iKJI nOOil6K11IO'IeHIIR 'Iucmozo npu6ylllKY 
(36UmKy) 00 8JlaCHOZO KanimaJlY eMimenmy npu 3aKpummi tjJiHanC060Z0 pOKJI
'III nOTpi6HO 6aHKY nepeHOCIITH '1aCTIIII)' .llIIBi)l.eH.llIIoro )l.OX0.ll.Y Ha KaJliTall, 
OCKiJlbKH nonepe)l.HbO BII3HaHe 36inbweHHR '1HCTOrO npll6yrKY eMireHTa B 
TIlKOMY paJi BlKe e 36iJlbWeHHRM lIoro KaniTallY. 

~i MOMeHTII BIIKJlIIKaJOTb B Hac )l.eRKe 3aHenOKOCHHR, OCKinbKH BKJlIO'IeHHR 

nepeOldHKH BKJla)l.eHb B acouilloBaHi TIl )l.O'liPHi YCTaHOBII )1.0 )l.O)l.aTKOBoro KaniTIlllY 6aHKY 
Mae 6eJnocepe)l.Hil! BMIIB Ha BeJlH'lll1l)' 6aJIaHcoBoro Ta peryJlRTHBHOro KaniTallY 6aHKY i 
TOMY TaKa nepeolliHKa nOBIIHHa 6yrll Bllnpas)l.aHOIO. 

BUKopUCmaHHR Memooy eq,eKl7luSHoi' cmaSKU siocomK}' 

3peWTOIO, Mil np"BepTaeMo Barny yeary )1.0 TOro, lI\O B npoeKTi IHCTpYKllii MeTO.lI. 
elPeKTIIBHoY CTaBKH BillCOTKY HaselleHll1l B RKocri 6eJaJJbrepHaTHBHoro MeTO.lI.Y olliHKH 
aMOpTH38I\i"i npeMir Ta .llIICKOHTY 3a onepauiRMII 3 lIiHHIIMII nanepaMII. 

B Hase.ll.eHill pe.ll.8KI\ir npoeKry MeTOll e4JeKTHBHOi CTaBKH Bi.z\COTKy a6coJJlOTHo 

piJHIIThCJI Bi.z\ MeTO.lI.Y, JlKHIl Mae aHaJIori'lll)' HaJBY - "MeTOll elPeKTIIBHoi CT8BKH Bi.z\con<y" 
- i OOllC8Hil! B '1HHHill pell8KWIIHCTpYKlli"i 3 6yxramePCbKOro 06J1iKY onepauill 3 uiHIIIIMIl 
nanepaMII YCTaHOB KOMepllifurnx 6aHKiB YKpaiHH Nl!466. OcHOBHOIO nepesarolO HOBOi 

pell8Kl\U MeTO.lI.Y e Te, lI\O lIoro 38CTOCysaHHlI .lI.03BOJlJle CTOpoHHbOMY aHaJIinIKy '1ineo 
3HaTH peaJJbll)' CTaBKY 1I0xi.z\Hoc-ri' IIrnHllx nanepiB B 6Y.lI.b-JiKHll MOMeHT 'lacy Ha OCHOBi 
aHaJIisy lIaHlIX 6aJIaHcy Ta 3BiTY npo' npll6yrKH i 3611TKH (BempmHa 'lHceJlbHHKa ora 
3HaMeHHIIKa noCTillHo 3MiHIOIOTbCJI, aJIe ix cniBBi.z\HomeHHR 38JJ11WaeTbCJI CTaJIIIM), lI\O 6yJlo 

HeMOlKJllIBO npll 38CTOCysaHHi MeTO.lI.Y npJlMoi, TIl re, lI\O TaKa pe.ll.8KI\U! He npHB'JI3ye 
aMopTH38I\ir npeMii i .llIICKOHry 110 nOTO'lHoi' PIIHKOBOi CTaBKH, JlK lie pOOlIThCJI 3a 'lHHHoi 
pe.ll.aKl\ii IHcTpYKlliY. 

IIpore, Ha Hamy .lI.JMKY, MeTOll elPelcfHBHOr CT8BKH Bi.z\COTKy e .lI.OCIITh CKJla)I.HHM, 
OCKinbKH BHMarae nocrillHoro nepep8K)'HKY BeJlII'lIlHIl HeaMOpTlI30BaHoi '1aCTHHH .llIICKOHTY 
TIl npeMii y paJi 3MiHil BeJlH'lIlHIl nopnj>eJJlO. TaKa 3MiHa noCTillHo Bi.ll.6ysaeTbCJI 

(npllHallMHi - reOpeTH'lHo) is TopriBeJlbHHM nopnj>eJleM Ta nOBIIHHa Bi.z\6ysaTHCJI i3 
nO~JleM Ha npOllalK. CaMe TOMy Mil nponOHYeMO 3anpo8aoumu Memoo npRMOI 8 
RKocmi aJlbmepnamU8nozo Memooy aMOpmU3al(U OUCKOHmy ma npeMU iJnR 
moPZiseJlbHOZO nopmtjJeJllO. Ha Hamy AYMKY, lie CnplIJITIIMe 3MeHilleHHIO H8B8HTIllKeHHJI Ha 
06J1iKOBi CIlCTeMIl Ta npaujBHHKiB 6aHKY, ocOOJJHBO BIIXO.ll.Jl'lIl 3 TOro, lI\O npoeKTOM 
IHCTpYKllii nepe.ll.6a'leHe lI\OlleHHe HapaxysaHHR 1I0XOiliB TIl BHTpaT 38 TOpriBeJn,HllMIl 
nanepaMlI, a 1I0xi.z\ y BIlfJJJll\i .llIICKOHTY He e OCHOBHHM IIOXO,QOM Bill I\IIX nanepiB. 

Y paJi BIIHIIKHeHHR y Bac 6Y.Ll!>-JlKIIX 380IITIlHb 3 npHBO.ll.Y I\boro MeMOp8HI\YMY, Ell 
MOlKeTe 3BepTaTHCJI 110 Hac y 6YI\b-JlKHIl 3PY'lHIil! I\JJJI Bac 'lac. 
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Legal Framework for Internal and External Audit oj 
Commercial Banks in Ukraine: Requirements for 
Implementation of Auditor's Recommendations by 
Bank's Management and. Directorate. 

LEGAL FRAMEWORK FOR INTERNAL AND EXTERNAL AUDIT OF 
COMMERCIAL BANKS IN UKRAINE: REQUIREMENTS FOR IMPLEMENTATION 
OF AUDITORS' RECOMMENDATIONS BY BANK'S MANAGEMENT AND 
DIRECTORATE. 

INTERNAL AUDIT 

Internal audit in commercial banks of Ukraine is regulated by laws "On Banks and Banking 
Activity" (Art. 45), NBU Regulation #114 "On approval of Regulation on organization of 
internal audit in commercial banks ofUkraille" dated 03120/98 and NBU Regulation #358 "On 
approval of Methodological guidelines as to application of standards for internal audit in . 
commercial banks of Ukraine" dated 07/20/99.";" . 

LBB Art. 45 requires each bank to have a separate unit ofintemal control and establishes 
authorities and responsibilities of internal auditors. The NBU approves the head of the unit. 
Regulation #114 defines the system of audit in banks and regulates set-up procedure and 
organization of work for internal audit units in commercial banks of Ukraine. In particular, it is 
required that each bank has its own internal policy on internal audit that should be followed by 
the bank. 

Current LBB and NBU Regulation #114 still require subordination of internal audit to 
management of the banks. However, following our efforts, the NBU legal department in its 
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proposed amendments to the Law made proposals as to subordination of internal audit to the 
Supervisory Council instead. The NBU management supports this idea for 100%. 

Another interesting document regulating internal audit in bank is the NBU Regulation #358. This 
document is based on international standards of internal audit and provides for, in particular: 

" 
8.25 After performing an examination, internal auditors should control condition in a bank as to 
correction of violations revealed and indicated in auditor's conclusion, as well as to determine 
possible risk of failure to take appropriate measures by the Board of Management or Supervisory 
Council. 

8.26 Further control carried out by internal auditors includes establishment of adequacy, 
efficiency and timeliness of measures being taken by bank management in connection with 
internal and external auditors' remarks made in' auditor's conclusion. 

8.27 Responsibility for further control is to be elaborated in internal banking policy on internal 
audit. 

8.28 Bank's management is responsible for taking measures to eliminate violations indicated in 
auditor's conclusion. Bank's internal audit head carries out appropriate control. 

8.29 Bank's management is entitled to take risk and refuse taking appropriate measures in respect 
to facts indicated in auditor's conclusion due to large cost of their implementation or due to other 
reasons. In this case, internal' audit head informs bank's Supervisory Council about the decision. 

8.30 Some of the drawbacks indicated in auditor's conclusion can be so much substantial that 
will require urgent actions from bank's management. Internal auditors are obliged to keep those 
situation under special control. 

8.31 If internal audit head is confident that bank's Board of Management and Supervisory 
Council are taking adequate measures to eliminate violations, 'further control is carried om during 
next audit inspection. 

8.32 Development of a schedule for the further control must be based on anticipated risks as well 
as on the complicity and importance of violations revealed. ' 

8.33 To conduct further control, the head of internal audit must: - establish time necessary to 
obtain a response from managers of bank's subdivisions; - consider responses by managers of 
units being audited; - carry out a repeated control audit inspection, if necessary; " 
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The tenn "management" or "bank's managers" (kerivnytstvo) used in the Regulation, according 
to BBL Art.42, includes not only bank managers but also members of Supervisory Council of the 
bank (Directorate). 

Pursuant to NBU Regulation #114, one of the objectives of internal audit function in a 
commercial bank is "establishing and maintaining cooperation with external auditors, state 
authorities and the NBU bank supervision". 

Both Regulations (#114 and #358) clearly stipulate that their provisions are mandatory for 
observance by commercial banks in Ukraine. The problem with Regulation #358, however, is 
that it has never been registered by the Ministry of Justice. Though, the NBU does its best to 
enforce this regulation and, according to the Head of the NBU Internal Audit Department, all 
banks follow those standards, obviously, there may be a problem in enforcing regulation #358 to 
the fullest extent. 

EXTERNAL AUDIT 

External audit in commercial banks is regulated by laws "On the National Bank of Ukraine" 
(Art.7), "On Banks and Banking Activity" (Art.69), "On Audit Activity", NBU Regulation #53 
"On measures as to further development of bank audit" dated 02/09/99, NBU Regulation #271 
"On approval of Policy on Qualification Commission of the National Bank of Ukraine on 
certification of auditors, provisional administrators and liqnidators of banking institution, and 
Policy on certification of auditors of banking institutions". 

Pursuant to laws on "On Banks and Banking Activity" (Art.69): 

"Financial statements of banks to be submitted to the National Bank of Ukraine must be audited 
on a annual basis. The audit of a bank is to be perfonned by an auditor that has a certificate of 
the National Bank of Ukraine to audit banking institutions (so far certification is not provided) 

The auditor's report shall contain the following: 
I) Bank balance sheet. 
2) Profit and loss account. 
3) Statement of movement of capital. 
4) Schedule on assets and liabilities maturity. 
5) Information on the adequacy of bank reserves and capital. 
6) Infonnation on the adequacy of accounting, internal audit and bank's control mechanisms. 
7) An opinion whether the submitted financial statements reflect the bank's real financial 

position." 

Following our efforts GDBS suggested the NBU Legal Department in their amendments to BBL, 
either to make p.6 more specific to include risk-management systems in banks or add an 
additional p.8 dedicated to adequacy of risk-management systems. 
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None of the laws in Ukraine requires company's managers or directors to follow 
recommendations of external auditors. However, in respect to commercial banks, given the fact 
that close cooperation between internal and external auditors is required (NBU Reg #114, p.4.2), 
and bank's managers and directors are required to follow recommendations of internal auditors 
(NBU Reg #358, p.8.28), there seems to be a mechanism to force bank's managers and directors 
to implement recommendations of external auditors (via internal auditors). Again, because Reg 
#358 has not been registered by the Ministry of Justice, there may be a problem in actual 
enforcing this point. 
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System of Commercial Courts and Competence of 
Judges in Ukraine: Overview of Legal Framework. 

SYSTEM OF COMMERCIAL COURTS AND COMPETENCE OF JUDGES IN 
UKRAINE: OVERVIEW OF LEGAL FRAMEWORK. 

The court system dating back to the Soviet period was recently transformed pursuant to 
requirements of Article 125 of Ukrainian Constitution into a system of courts of general 

. jurisdiction (http://www.ukroravo.com/Constlchapter8.shtml ). Adoption by the Parliament of 
Ukraine of a number of Laws of Ukraine on June 21, 2001, constituting the so-called "small 
legal reform" represents a significant achievement in implementing the judiciary reform. In 
addition, appropriate changes have been made in the Code of Civil Procedure of Ukraine, Code 
of Economic (Commercial) Procedure of Ukraine, and Code of Criminal Procedure of Ukraine, 
which bring the rules of procedure in line with the Constitution. . 

Major laws currently regulating activity of judges in Ukraine are Law on Status ofJudges.(LSJ), 
Law on judicial system in Ukraine (US) and Law on Commercial Courts in Ukraine (LCC), 
Code ofCoIl1.mercial COu.rf. Procedure (CCP), Law on Qualification commissions, qualification 
attestation and disciplinary responsibility of court judges in Ukraine (LQC), Decree of the 
President of Ukraine NO.511l2001 On Creation of Commercial Courts of Appeal and Approval 
of Network of Commercial Courts of Ukraine. 

COMMERCIAL COURTS 

Commercial courts are specialized courts in the system of courts of general jurisdiction (Art. 5, 
LCC). LCC Art. I specifies that "a commercial court is an independent body to resolve all 
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commercial disputes among legal entities, legal entities and state authorities, as well as to resolve 
bankruptcy cases". 

Commercial courts represent a unified three-tier system of commercial courts that consists of 
local (I) commercial courts, (2) appeal commercial courts, and (3) The Supreme Commercial 
Court of Ukraine. (Art.5, LCC). There are 903 commercial court judges in Ukraine (Decree N 
No.5l1l2001). 

Local commercial court is the court of first instance considering any disputes (including disputes 
with the NBU regional office or local tax authorities) in the territory of Ukraine's administrative 
regions (oblast). Disputes with the National Bank of Ukraine, the State Tax Administration of 
Ukraine and other national state bodies fall under jurisdiction of the Commercial Court ofKyiv. 
A decision of a local commercial court shall come into force in ten days from the date of its 
approval. There are 27 local commercial courts in Ukraine employing 595 judges. 

Appeal commercial court i~ theC<iurt of the appeals. There are 8 appeal courts, jurisdiction of 
which covers the following territories: . 
- Dnipropelrovsk appeal court - Dnipropelrovsk, Zaporizhya and Kirovograd oblasts (36 judges); 
- Donetsk appeal court ~Donetsk and Lugansk oblast (35 judges); 
- Kyiv appeal court - the city ofKyiv, Vinnytsya, Zhitomyr, Kyiv, Cherkasy and Chernigiv 
oblasts (57 judges); 
- Lvivappeal court- Yolyn, Zakarpattya, Ivano-Frankivsk, Lviv, Rivne, Ternopil, Khmelnytskyi 
and Chernivtsi oblasts (30 judges); 
- Odesa appeal court - Mykolayiv, Odesa and Kherson oblasts (31 judges); 
- Sevastopol appeal court - the Republic of Crimea and the city ofSevastopol (24 judges); 
- Kharkiv appeal court - Poltava, Sumy and Kharkiv oblasts (30 judges). 

The appeal commercial courts may review decisions taken by local commercial courts located on 
the territory, over which the competence of an appeal court is extended, and review its own 
decisions due to newly discovered circumstances. 

In an appeal court, there can be Implemented specialization of judges by speeifi,c categories of 
cases (Art 9-2, LCC). 

The Supreme' Commercial Courtemploy{65judges and governs activity oflocal and appeal 
commerci3J. eourts;and reviews their decisiollS uildercaSSationproceeding, as "well as re
consider cases due to newly discoveied circumstances. The Supreme Commercilll Court gives 
explanations regarding practice of enforcement oflegislation regulating commercial activities. A 
cassation claiID can be filed with" the Supreme Commercial Court within one month from the date 
a decision taken by the local commercial court or a resolution taken by the appeal commercial 
court come into force. A cassation claim shall be reviewed within two months since the date a 
claim is received. Upon consideration of a claim the Supreme Commercial Court takes a 
resolution, which shall become effective from the date of its issuance. 
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General Prosecutor of Ukraine or the parties of a lawsuit may dispute a resolution taken by the 
Supreme Commercial Court with the Supreme Court, which is the highest judicial body of the 
courts of general jurisdiction. A cassation claim to the resolution of the Supreme Commercial 
Court may be submitted no later than one month from the date of its issuance. Proceedings on 
revision of a resolution of the Supreme Commercial Court by the Supreme Court shall be 
commenced at the consent of at least five judges and shall be considered during a month from 
the date of receiving a cassation claim. A resolution of the Supreme Court shall be final and shall 
not be subject to appeal. 

A commercial court may revise its own decision, which has come into force, due to newly 
discovered circumstances, which are substantial for the case and were not known to the claimant. 

For more detailed information about judicial system of Ukraine as well as about judicial process, 
please consult the paper by BC Toms and Co. "Arbitration and Dispute Resolution" 
(htlp:llwww.is.svitonline.comllawukraine/bctoms/docs/DBU2-6Dispute%20Resolution.pdf) 

GENERALREQUIREMENTS FOR JUDGES OF COMMERCIAL COURTS. 

According to LCC Art. 22, minimum requirements for a person to become a commercial court 
judge are 1) at leaSt 25 years old (30 years for a candidate to a position at an appeal court), 2) 
higher legal education (For detailed information on legal education in Ukraine, please see 
"Background on Legal Education in Ukraine" by Commercial Law Center 
htlp:/lwww.commerciallaw.com.ua/eng/professionalleducationD 3) at least five years' 
professional experience (for ajudge of the Superior Commercial Court, requirements are stricter 
- at least 30 years old, higher education, at least 10 years professional experience.). A person 
that has either previous convictions or a limited capability or recognized to be incapable by a 
court decision may not be a judge. 

Judges cannot belong to the political parties and trade unions, take part in any political activities, 
have a Parliamentary mandate, have any other paid official place of work, do any other kind of 
paid work except scholarly, professorial and creative work (Constitution) 

Persornnvith professional trainingin·issues ofjurisdictioll of specialised courts maybe judges of 
these·courts, These judges administer justice only as members of a collegium of judges. 

LSJ Art 7(5), LQC Art. 27 and 28 indicate that a necessary requirement for a candidate to a 
judge position is to successfully pass a qualification examination. The same requirement is 
applied to those who used to work as judges but than had a break in their career for over 11 
years. 

GUALIFICATION COMMISSION (BOARD OF EXPERTS) 
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For candidates to judge positions at a commercial court, the examination body is the 
Qualification Commission for Judges of Commercial Courts (Art.2, LQC). 

LQC Art. 3 defines that to the Qualification Commission for Judges of Commercial Courts 
consists of the head, his deputy and nine members of the Commission. Among them, there 
should be eight judges, one person with higher legal education elected by the Parliament of 
Ukraine, one person with higher legal education assigned by the Ministry of Justice, and one 
person with a scientific degree in the field of jurisprudence representing scientific institutions or 
institutions of higher learning. Members of the Commission are elected the Parliament of 
Ukraine (Art. 4 (6), LQC). 

GUALIFICATION EXAMINATION 

For those interested in working as judges of a commercial court, the qualification examination 
consists of candidate's submitting a synopsis on some specific topic of economic law prepared in 
advance, interview on the topic of the synopsis, answering oral questions on civil and other areas 
oflaw. Then, the Qualification Commission makes a conclusion as to results of the examination 
and readiness of a candidate for a judge position at a commercial court. Here, not only 
specialized knowledge, but also personal and moral qualities are taken into consideration. The 
qualification commission recommends a certain number of candidates (a number sufficient to fill 
openings for judge positions at courts) that have displayed the best knowledge for work as judges 
at commercial courts (Art 8 (5-8), LSJ). Persons that have passed the examination, but are not 
recommended for judge positions due to lack of vacancies, should be taken into consideration for 
three years as candidates for new openings for judge positions. 

If a person failed to pass the examination, he can take it again not earlier than in a year. Persons 
that work in a general court and wish to work at a commercial court are exempted from 
preparation of a synopsis and an interview, though are still required to answer questions on civil 
and other areas oflaw. 

ATTESTATION OF JUDGES 

According to LQC Art. IS, attestapon,ofjudg6(l is carrjed out by qualification commissions of 
judges (in our case, Qualification Commission forJudges of Commercial Courts) in o:der to 
evaluate and promote thi: growth of professional qualification of judges, increase their 
responsibility for observing legislation when considering court case!!. 

Persons selected for a judge position for the first time undergo attestation within six month after 
they are selected. (Art. 20, LQc) 

Depending on the position, experience, level of professional knowledge, one of six qualification 
classes is assigned to a judge: the highest, the first, the second, the third, the fortb, and the fifth. 
The minimum period of holding a qualification class entitling ajudge to obtain the next 
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qualification class is established as follows: for the firth and forth class - 3 years, for the third 
and second class - 5 years (Art. 19, LQC) 

Qualification attestation of a judge is taking place within one month since the period of his 
holding a previous class is over (Art. 20, LQC). Pre-scheduled attestation can be held not earlier 
than in two years after the last attestation. 

The procedure for attestation of judges is described in LQC Art. 21 as follows: 

I) The head of the relevant court draws up a letter of reference for the judge, where he describes 
his business and moral qualities, and provides evaluation of his professional activity. Letters 
of Reference for heads of courts are drawn up by heads of higher-level courts. 

2) Judge should be familiarized with a letter of reference at least 15 days before attestation. 

3) Attestation is taking place, within one month since the application was submitted, in the 
presence of the judge to be attested. 

4) In case a judge failed to attend the Attestation Commission meeting for good reasons, the 
judge can be attested in distance if the Commission considers it possible. . 

Depending on'the level of professional knowledge, experience and position that ajudge holds, 
the Qualification Commission takes one of the following decisions: 1) to assign a qualification 
class to ajudge; 2) to raise a qualification class; 3) to leave the same qualification class; 4) to 
postpone attestation for the period of not more than six month (in case, insufficient professional 
knowledge are displayed). If after the postponement period is over, the Qualification ' 
Commission again discovers judge's insufficient professional knowledge, they may dismiss a 
judge. (Art. 23, LQc) 

A judge that disagrees with a decision of the Qualification Commission as to his attestation may 
appeal it within 10 days at the Higher Qualification Commission of Judges of Ukraine. (Art. 24, 
LQc) 

TRAINING OF JUDGES 

The Ministry of Justice of Ukraine organizes and ccordinates the work, on improving the 
qualification Of the corps of judges. The department for professional training of judges at the 
Yaroslav Mudryi National Law Academy of Ukraine was established. The' Ukrainian Academy 
of Judges under the Ministry of Justice of Ukraine was also established. ' , 

The judicial training is actively provided by the Supreme Court Training Ceilter, a beneficiary of 
the two projects in Ukraine by the Ceilter of International Legal Cooperation. 

Strengthening the Judiciarv Project 
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This train-the-trainer program for the Ukrainian Supreme Court is funded by the Dutch Ministry 
of Foreign Affairs' Matra Pre-accession Program. CILC's project partners are SSR and the 
Netherlands Helsinki Committee. 

According to CILC Year 2001 Report (http://www.cilc.nIlAnRep2001.pdf). the project, which 
started up in late 1999, gained momentum in 2001. Ukrainian legal experts were twinned with 
trainers from the Netherlands with whom they developed training programs and course material. 
In May, the first series of training seminars took place in Zhitomir (court management) and 
Vinnytsia (the European Convention on Human Rights and European Court of Human Rights 
case law), and in June in Chernihiv (civil law). At this stage the Dutch trainers played a leading 
role in developing the "train-the trainer" concept together with their Ukrainian colleagues. When 
a new round of seminars kicked off in Kirovohrad and Cherkasy in December (civil law), the 
contribution of the Dutch trainers was largely confined to observing and evaluating the 
Ukrainian trainers' performance. 

There were also a criminal law seminar in January 2002 and a conference on the jurisprudence of 
the European Court on Human Rights in Kyiv. 

Strengthening the Capacity of the Judicial System Project 

Officially launched in August 2000, this two-year EUlfacis-funded project only began its 
activities in June 2001. CILC's project partners are the Ukrainian Legal Foundation, SSR, the 
Bonn-based Stiftung fur Intemationale Rechtliche Zusarnmenarbeit (IRZ), and L'ecole Nationale 
de Magistrature. As with the project on strengthening the Ukrainian judiciary, the local 
beneficiary is the Ukrainian Supreme Court. The reason for the project's late start was a 
disagreement between the partners and the European Commission over the compensation of the 
participating judges. 

The overall aim of the project is the development of an efficient training system for Ukrainian 
judges. The immediate goals are to improve the management and training capabilities of the 
Supreme Court Training Center (SCTC) and four new regional training centers, as well as to 
train a number of judges' trainers from the Commercial Court Training Center. The project is 
coordinated with the "Strengthening the Judiciary" project to avoid overlap and optimize mutual 
benefits. 

ill APril and Novemb.er, Ukrainian judges visited Western Europe to study training methcdology 
and the design of traiDing curricula in~iX different subjectS: Setriinars were heIdi!). lCyiv in June 
and November on drawing up a national trainitig policy paper and a national training center 
management plan. At these seminars EU experts and Ukrainian judges exchanged views and 
determined which methodologies and curricula to implement. Four regional training centers were 
established, equipped and staffed, and the SCTC was upgraded with additional equipment and 
staff training. 

RISK-BASED SUPERVISION CONCERNS 
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As to the. current lack of judges' competence as an impediment for implementation and 
enforcement of risk-based supervision, in some cases, it may be a problem. The NBU is to move 
from legal and regulatory language based on compliance with specific ratios and numbers, 
toward a system that is more judgmental. As we move more toward a risk-focused supervision 
approach, the legislative and regulatory texts will necessarily become more indefinite, crowded 
with terms like "adequate", "sufficient", "safe and sound", etc., and will require the NBU to use 
more judgment, both is analyzing facts, and in developing supervisory responses to those facts. 

Code of Commercial Court Procedure in Ukraine states the following: 

Art. 4-7: A judge shall take a court order based on results of discussions of all facts of the case. 

Art. 33: Each of the parties must prove those facts it refers to as a ground for its claims and 
denials. Evidence is furnished by the parties and other participants in litigation. 

Art. 43: Commercial Court, being governed by the law, evaluate evidence in its judgement based 
on comprehensive, full and objective consideration of facts of the case in aggregate. 

All this applies to litigation between the NBU and a commercial bank. 

Thus, in the situation where a bank appealed against the NBU's "inadequate risk-management 
system correction" order in court, a court would require evidence from the NBU proving that the 
bank's risk-management system is "inadequate". If it is satisfied with the NBU evidence, the 
NBU will win the case. Definitely, so that judges would able to evaluate sophisticated evidence, 
they should have profound knowledge in the field of finance, banking and bank supervision. In 
this connection, some focused training of commercial court judges would be very useful. 
However, whatever training is provided, it is hard to believe that even highly specialied 
commercial court judges will be able to accurately evaluate those sophisticated pieces of 
evidence in a manner that professional and reasonable bank supervisors would do. 

For this reason, it is very important to promote a regulatory environment where the NBU 
judgement in issues of "adequacy" or "inadequacy" of internal control and risk-management 
systems;would be decisive for courts. There should be a limit to the amount of sophisticated 
analysis that the judge has to engage in. hl other words, the judge should not be expected to 
review and analyze the bank's internal controls, policies and procedures, etc. as ifhe or she were 
the NBU -all the judge should have to do is know enough about the process to be abie to 
determine whether theNBU has made a reasonable decision in making its evaluation'ora given 
situation. . .. 

One of the steps towards this goal would be to promote some supportive language in the Law on 
Banks and Banking. For example, the first paragraph of Article 72 "Enforcement Measures" 
could be further amended to state that "In case a bank or other persons (entities) under the 
National Bank of Ukraine supervision in compliance with this Law, violate the banking 
legislation of Ukraine, any normative-legal act of the National Bank of Ukraine, lack or, in 
opinion oCthe National Bank of Ukraine, have an inadequate risk-management systems, or 
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perform risky operations, which threaten the interests of the bank's depositors or other creditors, 
the National Bank of Ukraine has the right to use preventive or compulsory enforcement 
measures it finds adequate to correct violations or drawbacks". (The undelined material is 
something that we can additionally recommend; material in italic is wording that BSD has 
submitted to the Legal Department after BSD round-table discussions on BBL amendments). 

Another important step is to establish in NBU Regulation(s) some specific regulatory criteria 
based on which inadequacy of bank's risk-management system (if it has place) would be obvious 
even for poorly trained judges. Those regulation(s) should also lay down that there may be other 
reasons and criteria to rate bank's system as inadequate subject to the NBU judgement. 

Ukrainian judges usually tend to strictly follow rules and regulations (if not too much 
influenced). Accordingly, provided amendments to BBL are made, and the NBU issues a specific 
regulation on Risk-management systems in bankS laying down specific minimum requirements 
for commercial bar.ks (to be further tailor-made by banks), commercial courts will tend to 
support the NBU during possible proceedings. Also, some additional training of judges on issues 
what bank supervisors do and how courts should treat appeals against decisions of the bank 
supervisor would be helpful. 

One of the concern is also an independence of judges. Though, their independence is clearly 
declared in the Constitution as a major principle of justice, the reality is different. Judges are 
dependant on low salaries, and the cases of briberies or political pressure are frequent. 
Obviously, some commercial banks will be able to influence commercial court judges' 
decisions .. 

CONCLUSION 

Constitution and relevant laws of Ukraine generally emphasize the importance of ensuring 
adequate professional level of court judges and provide necessary mechanism for selection of 
judges and on-going control of their professional knowledge (accreditation). Obviously, some of 
the provisions could be better. In particular, it would make sense to require more thorough and 
frequent attestation - at least once a year. For commercial court judges, clear requirement for 
adequate knowledge in the field of economics and finance should by placed in the law.c, 

Within the current framework, efficienfm;-plementatio~ of selection and attestation of judges 
depends on those who will be in charge of those processes. In partiCUlar, the role of the 
Qualification Commission for Judges of Conimercial CourtS- is tremendous. If during 
examinations and attestations, they will be also intensively and thorough checking and 
promoting the knowledge in the field of banking law, finance, issues of corporate governance 
(even if it is not clearly required in the law so far), we will have much more professional 
economic court judges. 

For the purposes ofrisk~based bank supervision, it is important to promote a regulatory 
environment where the NBU judgement in issues of "adequacy" or "inadequacy" of internal 
control and risk-management systems would be decisive for courts. Also, some additional 
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training of judges engaged in bank-related issues would be helpful. They should at least clearly 
know what bank supervisors do, and how they should treat appeals against decisions of the bank 
supervisor. 
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BearingPoint. 

FotrtIMy/(NG'~ 

MEMO 

Frank Blimling, Senior Advisor 
Raya Ladokhina, Program Specialist 
Marina Antonova, Training Specialist 
December 18, 2002 
BSD personnel training in the NBU 

Based on the information obtained as a result of the trip to the Sumy Banking Academy 
and a series of meeting with the Personnel Department, a conclusion can be made, that the 
formal training process for the BSD still remains in the stage of evolution. 

The NBU BSD area has yet no well structured formalized training process, that would 
include a meaningful needs analysis, selection of trainees, well developed curricula, etc. The 
needs analysis performed now is very superficial, since it takes into consideration only an 
official position of a trainee. The database that, as the Personnel Department claims, has recently 
been developed, does not seem to be widely used, the access to it appears to be limited. 

The NBU does not have consistently structured, well developed programs and training 
materials for the BSD training, which could be used by the BSD experts, who train their 
colleagues (as it was suggested in our previous proposals). The training materials that were 
provided to the BSD-NBU in the end the previous contract do not seem to be widely used. 

The BSD experts that went through the Train the Trainers course or have teaching 
experience and skills, are not willing to be actively involved in the training process. The primary 
reason is, again, the lack of commitment of the BSD managers, who do not allow their best 
employees to leave for a period of time needed for the delivery of a training course. Additionally, 
even when they provide training, it is done very randomly, as it seems appropriate to them, rather 
then based on consistent developed training programs, which are lacking (see the paragraph 
above). 

Programs offered in the Sumy Academy and in Kiev Training Center are supposedly 
based on the list of courses recommended in the BSD Training Concept. However, they give 
only a very general idea of activities and approaches employed by the BSD. This is not 
sufficient, since there should be more detailed technical seminars offered to the BSD employees. 
However, the NBU still relies on outside trainers to deliver such courses, which, consequently, 
are not properly scheduled and, due to the lack of needs analysis, do not cover everybody who 
should participate. The use of the Sumy Academy teachers for technical training does not seem 



to be a solution, since there is a concern, that their expertise may not be appropriate for the BSD 
purposes, because they do not have a relevant practical experience. 

On the other hand, some positive trends should be mentioned, which prove that there is a 
movement of the NBU towards a more structured training process. 

The fact, that the Sumy Academy was selected by the Personnel Department as one of the 
basis for the BSD training, should be considered positive. In time the Sumy Academy (as well as 
the Kiev Training Center ofthe NBU) maybe expected to become one of national (or even ; 
international) BSD training centers. 

The teachers of the Sumy Academy, even though at the moment they do not seem to have 
appropriate expertise for the BSD training, have teaching and academic background, which may 
be developed and properly used. They may be taught to train some theoretical aspects of banking 
supervision, which may be complimented by practical training (specific banking supervision 
topics, case studies, etc.) provided by the BSD experts. 

The Sumy Academy teachers use tests to check the knowledge of the BSD trainees. Even 
though these tests are prepared inconsistently by every teacher to accommodate his/her specific 
course, they, however, seem to be an important initiative. If they are further developed, properly 
structured and used, they may become a part of the future accreditation program. 

Recommendations to the NBU 

We would recommend the following: 

I) In order to make the BSD training efficient the Personnel area and the Sumy Academy 
should make training programs more technically specific. The training curricula should 
include not only orientation seminars, but also specific technical seminars on key banking 
supervision topics. This will require a lot of assistance in terms of training programs 
development, training teachers, and structuring the training schedule 

2) Closer, more consistent and regular contacts between the Sumy Academy teachers and 
the BSD Central Office and regional experts should be established in order to share their 
practical experience with the Academy teachers and provide for more consistent and 
technically sound approach to training seminars for the BSD in Sumy 

3) The selection of trainees should be improved, more thorough needs analysis should be 
performed in order to have the level of trainee knowledge and interests relevant to the 
nature of a seminar they are offered 

4) Testing should be further developed and promoted. This will also require assistance in 
the development of testing guidelines, a properly used database and a consistent test 
format as well as in the initial launching of testing 
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5) The BSD should not only have their input in the training schedule, but also commit the 
participation of their staffin the training events (both as trainees, and trainers) 

Recommendations to BearingPoint 

In order to strengthen our efforts aimed at ensuring that the formal training program for 
banking supervision is implemented, 

I) The Personnel Department should be more emphasized as a major counterpart in our 
work in the BSD training area, where we could act as a link between the BSD and the 
Personnel that would allow to facilitate closer and more efficient relationship 

2) The Sumy Banking Academy as one of potential training centers for the BSD should 
become one of the focuses of our assistance 

3) The idea of testing should be promoted as one ofthe first steps towards the accreditation
certification process 

4) BearingPoint should equally concentrate on facilitating more active involvement of the 
BSD in the organization of the training process 
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KoM}': 

KoniB: 

,ll;aTa: 

TeMa: 

-~ ~ 
BearingPoint. 

Formerly KPMG ConsuTang 

MEMO 

IBaHiOKY I.M., .lUIpeKTopy ):(erraJITaMeHTY rrepCOHlIJIY 

Iie3yr JIoM)' I.K., 3aCTYIIHHKY JUlpeKTOpa ):(erraJITaMeHTY rrepcoHany 

I1meHH'IHiH I.M., 3aCTYIIHHKY Ha'lanbHHKa YrrpaBJIiHHlI rri;l(rOTOBKH 
rrepcoHany 

cl>peHl<:a IiJIiMJImra, rOJIOBHOro PaJUlHKa, KepiBHUKa rrpoeKTY "P03BHTOK 
6aHKiBCbKOro HarJlJI,l\y" Bearing PointlUSAID 
PaicH .JIa'!(oxiHoi, crre~iaJIicTa 3 p03p06JIeHIDI rrporpaM 
MapHHH AHTOHOBOi, cneuianicTa 3 TpeHHHry 

IBaHeHKo H.B., 3aCTYIIHHKY .lUIpeKTopa r eHepanbHoro '!(errapTaMeHTY . 
6aHKiBCbKoro HarJlJI,l\y 

20 ci'IHl! 2003 pOKY 

ilOOaJIbme cniupo6imnuu,muo Mi;m; Hau,ionaJIbHM 6anl<OM Yl<paiitu ma 
l<oMnaniao BearingPoint U zaJlY3i niozomoul<u nepconaJIY CJly:»e6u 
6anl<iuCbl<OZO ntlZJUloy (3 UUl<opucmanHllM impopMaqii; otnpUMaHoi niil 'lac 
uiouwanlUl Yl<paincbKoi al<aoeMii' 6anl<iucbl<of cnpauu M.Cy,'ltU) 

IH4JopM~il!, OTpHMaHa B pe3YJIbTaTi 6ecm i3 rrpe,!(CTaBHHKaMU ):(errapTaMeHTY 
nepcoHany Ta rrol3AKH ,!(O YKPalHCbKOi aKMeMii 6amQBCbKOi CrrpaBH y CyMax, ,!(03BOJIll€ 
3p06HTH BHCHOBOK, ~o rrpo~ec nwoToBKH rrepcoHany CJIyJK6H 6aHKiBCbKoro HarJIMY 
rrpO,!(OB)!()'€ ycrrimHo p03BHBaTHCb. nporpec y ~iH c4Jepi € OqeBH.lUIHM, xoqa iCHye i PM 
acrreKTiB, ~o rroTpe6yroTb B,!(ocKOHaneHHlI. O,!(HaK CJIm 3a3Ha'lHTH, ~O ~i acrreKTH € 
rrpupO)(HiMH, 3BIDKaIO'IH Ha BiJUlOCHY MOJIO'!(iCTb cnylK6H 6aHKiBCbKoro HarJlJI,l\y, piBeHb 
P060qOTO HaBaIITalKeHHlI rrp~iBHHidB ):(erraJITaMeHTY rrepcoHany, 06MelKeHicTb 4JiHaHC)'EaHHl! 
Ta lIniilfipooileMH, BHpimeHHl! liKlIX nOTpe6ye 'lacy, 

IIo-nepme, BH;l(aeTbCJI ,!(OCHTb rr03HTHllHHM TOH CPaKT, 1I\0 ):(errap-faMeHT· nepCOHaJIY 
06pa:il YKpaiHCbKY aKMeMilO 6aHKiBCbKOi' CnpaBH ~eHTpOM AlIl! cpaxOBOi' nmrOTOBKH 
rrp~iBHUKiB CJIyJK6H 6aHKiBCbKOro HarJIl!;l(Y. B3arani, meJl cne~ianha~il HaBqrulbHHX 3aKJIMiB 
HEY (y CyMax, JIbBOBi, XapKoBi, qepKacax) 3a phHHMH c4JepaMH ~eHTpanbHoi' 6aHKiBCbKOi' 
'!(mJIbHOCn BH,!(aCTbCl! lIJIi'!(HOIO. ~o cTocyeTbcll YKPalllCbKOI aKMeMii 6aHKiBCbKOi crrpasu B 
CyMax, TO, 3BalKaIOqll Ha rrOTeH~ian Ta MaTepianbHY 6a3y ~boro 3aKJIMY, MOlKHa OqiKynaTu, ~O 
3 '1aCOM B Hei e maHCH CTaTH lI~ioHanbHUM (a MOlKe, it MilKHap0.lUlUM) ~eHTpOMrriilrOTOBKU 
6aHKhiCbKHX HarJlJI,l\OB~iB. 



BHKJl8,!1.aqi YKpaiHCbKOI aK8,!1.eMii 6aHKiBCbKOi CnpllBH BOlIOJrilon, BHKJI8,!1.8)l.bKHMH 'Ia 

aK8,!1.eMi~HMH 3HaHHJlMH 'Ia BMiHHJlMH, lIKi MaIO'l'b 6ym BiJuIOBi.D.HHM ~HOM BBKOPHCTaHi, 
Xoqa i ClIm 3a:lHaqHTII, mO OC061IHBOCTi iXHbOI KBlllIi4>iKanii" Ha }'{aHOM)' erani He 3lIBlI(J.lH 

nOBHiCTIO BiJuIoBmaJOTb BHMOraM nWOTOBKH 6amciBCbKHX HarJIll}.{OBuiB, OCKinDKH 1M 6paKYC 
np~oro }.{OCBi;J;y B rany3i 6aHKiBCbKOro Harmmy. O}.{HaK BOHH MOlK}'Th 6ym nWoroBlIeHi 
}.{O HaBqaHIDl TeOpeTH'llilIX acneKTiB 6aHKiBCbKOi" CnpaBH, Y TOH qac lIK np~a CTOpoHa 

HlIBqaHlIJ!" (po3rJIll}.{ npaKTH'IHHX npHKJla,niB THnY ''Kelic CTa.n.i3", npoBe}.{eHBll ceMiHapiB Ha 
cneUHljJi~i HarJIll}.{OBi TeMH, lIK TO CHCTeMa pelh1mry CAMELS, YHiljJiKoJlliHHH 3BiT TOmo) 

MOlKe 3;ticHlOBaTHCli }.{ocBi}.{qeHHMH npauiBHBKaMH CJIYlK6H 6aHKiBCbKOro HarlIll.!lY. 

me O}.{HHM H8,!1.3B~aliHO n03HT11BHHM ljJaKTOPOM C Te, mo BHKJIa}.{aqj YKpaiHCbKOI 

aK8,!1.eMii" 6aHKiBCbKOI CnpaBH B CYMax po3po6lIl11OTb, BBKOpHCTOByroTh 'Ia 36epifaIO'l'b TeCTII 

}.{lIlI nepeBipKH 3aCBOCHlIX 3HaHD cnyxaqjB - npaniBHHKiB HEY. IU TeCTII He roT)'IOTh 3ll 
C}.\HHHMH CXeMaMH, a KOlKeH BHKlI8,!1.aq nponoHYC CBOI BrracHi TeeTH, npHCTOCOBaHi }.{o Horofii 

KYPCY, O}.{HaK UH iHiuiaTHBa C J.lYlKe BalKJllIBOIO. Y pll3i,. lIKmO ui TeeTH Y}.{OCKOHaJIHTII, 

BmnOBi.D.HHM 'llIHOM CTpYKTYPysaTH, a6H. BOHR roT)'BlllIHCli 3a C}.\HHHM «PoPMaroM, 'Ia 

eljJeKTHBHO BHKOpHCTOBysaTH, BOHR MOr}.{H 6 C'IaTH nWPYHTlIM }.{lIlI 3llnpOBa}.{lKeHBll B 
Mali6yrHboM)' OpraHhOBaHoi: CHCTeMH nepeBipKH 'Ia niJ1rnep}.{lKeHHlI 3HaHb 6aHKiBCbKHX 

HarlIll.!lOBuiB. 

Cepe}.{ nH'IaHb, H8,!1. JIKHMH me Tpe6a npauIOBaTH, HaliBalKJllIBinmM C nO}.{aJIbme 
3anpoBa}.{lKeHHlI TaB}.{OCKOHaJIeHBll KOMIIlIeKcHoi" nporpaMH nWoroBKH nepcoHany 

6aHKiBcbKoro Harmmy. ,l{m!: 1U>0ro -rpe6a 6y}.{e: 

• HaJIarO}.{HTH 6inbm noclImoBHHH aHaJIh nOTpe6; 

• Y}.{OCKOHarrHTH Bm6ip yqacHHKiB; 

• po3po6HTH 6iJIbm 06rpysroBaHi rpaljJiKH HaBqaHIDl TOmo. 

Ha }.{aHOM)' erani aHaJIh n0Tpe6 Ta Bm6ip yqacHHKiB 3.u.ii!CHlOcrbCJI B OCHOBHOM)' 3ll O}.{HHM 
OCHOBHHM KpHTepiCM- 3a noca.n.oIO, lIKY o6iii:Mac TOH ~ imnHii npmtiBHBK. BBalKacMO, mo 
lU>oro He }.{OCHTb. Me }.{lIlI TOro, mo6 6iJIbm P03mHpeHHH Ta 06rpysroBaHHli. aHarri3 n0-rpe6 Ta 

Bi.!l6ip CTlIB MOlKlIHBHH, no-rpi6Ha }.{oKJIa.n.Ha 'Ia po3raJIYlKeHa 6113a ){aHHXmoAo.nWoroBKH 
nepcoHarry. .HI< nOBmOMHlIH npe}.{CTlIBHHKH KepiB~a ,l(enapTaMeBT}' nepcoHarry, CTBOpeHHll 
TaKoi 6113H J,laHHX,MalilKe 3aKiHqeHo •. 3anpoBa}.{lKeHBllII O~I<)'E:TbCJI B HaCT}'DHoM)',poui. 3i CBOro 

601<)', Ham npoeKT roroBHH H8,!1.aTH KOH<;YlIbTaniI mO}.{Q )di,mapo}.{Horo '}.{OCBi;J;y B npoBe}.{eHRi 
aHaJIhy noTpe6 Ta BHpo6rreHHi HaHeljJeKTHBHimux ni.ZJ.xo.zi)B }.{o BBKOPHC'IaHBlI 6113H }.{aHHX. 

Heo6xiJIHo TaKOlK po3po6HT11 Ta 3anpoBa}.{HTH nporpaMH HaBqam,HHX KYPCiB CneuiaJIbHO 

}.{lIlI CJIYlK6H Harmmy. Ui K)'pCH nOBHHHi 6YTH po3po6rreHi B Cl\HHOMY 1jJ0pMari, 6ym }.{OC'IaTHbO 
}.{OKJIa}.{HHMH i TaKHMH, mo6 HHMH MorlIH KopHCTysaTHCli BHKJla,!J.aqi-eKcnepm CrryJK6H Harmmy 
nm qac ni}.{fOTOBKH }.{o ceMiHapiB. HaBqaJIbHi ~!8TepiarrH, lIKi npoeKT "B}.{OCKOHaJIeHBll 

6aHlo.BCbKoro Harmmy" H8,!1.aB HauiOHaJIbHOMY 6amcOBi HanpHI<iHui -rpaBHlI Ha noqaTK)' qepBHlI, 

nOKH mo He BHKOPHCTOByroThCli }.{OCHTb IlIIIpOKO. KpiM TOro, hlH YCBmOMlIIOCMO, mO ui 
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MaTepiruIM, ni)l.l'OTOBJIeHi phHHMH Pa):(HHKaMH, nOTPe6YIOTb 3Be,neHHll ,no e,nHHOrO «\lopMary i 
neBHoro p0311IHpeHHll Ta CHCTeMaTH3aniY. O,QHaK, ix MOlKHa 6yJIO 6 BHKopHCTarn lIK nOqaTKOBY 
6roy Mll CTBOpeHHll HanelKHoro 6aHKY HaBqanbHHX MaTepianiB. 3BHqailHO, UlI po6oTa nOBHHHa 
6yrH 30cepe,nlKeHa B nepmy qepry B feHepanbHoMY .lIenapTaMeHTi 6aHKiBCbKoro HarJIll,ny 3 
BHKOPHCTaHHllM Bi,nnoBi,nHoi ,nonOMorn ,n:enaPTaMeHTY nepcoHany. 

<l>axiBni CJIYlK6H 6aHKiBCbKoro HarJIW, llKi npOCJIyxanH ceMiHap "HaaqR BqRTeJIll" a60 
MalOTI. ,nOCBi.Q Ta HaaHqKH BHKJIa):(anI>KOi p06orn, He 6alKalOTb aKTHBHO 6paTH yqaCTb y nponeci 
HaaqaHHlI cBoix KOJIer. OCHOBHa npHqHHa llhoro 3HOBY lK TaKH B TOMy, illO KepiBHHnTBO 
CJIYlK6H HarJIll,Qy He 6epe Ha ce6e 306oB"1l3aHHlI rnO,no 3a6e3neqeHHlI Bi.llnOBi,QHoro 
«\lYHKItiOHYSaHHll nponecy TpeHHHry Ta He CXBaJIIOe, KOJIH Kpami npaniBHHKH BmcyrHi 
npOTllroM nepio.ny, Heo6xi,QHoro ,QJIll npOBe,neHHlI HaaqaJIhHOrO KypCy. KpiM Toro, HaaiTb KOJIH 
HaaqaHHlI npOBO,QHThCll, ne P06HThCll ,nOCHTb ,nOBiJIbHO, Ha p03Cy,n BHKJIa):(a'IiB, 6e3 BH3HaqeHHX 
eJIHHHX,QJIll Bcix CTaH,QapTHHX nporpaM (.lIHB. BHille). 

IIpOrpaMH, llKi nponOHYJOTb YKpai"HcbKa aKa):(eMill 6aHKiBCbKOl cnpaaH Ta HaaqanbHHH 
neHrp HBY B KReBi, 6royIOTbCll Ha nepeJIiKY KypciB, nOnepe,QHbO peKOMeH,lJ;OBaHHX y KOHnennii 
KOMllJIeKCHOi nporpaMH 3 ni,nBHilleHHlI KBam«\liKanii npaniBHHKiB 6aHKiBcbKOro HarJIll.QY 
(IIoCTaROBa IIpaJ.lJIiHHJl N2 153 Bm 25 KBiTHll 2002 POKY). CJIi.ll 3roHa'llffll, illO ni nporpaMH 
CTJlYKT)'pOBalli Tal<, illO .lIa!oTb JIHme 3araJIhHe YllBJIeHHll npo BH.QH ,nillJIbHOCri Ta ni,nxo,QH, illO 
ix 3acTocoByIOTb y CJIYlK6i 6aHKiBCbKOro lIarJIll.ny. MH p03YMieMO, illO ne Heo6xi,nH0 i 
Bm6ysaeTbCll y Bi,nnOBi,nHOCTi 3 YKa30M IIpe3H,QeHTa "IIpo KOMIIJIeKcny IIpOrpaMY IIWOTOBKH 
,neplKaBHHX cJI)'lK6oBuiB" N2 N 121212000, llKHH HarOJIOillYC Ha HaJIBHOCri B ypanOBHX OPraHax 
phHHX BH.ZUB HaBqaHHll nepcoHany. 30KpeMa, B Y Kroi 3rollaqaeThCll, illO HaBqaHHll 
3.zriHCl!IOITbCli "3a nporpaMaMH TeMaTflqIlHX IIOCriHIIO .lIiIO'IlIX Ta KOPOTKOTePMillOBHX 
ceMiHapiB, rno npOBO,nBThCli 3 YDaxYBaHHlIM nOTlle6 y nmBHilleHlli ecpeKTHBHocri BHKOHaHHlI 
nOCa):(OBHX 060B'1l3KiB i pe3YJIbTaTiB illOpiqlloro npoBe,nellHll oniHKH npo«\leciHlloi .lIillJIbHOCri 
,neplKaBHHX CJI)'lK60BniB". 

Ha HIIIllY ,nYMKY, ne IIOJIOlKeHHlI CJIi.ll TJI)'MaqRTH TaK: HanioHaJIhHHH 6aHK nOBHHeH 
3a6e3neqysarn ,QJIll IIpaniBHHKaM cnylK6H HarJIll.QY nocriHHo .zriIOqi Bi,nnOBi,nHO p03p06JIeHi 
K)'pCH llK 3araJIhHoro, TaK i 6iJIbm B)'3bKoro TexHiqRoro xapaKTepy. Ha lK9.JIb, ,QJIll KypciB 
,npyroro rnIIy HBY, llK i paHime, IIOKJIa.lIaeTbCll Ha JIeKTOpiB 3i CTOPOHH (B OCHOBHOMY, 
iH03eMHHX pa,QHHKiB). ToM)' TaKi KypCH qaCTO HeMOlKJIHBO BHecrn ,no rpa«\liKY HaBqaJIbHHX 
3axo.lliB 3ro,naneri,nb, IIm qac HOro IIWOTOBKH. KpiM Toro, qepe3 ,neillO 06MelKeHHH aHanh 
nOTpe6 Ta HepiBHoMipHe p060qe 3aBauTalKeHHlI Ii HHX He 6epYTh yqacri Bei· npilIIiilHm, llKHM 
BOHH IIoTPi6Hi. BHKOPHCTaHHll BHKJIa):(a'IiB YKpaiHCbKOi aKa,neMii 6aHKiBCbKOi CnpaBH ,QJIll 
npoBe,neaHiI ceMiHapiB BY3bKOTeXHi'IHoro xapaK'iepy MOlKe ,nOIIOMorrn BlipiinHrn lUO 
rrpo6JIeMY, ane JIHWe qaCTKOBO. 5IK BlKe 3roHaqanOClI, iXHi 3HaHHlI He ·3aaiK.z\H nOBHicTIO 
Bi,nnOBi.llaIOTb nOTPe6aM CJIYlK6H HarJIll.QY, OCKiJIbKH B HUX HeMae IIPaKTH'niOr'o ,nocBiAY. 

PeKOMeH)lanii ,nJIH HliY 

MH MOlKeMO peKoMeH,nYBaTu HacTyrrHe: 
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1) A6H 3a6e:me'lllTll nO}J;am.we ni.llIlHmeHHll ecjJeKTHBHoCTi HaB'IllHHlI nepcoHany'" CJI)'lK6H 
Harmmy, ,l(enapniMeHT nepcoHaJI)' Ta Y KpaiHcbKa aKa}J;eMU! 6amdBCbKOi CnpaaH 3a 

yqaCTIO feHepaJThHoro }J;enapniMeHT)' ClI)'JK6H Harrumy MaIOTh 3anpoBa,l(HTH peryJIllJlHi 
HaBqanbHi nporpaMH 6iJu,m B)'3bKOTeXHiqfloro xapaKTepy. fpacjJiKH HaBqam,HHX 3aXOJtiB 
nOBBHHi BKJIIOqaTH He JlHwe ceMiHapH 3araJThHOro - OpitHTOBHOro - XapaKTepy, ane i 
}J;OKJIa}J;Hi ceMiHapH 3 OCHOBHHX nHTaHb 6amdBCbKOro Harrumy y Bi./nIOBi.nHoCTi 3 
nporpaMOIO, 3anponOHOBanolO B Ko~ennii nporpaMH ni.ztBHmeHHll KBaJIicjJiKanii 
npaIliBHHKiB 6amdBCbKOro Harrumy (IIoCTaHoBa ITplllllIiHHli N2 153 Bi,n 25 KBiTHl! 2002 
POKY). ,AruI IU>oro 3Ha}J;o6HThCJI TeXHiqfla "}J;onOMora mO}J;O po3p06neHHJI nporpaM 
HaBqaHHJI, ninroTOBKH BHKJIa}J;a'liB Ta CTpYKTYPYBaHHJI rpacjJiKiB HaBqaHHJI. 

2) Heo6xi.nHo BCTaHOBHTH TicHimi Ta 6iJu,m peryJIllJlIU KOHTaKTH MilK BHKlIlIAa'lllMH 
YKpaiHiCbKOi aKa}J;eMii' 6amdBCbKOi CnpaBH Ta cjJaxiBIV!MH feHepam,Horo }J;enapTllMeHT)' 
6anKiBcbKoro Harrumy Ta o6nacHHX ynpaBniHI>, a6H 0CTaHHi noJtinHnHcJI CBOI.'d 
npaKTH'IHIIM }J;OCBi,nOM h BHKJIa}J;aqaMH AKa.zleMii, 3a6e3ne'lHBWH B TaKHii cnoci6 6iJu,m 
nocni,noBlIHii ninxin }J;O HaBqaJThHHX ceMiHapiB }J;ITJI npwtiBHHKiB 6amdBCbKOro Harmmy, 
mo npOBO}J;JlThCJI B CYMax. 

3) Bi,n6ip yqacHHKiB ceMiHapiE nOBHHeH 6ym B}J;ocKoHaneHHii: He06xi.nHo npoBO}J;HTH 
6iJu,w }J;OKJIa}J;HHH ananh no-rpe6 }J;ITJI BH3HaqeHHJI piilHll ninroroBKH Ta ccjJepH iHrepeciB 
KOlKHoro yqaCHHKa, lIKi Bi./nIOBi,naJJH 6 piBHIO, TeMi Ta xapaKTepy KOlKHOro ceMiHapy, 
mrnii npononyE:ThcJI 

4) Heo6xi.nHo npo}J;oBlK)'BaTH po3BHTOK Ta po3WHplOBaTH Ta B}J;OCKOHaJJIOBaTH 
3acTOCYBaHHJi recryBaHHJI. ,l(nJI IU>oro TaKOlK 3Ha}J;06HThcJl }J;O}J;aTKOBa }J;onOMora mO}J;o 
po3po6neHHll BKa3iBOK 3 npOBe}J;eHHJI recryBaHHJI, 3anpOBa}J;lKeHHJI Ta npaBHnbHOro 
BHKOPHCTaHHJI 6a3H }J;aHHX, p03po6neHHJI reCTiB y t}J;HHOMY cjJopMaTi Ta 3anO~HlI 
CHcreMH perylIllpHHX TecryBaHl> 

"5) fenepam,HHii }J;enapTaMeHT 6amdBCbKOro narmmy nOBHHen He nmne po6HTH CBlli BKJIa}J; 
Y po3po6neHHJI rpacjJiKY HaBqam,HHii 3aXO}J;iB Ta ceMiHapiB, ane TaKOJl( 6parn Ha ce6e 
306oB"Jl3aHHJ1 mO}J;O 060B"JI3KOBOro 3a6e3neqeHHJI yqaCTi B HHX Bi./nIOBi.nHHX 
npaIliBHHKiB (JIK B JlKoCTi cnyxa'liB, TaK i BHKJIa}J;a'liB) 

nO~Lme cniBpo6huHl(IBO MDK H6Y TIl BearingPoint 

3 MeTOIO nO}J;alJl>moro 3MiuHeHHlI cninbHHX 3yC!IJIl> HEY Ta BearingPoint, CnpllMOBaHHX Ha 
3anpoBa}J;lKeHHJI nOBHouiHHoi, }J;o6pe CTpYKTYpGBaHoi nporpaMn niAroroBKH nepcoHaJI)' clI)'JK6H 
6amdBCLKOro narrumy, npononytMO 3po6HTH aKI(eHT Ha TIIKlIX MOMeHTaX Hamoro 
cniBpo6iTHHUTBa: 

1) ITpHJtimrrn 6iJu,my ysary YKpaiHCLKilf aKa}J;eMii 6amdBCbKOi CnpaBH JIK nore~iHHo 

O}J;Horo 3 TpeHHJITOBHX neHTPiB }J;ITJI 6amdBCbKHX HarJIJIAOBuiB 
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2) l.r\elO TecT)'BlIHHlI CIliA BciIlliKO p03BHBaTH, oCKiIlbKH 3anpOBa,lIlKeHHlI nepeBipKH Ta 

niATBep)llKeHHlI 3HlIHb, HaBH'lOK Ta BMiHb 6l1HKiBCbKHX .HaI'1IlIAOBniB lIK I1ori'lHe 
3aBepJIIeHHlI HaB'la1lbHHX 3axoAiB e HM3BH'laHHO BaJKiIHBHM 3aBAlIHHlIM, HM lIKHM 

Heo6xiAno npanroBaTH . 

3) Heo6xi;:ul:o 6iIlbJII aKTHBHO 3any'laTH KepiBHHKiB niAPo3AiIliB· Ta BmnOBiAnHX 

npartiBHHKiB ClI)')K6H 6l1HKiBCbKoro HaI'1IlIAY AO yqacri B oprllHi3anii nponecy HaB'laHHl! 

nepcoHa1IY cnylK6H HaI'1IlIAY. 

4) MH rMaeMO, JIIO iHiniaTHBa BearingPoint JIIOAO npoBeAeHHlI KypciB THny "HaB'lH 

B'lHTe1llI" 6YIla n03HTHBHOIO. TaKi KypCH BapTO i nOAa1IbJIIoMY nponoHysaTH BH6pllHHM 
npaniBHHKaM ClI)'lK6H HaI'1IlIAY, lIKi B nepCneKTHBi nOBHHHi CTaTH HaCTaBHHKaMH CBoix 

KOIler. BBalKaeMO TaKOlK, JIIO Heo6xi;:ul:o, 3 OAnoro 60lCY, BpaxoBysaTH B P060'lOMY 

HaBaHTalKeHHi TaKHX npaniBHHlQB iXHlO yqaCTb Y ceMiHapax B lIKOCTi BHK1IMa'liB, a 3 

APyroro 60KY, p03r1llIHYTH MOlK1lHBiCTb 3anpOBa,lIlKeHHlI AOAaTKOBHX BHHaroPOA A1IlI 
TaKHX npaniBHHKiB 

" ; 
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Memorandnm of Jannary, 20, 2003 on the fnrther development of the formal training 
process in the BSD area of the NBU, addressed to the Director of the Personnel 
Department and the Deputy Director or the General Banking Supervision Department 

SUMMERY 

The given memo generally mirrors the memo as of December 18, since it includes all major 
recommendations developed based on the information obtained as a result of our trip to the 
Sumy Banking Academy. 

However, since this memo is addressed to the Department of Personnel, we somewhat changed 
the emphasis of our comments. In particular, this memo is started with positive, rather then 
negative aspects of the current training process in the BSD. We begin with the statement that our 
general conclusion is that the personnel training process for the BSD employees continues to 
develop and improve, even though that there are some issues that require further work .. 

First, positive is the fact the Sumy Academy was chosen as a center for professional training of 
banking supervisors, since we believe that the potential of this institution is such that it has 
chances to become a national (or even international) training centers for banking supervisor in 
the region. 

Second, the Sumy Academy staff has academic and teaching knowledge and skilIs, that, if 
properly used, could be very beneficial for the BSD. For example, they could teach theoretical 
aspects, while the BSD experts would address practical issues of banking supervision (e.g., 
CAMELS, UBPR, case studies, etc.) 

Another positive factor is testing employed by the Sumy Academy teachers. This could be used 
as a beginning of the certification program in the BSD. 

On the other hand, issues that require further work are the introduction of a more meaningful 
needs analysis, proper selection of course participants, development of more substantiated 
schedules of training, etc. For this end, a comprehensive database should be developed. Under 
the information provided by the Personnel Department, such a database is in the process of 
development We offered our assistance in how to most efficiently use this database. 

Another issue that needs to be addressed is the development and use of training materials 
available for the BSD. We suggest that the materials provided by us to the BSD in summer and 
to the Sumy Academy in December could be used as a basis for the development of a 
comprehensive library of training materials. 

A problem is also the use of bank supervision employees, who had gone through the Train the 
Trainer course, to teach their colIeagues. The main issue here is the lack of commitment on the 
part of the BSD management, as well as the lack of standardized programs. 
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Training programs offered by the Sumy Academy, even though they follow the list of courses 
recommended in the Concept of the Formal BSD Personnel Training (Resolution # 153 of April, 
25, 2002), are of orientation nature, which is important, but not sufficient. We suggest that 
technical courses are also taught, justifying this need by some provisions of the Decree of the 
President of Ukraine "On the Overall Program of Training Civil Servants" # N 1212/2000. Our 
interpretation of this Program is that the NBU should offer the BSD employees CO\lfses of both 
orientation and technical nature. 

In the end we list recommendations to the NBU and suggestions concerning the future 
cooperation between the NBU Personnel and BSD areas and BearingPoint (see our memorandum 
of December, 18). 
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TO: 
FROM: 

cc: 
DATE: 
REF: 

~.-"? r ~ 
BearingPoint. 

foomtdt KPMG COtlSU'llh9 

MEMO 

Frank Blimling, Senior Advisor 
Raya Ladokhina, Program Specialist 
Marina Antonova, Training Specialist 
Jay Doeden, Senior Manager 
December 18, 2002 
Role of the Sumy Banking Academy in BSD 
personnel training 

TRIP TO SUMY BANKING ACADEMY 

We visited the Sumy Banking Academy December 4 - 5, 2002. The purpose of the trip was 
to develop a clear picture of the role and function of the Sumy Banking Academy in the NBU -
BSD personnel training process, as well as to find out how the Sumy Academy is coordinated 
and managed by the Personnel Department of the NBU. Given our objective to ensure that the 
formal training process together with the BSD personnel certification is developed, we set the 
following tasks for the business trip: 

Find out more about the Academy, its status and role 

Find out how the program for the BSD is structured, focusing on: 

- how much training is offered to the BSD versus other NBU areas; 

- how long the Sumy Banking Academy has been involved in BSD training and how often 
the courses are provided; 

- how trainees are selected; 

- how training staffis developed (guest lecturers versus Academy staff members, etc.) 

- what materials are used 

- Have a look at the Sumy Academy facility in order to evaluate how appropriate it is for the 
BSD training purposes 

- Determine the place of the Academy in the general NBU staff training process and see how it 
may be used in future for the BSD fonnal training program 



In order to obtain answers to these questions, contacts were established with appropriate 
people via the Personnel Department of the NBU. These were the Vice Principal of the Academy 
Vladimir Nechepurenko and the Director of the Research Center Sergiy Zelensky. From the 
meeting with both of them, which included a tour around the Academy buildings, we obtained 
the following information. 

SUMY BANKING ACADEMY 

The Sumy Banking Academy ("the Academy") was founded in 1996 as an initiative of 
the NBU Governor and the Governor ofthe Sumy Region. Till 2000, the Academy was a regular 
educational establishment under the jurisdiction of the Ministry of Education. In 2000, under the 
Decree of the Cabinet of Ministers, it was moved to the NBU, having become its structural 
subdivision financed from the NBU budget. As of now, the Academy remains primarily a 
university type educational establishment, with three "faculties', teaching students in 7 subjects 
in the areas of regional economics, banking, finance, accounting, management of foreign 
economic activity, law and IT. 

The Academy has a Research Center, which is in charge of all research work in the 
Academy, including post graduate and senior doctorate courses. It also runs all training progra."IlS 
for the NBU employees and offers some training courses to bankers in the region. 

BSD TRAINING PROGRAM IN SUMY ACADEMY 

The NBU staff training is one of the functions ofthe Research Center. Its Director, 
Sergiy Zelensky, stated that in 2002 the Center delivered 200 hours of training to the NBU 
employees, including 4 or 5 courses for the banking supervision area. For year 2003, about 8 
seminars for the BSD personnel is planned. He also stated that, since banking supervision is one 
of the major functions of the NBU, the training of its employees takes the majority of the NBU 
staff training hours in the Academy. However,.he was not more specific. 

The NBU began to use the Academy as its training base after it had been taken over by 
the NBU about two years ago. In the current year the NBU staff training has been quite 
extensive. Plans are to further intensifY training of bank examiners (especially regi.onal and low 
level) in the Academy. Courses for the BSD are normally provided on the quarterly basis. 

The Academy is not involved in selecting BSD employees to be trained in their facility. 
This is done by the NBU Personnel Department. However, the Academy representatives 
understand that they need to be involved in selecting trainees in order to make their seminars 
meaningful. Therefore, they have now started sending seminar programs to regional offices of 
the NBU, so that BSD managers would know what seminars are offered. Regions usually call 
back to find out who from the NBU Central Office is going to be a guest lecturer and send 
people from appropriate areas. . 

Trainers are from two sources - teachers of the Academy and employees of the NBU 
Central Office, mostly managers. Mr. Zelensky said that they plan to more extensively involve 
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managers and top experts from regional offices in teaching. Actually, during our stay in Sumy a 
BSD seminar was going on, at which a medium level manager from L'viv had a presentation. 
The Academy representatives have come to understanding that teaching should be differentiated 
by topics. Therefore, when they have NBU managers teaching, they send seminar programs to 
the NBU beforehand, then the BSD selects the topic for the presentation and sends an 
appropriate expert. The Academy understands the ~eed in making their seminars more 
differentiated and specialized, however, as of now they have to rely on what is offered to them 
by the Personnel Department (development of programs) and the BSD (guest lecturers, usually 
selected based on ''who is available"). 

The NBU Central Office employees that teach at BSD training seminars in Sumy usually 
have one day or a day and half for their session. The selection oftopics is done on an ad hoc 
basis. There is no guidance on how to structure the presentation, or how to make its content 
consistent with other topics delivered during the given week. One of such sessions was going on 
during our stay. The Central Office representative was the Deputy Manager of the Liquidation 
Division Liudmila Donchenko, therefore, her presentation was devoted to bank liquidation 
issues, which was not necessarily relevant to the interests of the audience. Additionally, she was 
distracted from teaching by the local BSD unit manager, who wanted her involved in other issues 
not related to training. Such situation seems typical. 

Local Sumy teachers also participate in the training ofBSD employees. They are 
motivated, since for them it is considered extracurricular activities, which are paid separately in 
addition to their regular salaries. However, these teachers do not have practical banking 
supervision experience. 

Materials used by teachers are available in the Academy library, which is rather good 
(about 100000 books) and has all the latest publications in relevant areas in Ukrainian and 
Russian. The usage of English publications is limited, because 1) their number is not very big, 
since they are expensive for the Academy. What is available is mostly what was donated by 
different donor agencies, foreign guest lecturers or foreign government organizations; 2) the 
knowledge of English by the Academy teachers is limited. 

We presented the Academy with the CD-rom with training materials for the BSD 
developed by BearingPoint advisors who worked in Kiev beiWeen 1996-2002. We alsodcnated a 
number of different courses in banking, personnel management, accounting, etc. developed and 
delivered between 1995-2001 by guest lecturers within the Bankers' Training project. 

The Academy representatives said that they were going to uSe what we donated to start 
an electronic library to be used by both teachers, trainees, and students. They were also going to 
introduce a requirement that NBU trainees prepare surveys and synopses on different banking 
supervision topics. 

However, it should be mentioned that the library has a very limited number of the NBU 
regulations. It also does not regularly and consistently receive new and updated NBU regulations 
on a continuous basis. There is a concern, that the Academy teachers who participate in training 
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NBU employees may have no sufficiently in-depth knowledge ofNBU regulations and technical 
aspects of banking supervision. 

Training courses for NBU employees in the Academy are finished with the testing of 
participants. For each topic covered at a seminar about 40 questions are developed. However, 
this is done by every teacher independently based on the topic ofhislher presentation. There is 
also no pool of such questions, database, or any set procedure for the structuring of such tests. 
Each teacher does it the way helshe thinks appropriate. 

After the seminar results of the tests are sent to the Personnel Department. It is not clear 
what is done with these results there. Management of the training area of the Personnel 
Department could not give us a meaningful answer to this question. 

SUMY ACADEMY FACILITY 

The Academy has a possibility to facilitate the training function for a significant number 
ofthe NBUemployees. For the NBU staff training, there is a special room, properly equipped 
with modem training devices, where 25-30 people could be .accommodated at once. It was also 
stated that, if needed, at least one regular classroom for students may be provided for the NBU 
training purposes. 

Under the information provided by the Academy representatives, they can acconnnodate 
about 50 NBU employees at once in their hostels. Additionally, another Academy hotel is under 
the construction, which allows to significantly increase the. number of people being trained at a 
time. 

ROLE OF SUMY ACADEMY IN NBU TRAINING PROCESS 

The Personnel Department (Mr. Bezugly, manager of the training area, and Ms. 
Pshenichna, his deputy) told us about their plans for the BSD staff training. Having analyzed 
facilities available in relation to the number of employees of different levels, they came to a 
conclusion that it was physically impossible to accommodate all BSD employees in the NBU 
Banking Academy in Kiev. Therefore, they decided to devote the facility in Kiev (Abdreyevska 
street) to the training of managers (beginning from the sector managers level) and other Central 
Office employees, while the Academy facility is to be used for "rank and file" employees from 
regional BSD units. 

The facilities in L'viv, Cherkasyand Kharkiv are planned to be ultimately devoted to the 
training of other NBU areas. 

The Personnel Department say, that they have a recently developed database, which also 
includes all information on the training of each NBU employee, including the BSD. However, it 
was not shown to us. Therefore, it is not clear I) how the database is structured, 2) if the 
information included is comprehensive enough, 3) what time period is covered for the training 
history of each employee, as well as whether there are such training histories. Consequently, it is 
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not clear whether the Personnel or any other area of the NBU properly performs the needs 
analysis in the BSD, taking into consideration what seminars should be offered to employees of 
different levels. As of now, positions are the main criterion based on which the level of the 
course - basic, advanced, etc. - is determined. 

Nevertheless, the personnel representatives advised us to perform our own analysis of 
the BSD personnel position structure for the purposes of our work, without offering to use their 
database, which may be the indicator that I) they either do not have a proper database, that they 
claim they have; 2) they have it, but do not use properly. 

Another concern is related to the structuring ofBSD seminars in Sumy. Before we left for 
:; Sumy, the Personnel Department shared with us a seminar program prepared in the Academy 
{ and approved by the Personnel area (see attached). The topics included comply with the 

preliminary recommendations in the BSD Training Concept. However, the concern is that the 
" NBU tries to teach a number of rather extensive and broad concepts, each of which may take a 

few days and even weeks, in just one week. The Personnel representatives explained that the 
purpose of this program was to meet the requirements of the President's Decree "On Civil 
Servant Training", which declares that " training program for experts ... is of interdisciplinary 
nature aimed at mastering knowledge and skills needed for professional activities in a given 
area". The Personnel Department interprets it as a requirement to regularly provide seminars that 
would give a very general idea of how different areas of banking supervision function. In other 
words, these seminars are of orientation, rather then technical nature. 

The personnel Department agrees that more technical and specific seminars are needed, 
but there are impediments. In particular, I) experienced NBU employees are not willing to 
deliver such seminars, because their management does not sUpport their being away their work 
places for the time period needed for such seminars; 2) sometimes NBU people do not have 
sufficient expertise to deliver such seminars; 3) training materials are not always readily 
available; 4) the NBU still relies on foreign advisors in this area. 
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Sumy Program (courses will be conducted on November 18-22 and December 2-6). 

Basic Course for Banking Supervision employees 

## Course Classroom Homework 
hours 

1 OpraHhal{iilHa c-rpYKTYPa, OCHOBHi HallpllMKH oanKiBcbcKOi 4 2 
IlilllIbHOCTi 

1.1 OCHOBHi HallpllMKH TIl 3aBI\anHlI 
1.2 n830Bi IlpHHl{HIlH eIPeKTHBHoro HarlIl!1IY 3a oanKiBcbKOIO 2 

l\ij[JIbHCTIO 
1.3 ilpaBoBe 3aOe3lle'leHHl! l\eplKllBHOro yrrpaBlIiHHlI Ta 1 1 

l\eplKaBHoi ClIYlKOH B YCTIiHOBax HBY 

2. OCHOBHi MDKaupOI\HHX CTIiHI\apTiB oyxra.ilrepcbKoro oOlIiKY 6 2 
Ta BHYTPimHbOro aY1\1I1Y Y oanKax 

2.1 Merol\II'IHe i 1I0pMaTHBli0-rrpaBoBe 3aOe3Ile'!ellHl! 2 1 
OyxraJITejlCbKOrO oOlIiKY 

2.2 Opranhal{ili BHYTPimHboro KOUTpOlIlO Y OaHKY. 30BHimHili 4 1 
aYI\HT 

3 MeTOI\H Oe3BH13Horo ananhy 4 2 
3.1 UBPR 2 1 
3.2 Oprani3l1l\ili fie3BHi3Horo HarJIllllY .2 1 

4 PeliTHHroBa Ol{iHKa l\ij[JIbHOCTi KOMepl{iiiHOrO oanKY 6 2 
4.1 Merol\OlIOri'lHi llil\XOI\H 1\0 peiiTHHroBOi Ol\iHKH 2 1 

KOMepl\iliHHX oaHKiB Y cBiTOBili rrpaKTHl\i 
4.2 CAMEL 

. 

5 Y IlpaBlIiHHlI PH3HKaMH B oaHKiBcbKili l\ij[JIbHOCTi 6 4 
5.1 KnacHIPiKal\ill PH3HKiB TIl MeTOI\H YIlPaBlIiHHl! HHMH 2 1 
5.2 Y IlpaBlIiHHlI aKTHBHO-llaCHBHHMH ollepa'~illMH TIl 2 2 

ll03aOanaHcoBolO l\ij[JIbHicTIO 
5.3 BaJIlOTHi pH3HKH 2 2 

'. 
6 0Efanh8l\ill iHclle~BaHHl! 2 2 
6.1 HOEMoK IlEOBel\eHHlI BH13HorCi Harlllll\Y 
6.2 IficneKT)'BaHHl! TIl llil\roTOBKa 3BiTiB 

7. IlpaBoBe 3aOe3ne'leHHlI oaHKiBcbKoro HarJIlIl\Y TIl oamdscbKol 4 2 
TIleMHHl\i 

7.1 naHKiBcbKa TIleMHHI\l! ·TIl 3aXHCT oaHKiB. IHIPopMal\iliHi 2 1 
TexHolIorii . 

7.2 <I>iHaHcoBi 31I0'lHHH. Bil\MHBaHHlI OPYI\HHX rpomeli 2 1 



Sumy Program (courses will be conducted on November 18-22 and December 2-{j). 

Basic Course for Banking Supervision employees 

## Course Classroom Homework 
hours 

I Organizational structure, main banking activities 4 2 

1.1 Main directions and activities 
1.2 Basic principles of efficient banking, .. 

2 Slon 
1.3 Legal framework for state administration and civil service at I I 

the institutions of the National Bank of Ukraine 

2. Basics of international accounting standards and international 6 2 
auditing standards in banking 

2.1 Accounting laws, regulations and practices 2 I 
2.2 Organization of internal control at banks, external audit 4 I 

3 Off site supervision methods 4 2 
3.1 UBPR 2 I 
3.2 Organization of off-site supervision 2 1 

4 Rating evaluation of commercial bank performance 6 2 

. 4.1 International methodological approaches to rating evaluation 2 I 
of commercial banks 

4.2 CAMEL 

5 Bank risk management 6 4 , 

5.1 Classification of risks and methods of its management 12 1 
5.2 Management of assets and liabilities and off-balance sheet :2 2 

items 
5.3 Foreign exchange risks :2 '2 

.J. - ..... 

6 ~ Organization of inspection _ . .. -.... ... !2 ·1! 2 
6.1 The order of on-site inspection . 

, 
i i -

6.2 ffispection and preparation of reports ! 

! 

7. Legal aspects of banking supervision and of bank secrecy ,4 , 2 
• principle , 

I 7.1 Bank confidentiality and protection of banks. Information 

i
l

2 I I 

I technology. 
I 

i 7.2 Financial crimes. Money laundering. 12 I 
! I , 

! 
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BearingPoint 

MEMO 

IBaHIOKY I.M., i\IIpeKTOpy ~enapTaMeH1:y nepcoHany 

€BreHa TenH'IKa, cnel1ianicTa 3 IOpHi\ll'lHHX Ta eKOHOMi'lHHX nHTaHb 
BearingPointlUSAID 

Pai'cH JIa,llOXiHoi', cnel1ianicTa 3 p03p06neHHJI TepHHHrOBHX nporpaM 

IBaHeHKo H.B., 3acrynHHKY ,lIHpeKTOpa feHeapnbHoro ,lIenapTaMeHTY 
6aHKiBcbKOro HarnJl,lly 

20 rpy,l\HJI 2002 pOKY 

IOpHi\ll'lHe 06rpYHryBaHHJI MO)!(JlMllOCn 3anpOBl\,l\lKeHHJI npOl1ecy cepmcpiKaQii' 
npal1iBHHKiB 6aHKiBcbKoro Harnw HaQioHanbHoro 6aHKY YKpai'HH 

3riJ\Ho 3 p060'lHM nnaHOM npoeKry "B,lIocKoHaneHHJI 6aHKiBCbKoro Harnw", O,llHe 
i3 TpbOX OCHOBHHX 3aB,lIaHb npoeKry <jl0pMynIOeThCJI HaCTYDHHM 'IHHOM: 
"feHepanbHHH ,lIenapTaMeHT 6aHKiBCbKOro HarnJI,lly 3anpOBa,lIlKye nporp!IMy 
ni,llrOTOBKH nepcoHany, p03BHTKy Kap"ep Ta cepm<jliKal1ilO npaQiBHHKiB Cnyx<6H 
6aHKiBCbKoro HarnJl,lly". 

ITi,ll cepm<jliKal1ielO MH P03YMieMO npOl1ec ni.z\TBep,l\lKeHHJI npalliBHHKaMH CnyJK6H 
HarnJl,lly Bi,llnOBi,llHOCTi i'xHix 3HaHb piBHIO HarnJl,llOBHX 060B"Jl3KiB Ta c!>YHKQill, JlKi 
BOHH BHKOHYIOTb. Cepm<jliKaQiJl npaQiBHHKiB cnyJK6H 6aHKiBCbKoro Harnll,lly - l1e, 
no cYTi, Ha,llaHHJI o<jlil1iiiHOrO ,lI03Bony Ha BHKOHaHHJI HarnJl,llOBHX 311B,lIaHb neBHoro 
piBHJI CKJIa,llHOcTI. BOHa cnHpaen,CJI Ha. ~'KoMnneKcHY IIpOrpaMY 3 ni.llBMJ1~eHHJI 
KBani<jliKal1ii' nplIQiBHI:IKiB 6aHKiBcbKOrO Harnw'; (TIoCTaHOBa llpasniHHJI lffiY N2 
15311i,ll 25.04.2002) Ta Ha nep~BipKY ~KOCTi p060nf npal1iBHHKil!, a i'i pe3ynhTa.TI~ 
BnnHiialOTb Ha npocyBaHHJI . npal1iBHHKiB . no cnyJK6i Ta 1I0KnHKaHi 3a6e3ne'lYBam 
ynopJl,llKOBaHHii P03BHTOK i'xHix Kap'ep y HaQioHanbHoMY 6aHKY. 

Ha HalIlY ,lIyMKy, npol1ec cepTH<jJiKal1ii' Heo6xi,llHHii caMe Y cnYlK6i 6aHKiBcbKoro 
HarnJl,lly TOMy, mo XapaKTep po6oTH 6allKiBcbKHX Har nJl,l\oBl1iB - BHi'3HHX 
iHcneKTopiB i allaniTHKiB - nepe,ll6a'lae perynJIPlli i 'IacTO ,lIOCHTb illTellCHBHi 
KOHTaKTH 3 KOMepl1iiillHMH 6aIlKaMH. HarnJl,llOBel1b, JlKHii npal1lOe 3 KOMepl1iiiHHM 
6aHKOM, e o<jlil1iliHHM npe,llCTaBHHKOM Hal1iollanbHoro 6aHKY YKpai'IIH. 
Hal1ioHanbHHil 6aHK nOBHHeH 6YTH yneBHeHHM, mo ooo6a, JlKa o<jlil1iliHO BHcrynae 
Bi)( HOro iMeHi, Mae Bi,llnOBi,llHi 3HaHHJI Ta KBani<jliKal1ilO. 



TIpouec cepmq,iKlll\i'i He npornpi'll\TL npouecy aTeCTal\1I 1 He 3aMiHJ1e iloro. 
A TeCTal\iJl - ue B neplllY 'fepry ouiHKll JlKOCTi BHKOHaHHJ1 q,YUKllioHRnhHHX 
06oB'Jl3KiB, lIKa nepe.l\6a'lae TIl\(OlK OuiHK)' C)'MniHHOCTi npauiBHIIKa, iloro 
.l\Hcl\HnniHOBaHoCTi, .BMiHHJ1 npllIUOBaTH B KOneKTHBi TOII\O. lIacTOTa Ta xapaKTep 
npoBe.l\eHHJI aTeCTal\iil He nepeA6a'faIOTh rnH60Koi" nepeBipKH KOHKpeTHHX 3HaHh 
npauiBHHKa. 

3i CBoro 601(Y, cepmq,iKlll\il1-ue ClIMe npouec nepeBipKH KOHKpeTHHX 3HaHh, JlKHMH 
nOBHHeH Bono.l\irn npauiBHHK, a6H 6ym CnpoMOlKllHM BHKOuysarn 3aB.I\aHHJ1 
TeXHi'fHOro xap=py Bi.l\nOBi.l\Horo piBHlI. Cepmq,iKal\il1 MOlKllHBa JlHllIe sa )'MOBH 
npOXO.l\lKeHHJ1 npauiBHHKoM neBHoro 06cllry HaB'faHHJ1, lIK Y KJlaci, TIl\( i Ha 
po60'loMY Micui. TaKHM 'lllHOM, cepmq,iK8l\il16e3nocepe.l\Hh0 nOB'J\3aHa 3 npouecoM 
HaB'faHHJ1 nepcoHany. 

lIle O.l\HielO Oc06nHBiCT\O npouecy cepmq,iKaUii e: Te, 11\0 B KiHueBOM)' cBOeM)' 
BHrRll.l\i BiH nepe.l\6aQae: HailMaHHJ1 Ha po6oTy Ha KOHKypCHiil OCHOBi, a TIl\(OlK 
npocYSaHHJ1 no cRylK6i Ta ni.!\BH1l\eHHJ1 3apOOiTlloi nnarn 3 ypaxy!I/IHHlIAl 
pe3ynhTaTiB JlK aTeCTal\ii, TIl\( i ceprnq,iKaUii. 

MIl 3.1\iilCHlIJIH orRll.l\ 3aKOHO.l\aB'I"dX Ta HOPMaTHBHIIX aKTilI YKpaiHH, JlKi, Ha Ham 
norM.!\, .l\aIOTh ni.!\CTaBH .l\nlI po3rnll.l\Y MOJicnHsocri po3p06neHHJ\ Ta 3anpoBa.l\lKeHHJ1 
npouecy ceprnq,iKauii npauiSHHKiB 6aHKiBChKOro HBrnll.l\Y HEY Ha OCHOBi 
KOMnneKCHoi nporpaMH ni.llroroBKH nepcoHany CnylK6H 6aHKiBChKOro HBrnll.l\Y. 

OIimymyBaHHlI MOlKllHBocri CTBOpeHHlI TIl 3llnpOI!l!l!l!¢HHlI nponecy 
cemH$iKanii npaniBHHKiB CJIilK6H 6aHKiBchKoro HarJl!!lll' 

TIpauiBHHKH HauioHRnhHOrO 6aHK)' YKpaiHH MaIOTh CTaTyC .l\eplKaBHIIX C11)'lK6oBuiB. 
Bi.l\nosi.u;Ho .1\0 CT. 64 3axouy "TIpo HauioHRnhHHi! 6aux YKpaiHH", ''yMosH Hail~l}', 
3BinhHeHHJI, onnaTH npaui, Ha.l\aHHJ1 Si.!\nyCTOK, cnylK60si o6oS'J\3KH Ta npasa, 
cHCTeMaIlHCl\HnniHapHHXCTJlrHeHh.DHTaHHJ\couiRnhHoro3aXHCTYcJI}.lK6oBuiB 
HauioHRnhHOro 6aHKY SH3HaQaIOThCJI 3axOHOM YKOaiHH 'TIoo lleplKaBl!}' ClMK6y" ... 
CJI)'lK6oBui HauioHRnhHOro 6auKY e: lleplKaBHHMH cJl}?K60BUJlM!!, i .1\0 HIIX 
3aCTOCOBY\OThCJI HOpMH 3aKouy YKpaiHH "TIpo .l\eplKaBUY cn)'lK6y", lIK1l\O uell 3axOH 
He BCTaHOBmOC iHlllOro. II 

Cr. -4 ·3axoily "Hpo J(eplKasuy- CnyJK6y"· nepe1l6a'lae, 11\0 "npaso Ha J(epJKllBHY 
cnyJK6yidil\OThrPoMa.l\lIHH . YxpaiHH:;.; lIKi· O.l\eplKanH Bi.l\nOBi.ztHy ocsil)' i 
npo$eciiluy . ni.l\roTOBK)' Ta npoillWiH y. BcTaHOBneIlOM)' nopll.l\K)' KOH!OOlCHHi! 
Bia6ip". KpiM TOro, siJ(nosi.l\Ho .1\0 CT. 18 l\horo lK 3&1<OUY, ''npH npHilHllTTi Ha 
.l\eplKaBUY cnylK6y MOlKe BCTaHOBnlOBaTHCli BHnpOOYSaHHJ1 repMiHoM .1\0 wecrn 
MicJ1uiB". RK BlKe 3a3Ha'fBnOCl!, HailMaHHJ1 Ha po6OTy Ha KOHK)'PCHiil ocHosi e: 
eneMeHTOM npouecy ceprnq,iKauiiT, OCKinhKH nepe.l\6a'fae: OUiHK)' 3HaHh. TepMiH 
BHnp06ysaHHJ1, y CSOIO 'fepry, nepe.l\6a'fae: Ha6yrrn neBHoro piSHl! 3HaHh sa 
Bi.l\nosi.l\HHij nepioJ( i ni.l\TSep.l\lKeHHJI Ix S TOil 'IH iHWHIl cnoci6. 

Bi.!\nosi.l\HO .1\0 3aKOHO.l\aBCTSa YKpaiHH, e: TpH cnoc06H OUiHIOBaaHHJ1 .l\eplKasHHX 
cnYlK60suis: 

C6/ 



1) ATeCTallin, UlO npOBOIIHTbCli pm 110 mpu POKU BillnoBillHo 110 nonolKeHHlI KMY 
"npo npOBelleHHlI arecTauiY lIeplKaBHHX cnyJK6oBuiB" NQ 1922 Bill 28.12.2000. 
mil 'lac aTeCTauiY "OUiHIOIOTbCli pe3ynbTarn P060TH, lIinoBi Ta npo<i>ecillHi 
lIKOCTi, BHlIBneHi npauiBHHKaMH npH BHKoHaHHi cnYlK60BHX 060B'lI3KiB, 
BH3Ha'leHHX THnOBHMH npo<i>ecillHo-KBani<i>iKauillHHMH xapaKTepHCTHKaMIi 
nOCa.L\ i Bill06palKeHHX y nOCa.L\OBHX iHCTpYKl\illx, UlO 3aTBepi\lKYlOTbcli 
KepiBHHKaMH lIepJKaBHHX opraHiB BillnoBillHo 110 3aKoHY Y KpaYHH "npo 
lIeplKaBny cnYlK6y" Ta iHllIHX HopMaTHBHo-npaBoBHX aKTiB". 

2) "~Opi'lHa olliHKa BHKOHaHHlI lIeplKaBHHMH cnyJK60BI\lIMH nOKnalleHHX Ha HUX 
3aBllaHb Ta 060B'lI3KiB y nopllllKy. BH3Ha'ieHoMY KepiBHHKOM, HKHIl npH3Ha'iae Ha 
nocallH Ta 3BinbHlle 3 nocail 3a3Ha'leHUX oci6, 3 ypaxysaHHHM Uboro nonOlKeHHll 
Ta oco6nHBocreil KOlKHOro lIeplKaBHOrO 0P!1!!!V. TaKa ouiHKa npoBoIIHTbCli 
6e3nOCepellHbo KepiBHHKaMH CTpYKTYPHUX nillP03l1iniB, lie np3l\lOIOTb lIeplKaBHi 
Cl!yJK60BUi , nill 'lac ni.r\6HTTH ni.r\cYMKiB p060TH 3a piK" (IIonolKeHHH KMY 
NoI922). 

3) IcUHTH i\l!H "3l1illcHeHHlI He3anelKHoY Ta Heynepei\lKeHoY' olliHKH HKOCTi 
npo<i>ecillHoro HaB'IaHHlI lIepJKaBHHX Cl!yJK60BUiB i npodJeciilHoY IIDHlIarnocTi 1!Q 

lIeplKaBHoY CJ!)?K6H HjI neBHHX noca.L\ax" (YKa3 npe3HlleHTa "npo KOMnneKcny 
uporpaMY uillroTOBKH lIeplKaBHHX Cl!yJK60BIdB" No N 1212/2000). B YKaJi TaKOJl( 
3a3Ha'iaeTbCH, UlO "!,HB'IeHHlI Ta e$eKrnBHe BHKOPHCTaHHlf iH03eMHoro 1I0CBiny 3 
nOTaHb npodJeciilHoro HaB'IaHHlI lIeplKaBHHX CJ!)?K60BUiB e OllHHM iJ 3ac06iB 
esponellCbKOJ Ta cBiTOBOY il!rero!illiY YKpalHH". npH'IOMY "npiOPHTeTHHMH 
Hanp"MaMH Mbi<HapOIlHOro cniBp06iTHHI\TBa 3 nHTaHb npo<i>ecillHoro HaB'IaHHlI 
,nepJKaBHRX Cll)')K60BUis 3 BHKOPHCTaHH.HM Mi>KHapO,[(HoY TeXHiqHOl ,o;onOMOrH e", 

30KpeMa, "p03p06neHHlI KOHuemyanbHHx 3aCa.L\ BH3Ha'leHHlI 3MicT}' iCUHTiB Ta 
MeTOIIHKH Yx npOBelleHHlI ". 

no cyTi, I\lI OCTaHHlI UHTaTa 06rpynTOBye npOllec cepTH<i>iKauiY, HKHIl He 
npOTHpi'lHTb i nOBHHeH nOei\HYBarnCb iJ npoueCOM aTecTauiY Ta Ulopi'lHOY OUiHKH 
BHKOHaHHlI npauiBHHKaMH CnyJK6H HarnJli\Y YXHix ClIyJK60BHX 060B' H3KiB. 

Ceprn<i>iKal\ill 3a CBOoo CyrrlO nepell6a'lae npOXOi\lKeHHlI neBHoro reCT}'BaHHlI a60 
iCUHTiB i\l!H nepeBipKH Bi.r\noBi.r\HocTi 3HaHb Ta BMiHb npal\iBHHKa CTaHllapTaM, 
BCTaHOBJIeHHM !\II:! BHKOHaHHlI THX '1H iHllIHX npo<i>ecillHHX <i>ynKl\ill. 

KpiM Toro, OCKiJIbKH YKaJ npe3HlleHTa No N 1212/2000 BH3Ha'iae P03pOOJIeHHlI 
KOHl\elluii', 3MiCTy Tn MeTOi\I!KH npoBelleHHH icnH'liB lIK npiOpHTeTHHX HanpliMiB 
MiJl(}lapo):IHoro cnisp06iTHHUTSa 3 I1m'aHb I1po<i>eciiIHorO'HaB'IaHHlI, I\ellae 
MOlKJIHBiCTb Hal\ioHanbHOMY 6aHKOBi YKpai'HH llIHPOKO BHKOPHCTOBysaTii 

MiJKapOIlHHIl 1I0CBi.r\. Billl10BillHY iH<i>OPMl)uilO Ta 1l0nOMory MOlKHa OTpHMam lIK 
'1epe3110CTiliHHX Pa.L\HHKiB, TaK i 3iHllIHXi\lKepeJI, HanpHKJIa.L\, '1epe3 MepelK)' 
IHrepHeT TOUlO., ' 

OorpYHTIBaHHH HeooxiJJHoCTi. 3MiuHeHHH upogecy HaB'IaHHH uepcou!!l!Y 
cnYlKOH oaHKiBCbKoro HarnHlIY 

BillnOBillHO 110 CT. 3 3aKoHY "npo .lIeplKasHY cnYlK6y", OIlHHM 3 OCHOBHUX 
nplIHl\HniB .lIeplKaBHoY CJIyJK6H e "JlPQffiecioHanhM Ta KOM!leTeHTHOCTb" lIeplKaSHIIX 
CJIYlK6oBUiB. ,Z:ViJi npal\iBHIIKiB 6aHKiBCbKoro HarJIlfi\Y H3lIBHiCTb npo<i>ecioHaniJMY 
Ta KOMneTeHTHOCTi MOlKe 6YTII 3a6e3ne'leHa JIlllue llIJIliXOM nocTiHHoro TpeHiHry Ta 
HaB'IaHHlI npal(iBHIIKiB Ta '1aCToY peryJIlfpHoY nepesipKH YXHix 3HaHb, HaSII'IOK Ta 



BMiHb. TinbKH TalC MOlKlla 3a6e:me'lHTH 8,lI.eKBa11lHii piBeHb "npotpecioHanhM}' Ta 
KOMnerell1llocTi", He06Xi.l\llHil AlJJI etPeKTHBHOro BHKOHIlHHlI ixHix cpynKlliil. 
3HIlHHlI, HaBH'lKH Ta BMiHHlI, mo 6ynH OTpHMllHi npauiBHHKaMH 6aHKiBcbKOro 
Harn8,ll.y y BHIUHX yq60BHX 3aKn8,ll.ax, He MOlK)'Tb 6ym AOCTaTHiMH AlJJI ixHboi 
pOOOTH. ~ raJIy3L AYJKe cneUHcpi'IHa i noope6ye OKpeMOro HaB'IaHHlI, mo Mae 6ym 
3a6e3ne'leHe B npoueci BHKOHIlHHlI KOHKpeTHHX HarRllAOBuX cp)'HKUili. npaKTHKa 
nOCTiilHoro HaB'IllHHlI npauiBHHKiB 61lHKiBCLKOro HarRllAY Ta peryRllpHoi nepeBipKH 
Drnix 3HaHb, HaBH'lOK TIl BMiHb icnye B ycix po3BHHeHHX Kpaiuax CBiry. lle 
Heo6xiAHHii KOMnOHeHT 3a6e3ne'leHHJI cra6inLHOCTi 61lHKiBCLKOI CHcreMH 

KpiM lOro, CT.l 0 3aKony "npo AeplKaBny cnyJK6y" BKB3ye Ha Te, mo O.l\llHM i3 
06oB's3KiB AeplKaBHHX cnYlK6bBuiB e "nOCTiliHe BAOCKOHaneHHJI oprllHi3auIT CBOei 
pOOOTH i ni.l\BHmeHHJI npocpeciliHol KBanicpiKaQir'. ,llani, y CT. 29 "HaB'IllHHlI i 
ni.l\BHmeHHS KBanilJ1iKauii AeplKaBHHX cnyJKOOBUiB" BH3Ha'laE:ThCJI, mo "AeplKaBHHM 
CRYlK60BUJIM CTBOPIOIOTLCS YMOBH AlJJI HaB'IllHHlI i niABumeHHJI KBanicpiKaUIT y 
BiAROBi.l\llHX HaB'IanLHHX 3aKna,nax (Ha CpaKynLrerax) Ta 1IlJIJIX0M caMOOCBil1l. 
,lleplKaBHi CRYJKOOBUi niJIBlIII\YIOTb CBOIO KBanicpiKaQiJO nOCTiliHo, y moM)' 'lUCJli 
'Iepe3 HaB'IllHHlI Y Bi.l\nOBi.l\HHX HaB'IanLHHX 3aKna,nax, .lIK npaBHnO, He pi.D.me O.l\lloro 
pB3Y Ha n'JITh poKiB. Pe3YnL Tal1l HaB'IllHHlI i niABumeHHJI KBanicpiKaUii e O.l\lliero 3 
ni.l\CTaB AlJJI npocYSIlHHll no CRYJK6i". CnOBa "y 10M}' '!Hcni" 03Ha'ialOTL, ·mo nOBHHHi 
icnyBaTH pi3Hi BHAH nOcTIliHoro HaB'IaHHlI AeplKaBHHX CRYJK60BUiB (IiKnlO'IaJO'!H 
npauiBHHKiB 61lHKiBCLKOro HarRllAY), npH'lOM}' AlJJI HHX MaIOTL CTBOPIOBaTHCJI 
HanelKlli YMOBH AlJJI ULoro HaB'IaHHJI Ta niABHmeHHJI KBanicpiKaQii. 

YKB3 npe3HAeHTa 'TIpo KOMnneKcny nporpaM}' ni.l\roroBKH AeplKaBHHX 
CRYJK60BUiB" N!! N 121212000 BH3Ha'lae, mo "HaB'IllHHlI 3anpocjleciliHHMH 
nporpaMaMH ni.l\BumeHHJI KBanicpiKauil AeplKaBHHX CRYJK60BIUB Mae 3AiliCHIOBaTIICJI 
B pB3i: 3apaxyBaHHJI AO Ka,npoBoro pe3ePBy; npHli1lJlITJl Ha neplKaBHY cJMK6y; 
3aHHlITTJI noca,nH BHmOI KaTeropii (npoTIlroM nepmoro POKY); nepeA '1eproBOIO 
arecrauielO AeplKaBHoro CRYJK60BUJI; HanBHOCTi BHOO6HH'IHX ngrpe6." 3p03YMino, 
mo npHIiHSTIlI Ha AeplKaBHY cRYJK6y, lIK npaBHno, 03Ha'lae, mo TIlKHIi npauiBHHK He 
Mae AOCBiAY po60TH B AaHiil rany3i Ta BHMarae npocpeciliHOi ni.l\roroBKH. TaKa 
ninrolOBKa nOBHHHa noeJlHYBaTH KYPCH lIK opieHTauiliHOro xapaKTepy, lIKi AaIOTh 
3aranbHe YllBneHHJI npo Te, '1HM 3aHMaen,ClI nllHa opraHi3auU!, TalC i cepiJO KYPCiB 
cyro TeXHi'lHOi CnpllMOBaHOCTi, a6H npauiBHHK HaB'lllBClI BHKOnyBaTH KOHKpeTHY 
po60ry Bi.l\noBi.l\Ho AO BHpo6HH'lHX. n0'Fpe6. ()qeBH.l\IIO, 1110 AO BHpOOHH'lHX noope6 
Tpe6a BiAHecTH OTpHMIlHHJI cneuianbHHX 3HaHb B raJIy3i Me10AiB Ta ni.l\xoAiB 
61lHKiBCbKOro HarRllny. 

YKB3 Ta/(OlK BH3Ha'la:e, mo "nO OCHOBHHX BHAiB ni.l\BHmemlJ! KBanilJ1iKaUIT 
AeplKaBHHX clI}'JK60BUiB, mo MaIOTL 3a6e3ne'lHTH lioro 6e3neoepBHiCTh, HanelKHTb 
HaB'IaHHlI: 3a nporpaMaMH TeMaTH'lHHX nocTiliHo AilO'IHX Ta KOpoTKOTePMiHOBHX 
ceMiHapiB, mo npOBOAJlThClI 3 ypaxYBIlHHSM ngrpe6 y niABHmeHHi etPeKTHBHocTI 
BHKOHaHHlI nOCa.!{OBHX 060B'lI3KiB i pe3ynLTIlTIB mOpi'lHOro npoBeAeHHJI OUiHKH 
npoljJecillHoY.I\illnbHOcTI AeplKaBHHX cnYJK50BuiB." To6ro, 'jT iClI)'e npllMHil 3B'S30K 
i3 np'lHUHnaMH, BHKna.l\eHHMH B "KoHuenuIT ni.l\roroBKH nepcoHany 6aHKiBCbKOro 
Harn.ny", lIKi HarOnOmYlOTb Ha 6e3nepepBHOCTi HaB'IaHHJI TIl Hom pi3HoMaHirnOCTi. 
ni.l\ pi3HoMaHirniCTIO P03YMicrbClI noe.l\llaHHJI pi3HHX BH.I\iB HaB'IaHHS - y Knaci, Ha 
P060'lOMY Micui, a TaKOlK HanBHiCTh HaB'IanbHHX KYPCiB lIK B}'3bKO TexHi'lHOro, TIlK i 
3aranbHoro ornS.I\OBOrO xapaKTepy. Bee ue, O'leBH.I\HO, BH3Ha'lacrbclI KOHKperHHMH 
nOTpe6aMH naHor CTpYKTYPH. 



._----_._---.. _._ ... _. 

OCOOJIHBOCTi iHTepnpeTaniY 3aKOHOllaB'IHX aKTiB mOllo HaB'IaHHH Ta 

nillTBeplIlKeHHH KBaJIicbiKagiY lIeplKaBHHX CJmKooBgiB 

CT. 6 3aKoHY "IIpo .lIeplKaBH)' cJlYlKliy" BH3Ha'lae, 11\0 "nHTaHHJI CPYHKldoHYBaHHJI 
.lIeplKaBHoi' CJlYlKliH B iHlIIHX .lIeplKaBHHX opraHax, npaBoBe CTIlllOBHlI\e JlKHX 
peryJllOen.ClI CneUiaJIbHHMH 3aKOHaMH YKpai'HH, BHpimymThcJI !\HMH OpraHaMH". 
ToliTO, 3aKOH "IIpo .lIeplKaBH)' CJlYlKDY" € .lIOCHTb I'H)"IKHM i nepe.lllia'lae, 11\0 
HaJlBHicTh oKpeMoro 3aKOH)' "IIpo HauioHaJIbHHlI liaHK YKpai'HH" HaAae IffiY 
MOlKJllIBicTb BHpillIYBaTil ui nllTaHHlI 3 ypaXYBaHHlIM OCOliJlIIBocrell .lIePlKaBHOi' 
CJIYlKlill B IffiY Ta uiJlell Ta 3aB.lIaHb HauioHaJIbHOrO liaHKY (30KpeMa, umell 
ecpeKTIIBHOrO liaHKiBCbKoro Harnll.l\Y). 

TaKIIM 'IIIHOM, iCnyJOTb Bei IOpII.llII'lHi nillCTaBIl .lIJIlI 3anpOBaAlKeHHJI npouecy 
cepTHlj>iKauii' npaUiBHHKiB liaHKiBCbKoro HarJlll.llY. BiJlbllI TOro, .lIJIlI BHKOHaHHJI HOpM 
3aKOHO.llaBCTBa YKpai'HH HauioHaJIbHHlI liaHK YKpai'HH Mae B.lIOCKOHaJIHTII CHCTeMY 
HaS'IaHHJI Ta nepeBipKH 3HaHb, HaBH'lOK Ta BMiHb npauisHHKiB liaHKisCbKoro 
HarJlll.llY. 



Introduction 

Under the BearingPoint Banking Supervision Project Work Plan, one of the three 
main components of the Project is the following: "'The NBU Bank Supervision 
Department implements an institutionalized program for training, career advancement 
and certification of bank supervision officials". 

The certification is understood as a process of the confirmation by banking 
supervisors of the compliance of their professional knowledge and skills with the 
level of their supervisory responsibilities and functions. The certification of banking 
supervisors is, essentially, the issuance of an official permit to perform supervisory 
assignments of a certain complexity level. It follows the Comprehensive Professional 
Development Program (Resolution # 153) and the evaluation of the quality of work of 
personnel, while its results should influence their career growth and be aimed at 
ensuring an orgaiUzed development of their careers with the NBU. 

In our opinion, the certification process is particularly needed in the banking 
supervision area, because the nature of work of banking regulators (examiners and 
analysts) includes regular and rather extensive contacts with commercial banks. A 
supervisor, who works with a commercial bank, officially represents the NBU. The 
NBU, therefore, should ensure that a person that officially acts on its behalf has 
appropriate knowledge and qualifications. 

The certification process neither contradicts the attestation process, nor is meant to 
replace it The attestation is primarily an evaluation of the employee's performance, 
which includes also the assessment of his/her working ethics, discipline, teamwork 
abilities, etc. The frequency and nature of attestations do not involve any in-depth 
testing of specific knowledge of the employee. 

On the other hand, the certification is a process aimed at the testing of specific 
knowledge, that employees should have in order to be able to perform techoical 
assignments of appropriate levels. The certification is possible only under the 
condition that employees go through a certain amount of training, both formal and on 
the job. Therefore, the certification is directly related to the personnel training 
process. 

Another feature of the certification process is that in its ultimate form it includes 
hiring on a competitive basis, as well as career development and compensation 
growth taking into consideration results of both attestation and certification. 

We completed the review of laws and regulations of Ukraine, which seem to give a 
basis to discuss the possibility of the development and implementation of the 
certification process for the NBU banking supervision area supported by the formal 
personnel training program. 

Legal Justification of the Development and Implementation of the Certification 
Process in BS 

The NBU employees have a status of civil servants. Under Article 64 of the Law on 
the NBU, ''Terms of hiring, firing of, compensation to, vacations, professional rights 



and responsibilities, disciplinary fines, social security issues of the NBU employees 
are determined by the Law on Civil Service ... The NBU employees are considered 
civil servants and are subject to terms and conditions of the Law on Civil Service, 
unless otherwise provided for in this Law". 

Article 4 of the Law on Civil Service provides that" the right to civil service is the 
right of citizens of Ukraine who have an appropriate education and professional 
training and are selected on a competitive basis .... " Additionally, under Article 18 of 
this Law, "when hired to the civil service, a trial term up to six months may be 
established". As it has been stated, hiring on a competitive basis is an element of the 
certification process, since it includes the testing of knowledge. The trial term,also, 
implies, that during a specific period of time a certain level of knowledge is to be 
obtained and confirmed in some way. 

Under the Law of Ukraine, there are three ways of assessment of civil servants: 

4) Attestation, which in compliance with the Policy of the Cabinet of Ministers On 
the Attestation of Civil Servants "is performed once in three years". During the 
attestation "em.ployees' performance and professional qualities are evaluated, that 
helshe demonstrated in the course of the fulfillment of functional responsibilities, 
determined in standard professional and qualification characteristics of jobs and 
relevant job descriptions approved by managers of government bodies in 
compliance with the Law oftJkraine on Civil Service and other regulations". 

5) "Annual evaluation of employees' performance in compliance with a procedure 
determined by the manager, who appoints them to or dismisses from positions, 
taking into consideration this Policy and the nature of a specific government 
institution. Such evaluation is performed directly by supervisors (managers) of 
units in the course of the preparation of a conclusion on the annual performance 
results" (Policy of the Cabinet of Ministers) 

6) Examinations "to obtain an independent and objective assessment of the quality 
of professional training of civil servants and of the professional qualification to 
occUPY specific civil service positions " (Decree of the President On the 
Comprehensive Training Program for Civil Servants K2 N 121212000). The 
Decree also states that "the studying and efficient use of international experience 
in the area of professional training for civil servants is a means of European and 
global integration for Ukraine." At the same time, "a priority in the area of civil 
servants' professional training with the \lse of international assistance is the. 
deveiopment of a concept and content of examinations as well as their 
methodology" . 

Essentially, the latter substantiates the certification process, which does not contradict 
and should be .combined with both attestation and annual evaluation. Certification. 
implies that certain tests .or examinations are taken in order to verify the compliance 
of knowledge and skills of employees to standards that they are to meet in order to be 
able to perform specific professional functions. 

Additionally, since the President's Decree names the development of the concept, 
content and methodology of examinations priorities in the international cooperation in 
the professional training area, this should allow the NBU to widely use international 



experience. Appropriate information and assistance may be obtained from both 
permanent advisors, and other sources, e.g. via Internet. 

Justification of the Need in Strengthening of the BS Personnel Training Process 

Under Article 3 of the Law on Civil Service, one of major principles of civil service is 
"professionalism and competence". For banking supervisors professionalism and 
competence may only be ensured through ongoing training of personnel and regular 
verification of their knowledge and skills. This is the only way to ensure an adequate 
level of professionalism and competence, needed for them to efficiently perform their 
functions. Knowledge and skills, received by banking supervisors in higher 
educational establishments, may not be considered sufficient for the work. This area is 
rather unique, thus requiring specific training, which should be ensured in the process 
of performing supervisory functions. The practice of ongoing training and regular 
verification of knowledge and skills of banking supervisors exists in all developed 
countries. This is a necessary component for ensuring a stable banking system. 

Additionally; Article 10 of the Law on Civil Service states that one of responsibilities 
of civil servants is an "continuing improvement of the organization of their worle and 
enhancement of professional qualifications ". Further, Article 29 "Training of Civil 
Servants" of the same Law states, that "civil servants have adequate conditions for 
learning and training.in appropriate educational institutions (faculties) and through 
self-education. Civil servants shall enhance their qualifications on an ongoing basis, 
including training in appropriate educational institutions, usually at least once in five 
years. Results of training and the enhancement of qualifications are one of bases for 
the career development." The word "including" means, that there should be different 
types of ongoing training for civil servants (including banking supervisors), with 
appropriate conditions being available. 

The Decree of the President On the Comprehensive Training Program for Civil 
Servants states, that "training based on professional programs for civil servants should 
be pro~ded in the following cases: admission to the "personnel reserve"; admission to 
the civil service; occupying a position of a higher category (during the first year); 
before a next civil servant attestation, availability of needs.for the job". Obviously, 
admission to the civil sernce usually means that an employer requires professional 
training. Such training should combine courses of both orientation nature, thatgiv<; a 
general idea of the organization activities, and a series of technical courses, in order fa 
teach the employee to perform specific functions in compliance. with needs for. the 
job. Obviously, needs for the job include special knowledge in the area ofhanking 
supervision methods and approaches. . 

The Decree also states, that "main types civil servant training, aimed at ensuring its 
continuity, include training on the basis of programs of specific ongoing and short 
term seminars, held based on the needs in the enhancement of the efficiency of the 
function performed as well as results of the annual evaiuation of civil servant 
activities". In other words, here is a direct relation between the principles listed in the 
Concept of Comprehensive Professional Development Program for Banking 
Supervision, that stress continuity and variety. The latter is understood as the 
combination of different types of training - in the classroom, on the job, as well as 
different courses of both specific technical and general overview nature. All this, 
obviously, is determined by specific needs of a given agency. 

zl 



Interpretations of Laws and Regulations on Training and Confirmation of Civil 
Servant Qualifications 

Article 6 of the Law on Civil Service states, that "the issue of civil service functioning 
in other government bodies, the legal status of which is addressed in specific laws of 
Ukraine, shall be resolved by these bodies". This means that the Law on Civil Service 
is rather flexible, allowing the NBU, based on the Law on the NBU, to address these 
issues taking into consideration specific features of civil service in the NBU and the 
purpose and objectives of the NBU (in particular, the efficiency of banking 
supervision). 

Therefore, there are all legal foundations for the implementation of a certification 
process in the BSD. Moreover, in order to meet the requirements of law of Ukraine 
the NBU has to improve the system of training and confirmation of knowledge and 
skills of banking supervisors. 
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Overview of International Practice on Regulatory 
Requirements for Risk-Management Systems and 
Internal Control at Banks: 

OVERVIEW OF INTERNATIONAL PRACTICE ON REGULATORY REQUIREMENTS 
FOR RISK-MANAGEMENT SYSTEMS AND INTERNAL CONTROL AT BANKS. 

I THE USA 

Section 39(a) of the Federal Deposit Insurance Act (FDI Act) 12 U.S.C. 1831p-1 reqnires each 
Federal banking agency to establish operational and managerial standards, in the following areas, 
for all depository institutions that it supervises: 

• internal controls, information systems, and internal audit systems, 

• loan documentation; 

• credit underwriting; 

• interest rate exposure; 

• asset growth; and 

• compensation, fees, and benefits, and 

• such other operational and managerial standards as the agency determines to be 
appropriate. 

When a bank fails to meet any of those standards, the banking agency may require the bank's 
management to submit a plan to address deficiencies. If the bank fails to submit a satisfactory plan 
within the time allowed by the agency, or fails in any material respect to implement an accepted 
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plan, the agency must, by order, require the bank to correct the deficiency. These orders and 
directives can be enforced in the following ways: 

• Judicial remedies. Whenever a bank fails to comply with an order issued under section 
39, the agency may seek enforcement of the order in the appropriate United States 
district court. 

• Failure to comply with order. The agency may assess a civil money penalty against any 
bank that violates or otherwise fails to comply with any fmal order issued under section 
39 and against any "institution-affiliated party" who participates in such violation or 
noncompliance. 

• Other enforcement action. In addition to the actions described above, the agency may 
seek enforcement through any other judicial or administrative proceeding authorized by 
law. 

Following the requirements of section 39, the U.S. bank regulatory agencies have promulgated the 
"Interagency Guidelines Establishing Standards for Safety and Soundness" which is located at Part 
364 of the Code of Federal Regulations. 

Appendix A to Part 364 contains standards in each of the areas set forth in Section 39. The 
highlights are as follows: 

Internal controls and information systems. Each institution should have internal controls and 
information systems that are appropriate to the size of the institution and the nature, scope and risk 
of its activities and that provide for: 

• An organizational structure that establishes clear lines of authority and responsibility for 
monitoring adherence to established policies; 

• Effective risk assessment; 
• Timely and accurate financial, operational and regulatory reports; 
• Adequate procedures to safeguard and manage assets; and 
• Compliance with applicable laws and regulatioris. 

Internal audit system. An institution should have an internal audit system that is appropriate to the 
size of the institution and the nature and scope of its activities and that provides for: 

• Adequate monitoring of the system of internal controls through an internal audit function. 
For an institution whose size, complexity or scope of operations does not warrant a full 
scale internal audit function, a system of independent reviews of key internal controls may 
be used; 

• Independence and objectivity; 
• Qualified persons; 
• Adequate testing and review of information systems; 
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• Adequate documentation of tests and findings and any corrective 

• actions; 
• Verification and review of management actions to address material 
• weaknesses; and 
• Review by the institution's audit committee or board of directors of the effectiveness of the 

internal audit systems. 

Loan documentation. An institution should establish and maintain loan documentation practices 
that: 

• Enable the institution to make an informed lending decision and to assess risk, as necessary, 
on an ongoing basis; 

• Identify the purpose of a loan and the source of repayment, and assess the ability of the 
borrower to repay the indebtedness in a timely manner; 

• Ensure that any claim against a borrower is legally enforceable; 
• Demonstrate appropriate administration and monitoring of a loan; and 
• Take account of the size and complexity ofa loan. 

Credit underwriting. An institution should establish and maintain prudent credit underwriting 
practices that: 

• Are commensurate with the types ofloans the institution wiIl make and consider the terms 
and conditions under which they wiIl be made; 

• Consider the nature of the markets in which loans wiIl be made; 
• Provide for consideration, prior to credit commitment, of the borrower's overall financial 

condition and resources, the financial responsibility of any guarantor, the nature and value 
of any underlying coIlateral, and the borrower's character and wi11ingness to repay as 
agreed; . 

• Establish a system of independent, ongoing credit review and appropriate commllnication to 
management and to the board of directors; . 

• Take adequate account of concentration of credit risk; and 
• Are appropriate to the size of the institution and the nature and scope of its activities. 

Interest rate exposure. An institution should: 

• Manage interest rate risk in a manner that is appropriate to the size of the institution and the 
complexity of its assets and liabilities; and 

• Provide for periodic reporting to management and the board of directors regarding interest 
rate risk with adequate information for management and the board of directors to assess the 
level of risk. 

Asset growth. An institution's asset growth should be prudent and consider: 
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• The source, volatility and use of the funds that support asset growth; 
• Any increase in credit risk or interest rate risk as a result of growth; and 
• The effect of growth on the institution's capital. 

Asset quality. An institution should establish and maintain a system that is commensurate with the 
institution's size and the nature and scope of its operations to identify problem assets and prevent 
deterioration in those assets. The institution should: 

• Conduct periodic asset quality reviews to identify problem assets; 
• Estimate the inherent losses in those assets and establish reserves that are sufficient to· 

absorb estimated losses; 
• Compare problem asset totals to capital; 
• Take appropriate corrective action to resolve problem assets; 
• Consider the size and potential risks of material asset concentrations; and 
• Provide periodic asset reports with adequate information for management and the board of 

directors to assess the level of asset risk. 

Earnings. An institution should establish and maintain a system that. is commensurate with the 
institution's size and the nature and scope of its operations to evaluate and monitor earnings and 
ensure that earnings are sufficient to maintain adequate capital and reserves. The institution should: 

• Compare recent earnings trends relative to equity, assets, or other commonly used 
benchmarks to the institution's historical results and those of its peers; 

• Evaluate the adequacy of earnings given the size, complexity, and risk profile of the 
institution's assets and operations; 

• Assess the source, volatility, and sustainability of earnings, including the effect of 
nonrecurring or extraordinary income or expense; 

• Take steps to ensure that earnings are sufficient to maintain adequate capital and reserves 
a:ft~r(:orisidering the institution's asset quality and growth rate; arid .. 

• ProVide periodic earnings reports with adequate information for management and the board 
of directors to assess earnings performance. 

Compensation, fees and benefits. An institution should maintain safeguards to prevent the payment 
of compensation, fees, and benefits that are excessive or that could lead to material financial loss to 
the institution. 

With regard to internal controls and the internal audit function, Section 39 also makesieference to 
Section 36 of the FDIA, 12 U.S.C. l831m. Pursuant to sections 36 and 39, the agencies have 
issued a separate provision on these items, which is. contained in Part 363 of the Code of Federal 
Regulations. 
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According to Part 363, each institution should detennine its own standards for establishing, 
maintaining, and assessing the effectiveness of its internal controls. In considering what 
information is needed on safeguarding of assets and standards for internal controls, management is 
encouraged to review guidelines and handbooks provided by its regulatory agency, as well as 
standards published by professional accounting and anditing organizations and financial institution 
trade associations. 

Each insured depository institution is required to establish an independent audit committee of its 
board of directors. The members of the committee must be "outside" directors, i.e., directors who 
are independent of management of the institution. The duties of the committee include reviewing 
with management and the independent public accountant the basis for the reports issued under Part 
363. t The audit committee of any large institution (defined as having total assets of more than $3 
billion) must include members with banking or related financial management expertise, have access 
to its own outside counsel, and not include any large cnstomers of the institution. If a large 
institution is a subsidiary of a holding company and relies on the audit committee of the holding 
company to comply with this requirement, the holding company audit committee cannot inc!ude 
any members who are large customers of the subsidiary institution. 

Each of the federal regulatory agencies has provided guidance on responsibilities for individuals 
who serve as directors of financial institutions. These guidances review generally the 
responsibilities and liabilities under statutory, regulatory and case law for directors. Directors may 
reference these guidelines as follows: Office of the Comptroller of the Currency ("OCC"), The 
Director's Book, March 1997, and Red Flags in Board Reports, September 2000; Federal Reserve 
Board ("Federal Reserve"), Basics for Bank Directors, November 1998; Federal Deposit Insurauce 
Corporation ("FDIC"), DOS Manual of Exam Policies on Management/Administration, February 
2000; Office of Thrift Supervision ("OTS"), Oversight by the Board of Directors, June 1999; 

Importantly, directors are also alerted by the regulators as to current heightened areas of 
responsibility. For instance, the FDIC has clearly stated in its examination manuals that the 
policies and directives of the Board of Directors should include "provisions for adherence" to the 
Interagency Guidelines Establishing Standards for Safety and Soundness. These provisions have 
been specifically adopted by the OCC, Federal Reserve, FDIC, and OTS, and the NCUA also has 
authority to pursue comparable standards in enforcement actions. 

Agencies indicate in their manuals that these standards are to be viewed as the "minimum 
requirements" with the methods to achieve complianCe remaining to be established by each 
institution. Only the directors can establish these methods and the directors must focus on these 
minimum requirements first and be certain that they are adopted in a manner which is tailored to fit 
their institution. 

One of the interesting guidelines is The Director's Book (March 1998). 
http://www.occ.treas.gov/director.pdf This book provides general guidance to directors of national 

I Part 363 requires each institution to submit an annual report, signed by the institution's president and chief financial 
officer, evaluating the institution's internal controls. 

5 

q~ , 



banks. It outlines the responsibilities of the board, highlighting areas of particular concern, and 
addresses in broad terms the duties and liabilities of the individual director. 

"Board committees typically oversee the bank's risk management by ensuring that management has 
implemented: 

Sound policies and procedures, either written or unwritten. 
Accurate and reliable risk measurement systems. 
Timely and meaningful risk reporting processes. 
Effective risk controls such as policy limits, authorizations, and 

product approvals." 

I CANADA 

The Canada Deposit Insurance Act, Section I I (2)(e), gives the Board of the Canadian Deposit 
Insurance Corporation ("CDIC") the authority to adopt bylaws "respecting standards of sound 
business and financial practices for member institutions." 

In August 1993, the COle enacted eight by-laws relating to Standards of Sound Business and 
Financial Practices for deposit-taking institutions. These by-laws set out the minimum policies and 
procedures that eDle member institutions should have in place to manage and control their risks 
prudently. Monitoring adherence to these standards is seen as an important risk assessment tool. 
The bylaws prescribed management standards relating to: 

• interest rate risk 

• credit risk 

• foreign exchange risk 

• securities portfolio 

• liquidity 

• real estate appraisals 

• capital adequacy; and 

• internal controls. 

In October 200 I, the eDIe replaced these 8 individual bylaws with a single, comprehensive 
bylaw entitled "Standards Of Sound Business And Financial Practices. " 
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http:tnois.justice.gc.ca/en/C-3/S0R-2001-299/text.html Section 12 of the Standards (Risk 
Management Process) states: 

"It is a sound business and financial practice for the senior management of a member institution to 
ensure that the institution has an ongoing, appropriate and effective risk management process for: 

(a) identifying the risks to which the institution is or will be exposed, whether on- or 
off balance sheet and whether directly or through one or more of its subsidiaries, 
in conducting its current and planne<i"operations, and measuring those risks on an 
aggregate basis; 

(b) measuring, on an aggregate basis, the different types of risk to which the 
institution is or will be exposed in relation to a single counterparty or issuer and 
groups of associated counterparties or issuers; 

(c) assessing whether the risks that are identified constitute significant risks; 
(d) developing appropriate and prudent risk management policies, including policies 

on aggregate exposure limits, submitting to the board of directors of the institution 
for its consideration and approval policies for managing significant risks, 
including the policies referred to in sections 13 to 17, as applicable, and reviewing 
the institution's risk management policies at least once a year to ensure that they 
remain appropriate and prudent; 

( e) managing the risks to which the institution is exposed in accordance with the 
institution's risk management policies; 

(f) establishing appropriate and effective procedures and controls for managing the 
risks to which the institution is exposed, including the procedures and controls 
referred to in sections 13 to 17, as applicable, monitoring adherence to those 
procedures and controls, and reviewing them on a regular basis to ensure that they 
remain appropriate and effective; 

(g) providing the board of directors with timely, relevant, accurate and complete 
reports on the management of significant risks and on the procedures and controls 
for managing those risks; 

(h) dealing with extraordinary events; and . 
(i) providing the board of directors with timely, relevant, accurate and complete 

reports that will enable it to assess whether the institution has an ongoing, 
appropriate and effective risk management process." 

Subsequent sections (13 through 17) of the Standards deal specifically with various types of risk, 
including credit risk, market risk, structural risk, fiduciary risk, and operational risk. 

For credit risk, section 13 of the Standards provides: 

(1) It is a sound business and financial practice for a member institution that is exposed to 
significant credit risk to have 
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a. appropriate and prudent policies on the areas and types of credit, both on· and 
off-balance sheet, in which the 
institution is willing to engage; and 

b. appropriate and prudent policies on exposure limits for a single counterparty, 
for groups of associated counterparties, for industries or economic sectors, for 
geographic regions and for other credit exposures warranting aggregation, that 
take into account all other risks, both on- and off-balance sheet, to which the 
institution is exposed. 

(2) It is a sound business and financial practice for a member ipstitution that is 
exposed to significant credit risk to have procedures and controls for managing that 
risk, including 

c. defined and prudent levels of decision-making authority for approving credit 
exposures; 

d. an effective assessment and rating system for credit risk; . 

e. an ongoing, appropriate and effective process for mariaging credit exposures 
that warrant special attention; and 

f. an effective methodology for identifying, estimating, providing for and 
recording credit impairments. 

For market risk, section 14 provides: 

(l) It is a sound business and financial practice for a member institution that is exposed to 
significant 
market risk to have 

a. appropriate and prudent poiicit'll on the types of financial instnunents and other 
investments, both on- and off-balance sheet, in which the institution is willing 
to trade or take positions; and 

b. appropriate and prudent policies on exposure limits for a single issuer, for 
groups of associated issuers, for types of financial instrunJ.ents and other 
investments or assets, for industries or economic sectors,· for geographic 
regions and for other market exposures warranting aggregation, that take into 
account all other risks, both on- and off-balance sheet, to which the institution 
is exposed. 
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(2) It is a sound business and financial practice for a member institution that is 
exposed to significant market risk to have procedures and controls for managing that 
risk, including 

c. defined and prudent levels of decision-making authority for approving market 
exposures; 

d. fixed quality and return expectations for market exposures; 

e. a list of suitably qualified securities dealers and other counterparties with 
whom the institution is willing to deal; 

f. reliable data and effective techniques, such as stress testing and shock testing, 
for assessing the nature, quality and value of the institution's market exposures 
and for evaluating the extent of market risk to which the institution is or will be 
exposed under current and reasonably foreseeable scenarios; 

g. effective techniques for back-testing against actual results the assessments and 
evaluations made using the data and techniques referred to in paragraph (d); 
and 

h. an effective methodology for identifying, estimating, providing for and 
recording market impairments. 

For structural risk, paragraph 15 provides: 

(1) It is a sound business and financial practice for a member institution to have 
appropriate and prudent policies on the types and extent of structural risk to which it is 
willing to be exposed. 

(2) It isa sound business and"financial practice fot a member institution iO have 
procedures and controls for fnanaging strUctUral risk, including 

, " 

a. defined and prudent levels of decision-making authority; and 

b. effective techniques, such as stress testing and shock testing, for measuring the 
institution's structural risk positions and for evaluating the impact on those 
positions of changes in underlying factors under current and reasonably 
foreseeable scenarios. 

For fiduciary risk, the Standards provide: 

(1) It is a sound business and financial practice for a member institution to have 
appropriate and prudent policies on the types of fiduciary activities in which it is \\~lling 
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to engage. 

(2) It is a sound business and fmancial practice for a member institution that is exposed to 
significant fiduciary risk to have procedures and controls for managing that risk, including 

a. an ongoing, appropriate and effective process for ensuring that assets held, 
administered, managed or invested on behalf of other persons are dealt with 
prudently and in accordance with the agreements and arrangements made 
between the institution and those persons; and 

b. an ongoing, appropriate and effective process for ensuring that the investment 
advice provided to other persons is suitably represented and appropriate in 
light of their risk tolerances and reward expectations. 

For operational risk, Section 17 provides: 

(1) It is a sound business and financial practice for a member institution to have 

a. appropriate and prudent policies on the operational risk that is inherent in the 
operations of the institution; and 

b. if the institution uses outsourced services in conducting significant operations, 
appropriate and prudent policies on 

i. the circumstances in which outsourced services may be used, 

ii. the selection of capable and reliable service providers, 

iii. the standards of quality for outsourced services, including standards 
relating to accuracy, security and timeliness, and 

iv. the monitoring of the performance of, and the risks associated with, 
service providers. 

(2) It is a sound business and financial practice for a member institution to have 
procedures and controls . for managing 
the operational risk that is inherent in the operations of the institution, including 

c. a human resource management program that encompasses 

i. an ongoing, appropriate and effective process to attract and retain a 
sufficient number of qualified personnel to achieve the institution's 

i -
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business objectives and implement tbe institution's business strategy 
and business plans, 

ii. defined and prudent levels of decision-making autbority, 

iii. tbe segregation of incompatible functional responsibilities, 

iv. tbe clear communication to personnel oftbeir responsibilities, and 

v. tbe effective supervision of personnel; 

d. documentation of tbe institution's significant processes, policies, procedures 
and controls; 

e. valuation metbods and accounting principles for tbe appropriate valuation of 
and accounting for tbe institution's assets and liabilities, botb on- and off
balance sheet; 

f. accurate and complete records of financial and otber key information; 

g. management information systems tbat provide timely, relevant, accurate and 
complete information to facilitate tbe day-to-day management of tbe 
institution's operations and oftbe risks to which tbe institution is exposed; 

h. ongoing, appropriate and effective technology development and maintenance 
processes for ensuring tbat tbe institution's technology is, and continues to be, 
aligned witb its business objectives, business strategy, business plans, 
operational needs and management of the risks to which it is exposed, that the 
institution's technology is autborized, tested and documented before it is 
introduced, and tbat tbe institution's technology is updated when necessary; 

i. appropriate and effective security procedures and controls for safeguarding tbe 
. institution's records of financial and otber key information, tbe institution's 

technology and tbe information recorded, processed, reported and stored using 
tbat technology, including procedures and controls for safeguarding tbeir 
integrity; and 
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j. ongoing, appropriate and effective business continuity plans, including backup 
and recovery processes and standby arrangements for dealing with the loss of 
availability or the destruction of critical information or critical technology. 

As is readily apparent, the legal and regulatory terminology pertaining to risk management is rather 
indefinite. The standards consistently refer to the requirement that a bank's risk management 
practices in a given area be "appropriate and prudent," "effective," and so forth. The Standards do 
provide definitions of some of these relatively imprecise terms, but even these definitions depend 
largely on an analysis of facts and circumstances. Thus, for example: 

• "appropriate," in relation to a thing so described, means that a knowledgeable individual in 
the fmancial institutions industry would conclude that it is suitable for its intended purpose, 
having regard to the nature, magnitude, complexity and implications of the matter in 
question. 

• "prudent" in relation to a thing so described, means that a knowledgeable individual in the 
financial institutions industry would conclude that it is the product of the exercise of careful 
and practical judgment, having regard to business objectives, risks, the business and 
economic environment, and the quantity, quality and sustainability of earnings, liquidity, 
funding, capital and other resources. 

• "effective" is defined as meaning that "a knowledgeable individual in the financial 
institutions industry would conclude that [a procedure or practice 1 is achieving, or can 
reasonably be expected to achieve, its intended purpose." 

It is also important to note that the responsibility for ensuring that a bank has such appropriate and 
prudent risk management policies and procedures is on the board of directors (in Ukraine, the 
equivalent body would be the council). See Section 12 (d), (g) and (i). 

Internal Controls· 

Until 2001, the CDIC had a separate Bylaw on Intema! Control Standards. As. of October 2001, 
that Bylaw was: repealed and its substance is now incorporated into the Standards of Sound 
Business and Financial Practices http://lois.justice.gc.ca/en/C-3/S0R-2001-299ftext.htmi! The 
Standards now refer to an institution's "control environment," which is defined as "the environment 
that results from the following factors: approach to governance, management style, organizational 
structure, resource commitments, communication style, procedures and controls and the level of 
adherence thereto, the conduct of personnel, and human resource policies and practices." Section 
20 of the Standards provides: 

It is a sound business and financial practice for the senior management of a member 
institution to ensure that 
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a. the institution has a control environment that supports the appropriate, 
effective and prudent management of its operations and of the risks to which it 
is exposed, and that contributes to the achievement of its business objectives; 
and 

h. the board of directors of the institution is provided with timely, relevant, 
accurate and complete reports that will enable it to assess whether the 
institution has such a 
control environment. 

In September 1995, the CICA issued the document Guidance on Control as an addition to its 
Handbook. This document offers a framework for making judgments about controls and includes a 
definition of control and twenty "criteria of control." This document addresses conditions that can 
significantly affect the effectiveness of internal controls and the degree of audit risk. 

A bank's Chief AuditorlInspector works with the rest of the institution's internal audit staff; who 
comprise bankers secunded from relevant lines of business and/or chartered accountants with 
expertise in auditing. The independence of the internal audit function is established through the 
reporting relationship of the Chief AuditorlInspector to the Audit Committee of the bank's Board of 
Directors. 

The Bank Act requires external audits for banks chartered in Canada Each bank must employ at 
least one external audit firm to conduct the external audit; major banks ernploy two external audit 
firms. The external auditors perform a quarterly review of key financial information and conduct an 
annual full-scope examination of the systems and controls in place that ensure proper safeguarding 
of assets and appropriate recording of the economic transactions of the bank under examination. A 
typical annual external audit includes an examination of the controls over the credit, market, and 
operating risks of a bank. 

External auditors place significant reliance on the work of the internal audit departments of 
Canadian banks during the conduct of an external audit. A bank's external auditors,"verif}i the 
adequacy of internal audit functions through an examination of the internal audit work program of 
the pas! year, discussions with various iriternal audit" staff, and reperformance of internal audit 
procedures on a test basis. The external" auditors "also assess the skills, qualifications, and e,,-pertise 
of the bank's internal audit department in determining how much reliance they can place on its 
work. 

The internal audit processes of a non-domestic bank in Canada are a function of the internal audit 
standards of the home jurisdiction of the non-domestic bank in question. Although the overall audit 
methodology for the external audit of a non-domestic bank is driven by the external audit st.andards 
of the non-domestic bank's home country, all banks chartered in Canada, including Canadian bank 
subsidiaries of non-domestic banks, are visited once a year by external auditors resident in Canada 
Therefore, the application of Canadian external audit standards would ensure consistency of 
domestic and non-domestic bank audits carried out in Canada. 
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The amendment to Section 29 of the CDIC Act in Bill C-8 that recently came into force requires 
CDIC's examiners to provide, among other things, an assessment of the safety and soundness of the 
member institution and to comment on its operations taking into account the CDIC's Standards. 

OSFI requires that banks have internal controls in place that are adequate for the nature and scale of 
their business. Sound internal control practices are also addressed in CDIC's Standards which 
require risk identification, evaluation and management systems to assist in prudential management 
of a bank's operations. 

Internal control policies and procedures need to be approved by the board of directors, and their 
effectiveness assessed by an independent internal audit/inspection function, on an annual basis. 

The Standards apply to each CDIC member institution. However, there is an expectation that a 
member will manage itself on an enterprise-wide basis. In this ?ontext, operations. conducted 
through subsidiaries that could have a significant impa(jt should be . considered in reaching 
conclusions about that member's adherence to the Standards. As one example, the risk 
management process is expected to take into account any significant risks related to the operations 
of subsidiaries. . 

OSFI requires that for the validation of banks' Value-at-Risk (V AR) models for reporting market 
risk capital, such models accurately measure, monitor and adequately control market risks. OSFI 
requires that banks have comprehensive and robust scenario and stress testing programs and 
contingency plans, and that they perform such tests at least once a month (most Canadian banks do 
this weekly, while some banks do them even daily). 

Enforcement 

Section 645 of the Canadian Bank Act prescribes enforcement measures that may be taken in cases 
of violations. According to section 645, if a bank, or a person with respect to a bank, is 
committing, or is about to commit, an act that is an "unsafe or unsound Practice" in conducting the 
business of the bank, or is pursuing or is. about to pursue any course of conduct that is an unsafe or 
unsound practice in conducting the business of the ballk, the Superintendent may direct the bank or 
person to 

(a) cease or refrain from committing the act or pursuing the course of conduct; and 

(b) perform such acts as, in the opinion of the Superintendent, are necessary to remedy 
the situation. . 

Since compliance with the Standards is expressly deemed to be a "sound business and financial 
practice," a determination that a bank was not in compliance with the Standards would be deemed 
to be an "unsafe or unsound" practice, which could result in a "direction" (i.e., a compulsory order) 
from the Superintendent. 
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Sanctions are also possible where an institution does not follow the Standards, such as imposition 
of a premium surcharge or, potentially, termination of deposit insurance. See sections 30 and 31 of 
the Canadian Deposit Insurance Corporation Act. 

Reporting 

In late 1994, the COlC finalized a Standards Assessment and Reporting Program (SARP) that 
required management to determine whether its institution is following the standards .. Deposit
taking institutions were required to report under the SARP for the first time by July 31, 1995. 
These assessment and reporting requirements are now incorporated into the current version of the 
Standards. 

Part 2 of the Standards By-law requires member institutions to report to CDlC on adherence to the 
Standards. Each year, each institution must submit to the COlC: 

• a senior management representation letter; 
• a resolution of the board of directors concerning the letter; and 
• a "Standards Report." 

It Part 2 describes the reporting requirements, sets the parameters for the contents of the senior 
management representation letter, the resolution of the board of directors and the Standards report 
and addresses the frequency and timing of reporting. 

The senior management representation letter must be addressed to the board of directors of the 
institution and to the COlC, and must be signed by the chief executive officer of the institution 
and by another member of senior management who is not a member of the board of directors. 
The letter must contain 

• a statement to the effect that the senior management of the institution are fiuniliar with 
the cnlC standards and acknowledge their responsibilities under those standar<is; 

• a statement indicating whether senior management are fulfilling their responsibilities 
under the CDlC standards; 

• a statement setting out senior management's conclusion as to whether the operations of 
the institution are being managed in accordance with the COlC standards; 

• if senior management have concluded that the operations of the institution are not being 
managed in accordance with the CDIC standards, or that the operations are being 
managed in accordance with the CDIC standards except for identified deficiencies the 
letter must contain: 
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an explanation of the reasons for that conclusion, 

a statement confirming that an action plan to correct any identified deficiencies 
has been prepared and is being implemented, and 

a statement confirming that a copy of the action plan has been or will be 
submitted to the institution's examiner; and 

• when the institution is required to submit a standards report at the same time that it submits 
the senior management representation letter, an opinion as to whether the contents of the 
standards report are accurate and fairly presented. 

The board of directors' resolution must be addressed to the CDIC and must contain: 

• a statement to the effect that the board of directors is familiar with the CDIC standards 
and acknowledges its responsibilities under those standards; 

• a statement indicating whether the board of directors is fulfilling its responsibilities under 
the eDIe standards; 

• a statement indicating whether the board of directors has carefully considered the senior 
management representation letter and other information relevant to forming an opinion as 
to whether the institution is following the CDIC standards; 

• a statement setting out the board of directors' opinion as to whether the institution is 
following the CDIC standards; 

• if the board of directors is of the opinion that the institution is not following the eOle 
. standards, or that the institution is following the CDIe standards except for identified 

deficiencies: 

an explanation of the reasons for the opinion that relate to deficiencies other than 
those identified in the senior management representation letter, 

a statement confirming that an action plan to correct those other deficiencies has 
been prepared and is being implemented, and 

a statement confirming that a copy of the action plan has been or will be submitted to 
the institution's examiner; and 
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• when the institution is required to submit a standards report at the same time that it 
submits the board of directors' resolution, a statement to the effect that the bOard of 
directors has carefully considered the standards report and approves it on behalf of the 
institution. 

The Standards Report must contain: 

• an explanation of how senior management arrived at their conclusion as to whether the 
operations of the institution are being managed in accordance with the CDIC standards, 
including a description of 

the criteria, methods and other means used by senior management to determine 
which of the current and planned operations of the institution are significant 
operations, and how those criteria, methods and other means were explained to the 
board of directors, 

the criteria, methods and other means used by senior management to assess which of 
the risks to which the institution is or will be exposed constitute significant risks, and 
how those criteria, methods and other means were explained to the board of 
directors, 

how senior management assessed the appropriateness and effectiveness of the 
institution's processes, procedures and controls, and 

the criteria, methods and other means used in bringing to the attention of senior 
management and the board of directors significant weaknesses or breakdowns 
relating to the institution's processes, policies, procedures and controls; 

• an explanation of how the board of directors arrived at its opinion as to whe:her the 
institution is following the CDle standards, including a description of how the board 

evaluated its effectiveness in fulfilling its responsibilities under the CDIC standards 
and dealt with any significant inadequacies or failures relating to the fulfillment of 
those responsibilities, 

assessed the appropriateness and prudence of the institution's policies, and 

assessed whether it was provided with timely, relevant, accurate and complete 
reports in accordance with the CDIC standards; and 

• a copy of all information, directly related to the making of the board of directors' resolution, 
that was provided to the board at the time the resolution was made. 
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I NETHERLANDS 

Section 22(1) ofthe Act on the Supervision of the Credit System 1992, ASCS 1992 (Wet toezicht 
kredietwezen 1992, Wtk 1992) states that "the Bank may give the credit institutions 
recommendations or general directives for the conduct of their business in regard to the 
administrative organization, including the financial accounting system 
and internal control, as well as with a view to preventing conflicts of interest." 

Accordingly, in 2001 the Regulation on Organization and Control (ROC) 
(http://www.dnb.nl/english/e toezichtlwet regelgeving/hbwtklpdf/4201e.pdf) became effective. 
The purpose of this regulation is to provide directives and recommendations for the organization 
and control of business processes within institutions. The principle is that institutions are 
responsible for organizing and controlling their business processes in such a way that their business 
is conducted in a controlled and sound mauner. 

The regulation deals with controlling risks to which institutions are exposed, including the risks 
arising from non-compliance, or inadequate compliance, with regulations and from breaches of 
sound business conduct. The risks concerned are material risks, in other words, risks that may have 
a significant adverse effect on the financial performance, financial position, continuity or reputation 
of an institution. The principle is that the institution itself is responsible for drawing up procedures, 
rules and standards, for embedding these in the business processes and for mouitoring their 
effectiveness and compliance therewith. The management board of the 
institution must ensure this is achieved in practice. The regulation focuses on the following 
elements: risk control, organizational measures, information, communication and examination, 
evaluation and rectification. The correct emphasis 
on these elements should result in effective steering and control of business processes. 

"1.2.2 Risk control 
Article] '.'B . 
An institutiort shall have clearly fonnulated policies that are aimed at risk control and sound 
business practices. 

In order to implement its objectives and strategy, an institution must formulate clear 
policies that are aimed at risk control and at conducting its business in a controlled and sound 
mauner. Underlying this is the promotion of a corporate culture in which risk control and sound 
business practices are embedded. 

The policies define the manner in which business processes are arranged and implemented and are 
instrumental in shaping infrastructural elements, such as the staffing, information and 
communication systems and corporate culture of an institution. 

The policies must have regard to relevant legislation and regulations, contractual 
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obligations and social standards regarding sound business practices. This includes the 
regulations of the Bank, including the solvency and Iiquidityreqwrements. 

The policies must be documented, for example, in the form of a policy plan, and must be approved 
by the management board and the supervisory board pursuant to this regulation (section 1.3). If a 
number of policy plans or sub-plans are developed, these must form an integral part of the control 
mechanism of the institution as a whole. 

The policies must require the establishment of, inter alia: , 
- a system of exposure limits that reflects the chosen risk profile and has regard to relevant 
legislation and regulations; _ 
- a system of procedures- and measures for emergency situations; 
- a system of standards aimed at sound business practices to be exercised by all personnel of the 
institution; 
- a recruitment policy that sets high standards for the suitability, expertise and integrity of its staff. 

Article 8 
An institution shall ensure that risk analysis is performed systematically with the aim of identifying, 
measuring and evaluating all risks. 

The purpose of the analysis is to gain insight into the risks to which an institution is 
exposed and to establish whether these are consistent with the objectives, strategy and 
policies of the institution. The analysis must therefore be performed on a continuous 
basis, both on an institution-wide basis and at the level of individual business divisions and must 
comprise the identification, measurement, monitoring and evaluation of all risks. Based upon the 
results, the management board can establish whether the organizational arrangement and the control 
mechanism are adequate for the purpose of controlling the risks to which the institution is exposed. 
The risk analysis must address all business processes, which means that it must cover all products, 
services and auxiliary processes of the institution, and must be performed in both qualitative and, to 
the extent possible, quantitative terms. The analysis must take account of both controllable and 
uncontrollable risks;'potential 'extreme scenarios (stress scenarios) and any correlation between the 
various risks. 

Risk analysis is a continuous process, which means that account must systematically be taken of: 
· changing internal and external circumstimces; 
· new products, 'services and auXiliary processes; and 
· future plans. 

If significant changes have taken.place, such as technological developments, that affect a risk 
analysis performed previously, the effects of these must be investigated. Products and services that 
are new to the institution or the market must be subjected to a thorough risk analysis. The principle 
is that the institution must introduce new products and services in such a way that (the risks of) any 
losses are limited in magnitude. 
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The risk analysis may lead to the conclusion that the risks to which the institution is 
exposed are not, or are no longer, consistent with the chosen risk profile or that the 
chosen risk profile is not, or is no longer, consistent with the objectives and strategy of the 
institution. It is also possible that the organizational arrangement and the control mechanism are 
not, or are no longer, consistent with changes in the risk profile. The evaluation of risks therefore 
needs to be linked to the process of revising the objectives, the chosen strategy and the established 
organizational arrangement and control mechanism. 

The risk analysis may identify (residual) risks that have not been recognized previously and/or that 
cannot be mitigated by the control procedures and measures. In such cases, institutions will need to 
decide on the acceptability ofthese risks or on whether the underlying business activities should not 
be carried out or should cease. It is important that the risk analysis highlights all risks and that the 
management board is aware of these. 

Article 9 
The risk analysis shall be performed or supervised by experts who are independent of the functions 
that are accountable for commercial and/or financial performance. 

An institution must ensure that the risk analysis is not affected by commercial or other 
conflicts of interest. The risk analysis must therefore be performed and its results reported without 
being influenced by management that is accountable for performance. The risk analysis must be 
performed or supervised by experts in the field or area concerned, such as the capital markets or 
information technology. 

Recommendation 
For the larger and more complex institutions it is recommended that an independent department be 
established that is responsible for risk analysis and that operates under the direct control of the 
management board. The role of such a department would be to obtain an overview of the risks to 
which the "institution is exposed and to establish whether these are consistent with the chosen risk 
profile ensuing from the objectives and strategy of the institution and with the relevant legislation 
and regulations. The need for an independent department will depend in part on the authority 
delegated to the commercial and fmaI1ce departments a.'1d tile applicable reporting lines. " 

The regulation, together with the policy rules of the Nederlandsche Bank (the supervisor), aims at 
creating a framew'ork which is to be elaborated on by institutions themselves. This approach allows 
room for an interpretation that reflects appropriately the individual circumstances of an institution 
and new developments. 

I GERMANY 

German Banking Law specifies in Art. 25a "Particular organizational duties of institutions" the 
following: 
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"(I) An institution must 

1. have in place suitable arrangements for managing, monitoring and controlling risks and 
appropriate arrangements by means of which the institution's financial situation can be 
gauged with sufficient accuracy at all times; 

2. have a proper business organisation, an appropriate internal control system and adequate 
security precautions for the deployment of electronic data processing; 

3. ensure that the records of executed business transactions pennit full and unbroken supervision by 
the Federal Banking Su!,ervisory Office for its area of responsibility; the requisite records shall be 
retained for six years; section 257 (3) and (5) of the Commercial Code applies as appropriate. n 

All activities of German banks are subject to detailed controls on a permanent basis by internal 
audit groups which are independent of existing bank control procedures in internal supervision and 
reporting. When auditing annual accounts, which is mandatory, external auditors have to examine 
the adequacy of internal control and audit procedures. Bank regulators are genera1ly entitled to 
undertake special audits of banks, also through professional auditors or accounting firms. There is 
no different treatment of domestic and non-domestic banks and their branches. 

I FRANCE 

French Banking Law requires tI a suitable system of internal controls enabling them to measure the 
risks": 

"Article 51 

Credit institutions shall be required, subject to conditions laid down by the Camire de la 
Reglementatian Bancaire et Financiere, to observe management standards designed to safegnard 
their liquidity and solvency in relation to depositors and, more generally, third.-parties, and the 
equiIibrium_oftheir financial structure .. _ _ -> 

They must in -particular observe risk-assetandrisk-diversification ratios. 

Credit institutions must also have a suitable system of internal controls enabling them inter alia to 
measure the risks and profitability of their activity. When supervision is exercised on the basis of a 
consolidated financial situation, fmancial groups must adopt internal control procedures suitable for 
the production of information relevant to the exercise of such supervision. A regulation of the 
Camite de la Reglementation Bancaire et Financiere shall define the conditions for implementing 
the provisions set forth in this paragraph. 

Failure to comply with the obligations established under the present Article shall lead to 
implementation of the procedure described in Article 45_ 
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[Note also that the above provisions apply to "financial holding companies "]: 

Article 72 

Financial holding companies ("compagnies fmancieres") are financial institutions, as defmed in 
point 4. of Article 71-1 of the present Act, whose subsidiaries are mainly or wholly one or more 
credit institutions, investment firms or financial institutions. At least one of the subsidiaries is a 
credit institution. 

Article 73 

Financial holding companies shall be subject to the provisions of Articles 13, 17, first paragraph, 
40,41,43,44,45,46,51,53 to 55, 75, 76 and 79 under conditions set forth in a regulation of the 
Comite de fa Regfementation Bancaire et Financiere. 

The auditors of the above-mentioned companies shall also be subject to all the provisions oftbis 
Act applicable to the auditors of credit institutions and investment firms." 

French banks are subject to annual audit requirements by an accredited accounting firm. Auditing 
requirements, also applies to branches of non-domestic banks and to international branches of 
French banks. 

I BASEL 

The Core Principles seek to address the key risks faced by banks, by establishing standards 
regarding capital adequacy (principle six), credit risk (principles seven, eight, nine, ten), country 
and transfer risk (principle 11), market risk (principle 12) and other risks such as interest rate, 
liquidity, yield and operational risks (principle 13). Supervisory authorities must ensure not only 
that banks comply with minimum prudential standards but also that they conduct their business in 
accordance with the rules and policies adopted by the banks' boards of directors. Thus, another 
important part of the operational requirements is the establishment of appropriate internal control 
mechanisms. The Basle Committee addresses this issue in principle 14. 

In addition to Core Principles, Basel Committee developed a wide range of detailed guidelines 
related to risk management and internal control. The full list of risk-related Basel docwnents can be 
found on http://risk.ifci.chIBIS.htm 
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As far as the independence (and functions) of the Risk Control Unit, the guidelines contained in the 
Directive 98/31lEC2 (market risk capital guidelines) are of some interest. Actually, the annex VIII 
to the Directive gives the possibility to competent European authorities to allow financial 
institutions to calculate their capital requirements for position risk, foreign exchange risk and/or 
commodities risk using their own internal risk management models (instead or in combination with 
those described by the same directive). However, the release of the authorisation of internal models 
(authorisation that must be explicit) is subject to the presence of some qualitative standards, 
including: 
" 
(i) the internal risk-measurement model is closely integrated into the daily risk-management process of 
the institution and serves as the basis for reporting risk exposures 
to senior management of the institution; 
(ii) the institution has a risk control unit that is independent from business trading units and reports 
directly to senior management. The unit must be responsible for designing and implementing the 
institution ~ risk-management system. It shall produce and analyse 
daily reports on the output of the risk-measurement model and on the appropriate 
measures to be taken in terms of trading limits; 
(iii) the institution~ board of directors and senior management are actively involved in the risk-ccntrol 
process and the daily reports produced by the risk-control unit are reviewed by a level of management 
with sufficient authority to enforce both reductions of positions taken by individual traders as well as in 
the institution ~ overall risk exposure; 
(iv) the institution has sufficient numbers of staff skilled in the use of sophisticated models in the 
trading. risk-control. audit and back-office areas; 
(v) the institution has established procedures for monitoring and ensuring compliance with a 
documented set of internal policies and controls concerning the overall operation of the risk
measurement system; 
(vi) the institution's models have a proven track record of reasonable accuracy in measuring risks; 
(vii) the institution frequently conduct a rigorous programme of stress testing and the results 
of these tests are reviewed by senior management and reflected in the poliCies and limits 
it sets; . 
(viii) the institution must conduct, as part of itsregular internal auditing process. an 
independent review of its risk-measurement system. This review must include both the 
activities of the business trading units and of the Independent risk-control unit. At least 
once a year. the institution must conduct a review of its overall risk-management 
process. The review must consider: 
- the adequacy of the documentation of the risk-management system and process and the 
organisation of the risk-control unit. 
- the integration of market risk measures into daily risk management and the integrity of 
the management information system. 
- the process the institution employs for approving risk-pricing models and valuation 
systems that are used by front and back-office personnel. 
- the scope of market risks captured by the risk-measurement model and the validation of 

2 http://www.europefesco.org/DOCUMENTSlDirectiveslDir-98-31.pdf 
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any significant changes in the risk-measurement process, 
- the accuracy and completeness of position data, the accuracy and appropriateness of 
volatility and correlation assumptions, and the accuracy of valuation and risk sensitivity 
calculations, 
- the verification process the institution employs to evaluate the consistency, timeliness 
and reliability of data sources used to run internal models, including the independence 
of such data sources, 
and 
- the verification process the institution uses to evaluate back-testing that is conducted to 
assess the model's accuracy. 

" 

CONCLUSION 

Most Western countries require commercial banks to have risk-management/internal control 
systems that should be "adequate", "suitably arranged", etc. The essence of those suitable 
arrangements or systems is typically not defined in laws and implemented through various 
agencies' regulations (standards, guidelines, bylaws, etc) that, in particular, require banks to have 
tailor-made internal risk-management policies and procedures and observe them. It is then left to 
the bank supervisory agency to determine if a bank's risk management practices are "adequate," 
"suitable," "prudent", based on their analysis of bank's risk-management practices and the size, 
operational sophistication, and business orientation of the bank. In many cases, even the agencies' 
regulations are relatively non-specific, because the suitability of a bank's risk management practices 
can only be determined by viewing the characeristics of the bank. Thus,. the substance of the 
agencies' practices in this area are often found in examination manuals or guidelines. The 
guidelines in the manuals etc. are then used to determine whether a bank's risk management 
practices are "adequate" "suitable," etc. 
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Ukrainian Legal Framework: Requirements for On
going Risk-Management Systems in Banks 

UKRAINIAN LEGAL FRAMEWORK: REQUIREMENTS FOR ON-GOING RISK
MANAGEMENT SYSTEMS IN BANKS. 

In current Ukrainian law, provisions related to requirement for on-going risk management 
systems in banks are contained in Article 44 "Risk Management" of Law "On Banks and 
Banking" (BBL): 

"The bank shall set up a standing unit of analysis and management of risks, which would 
be responsible for setting limits in respect to specific operatiOns, risk limits for counterparts, 
countries of contra parties, and balance sheet structure in accordance with resolutions of the 
Board (Board of Directors) on the issues of risk policy and profitability of bank operations. 

In order to ensure additional measures of risk management, the banks shall create 
standing committees, in particular: 

I) A credit committee, which evaluates the quality of bank assets on a monthly basis and 
prepares proposals on the formation of reserves for possible losses resulting from their 
devaluation. 

2) An assets and liabilities management committee, which, on a monthly basis, reviews the cost 
of liabilities and the profitability of assets, and takes decision on interest margin policy, 
reviews decisions on matching maturity of assets and liabilities, and provides relevant bank 
units with recommendations on the elimination of arising time differences. 
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3) A tariff committee, which, on a monthly basis, analyzes a correlation between the cost of 
selVices and the competitiveness of eXisting tariffs, and is responsible for the bank's policy in 
the are of operational income. 

Banks should' independently take decisions on setting up bodies of financial risk 
management in order to ensure favorable financial conditions for the protection of interests of. 
depositors and other creditors. " 

Though, as one can see, the Article is quite "raw", it is a large development. In fact, in most 
Western countries, banking laws do not have specific articles on risk-management, and risk
management units are not clearly required. 

For example, German banking law only states that a bank should "have in place suitable 
arrangements for managing, monitoring and controlling risks and appropriate arrangements by 
means of which the institution's financial situation can be gauged with sufficient accuracy at all 
times". Similarly, French banking law only requires "a suitable system of internal controls 
enabling them to measure the risks". The essence of those suitable arrangements or systems is 
typically not defined in law and implemented through various regulations (standards) that, in 
particular, require banks to have tailor-made internal risk-management policies or procedures. It 
is then left to the bank supervisory agency to determine if a bank's risk management practices are 
"adequate," "suitable," "prudent", based on their analysis of bank's risk-managernentpractices 
and the size, operational sophistication, and business orientation of the bank. In many cases, even 
the agencies' regulations are relatively non-specific, because the suitability of a bank's risk 
management practices can only be determined by viewing the characeristics of the bank. Thus, 
the substance of the agencies' practices in this area are often found in examination manuals or 
guidelines. The guidelines in the manuals etc. are then used to determine whether a bank's risk 
management practices are "adequate" "suitable," etc. 

This system works pretty well in Western countries, but for Ukraine, more specific approach is 
recommended. The reason is that judicial system in Ukraine sometimes can be a handicap for 
objectives6fl)ank supervision. (See our memo Systym of Commercial Courts and Competence 
of Judg~s inlJkraine:Overview of Legal Framework dated 12/1512002) 

In this connection, it is preferable to have some specific requirements (more specific than . 
Western countries place in their banking laws) on risk-management systems in Law on Banks 
and Banking. In particular, it makes sense to slightly amend BBL Art 44 making it more specific 
and explicitly requiring all banks to develop internal risk-management policies and procedures. 

During work group meetings of General Department of Bank Supervision (GDBS) on 
amendments to BBL that took place in September - November 2002, we convinced the GDBS to 
suggest the NBU Legal Department more specific wording of Article 44 (para I): 
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"The bank shall create comprehensive and adequate risk management system for establishing, 
monitoring and control of all risks. With this purpose, a standing risk-management unit is set up. 
The unit shall be responsible for establishing risk limits for specific operations, risk limits for 
counterparts, countries of contra parties .. limits for other risks; responsible for development of 
procedures for evaluation, monitoring and control of risks of balance sheet structure in 
accordance with resolutions by Supervisory Council and Management Board on issues of risk 
policy and profitability of bank operations. " 

A necessary steD for the NBU would be to develop specific regulations on risk-management 
systems that would guide banks in creating their own tailor-made internal risk-management 
policies and procedures. 

Good examples of regulations from International practice are: 

1) Canada Deposit Insurance Corporation Standards of Sound Business and Financial Practices 
By-law (SORl2001-299). http://lois.justice.gc.caIenlC-3/S0R-2001-299/lexthtml 

2) Regulation on Organization and Control (Netherlands) 
http://www.dnb.nl/englishle toezichtlwel regelgevinglhbwtklpdf/4201 e.Ddf 

The NBU regulation(s) should give criteria for defining "adequate" or "inadequate" systems and 
lay down that there may be other reasons and criteria to rate bank's system as inadequate subject 
to theNBU judgement. Regulation(s) should state that they are mandatory "minimum 
requirements" for institutions with the methods to achieve compliance to be established by each 
institution. 

It is also very important to ensure that there is regulatory mechanism for enforcing adequate risk
management systems in banks. Current BBL Article 73. "Enforcement Measures" states that "In 
case a bank or other persons (entities) unda theNational Bank of Ukraine supavision in 
compliance with this Law, violtite the banking Ie'gislation of Ukraine, any normative-legal act of 
the National Bank of Ukraine, or perform rlskv operations, which threaten the intaests of the 
bank's depositors or other creditors, the National Bank of Ukraine has the right to use the 
adequate enforcement measures ".. .. ' . 

Though, even a current wording enables the NBU to apply' enforcement measures in case a bank 
"performs risky operations which threaten the interests of the bank's depositors or other 
creditors", more specific wording on "unsafe and unsound practices" or "inadequate risk
management systems" is recommended. 

As a result of November BSD work group meeting on BBL amendments, the BSD recommended 
the Legal Department the following language: 
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"In case a bank or other persons (entities) under the National Bank of Ukraine supervision in 
compliance with this Law, violate the banking legislation of Ukraine, any normative-legal act of 
the National Bank of Ukraine, lack or have an inadequate risk-management systems, or perform 
riskY operations, which threaten the interests of the bank's depositors or other creditors, the 
National Bank of Ukraine has the right to use preventive or compulsory enforcement measures" 

Given possible problems with economic court judges, a better wording would be: "In case a bank 
or other persons (entities) under the National Bank of Ukraine supervision in compliance with 
this Law, violate the banking legislation of Ukraine, any normative-legal act of the National 
Bank of Ukraine, lack or, in opinion oUhe National Bank of Ukraine, have an inadequate risk
management systems, or perform risky operations, which threaten the interests of the bank's 
depositors or other creditors, the National Bank of Ukraine has the right to use preventive or 
compulsory enforcement measures it finds adequate to correct violations or drawbacks" . 

CONCLUSION 

The law on Banks and Banking should be more specific in terms of requiring "adequate" risk
management systems in banks. If; in NBU's opinion, bank's risk-management system is 
"inadequate", the Law should give the NBU full authorities to take pro-active and after-the-fact 
actions it finds reasonable. Detailed NBU regulation(s) on risk-management systems giving 
specific criteria on "adequacy" of risk-management systems should be developed. The 
regulation(s) should lay down that there may be other reasons and criteria to rate bank's system 
as inadequate subject to the NBU judgement. Relevant changes in licensing and corporate 
governance will also be needed. 
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