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L The NBU Bank Supervision Department evolves its processes so that risk-based
supervision becomes the basis for both its inspection and enforcement. The following
aspects of bank supervision are modified to reflect the new emphasis on risk-based
supervision.

1. On-site Inspection: BSD staff is expert, not only in financial analysis (as is
presently the case), but also in analysis of how adequnate the banks® risk
management systems are, in light of current and foreseeable risks that the bank
faces with its current and prospective range of services. Written examination
procedures place greater emphasis for the risk-management system. The
“CAMELS” and “report of examination” — for each bank examined — reflect
the NBU’s evaluation and recommendations for correction of any weaknesses
found in the bank’s risk management system.

By September 30, 2002
* Determine the appropriate method of training and devise a plan to deliver training in the

evaluation of banks’ risk management systems to NBU Senior Management and
executive committees, and BSD upper and middle management.

Advisors: Blimling, Wilson, Ladokhina, Antonova

NBU Counterpart: Kireev, Ivanenko

The training of NBU and BSD management is to be determined by the Task Force. Training
of the Task Force is to begin in October. The Task Force has decided to wait to provide
Jormal training of BSD management and staff until the Risk Assessment System is fully
developed and approved. Mr. Krotyuk asked that training for NBU senior management, that
is, NBU Board and Supervisory Council, be delayed until the first quarter of 2003.

* Develop schedule to review chapters of the Onsite Manual to focus and emphasize the
evaluation of banks’ risk management system.
Advisors: Blimling, Ladokhina
NBU Counterpart: Zinchenko, Romanenko
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A tentative schedule of revising the Onsite Manual has been developed. As part of their
responsibilities, the Task Force will review and finalize the schedule. This will occur once
the Task Force finalizes the Risk Assessment System.

By December 31, 2002

* Implement training plan in the evaluation of risk management systems to NBU Senior
Management and executive committees, and BSD upper and middle management.
Determine appropriate method of training and devise a plan to deliver training to the
staff of the NBU head and regional offices.

Advisors: Blimling, Wilson, Ladokhina, Antonova
NBU Counterpart: Kireev, Ivanenko

Training of Task Force members was held in October, with additional training delivered to
Regional supervision managers in December. The training focused on introducing the
concept of Risk-based Supervision and the components of a comprehensive risk management
system in commercial banks. The Risk Assessment system will be finalized early in the Jirst
quarter of 2003. At that time, the Task Force will establish a training schedule for the BSD
management and staff. In late December, Mr. Sergey Tyhypko replaced Mr. Stekimakh as
Governor of the NBU. Given these recent changes in NBU senior management, we will
discuss with Mr. Krotyuk the training of NBU senior management early in the first quarter.

* Begin fo review targeted chapters of the Onsite Manual and ascertain necessary changes
to focus and emphasize the evaluation of a bank’s risk management system.
Advisors: Blimling, Ladokhina
NBU Counterpart: Zinchenko, Romanenko

Although the Task Force has not set a schedule for revising the Onsite Manual,
BearingPoint advisors have began reviewing credit related chapters to develop
recommendations and revisions.

* Review and recommend revisions to the CAMELS Policy and Report of Examination to
place more emphasis on the evaluation and impact of a bank’s risk management system:
Advisors: Blimling, Ladokhina
NBU Counterpart: Zinchenko, Romanenko

The Resident Advisor has begun a review of the CAMELS Policy and Report of Examination.
Recommendations from this review will be provided to the Task Force when they begin the
review of Risk-based Supervision tools and technigues.

By March 31, 2003
¢ Initiate recommendations to change the targeted chapters of the Onsite Manual to focus

and emphasize the evaluation of a bank’s risk management system.
Advisors: Blimling, Ladokhina
NBU Counterpart: Zinchenko, Romanenko
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By June 30, 2003
*  Assist in the issuance of revised chapters of the Onsite Manual.

Advisers: Blimling, Ladokhina
NBU Counterpart: Zinchenko, Romanenko

2. Offsite Analysis: MIS reports modified, based on the risk-assessment
methodology. External audit results incorporated into the supervisory strategy
of banks.

By December 31, 2002

* Review and determine necessary changes that address risk-assessment methodology in
current reporting requirements
Advisors: Kutsenko
NBU Counterpart: Zinchenko, Romanenko, Karcheva

The review of existing reports submitted by commercial banks to the NBU has been
completed. Identification of current risk assessment methodology is in process, and we
expect to complete this action by February 2003. Once the Task Force finalizes the Risk
Assessment System, we will make recommendations to further enkance commercial bank
reporting requirements.

e Review frame work of supervisory strategies and determine if and to what extent audit
results are incorporated in their development
Advisors: Blimling, Kutsenko, Ladokhina
NBU Counterpart: Zinchenko, Romanenko, Karcheva

The Resident Advisor has reviewed the supervisory strategy process and a sample of
individual bank strategies. While audit resulls are referred to in various comments, there is
litile evidence that these resulls are taken into consideration when developing supervisory
strategies. We are conducting a complete review (scheduled to be concluded in early
February) of the status of the internal and external bank audit processes. Information from
this review along with the results of the Risk Assessment System for an individual bank will
be fundamental in the further development of supervisory strategies.

Bv March 31, 2003

¢ Make recommendations and assist in implementation of changes and additions to
reporting requirements and the development of supervisory strategies.
Advisors: Al
NBU Counterpart: Zinchenho, Romanenko, Karcheva

3. Licensing: Requirements for both renewal and new bank licenses are changed
to require risk management systems that meet NBU standards.
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By March 31, 2003

* Review and determine necessary changes to licensing policies and practices to require
banks to develop and employ comprehensive risk management systems.
Advisors: Gegenheimer, Telychko
NBU Counterpart: Parkhomenko

By June 3, 2003
s Make recommendations and assist in implementation.

Advisors: Gegenheimer, Telychko
NBU Counterpart: Parkhomenko

4, Organization and Staffing: Supervisory personnel are trained in risk-based
management.  The organizational structure of the Bank Supervision
Department will be reviewed and changed to reflect the evolution of risk-based
management.

By December 31, 2002

s Identify training opportunities at the National Bank Poland (NBP) or U.S. based
regulators for one or more Bank Supervision employees and begin organizing study tour.
Advisors: Antonova, Ladokhina, Blimling
NBU Counterpart: Kireev

NBP based training:

We identified training opportunities at the National Bank of Poland’s Training Initiative for
Banking Supervision (TIBS) for the year 2003. Having conducted preliminary needs analysis
at the NBU’s GDBS, we envision training at two levels:

1. Leadership skills for senior managers in BSD responsible for strategic development.
This involves Participation of the General Department of Bank Supervision (GDBS)
Director and/or Deputy Directors in the Bank Supervision Leadership Program
conducted in Warsaw. The Toronto International Leadership Centre organizes this
program in parmership with TIBS. The training is scheduled for March 2003. We
also envision additional technical skills training for middle level managers
responsible for institutionalizing and implementing a risk-based supervision
approach.

2. Technical skills development for NBU staff through four seminars offered by TIBS in
2003 on different issues related to Risk-based Supervision, Credit Risk, and Bank
Examination Tools and Techniques. This list of courses will be finalized at the
beginning of the next quarter. Other initiatives contemplated include Participation
of a large group of NBU staff (15 people) in an On-site Supervision Tools and
Techniques course delivered by TIBS, and participation of NBU stafi. TIBS and
BearingPoint advisors in the development of a tailored Risk-based Supervision
course specifically designed for bank supervisors in CIS countries.
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Due to our limited training budget, we submitted a request for additional funding to the
Academy for Educational Development (AED). USAID and AED are currently reviewing
our application and we expect a response by the end of next quarter. If additional funding is
not available, we will proceed according to the original plan and allocate available budget
taking into consideration our priority list.

U.S. based training:

After consulting with senior managers of GDBS, we believe that we will use the same format
for U.S. based training as was used in 1998 when we partnered with the FSVC in arranging
study tours. At that time, three examiners from the NBU Inspection staff participated in
examinations of U.S. banks located in the states of New York and New Jersey.

Tentatively, this training is scheduled for the falliwinter of 2003. In order to use the same
format, NBU staff (4-6 people) must take intensive English language courses. BearingPoint
is exploring the opportunity to obtain funding for English courses from AED through its
small grant vehicle. Next quarter we will focus on establishing contacts with U.S. based
regulators and finalizing the format for U.S. based training programs.

o Identify participants in study tour at NBP or U.S. based regulator and conduct study
tour.
Advisors: Antonova, Ladokhina, Blimling
NBU Counterpart: Kireev

Meetings were held with Mr. Kireev, Ms. Faber, Mr. Drobiazko, Ms. Zhabska, and Ms.
Mironenko to discuss the purpose of the study tours, their focus and required underlying
commitments. Together, with BSD management, we began developing a proposal for a
group of NBU employees to participate in United States based study tours. A preliminary
list of people was developed and a partial commitment was obtained from Mr. Kireev
concerning the English lessons.

At this stage of development, we focused on the job descriptions and responsibilities of
participants (rather than specific individuals) who we think can benefit from leadership
development and technical training. BearingPoint will make a strong recommendation to
the NBU management to allow bank examiners from regional offices to benefit from this
training. In the next quarter we will finalize the list of people and pursue BSD management
agreement.

Ongoing

s As risk-based supervision is developed within the BSD, make recommendations to
management concerning potential changes in organizational structure.
Advisors: Blimling, Wilson
NBU Counterpart: Krotyuk, Kireev

No work in this area during the quarter.
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5. Legal Issues: (Note: This section calls for the implementation of new laws and
regulations, and amending current legislation. We feel that a thorough review of all
pertinent laws and regulations, along with full agreement and cooperation from
NBU Bank Supervision and Legal Departments are necessary before implementation
can take place. Therefore, the actual implementation phase may only be
accomplished after considerable research and consultation with NBU management
and staff, and the banking industry.) Elements of the legal framework are further
elaborated which deal with different aspects of the banks’ required systems of
risk management. In particular new implementing regulations are developed
requiring risk-management units and beard-approved risk limits within banks.
An amendment to the Law on Banks and Banking is developed to require the
internal auditors of commercial banks to report to the Supervisory Council of
their bank (rather than, as currently required, to their Board of Management.)

By December 31, 2002
¢ Review current body of legislation and regulations to ascertain changes in existing laws

and regulations and/or the need for new laws and regulations that would strengthen NBU
authority to require and enforce the requirement for risk management systems and
appropriate interal/external reporting requirements. Determine the need, degree, and
method of educating judges on the proper scope of judicial review, in order to prevent
unnecessary legal impediments to achieving bank supervisory goals.

Advisors: Gegenheimer, Telychko

NBU Counterpart: Krotyuk, Kireev, Pasechnyk, Romanenko

We completed our research into relevant international regulatory practices requiring the
presence of risk-management systems and systems of internal control in commercial banks.
We reviewed banking laws and regulations of approximately 20 promineni countries
worldwide, and selected the most trustworthy and comprehensive examples of legal
regulations in the areas of risk management and internal controls. The final review contains
a description of approaches, references, and actual language from laws and regulations of
Canada, Germany, France, The Netherlands, and The United States.

We compared the current body of Ukrainian legislation, in particular, the Law on Banks and
Banking and the Law on the National Bank of Ukraine, with the laws and regulations
identified from our research. We outlined, in a memorandum, our recommendations fo
improve the efficiency and enforceability of regulatory requirements for risk-management
systems and systems of internal control in commercial banks of Ukraine.

We also reviewed the system of commercial courts in Ukraine and the current legel
framework in requiring an adequate competency level for judges. We prepared a
memorandum outlining our opinion on the need for additional training of judges in the areas
of economic and financial law, and regulaiory enforcement actions.
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By March 31, 2003
e Develop strategy to ensure recommended changes and the development of new laws and

regulations are efficiently accomplished.
Advisors: Gegenheimer, Telychko
NBU Counterpart: Krotyuk, Kireev, Pasechnyk, Romanenko

By June 30, 2003
e Begin to provide recommendations on specific laws and regulations concerning risk

management systems and internal/external audit issues per strategy.
Advisors: Gegenheimer, Telychko
NBU Counterpart: Krotyuk, Kireev, Pasechnyk, Romanenko

In November and December 2002, we participated in several meetings of the GDBS working
group charged with developing amendments to the Law on Banks and Bank. We took
advantage of this opportunity to promote our ideas for improving the efficiency of risk-
management systems in banks. As a result, the GDBS included many of our
recommendations in their official submission to the NBU Legal Department.  These
recommendations included subordination of the Internal Audit function to the Supervisory
Council (rather than to management as it is in the current law), more emphasize on strategic
and controlling functions of the Supervisory Council, requirements of the Supervisory
Council members as per Basel principles, requirements as to specific risk management
policies rather than merely establishing risk limits, the NBU right to remove members of the
management Board or Supervisory Council, ability to apply enforcement measures in case of
inadequate risk-management systems or policies, efc.
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1I. The banking community understands and accepts risk-based supervision. The contractor
will advise and assist the National Bank in the elaberation of regulatory standards and an
action plan for implementation of risk-based supervision at the commercial banks.

1. Compliance: NBU BSD develops a plan for compliance with the new
regulations on risk-based supervision.

By December 31, 2002
s Working with BSD management, determine the minimally acceptable risk management

standards that all banks must maintain (These standards will also guide our
recommendations and efforts in the areas of legal, licensing, onsite manual, offsite risk
indicators, training, etc.). Develop plan for nforming and educating bankers on the
necessity of effective risk management systems.

Advisors: Blimling, Wilson

NBU Counterpart: Krotyuk, Kireev

We have begun developing a concept paper that will be used by the Task Force in their
development of a strategy to educate the banking community on the need for comprekensive
risk management systems. Task Force members have met with three banks, which have also
provided presentations on their risk management systems.

By March 31, 20603
e  Present plan to BSD management.

Advisors: Blimling, Wilson
NBU Counterpart: Krotyuk, Kireev

By June 30, 2003

+  Obtain approval and implement plan,
Advisors: Blimling, Wilson
NBU Counterpart: Krotyuk, Kireev

2. Diagnostic: NBU Bank Supervision Department (BSD) reviews the main
products and services of a sample of the two tiers of larger banks (about 25
banks, accounting for over three-fourths of banking system assets) and assesses
the types of risks relevant for each.

By September 30, 2002
e Develop methodology for surveying a sample of banks to determine the types and

volume of products and services they offer, and how the banks management deals with
associated risks.

Advisors: Blimling, Kutsenko

NBU Counterpart: Kireev, Ivanenko
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We have informally conducted an inquiry on the risks that commercial bank management
focuses their risk management systems. This information was gathered through discussions
with on-site supervisors, off-site analysts, and commercial bankers. The information has
allowed us to guide the Task Force in prioritizing the development of the Risk Assessment
System. As the Task Force continues to develop the “Pilot Bank™ program, they will
determine the need, structure, methodology and presentation of a formal survey.

By December 31, 2002
e  Assist in conducting survey.

Advisors: Blimling, Wilson
NBU Counterpart: Krotyuk, Kireev

The Task Force continues its work on the development of a Risk Assessment System and
laying the preliminary groundwork for the “Pilot Bank” program.

By March 31, 2003
e Assist in interpreting survey results to assess the risks relevant for each bank and their

array of products and services.
Advisors: Blimling, Wilson
NBU Counterpart: Krotyuk, Kireev

Template: NBU BS develops a template covering the panoply of risks, and
describes the key elements needed for an effective risk management system.

By December 31, 2002

e Determine the best method(s) to communicate elements of an effective risk management
system. (May not involve the development of a “template”, but rather incorporated in
the revision and development of supervisory manuals, and tools developed for
commercial banks.)
Advisors: Blimling, Wilson
NBU Counterpart: Task Force (see #5 below)

The Task Force continues fo its work on the development of the “'Pilot Bank” program. By
working with this group of banks, the Task Force will decide by March the best means of
communicating the essential elements of a comprehensive risk management system, that all
commercial banks in Ulraine must develop.

By March 31, 2003

e Develop plan to begin the introduction of the methods developed in the above step to
BSD management and staff, and banking indusfry.
Advisors: Blimling, Wilson
NBU Counterpart: Task Force (see #5 below)
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4. Tools: NBU BS develops tools for the commercial banks in implementing “risk
based” systems, such as examples of policies, audits programs, MIS software for
implementation by individual banks.

By December 31, 2002
¢ Determine the extent of tools the NBU can provide to commercial banks to assist in

implementing and sustaining risk management systems.
Advisors: All
NBU Counterpart: Task Force (see #3 below)

The Task Force will begin to address the extent of tools they feel the NBU should provide to
commercial banks during the next guarter.

By March 31, 2003
» Begin to assist the NBU in developing necessary tools.

Advisars: Kutsenko, All
NBU Counterpart: Task Force (see #5 below)

5. (Note: We have determined that a separate Director and Committee is not necessary
since "“Risk-based Supervision” is to become an integral part of all supervisory
efforts. Instead, we are proposing that a task force be established that will guide the
BSD through the implementation of “Risk-based Supervision”) Risk-based
Supervision Director and Committee: The NBU designate a small group of
examiners to be responsible for risk management implementation (“Risk-Based
Supervision Committee™) and senior Bank Supervision Department Official
(“Risk-Based Supervision Director”), who will be the NBU’s primary liaison
with the banks in the implementation of the new methodology. This group is
responsible for training other NBU examiners in risk management, for
reviewing implementation plans and policies, and for evaluating and providing
on-site assistance regarding the procedures developed by individual banks.

By December 31, 2602
¢ Develop proposal for creation of the Task Force, establishing specific responsibilities

and criteria for membership. Assist in establishment of the Task Force and membership
selection.

Advisors: Blimling, Wilson

NBU Counterpart: Krotyuk, Kireev, Ivanenko

With permission from Mr. Krotyuk and Mr. Kireev, the Risk Based Supervision Task Force,
with Ms. Ivanenko in charge, was formed in September 2002. The Task Force membership
is comprised of key Bank Supervision managers, a representative from the NBU Legal
Department, and BearingPoint advisors. We provided training to the Task Force in the
essentials of risk-based supervision and the key elements of a commercial bank's risk
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management system. Additionally, the Task Force began a series of presentations delivered
by commercial bankers covering their risk management systems. The Tusk Force has
identified and defined 10 risk categories that will focus BSD risk based supervision efforts.
They have decided on the format of the Risk Assessment System and began to develop risk
assessment criteria for each of the risk categories. This process is scheduled for completion
by mid-February.

BearingPoint contribution to the Task Force involved the preparation of materials on the
definition of risks, risk assessment systems and the concept of risk-based supervision. We
provided to the Task Force material from a number of regulatory agencies, including
Canada, Hong Kong, India, Japan, South Aftica, Singapore, the U.S. Federal Reserve, F54,
FSR, etc., during this development stage. Additionally, we prepared an article on risk
management and risk assessment systems requested by Mr.Drobiazko to be published in
Janugry 2003 in the Financial Risks magazine. Materials of the Financial Services
Roundtable were used for the preparation of the article.

Communication: NBU’s “Risk-based Supervision Committee” develops
seminars and prepares training materials to be made available to the banks as
guidance on implementation of risk-based systems and the mew NBU
regulations in this area. (A policy manual should be given to the bankers by the
NBU early in the process to provide this guidance and as a basis for discussion
at meetings with senior bankers.)

By December 31, 2602

o Establish contacts/relationships with trade groups, ie., bankers association, risk
managers' association, training groups/institutes, internal and external auditing groups,
etc. Determine the feasibility of industrial advisory groups to work with the NBU, and if
feasible, develop method and timing of cooperation. (This step is critical in the
development of bankers training and assessment of products and risk management
systems.)
Advisors: Antonova, Kutsenko, Ladokhina, Blimling
NBU Counterpart: Task Force

BearingPoint has established contacts with International Management Institute, the
National Center for the Training of Bank Personnel of Ukraine, IBTCI, World Bank and
otker donor agencies and trade groups. As Task Force finalizes its Risk Assessment System
and approaches to Risk-Based Supervision, we will be able to determine the level and need
Jor their involvement as well as specific methods and timeframes. These organizations are
aware of our efforts in the development of a Risk-Based Supervision approach and will be
informed on our continuous efforts in this area.

+ Determine the necessary training materials and plan of delivery to cover all commercial
banks in Ukraine.
Advisors: Ladokhina, Antoenova, Blimling
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NBU Counterpart: Task Force

This element is delayed until the Task Force finalizes its risk assessment system and “Pilot
Bank” program. Meanwhile, BearingPoint is gathering training material for potential
seminars to be delivered by the Task Force to commercial banks. BearingPoint is also
working with FMI in the development of a Corporate Governance seminar(s) for
Supervisory Council members of commercial banks.

By March 31, 2003
s Develop policy manual that will provide guidance to commercial banks in establishing

and maintaining risk management systems.
Advisors: Blimling, Wilson, All
NBU Counterpart: Task Force

By June 30, 2003
s Deliver policy manual and assist in distribution.

Advisors: Blimling, Wilson, All
NBU Counterpart: Task Force

Role of external and internal auditors: The NBU, through its regulations and
its inspection procedures, focus on getting the management and bank boards te
more rigorously incorporate, im a systematic way, analyses and
recommendations of the internal and their external auditors. (Substantial work
is needed in this area. Regulation, certification, and actual practices of internal
and external audit in Ukraine are very weak.)

By December 31, 2002

e Determine status of regulatory framework requiring bank directorate and management to
fully incorporate, in a systematic way, the recommendations of internal and external
auditors.
Advisors: Gegenheimer, Telychko
NBU Counterpart: Kireev, Zinchenko, Pasechnyk, Romanenko

We have reviewed the current body of legislation, including the laws "On Banks and
Banking Activity”, "On the National Bank of Ukraine", "On Audit Activity”, in addition to
NBU Regulation #114 "On approval of Regulation on organization of internal audit in
commercial banks of Ukraine” dated 03/20/98, NBU Regulation #358 "On approval of
Methodological guidelines as to application of standards for internal audit in commercial
banks of Ukraine"” dated 07/20/99, NBU Regulation #53 "On measures as to further
development of bank audit” dated 02/09/99, NBU Regulation #271 "On approval of Policy
on Qualification Commission of the National Bank of Ukraine on certification of auditors,
provisional administrators and liguidators of banking institution, and Policy on certification
of auditors of banking institutions"”, other rules and regulations. Our opinion as fo the
adequacy of the regulatory framework requiring bank directorate and management to fully
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incorporate, in a systematic way, the recommendations of internal and external auditors,
will be provided to the Task Force when they begin their review of laws and regulations.

By March 31, 2003
+ Make recommendations for necessary changes o statutory requirements.

Advisors: Gegenheimer, Telychko
NBU Counterpart: Kireev, Zinchenko, Pasechnyk, Romanenko

o Determine status of bank internal and external andit practices, professional training,
certification and licensing requirements.
Advisors: Kutsenko, Telychko
NBU Counterpart: Zinchenko

In October — November 2002 BearingPoint advisors established relations with Institute of
Internal Auditors (Mrs. Shpakovska) and reinforced relations with National Centre for
Training Bank Personnel in Ukraine (Mr. Geyels). Both these institutions are involved in
the pracess of training bank internal auditors. At that time, we explored the possibility of
updating their training curricula 10 address risk management practices and reguirements
once the Task Force formulates by the Task Force.

¢ Determine status of NBU efforts to improve internal and external audit functions in
commercial banks.
Advisors: Kutsenko, Telychko
NBU Counterpart: Zinchenko

In November 2002, the NBU via Dutch Grant/World Bank funding launched a program to
review the existing audit regulations pertaining to bank external audits. This program is to
be extended into the first quarter of 2003. In December 2002, Mr. Kireev reguested that
" BearingPoint advisors work closely with this WB initiative to ensure application of best
international practice with respect to bank external audits.

By June 30, 2003
¢ Make recommendations for further efforts to improve intermal and external audit

practices and BSD oversight.
Advisors: Kutsenko, Telychho
NBU Counterpart: Zinchenko
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The NBU Bank Supervision Department implements an institutionalized program for
training, career advancement and certification of bank supervision officials. The
NBU Bank Supervision Department, USAID advisors, and World Bank advisors and
instructors will work together to develop an integrated approach to establish a
consistent and sustainable program for improved training and for “certification™ of
bank supervision personnel.

1.

Curriculum: The NBU BSD develops a comprehensive, classroom-training
curriculum for a set of core courses that all bank supervision personnel would
be expected to take during their initial years in the Department.

By December 31, 2002
s Analyze and assess existing approaches to the organization of the training process in

the NBU and BSD, and develop recommendations on their improvement.
Advisors: Ladokhina, Antonova
NBU Counterpart: Ivanenko, Personnel Department

Activity complete. We conducted meetings with Personnel Department representatives (Mr.
Bezugly, Manager of the training unit/Deputy Director of the Personnel Department and Ms.
Pshenychna, his deputy), Ms. Ivanenko, Mr. Kireev, Ms. Faber, Mr. Drobiazko, and
employees from the Division of Coordination and Planning, which is in charge of the
training function for the bank supervision area. The purpose of the meetings were 1) to gain
an understanding of BSD management ideas on how to improve the efficiency of bank
supervision training; 2) determine how the Personnel Department plans to implement the
Comprehensive Program for Training and Retraining of Bank Supervision Employees; and
3) determine the focus of our further cooperation with the Persannel Department, the BSD
and the Dutch Grant/World Bank funded training initiatives.

Bank Supervision managers envision the training of their staff as a combination of different
training methods, including internal unit seminars held by managers and experienced
employees; formal training events organized by the Personnel Department; and internships
and training opportunities conducied abroad.

The Personnel Department plans to more extensively and efficiently use different training
Jacilities throughout the country (the NBU Kiev Training Center, the Sumy Banking
Academy and its branches in Kharkiv and Cherkasy, and the L'viv Banking Institute). Due
to logistical difficulties the Personnel department is to centralize the training of BS
managers (beginning from the lowest level} in the Kiev Training Center, while the base for
the BS technical staff training will be the Sumy Banking Academy. In December 2002, we
visited the Sumy Banking Academy to meet the Academy representatives, see the facility and
evaluate their processes. The meetings and our visit to Sumy provided us with considerable
insight about the training issues and activities being addressed by the BSD and the
Personnel Department.
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In line with our plans regarding the formal training and accreditation programs, and at the
request of the BSD Division of Coordination and Planning, we discussed with the Personnel
Department the development of a training database for banking supervisor. We learned that
the Personnel Department is working with a newly developed personnel database that
includes a training module. We will assist them in the implementation of this database as it
pertains to the bank supervision training initiatives.

By March 31, 2003
+ Prepare a survey of international experience in the iraining area and approaches to
training in bank supervision in different countries to be presented to the BSD
management and the Personnel Department together with our recommendations
developed within the previous bench mark.
Advisors: Antonova, Ladokhina
NBU Counterpart: Ivanenko, Personunel Department

We have started gathering information for the survey of international experience in the Bank
Supervision training area. We have gathered information via the Internet on the Australian
Central Bank and Prudential Regulation Authority, Bank of England/FSA, Toronto Training
Center, Federal Reserve, OCC, Bank of Poland, and South African Central Bank. We are
currently analyzing the information and developing a clearer understanding of where we
need to focus our efforts to address what the NBU lacks in its training process. This quarter
we will concentrate on needs analysis and training database development.

By June 30, 2003
¢ Revise and further develop curriculum for core courses and, in coordination with the

Dutch Grant, present it to the BSD management and personnel for their input and
approval.

Advisors: Ladokhina, Antonova

NBU Counterpart: Ivanenko, Personnel Department

Trainers: A group of its seasoned bank supervisors become classroom trainers,
as part of their regular duties.

By December 31, 2002
¢ Update Train-the-Trainers course materials and present to the BSD for approval and

further use as a universal teaching tool.
Advisors: Kutsenko, Ladokhina
NBU Counterpart: Ivanenke, Zinchenko, Task Force

In October and November of 2002, BearingPoint advisors reviewed existing Train-the-
Trainers manuals available io NBU from preceding USAID contracts as well as from other
sources. The general findings are that these manuals concentrate mostly on development of
oral communication/presentation skills, and are accompanied with planning and control
sections. The training is designed to assist instructors on the use of existing fraining
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materials. Therefore, we will focus our updates on sections devoted to teaching how to
develop presentations and other training materials. We also decided to postpone until the
second quarter of 2003 further development of Train-the-Trainers manual to go in parallel
with the Dutch Grant/World Bank training initiative,

By March 31, 2003 ]
¢ Develop a set of standard teaching tools to be vsed by BSD management and trainers

(e.g. Train-the-Trainers Manual, follow-up forms, evaluations and needs analysis
questionnaires, efc.).

Advisors: Antonova, Kutsenko, Ladokhina

NBU Counterpart: Ivanenkeo, Zinchenko, Task Force

We have started analysis of available resources in this area (materials from Bankers
Training project) and a survey of other methods and specific tools. In this area we will
continue to work closely with BSD managers in charge of training and Personnel
Department in order to tailor those materials to specific needs of the NBU.

By June 30, 2003

* Together with BSD trainers, analyze materials available to BSD and develop a pool of
resources to be used for training purposes.
Advisors: Antonova, Ladokhina, Kutsenko, Blimling
NBU Counterpart: Ivanenko, Zinchenko, Task Force

3. Certification: The NBU develops minimum qualifications for certification of
fully qualified bank supervisors. The certification process should include:
satisfactory completion of a set of core courses, normally to be taken by BSD
bank supervision staff (from Kiev and regions) during their first three years in
the Department; successful ratings by supervisors for the candidate’s
experience of having worked for certain periods of time in specified fields of
responsibility of the Department (e.g. on-site exams, off-site supervision,
licensing, registration); a passing score on an objective Certification Test that
the BSD will administer from time to time.

By December 31. 2002
» Study existing laws and regulations in order to support the feasibility of a certification

concept for BSD management and the Personnel Department.
Advisors: Gegenheimer, Telychko, Antonova, Ladokhina
NBU Counterpart: Krotyuk, Kireev, Zinchenko, Personnel Department, Task Force

We have prepared a memorandum to the Division of Coordination and Planning addressing
the general definition of the certification concept and process, and an explanation on how it
is related to the formal training process, supported by the provisions of laws and
regulations.
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We examined the relevant body of legislation, including the Law "On Banks and Banking",
Law "On the National bank of Ukraine”, Law "On State Service”, President Decree "On
comprehensive program for preparation of state servants” #1212/2000, CMU Regulation
"On conducting atleslation of state servants”, Labor Code of Ukraine, other rules and
regulations. Based on results of the research, we prepared a memorandum in Ukrainian for
BSD management and the Personal Department. The memorandum provides brief
explanation of a certification concept and supports its legal feasibility by giving specific
references and language from current Ukrainian laws and regulations.

By March 31, 2003
e Develop and present a paper on international certification experience for bank

supervision personnel to be used as a basis for further development of a certification
concept for the NBU.

Advisors: Antonova, Ladokhina

NBU Counterpart: Krotyuk, Kireev, Zinchenko, Personnel Department, Task Force

By June 39, 2003

e Develop a certification concept to be presented to the BSD management, Personnel
Department and the NBU management for their input and approval (in cooperation with
the Dutch Grant).
Advisors: Ladokhina, Antonova
NBU Counterpart: Krotyuk, Kireev, Zinchenko, Personnel Department, Task Force

IV. Surveys and Assessments.

1. Survey of Gender Composition of staff, with indications of supervisory and non-
supervisory persounnel.

By September 30, 2002
+ Conduct Survey and submit with work plan to USAID.

Advisors: Ladokhina
NBU Counterpart: Kireev

Survey complete and officially submitted to USAID in Kiev.

2. Assessment of the NBU’s operational implementation of Basle Core Principles,
subject to agreement by the NBU.

By December 31, 2002
+  Obtain Permission to conduct assessment or use assessinent of third-party.

Advisors: Blimling
NBU Counterpart: Kireev
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We obtained a copy of the latest Basle Core Principles assessment conducted by IMF/I¥B.
This will be used in monitoring the success of future compliance efforts.

By June 30, 2003
¢ Conduct assessment, if necessary, and submit to USAID.

Advisors: Blimling, Wilson
NBU Counterpart: Kireev

3. Obtain an average examination rating of the “M” component of CAMELS for
Tier I and Tier 2 banks.

By June 30, 2003
¢ Determine the average rating of “M” component and submit to USAID.

Advisors: Kutsenko, Blimling
NBU Counterpart: Kireev, Zinchenko
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Qutside Contacts (for quarter ending September 30, 2002)

T

Advisor Organization Contact Name Time
Alex USAID Victor Verhun | 10 Days — Preparation of matenal
Kautsenko for “Ukrainian Banks: Industnial
Snapshot for First Half of 2002™
World Bank/Dutch Charles 4 hours
Grant Canfield
U.S. Treasury Mel Brown 2 hours
Marina USAID Victor Verhun | 2 days
Antonova National Center for QOlexander 4 hours
Training of Bank Geyets
Personnel of Ukraine
International Alla Voronova | 2 days
Management Institute
Academy for Svetlana 4 hours
Educational Leontyeva
Development
IBTCI Nataliya 2 hours
Vovchuk
TIBS (National Bank of Anna Duda 4 hours
: Poland)
Frank - Association of Risk Anatoly 4 hours - Status and Development of
Blimling - Managers of Ukraine Dobryasko Prospects of Risk Management in
: Financial Institutions (Seminar in
5 _ Kiev)
| USAID - Victor Verhun - 5 hours
: USAID ‘ Rick Gurley & . 2 hours
_ : Victor Verhun
“USAID Gary Linden | 1 hour
U.8. Treasury Mel Brown 12 hours
Financial Markets Ann Wallace 3 hours
Intemational
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World Bank/Dutch Grant | Charles Canfield 3 hours

World Bank Angela Prigozhina 1 hour

Other Work Requested By NBU
Banking Law Working Group meetings included discussion of many changes to the
Banking law, not only those pertaining to RBS.

Mr. Kireev requested us to provide input to the Methodology Unit concerning regulatory
oversight of Cooperative Banks. We conducted research, developed recommendations,
and produced a memorandum.

Mr. Kireev requested us to comment on the regulatory treatment of bank branches for
prudential nommative purposes. We developed recommendations and produced a
memorandum.

Mr. Kireev requested with provide input into a potential reorganization of the Bank
Supervision Department. Qur recommendations were provided in the form of a
confidential memorandum to Mr. Kireev.

Mr. Kireev request that we review the work of the Dutch Grant/World Bank advisor,
Charles Canfield, pertaining to the certification of external auditors. We provided
preliminary oral input to both Mr. Kireev and Mr. Canfield. This review extended into
January.

We submitted our recommendations on the selection of firms — providers of English
language courses to the NBU staff.
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TO: V. L. Krotyck, Deputy Governor

0. L Kiryeev, Director of the Department
Of Bank Supervision
FROM: Karen Wilson, Senior Advisor
BearingPoint, Inc.

CC: Supervision by Risk Task Force
DATE: October 15, 2002
REF: Risk Management Systems in Banks

Over the last two decades, global financial institutions have been developing better ways to deal
with the increasing volatility of the environment in which they work. During that time, the speed
of change increased, deregulation occurred in many countries, competition increased as markets
_ became more global, interest rates became more volatile and risks experienced by customers
increased based on these same causes. Technology introduced new risks and allowed for the
development of new products and methods to control risk. New international capital
requirements were introduced and many of the major banks were faced with raising more capital
at a time when market forces were squeezing margins.

Bank managers realized that there was a need to better identify and control risk. Some of the
risk that banks had traditionally taken became excessive and new methodologies to deal with
these risks or move them off the bank’s balance sheet were developed. Bankers needed to
improve their methods of allocating scarce capital resources. The return on capital needed to be
increased to attract new capital. Pricing needed to be improved to ensure that banks were paid
for the risk they were taking and received an adequate return for shareholders.

It was against this backdrop that bank managements started to develop new systems and
methodologies and products to better manage risk. One point I want to make is that although
bank supervisors around the world have recognized the need for better risk management systems,
their development was driven by bank managers’ need to better respond to the market and the
environment. Risk management systems are not just systems designed to limit damage, but have
evolved into an important competitive tool, which helps the bank become the most profitable,
lowest priced producer.

Business and Systems Aligned, Business Empowered.”
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First, 1 would like to discuss some broad definitions. What is Risk? Risk is the potential that
events, expected or unanticipated, may have an adverse impact on the bank’s capltai or earnings.
Banks are in the business of taking risk. Both bank managers and bank supervisors are interested
in ensuring that the risk taken is warranted. In other words, that the risk is: understood,
measurable, controllable and within the bank’s capacity to readily withstand adversity. Risk
management is the deliberate acceptance of risk for proﬁt It involves making an informed
decision on the trade offs between risk and reward and using various financial and other tools to
maximize the risk adjusted returns within established limits. Risk management is designed to:
prevent loss, insure against loss, control loss, and price risk appropriately. Risk management
includes a comprehensive risk policy, monitoring/reporting procedures and enforcement. '

In discussing risk management systems in banks, I would like to cover the following four broad
areas, which cover key changes that have taken place in the area of bank risk management
systems. Many aspects of these developments have become requirements placed on banks by

* bank supervisors and have been incorporated in the Basel Core Principles for Bank Superwsmn,
The four areas are: Corporate Governance, Control Systeis, Deveiopment of New
Methodologles and Development of New Products ‘

CORPORATE GOVERNANCE

In the broadest sense, sound corporate governance is the establishment of strong risk
management systems. The elements of sound corporate governance enumerated in the Basel
paper on “Enhancing Corporate Governance for Banking Organizations” (November, 1999) are
also the key components of a good bank risk management system. The seven elements covered
are:

e Bstablishing strategic objectives and a set of corporate values that are communicated
throughout the banking organization.

e Setting and enforcing clear lines of responsibility and accountability throughout the
S dr‘ganization.‘ '

. | 'Ensurmg that board members are qu:ahfied *’or thelr positions, have a clear understandmg
of their role in corporate governance and are not subject to undue influence from
management or cutside concems.

o Ensuring that there is appropriate 0versight by senior management.

« Effectively utlhzmg the work conducted by mternal and external auditors, in recogmtlon
of the important control function they provide.

FURR YN
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¢ Ensuring that compensation approaches are consistent with the bank’s ethjcal values,
objectives, strategy and control environment.

» Conducting corporate governance in a transparent manner.

As you know corporate governance is currently receiving heavy scrufiny in the U. S. due to the
corporate scandals that have occurred there. Banks have always been required to maintain a
higher level of compliance in this area and have had to meet stricter requirements. Despite this,
the Comptroller of the Currency in a recent major speech encouraged bank managements to
review and consider even more stringent standards. This is an area that T believe also needs
significant strengthening in Ukraine.

In general, I believe the role of the Supervisory Council needs to be strengthened. They should

- play a key role in the risk management process. There is a need for someone to oversee
management and the Supervisory Council should be sufficiently independent of management and
have sufficient information to perform this function.. This independence from management and
significant ownership interests is critical. It is also necessary that those in charge of the control
functions have somewhere to report that is independent of management. This is the Supervisory
Council or 2 Committee of the Council made up of outside directors. To ensure that the
Supervisory Council fulfills its responsibilities they need to be held accountable. Liability for
the decisions of the bank should be attached to Supervisory Council members under certain
circumstances and they should be subject to action by the NBU, i.¢., fines or removal.

I 'would briefly like to discuss each of the elements of Corporate Governance and how it ties into
Risk Management Systems in Banks.

- Establishing strategic objectives and a set of corporate values that are commnunicated
throughout the banking organization

A starting point in building a risk management system is to determine how much risk a bank is
going to assume and what return must be achieved for the bank and its owners. These issues
should be addressed in the strategic objectives set and carried through to the bank’s strategic
business plan, Risk should be evaluated in terms of the external environment and the internal
environment and specific limits should be placed on the level of risk that can be assumed. These
limits should then be reflected in the bank’s policies. The Supervisory Council should be the
management body that performs these functions.

The Supervisory Council should also set the corporate values. They are responsible for ensuring
that the bank conducts its business with integrity, care and due diligence. They need to ensure
the customer and his interests are treated fairly and ensure that the firm is free of conflicts of
interest between the bank and those with significant influence over the bank. The Supervisory
Council should develop a Code of Conduct and ensure that it is communicated and enforced.
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They are responsible for developing policies that prohibit or strictly limnit conflicts of interest,
insider self-dealing and preferential treatment to related parties or other favored entities. The
Supervisory Council should be responsible for monitoring compliance with these policies and
ensure that all such transactions are reported to it. In many cases, it is appropriate for the
Supervisory Council or a Committee of the Council to be the approving body for such
transactions. It is unrealistic to think that transactions related to senior management or control
owners can be effectively dealt with by bank employees without a strong role for an independent
Supervisory Council. '

Setting and enfoi'cing clear lines of responsibility and accou_ntabiii_t_x thfough the
organization - )

The Supervisory Council should be responsible for clearly defining the authorities and key
responsibilities for themselves and senior management. In delegating responsibilities, the
Supervisory Council must ensure that the business and affairs of the bank can be adequately |
monitored and controlled by the council members, relevant senior managers and governing :
bodies of the bank. Responsibilities should be reflected in the bank’s policies. Internal controls
and audit should ensure that business is conducted in conformance with the delegations. A
record of delegations should be maintained and kept up to date. Appropriate records for this
purpose might include organizational charts, project management documents, job descriptions,
committee charters and bank policies.

Ensuring that board members are qualified for their positions, have a clear understanding

of their role in corporate governance and are not subject to undue influence from
‘management or outside concerns. '

The Supervisory Council should ultimately be responsible for the operations and financial
soundness of the bank. They must receive timely, relevant and reliable information to judge the
performance of management. It is critical that the Supervisory Council be independent of
management and any significant owner or outside influence. The Supervisory Council should
have an effective number of members who can exercise judgment independent of management
and controlling owners or governments. Qualified external council members, in addition to
providing independence and objectivity, can also bring new perspectives from other businesses
that may improve the strategic direction. Qualified external council members can also become
significant sources of management expertise in times of stress for the bank. In some countries,
an external board (council) member is designated to represent the Board (Council) on a full time
basis in maintaining knowledge and oversight of management’s actions. Qualitieskeytoa -
council member having a strong positive influence on the bank are further enumerated in the
Basel paper on Corporate Governance.

In a number of countries, bank boards (councils) have established certain committees of the
board (council) in order to build on expertise of members and allocate work among board



(council) members. Typical committees are: Risk Management Committee, Audit Committee,
Compensation Committee, and the Nominating Committee. In the case of the last three
commmittees, it is appropriate for them to be staffed with non-management or external directors
(council members). The responsibilities of the Board (Supervisory Council) Committees are
further discussed in the Basel Corporate Governance paper. In addition, some countries require a
Compliance Committee, which is responsible for monitoring compliance with bank policies and
with regulatory requirements.

The role and independence of the Supervisory Council is, I believe, a key item that needs to be
reviewed in Ukraine. It appears that these responsibilities are often place with the Board of
Managers (Directors) rather than with a body substantially composed of external parties. This
lack of independent oversight is a critical issue in the effectiveness of risk management systems.

Ensuring that there is appropriate oversight by senior management

Obviously, the key to have a sound bauk is the quality of management. Although the board
(council) provides checks and balances over senior managers, it is the role of senior managers to
implement the objectives and direction of the board (council) and run the day-to-day operations
of the bank. Senior managers should play a key role in determining the risk involved in the
business they oversee, provide controls for these risks, monitor performance and take action
when performance is not as expected.

The Financial Services Authority (FSA) in Great Britain through the Code of Practice for
Approved Persons establishes 7 principles. They are that an approved person (senior manager):

* Must act with integrity

* Must act with due skill, care and diligence

¢ Must observe proper standards of market conduct

° Mus_t dcal lwith the FSA andw:thoth;rregulatorsm an open and cooperative way an&
must disclose appropriately any.infonnal_:ion of which the FSA would reasonably expect

notica . ;

¢ Must take reasonable steps to ensure that the business of the firm for which he is
tesponsible is organized so that it can be controlled effectively

* Must exercise due skill, care and diligence in managing the business of the firm for which
he is responsible
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o Must take reasonable steps to ensure that the business of the firm for which he is
~ responsible complies with the regulatory requirements imposed on that business

Further guidance is provided by the FSA on how each principle is interpreted and how it is

evaluated. The NBU might want to consider communicating similar requirements and using -

such requirements in evaluating management. The management rating in CAMELS should not

only take into consideration the financial performance of management but also how well risk is
managed and controlled.

Effectwelz utlllzmg the work conducted by mternal and external auditoxs, in recogmtlon of
the nmportant contrel function they provide.

Audit should play a key role in helping management and the Supervisory Council fulfill their

~ responsibilities. As the Basel Corporate Governance paper points out, “the role of auditors is
vital to the corporate governance process.” It is also a key component of any effective risk

' management process. The Basel paper recommends six thmgs to eghance the role of anditors

with respect to corporate governance. They are: “(1) recognizing the importance of the audit

_ process and communicating it throughout the bank; (2) taking measures that enhance the

independence and stature of auditors; (3) utilizing, in a timely and effective manner, the findings

of auditors; (4) ensuring the independence of the head auditor through his reporting to the board

(council) or the board’s (council’s) audit committee; (5) engaging external auditors to judge the

effectiveness of internal controls; and (6) requiring timely correction by management of

problems identified by auditors.”

“Two of the key issues that banks and the NBU need to focus on are the independence of auditors
and using the findings of auditors in a timely and effective manner that results in the comrection
of problems. To assure independence the auditors should report tc a committee of the .
Supervisory Council that is made up entirely of external members. At least one of these -
members should have a strong financial background.  The intemal anditor should be accountable
to this Audit Committee, which should evaluate his/her performance and determine '
compensation. The Audit Committee should approve both the scope of the work to be performed
and the level of staffing. The Audit Committee should monitor the timely correction of all -
problems identified by the andit siaff and hold manggement accountable: Based on discussions
with supervision emplovees, I understand that although audit depariments will frequently -
identify problems, there is a lack of acticn by management to correct the identified problems.
The NBU should hold both management and the Supervisory Council accountable for failure to
take corrective action on audit exceptions.

External auditors similarly need to report to the Audit Committee and Supervisory Council. The
Audit Committee should decide which auditor to hire and the scope of the work to be performed.
It is critical that bank auditors are trained in international audit standards and that there is a
means available to ensure the competency of their staff and work.




For a bank to have an effective internal audit program as part of an overall risk management
system, the nature of the internal auditors’ work needs to change in many institutions. Internal
audit must become risk focused. Historically, internal audit has focused on (1) transaction
testing and the reliability of accounting records and financial reports, (2) testing the reliability
and timeliness of control reports, and (3) tested adherence to legal and reguiatory Tequirements.
Although all of these components are still necessary, internal audit should be making a judgment
on the overall control environment. At a minimum, internal audit should review and report on
the process by which risks are identified, analyzed and managed, the line of controls over key
processes, the reliability and integrity of corporate management functions, the adequacy and
compliance with bank policies, safeguarding of assets and compliance with rules and regulatious.
There should be greater emphasis on the role of the internal auditor in mitigating risks. In order
to perform this more comprehensive role, auditors also need to prioritize their work based on the
level of risk represented by a product, operation or department.

" Ensuring that éblﬂgeﬂsaﬁon app_rdaéh&s are cbnsistent with the'baﬁk’s ethical valnes,
objectives, strategy and control environment. o -

Compensation should be tied to long term performance. The Supervisory Council should
approve compensation for senior management and other key employees that is consistent with
the bank’s culture, objectives, strategy and control environment. Salary schedules should be set
in a way that avoids excessive risk taking and in such a way that they do not depend on short
term performance, i.e., short term trading gains or loan growth without regard to quality.

Conducting corporate governance in a transparent manner

For shareholders, market participants and the general public to play their role and hold the
Supervisory Council and senior management accountable for their performance, the performance
of the bank must be transparent. -It is the responsibility of the Supervisory Council to determine
the frequency and nature of the disclosures to be made. The issue of disclosure for banks will
take on increasing importance as the new Basel Accord on Capital is put in place. Under the
new Accord disclosure is one of three key.components-in determining capital adéquacy. Bach
bank is-required to have a disclosure policy adopted by the Supervisory Council, which is
regularly reviewed and certain disclosures will be:required: For those banks, which want to be
recognized and competitive in the international community, increased disclosure will be critical.
Banks and the NBU will need to determine how they are going to go about implementing the
new requirements of the capital accord.

Summary on corporate governance

Sound principles of corporate governance encompass many of the key components of bank risk
management systems. A risk management system includes: risk identification, risk
measurement, risk management and risk monitoring and control. In setting strategic objectives
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and establishing strategic business plans, management and the Supervisory Council should be
involved in the risk identification process. They should determine the nature of the risk they are
willing to take and establishing limits on that risk, which is part of the risk measurement process.
Risk is managed through the establishment of policies and procedures, the establishment of clear
lines of authority and responsibility, through staffing with qualified personnel. Two of the key
components of a risk monitoring and control process are an independent, qualified Supervisory
Council and a strong, independent audit process. Other control features are to assure that
compensation is aligned with goals and controlling risk and to ensure comprehensive disclosure.
In addressing the issues of strong corporate governance, a bank or regulator w1ll begin the .
process of establishing strong bank risk management systems.

CONTROL SYSTEMS

Some of the control systems were discussed under corporate governance. Many of the

" traditional control systems that banks have used and supervisors have required as part of the
overall control environment of the bank are still applicable. However, as banks improved their .
assessment of risks many of the confrol systems were modified to better focus on the risk
inherent in various products In discussing control systems, 1 would like to use the organization
used by the Dutch supervisory authorities. They have broken Control Systems into three broad .
categories: Internal Controls, Organizational Controls and Management Controls.

Internal Controls

Internal controls can be broken into six categories for assessment. These include the Bank’s risk
‘management framework, financial and managerial reporting, operational risk controls, audit
controls, compliance controls, IT (technology) controls and human resource controls.

As risk management in banks has evolved, banks have developed a risk management framework
for identifying, measuring and limiting, monitoring and controlling risk. Risk assessmentsare ~
performed by each managerial or functional unit and cover all products and services. In many
cases, when bank managements used a risk assessment dlsclphne, they have found that all of the
risks inherent in a particular area or product wére not recognized. This is particular true in areas
viewed as operational, but where credit risk also ex1sted Management assessments have also
evolved to take into account the impact of risks, such as inierest rate or foreign exchange risk,
not just on their own balance sheets, but also the impact on customers and resulting secondary
impact on credit risk. This has lead to a better understanding and analysis of the
interrelationships of these risks within an individual institution. See the attached matrix from the
Dutch Risk Assessment Manual for more specifics on the evaluative factors for a risk
management. framework

Once risks are identified there should be a process to measure the level of risk. Earnings at risk
and capital at risk methodologies are common ways to measure risk. Typically, strategic plans



and budgets incorporate risk limits. Once a methodology to measure the risk is determined,
limits can be established and monitoring through MIS and audit can be developed. Financial and
managerial reporting should be adjusted to complement the risk management process.

Operational risk controls such as policies, procedures and operational controls should also be
focused on risk. Limits set should be reflected in policies and procedures. Controls should not
only ensure management of financial risks but should include compliance controls as well.
Controls over technology and human resources should be evaluated. An evaluation matrix for
each of these components is also available.

Organizational Controls

Organizational controls include organizational structure, group or insider relationships, reporting
lines and a responsibility structure. These have been broadly discussed under Corporate
Governance. An evaluation matrix for these components is also available. It is noted that banks
committed to risk management have altered their orgamzatlonal structures to incorporate more
extensive risk control units, such as internal loan review, compliance and financial risk
management units. This recognizes that often the internal audit department does not have all the
requisite skills to do a comprehensive assessment of risk management. As a result, larger
institutions have established more specialized units to deal with these risk control functions.

Management Controls

_ Managerial controls include the quality of management and effectiveness of its structure,
decision-making processes, strategic plans and risk control attitudes. Again, all of these areas
should be evaluated with an emphasis on their effectiveness with respect to risk management.

DEVELOPMENT OF NEW NIETHODOLOGIES

As banks have focused on nsk and with the assistance of technology, bank managements have
developed new methodologies to better understand ax;ld measure the risk they are taking. Several
models have been developed to better assess the Jevel of risk and determine the impact on bank
profitability and capltal levels. Conversely, other models have been devcloped to de.tennme the
most effective way of aflocating capltal Modéls to achieve specified risk adjusted returns are
used to determine the pricing necessary to offset risk and achieve an appropriate risk adjusted
return on capital.

Simulation models have been developed to measure the impact of changes in interest rates and
FX rates. Other measures of interest rate risk include duration analysis and the market value of
portfolio equity or value at risk models. Through modeling banks can stress test their portfolio
and determine the level of risk under various scenarios.
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Banks have also greatly improved their internal risk rating processes. Models have also been
extensively used in predicting the performance of various portfolios. Banks have been very
successful in developing and using models in the consumer credit area. Various models exist for
the credit portfolios including default models and various mark-to-market models. Bank
managements use scenario analysis to predict vulnerability to various economic or market
situations. Managements also stress test portfolios to determine vuinerablhty of customers to
market or liquidity shocks. As banks have developed better ways of measuring risk in their
credit portfolios, it has also lead to better reserve for loan loss methodologies.

The development of more sophisticated and reliable risk measurement techniques has caused the
Basel Committee to recognize the validity of these techniques in the New Basel Capital Accord.
The new Accord recognizes that the existing Capital Accord is but a crude measurement of risk.
In banks that have developed better methodologies, supervisors will be evaluate these
methodologies and determine whether or the extent to which these risk measurement techniques
~ can be used in place of the standardized approach.

Utilization of these new techniques has driven changes in how risk is managed and the limits
placed on risk. The result is less volatility in earnings and capital. Use of these measurement ~
techniques has resulted in the Board of Directors’ (Supervisory Council’s) improved
understanding of risk and its impact on the bank’s financial condition.

DEVELOPMENT OF NEW PRODUCTS

As bank managements improved their recognition and analysis of risk, they sometimes found

* that they were not willing to take on the level of risk inherent in the business they were doing.
This has driven efforts to move risk off the balance sheet. As a result, a wide variety of new
products were developed in the 80s and 90s to allow bank managements to mitigate their risk.
Improvements made in the measurement of risk also facilitated the development of new
products. Some of these new products included derivatives, asset securitizations and new forms
of credit insurance. Derivatives have been developed to deal with FX, interest rate and credit
risk. - Through these various risk mitigation techniques, a bank management can pass the
various risks on to other banks, insurance companies, securities firms and other market
participants. However, it should be noted that these new products have brought new challenges
in the analysis of the risks that result from their use.

Although it is recognized that most of these products do not currently exist in Ukraine, a first
step in their development is the improvement in risk analysis and measurement by Ukrainian
banks. Techniques for sharing credit risk, such as loan participations and syndication of loans,
were developed some time ago. They have, however, been facilitated by the use of better credit
risk management techniques. Better development of these products in Ukraine may be an
appropriate starting point. As new products are developed, it will be critical for the Supervisory
Council and management to understand them and their risk or how they mitigate risk.
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SUMMARY

This is a quick overview of the development of bank risk management systems. The inspection
process has looked at a large number of the elements of sound risk management processes.
Although the standards in the inspection handbook need to be updated, examiners have cited
weaknesses in bank risk management systems. However, there has been a failure to
communicate these standard to the industry and ineffective enforcement. The risk management
standards need to be updated, communicated and issued in a form that is enforceable. The area
of Corporate Governance is one¢ that I consider to be very weak. Changes to the legislative
structure of both the company and banking laws are necessary. Another critical area to be
addressed is the audit process. Finally, training for bank managers and bank supervisors is
needed in the newer techniques for measuring and evaluating risks.

If the Ukrainian banking system is to be competitive, improvement to risk management
processes are critical.

i
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BearingPoint.

Formerly KPAG Consulting

MEMO

To:.  IM. Ivanilik, Director, Department of Personnel

From: Frank Blimling, Senior Advisor, Chief of Party, Bearing Pomth SAID
Banking Supervision Project
Marina Antonova, Training Specialist
Raisa Ladokhina, Program Specialist

Ce: - 1.0.Kireyev, Director, General Banking Supervision Department
' N.V.Ivanenko, Deputy Director, General Banking Supervision Department

Date: October 17, 2002

Topic: Personnel Training Database

‘We, BearingPoint advisors {former Barents Group of KPMG Consulting), have collaborated
with the NBU since 1995. We turn to the Department of Personnel for assistance and advise
on the issue of the development and 1mplementat10n of 2 fraining database for the General
Department of Bankmg Supervision.. :

We know, that the Department of Personnel has accumulated abundant information
concerning the participation of employees of both the NBU in general and its banking
supervision area in various training events: seminars, re-training programs, internships both
in Ukraine and overseas, etc. organized by the NBU and external organizations.

As you know, during the years of our co-operation with the NBU our advisors together with
the NBU experts have always considered personnel training one of priorities. In additional to
many seminars on banking supervision issues delivered during this period, we also
participated in the development of the Training Concept for Banking Supervision together
with NBU experts and the Dutch Grant (NBU Resolution Ne 153 of 04.25.2002). This
Resolution also emphasizes the need to create and maintain “a constantly updating training
database” (see Section “Organizational Actions”, Sub-section “Organization of Training™).

Taking into consideration international experience in the training area, as well as results of
our long-term cooperation with the NBU banking supervision area, we believe that a
comprehensive and efficient training program requires an appropriate database. A properly
structured database will allow to:

1) quickly determine, which seminars and other training events are needed in the first place

2) calculate the number of employees who have attended different courses, including
information by separate units of both the Central Office, and regions

3) determine the total number of training events and hours attended by each employee

4) determine the individual workload of trainers and experts, invited to teaching by the NBU

5) in compliance with the tentative list of courses referred in the Resolution Ne 153,
determine the number of basic and advanced courses, attended by each employee of the
General Department of Banking Supervision
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6) efficiently schedule training for every employee, taking into consideration individual
needs in training, workload and prospects for the carrier development
7) coordinate training plans for each unit of the General Department, etc.

In 1998 a software format was developed in the banking supervision area, which with some
minor changes and amendments could be used to fulfil the tasks listed above. Additionally, it
should be stated that one of the tasks of the Dutch Grant advisors, who are to start their
activities in winter 2002-2003, also is to develop and implement such training database. We
propose the following:

- the Department of Personnel should view proposals of the General Department of
Banking Supervision on the database format {see Attachment) and develop their
proposals on its improvement and/or amending, so that it would meet the NBU needs;

- based on the database format proposed and the Personnel Department proposals, a
technical assignment for the Dutch Grant advisors should be formulated on the
finalization and implementation of a comprehensive and flexible database.

Such database may be used for the further improvement of the training process not only in the
General Department of Banking Supervision, but also in alt other areas of the NBU. After the
database is finalized within the assignment formulated for the Dutch Grant advisors by the
Personnel Department and General Department of Banking Supervision, the function of its
maintenance and updating may be transferred to the banking supervision area and other
structural areas of the NBU, provided the appropriate decision is taken.

We would appreciate your assistance in the development of the final version of the software
that would allow to maintain such databases and its updating, as well as ensuring the access
for the General Department of Banking Supervision.
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BearingPoint.

Formerly KPMG Consulting
MEMO
Ho: IBamrora L.M., nupekropa [lenapramenty nepcoHany _
Bin: ®penka Baimuinra, TonosHoro pagnuka, KepisBHHKa HpoeKkTy “PosBuTOK

GaukiBchKoro Harmsny” Bearing Point/USAID
Mapuia AHTOHOBOI, CHeliaficTa 3 TPEHHHTY
Patcn Jlagoxino¥, cnieniamicta 3 po3pobieHHa nporpaM

Komis: . Kipeesa Q.L, nupexropa I'estepanbroro AenapTaMenty GaHKIBCHKOTO HArMANY
' Isanenxo H.B., 3acrynunka aupexropa ['eHepanbHOro ASTIAPTaMEHTY .
GauKiBCBKOro HArISxy '
- JHara: 17 xopTHa 2002 poxy
~ Tema: Basa danux nasuanus nepconany

Mu, papsuxu BearingPoint - (xomumupoi Barents Group of KPMG Consulting), .o
criBnpamotoTs. i3 HaujoHanenum GapkoM Ykpaihu 3 1995 poky, 3sepraeMocs O
JlemapTaMeHTy TepcoHany 3a [OTIOMOTOK Ta NOpafol0 B HHMTaHHI PO3POCHCHHA Ta
3anipoBAUKCHHA Gas JAREX LIOAO HABYAHHA T2 MiIBHIGEHHS XBamidikanil mpauisHuKis
TenepaibHoro fenaprameTy GaHKIBCBKOrO HArAAY.

Ham Binomo, mo JenmapTaMeHT HepCOHAITY HAKOMIYKB 3Ha4HY iHGOpMaLilo, SKa CTOCYETbCK
yuacti mpauisrukis HBY B uimoMy Ta ciyxGu Harnsgy 30KpeMa B PisHOMAHITHHX
HABYANLHHX 3aX0[aX - CeMiHapax, TporpaMax HifBHIICHHS ksamidixanii, craxypaHHSX B
Vkpaiui Ta 3a KopgoHoM, opradizopatix HBY Ta iHIHMH yCTAHOBAaMH Ta opraHizaniaMu.

Sk Bu 3HacTe, MPOTArOM PpOKiB poGOTH HAWIONO NPOSKTY HAlli PajHMKH pasoM i3
npanisiukamu HBY 3asxiy BBaKalH HapyuaHHs Ta NiABMUCHHS keamidikauil mepconamy
ONHMM i3 NpiopMTETHMX 3aBgaHb. KpiM BemHKoi KinbKOCTi pisHOMaHiTHEX cemiHapis 3
nuTaHs GAaHKIBCBKOTO Hariady, NMpOYHTAHMX 3a wel repios, MH pasoM 3 eKCnepraMH
Hanjonaneroro Gauky Ta Tonamjcbkoro rpadty Gpami y:acTh y pospobieHH: Kouenuii
- Kominexcrol mporpamu 3 niipuuenus keanidikauii npauisankis GaHKIBCHKOTO HAarmAmy
» (Tloctanona Tlpasninna Hauiomansworo Gamky Vipaftmm Ne 153 sin 25. 04.2002). Ila
~TIoCTaMOBA TEKOX HATOJOMmMYe Ha HeoOXIHOCTI CYBOPEHHA . T3 BejenHs ‘“TOCTiHHO
. MOHOBEIOBAHOY Ga3M  MAHUX - Hporpamy  NppEmeHHs  xeagidixani?”  {(mpn - posain
“Opranizauiini saxopu”, nigposnin Opranizanis HaBYaHHA"). S

BpaxoByious MiKHAPOAHHH NOCBIA ¥ ratysi DiiroTOBKH NMEPCOHANY T8 PesyisTaTi Haulol
GaraTopiunoi cmiBmpari si cnyxGoio Oamkibechxoro Harispy HBY, BBakaeMo, Wo
OBHONIHHA, BCEOCMKHA, eeKTHBAA IIpOrpaMa HABYAHHA Ta NifBulieHHs kpamidiauii
nepconany notpeSye. BimnoBizHot 6asy panux. HanexHo cTpyKTypoBaHa 0a3a MaHHX JacTh
MOMHBICTH: : :

1) WBMAKO BUSHAYMTH, B SKMX CeMiHApaX Ta IHIMX HaBYATHLHUX 3aXOAaX ICHYeE
nepiHoueprosa norpeba
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2) nigpaxyBaTH KiNbKiCTh NpalliBHHKIB, AKi BiABiZaNH TOH UM iHIUHHA KYPC - B TOMY YHCII 33
OKPEMHMH NiZPO3AiNaMR K LEHTPAILHOTO aNnapaTy, TaK { TEPHTOpianbHKX YNpaBiHe

3) BM3HauUMTH 3aralibHY KinbKicTb HaBYANBHMX 33XOAIB TA4 NOAMH HaBYaHH4, BiABidaHMX
KOXKHHM MpalliBHUKOM

4) BU3HAYMTH IHAMBiXYaNLHE HABAHTAXKEHHA BHKIAAA4iB Ta ekcnepriB, aknx HBY zanyvae
JIo BUKJIaiaHHg ceMiHapiB

5) srigHo 3 OpiEHTOBHMM nepefikoM Kypcie, RaBegensM y [loctanosi Ne 153, BusHauuth
Kinekicte OazoBux Ta nornk6nenux cemiHapiB, BiABIOaHMX KOXHHM OKPEMHM
npauiBHAKOM ['€HEpanbHOTO AEHAPTAMEHTY.

6) edexTHRHO CHNIAHYBaTH iHOMBiAyanbHI HABYANLHI TUIAHH JUIA KOXHOrO NpauiBHHKa 3
OTIAy Ha KOHKPETHI noTpebH y nigsuinesHi keanidikauii, poboye HapaHTaXeHHS Ta
TISPCHEKTHEBY Kap’ €PHOTO pocTy

7) y3romxyBaT# HaBUANBHI IUTAHH IS KOXHOTO CTPYKTYPHOrO mifpo3ainy I'eHepanbHOro
JenapraMeHTy (YNpaBJiHH4, BifiNiAY, CEKTOPa) TOMO.

V 1998 poui y cmyx0i OaHKiBCcEKOrO Harnsgy Oymao po3pobieHO Ta 3anpONOHOBAHO ANS
HORANBIION0 BHKOPHCTAaHHA hopMaT mporpaMRoro 3abesnedeHns JUid CTBOpeHHS Ga3n qaHux
I[OA0 HaBuaHHA nmepcoHamy. KpiM Toro, Heo6xinHo sa3ssauuTH, 10 pagHHke onaHacexoro
rPaHTy, AKi MAIOTh NPHCTYNIHTH A0 BUKOHAHHA CBOiX 0060B”A3KiB B Kimni 2002 - Ha nowatxy

2003 poxy, TaxoX MaloTs> OAHHN i3 CBOIX 3aBJaHb po3pofieHHS T4 3anpoBajUKeHHS Takol

6asn ganux. Hatua nponosuilis NonArae B HaCTYIMHOMY:

- JenapraMeHTy NEpCOHANY pO3MIAHYTH nponosutiii cnyx6H Harnagy mopo ¢opmaty
Gasu pawux (mue. Hozatok A0 cmyxOoBOi 3amuckH ['eHepanbHOro [enapTaMeRTy
GaHKiBCHKOrQ HaFrmAAy) Ta HajaTH CBOT ApONOZMHil moAo i yZAOCKOHaneHHs Ta/abo

. nomoBHeHHs, abu BOHa BiAnosinana notpebam HanioHankHoro 6aHKy Vkpainy;

- Ha OCHORi 3alpONOHOBAaHOro dopMaty 0azd AaHMX Ta nponosuuiii JHenapramenty
nepcoHany copMymoOBAaTH TEXHiuHe 3aBAAHHR MIA pagHHKiB [omanjcbkoro rpanmty
moxo FOpobAeHHs, 3aNPOBAPKEHHA Ta BENCHHS MOBHOI, BCEOCDKHOT Ta FHY4KOT 0asH
HaHHX.

Taxa 6aza naHEX MOXE BHKODHCTOBYBATHCA IjI1 YAOCKOHAIEHHA NpONECY IUIaHYBAHHA
- IpOTpaM HaBYaHHs Ta NigBHIeHHs kpanidikauii He TinbkM B I'eHepasbHOMY JIeNapTaMenTi
OaHKIBCBKOTO HArAsny, afe i B ycix iHmmx cTpyKTypHHX Rifpo3ainax Hanjonansaoro Gaaxy
VYxpairm. Iicna toro, sx 6a3y nanux Gyne A0ONpalEOBAHO B PaMKAX TEXHIYHOIO 3aBAHHA,
.copmynsoBadoro . JlenapraMeHTOM nepcoRaTy. Ta I'eHepaIbHHM . [EenapTaMEeHTOM
GaHKiBCEKOrO Harysny Aas daxisuie IonaHacekoro rpanTy, BIANOBIARNLHICTS 3a. I BefCHAS
Ta MNOHOBICHHA Moxe OyTH . mepefmaHo RO Feﬂepanmoro AenapraMeHTy GaHKiBCHKOIO
Harasgy.:ra jo. iHmMX - C'rpyx'rypﬂnx ':nmpo3mnm Hamonaxmnoro 6amcy : AIKILO - 6ync
nipuifigTe BiINOBiAHE pilleHHA. = . L SN

Mu pospaxoByeMO Ha Bauly CHiBNpaUfc B MHTAHHI TIATOTOBKM NPONO3MLiA JiA
FonaHACEKOTO TpaHty IMOXO PO3pOONEHHS OCTATOYHOTO BAPIAHTY WBOIO MPOTPAMHOTO
3a6e3neuveHHsd, AKe NO3BOIKTEL BeCTH Taki 6a3H RanuX, nepeBeficHH] fioro Ha Ginbwl cydacHy
nporpamMHy TIatTdopMy, a TAKOX B OTPHMaHHi ACCTYHY A0 Taxoi MporpamH ['eHepanbHOro
IenapTaMeHTy 6aHKiBCLKOTO HATJIAMY.
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BearingPoint

To: V. L. Krotyck, Deputy Governor
0. L. Kiryeev, Director of the Department
_ Of Bank Supervision
From: Frank E. Blimling, Senior Advisor
: : BearingPoint, Inc.
CC:  Supervision by Risk Task Force
Date: November 5, 2002
Re: Risk Based Supervision — Risk Assessment System

Introduction 3 : :

The implementation of risk-based supervision by the Bank Supervision Department
(BSD) of the National Bark of Ukraine is a large and far-reaching project, which will
impact a variety of constituencies, The initial impact will be on commercial bank
managers and supervisory councils, as they will be asked to implement risk management
systems in their banks (see Karen Wilson’s memorandum dated October, 15, 2002).
However, over both the long and short term, all aspects of bank supervision will be
impacted as supervisory techniques are adjusted to complement the risk management
systems in banks. The end result should be a banking and supervision system in accord
with international standards, and commercial banks and a bank supervisor, which are
more efficient and effective in their businesses.

Risk-based supervision is a framework that establishes common terminology and
approaches to evaluating the management of risk in financial institutions. While it is a
common approach, it is flexible enough to be adaptable to virtually all financial preducts
and services, and to institutions large and small. By clearly delineating the risks that
make up each product and service, managers and the BSD are beiter able to understand
risk profiles and evaluate actions taken to minimize the adverse consequences of risk-
taking. It is the responsibility of the management and supervisory council of each bank to
understand the risks associated with the business they are running and to take steps to
‘minimize the adverse consequences of these risks. Risk-based supervision looks at how
-well management identifies; measures, controls, and monitors risks.

Under the current supervisory approach- employed by the NBU, supervision is usually
closely tied to accounting and auditing principles. This traditional supervisory approach
often fails to account for the different levels of knowledge and confidence that the BSD
has regarding the institutions supervised, and therefore the same procedures and
approaches are applied to all institutions equally. The primary focus is on the accuracy of
the balance sheet, including loan loss reserves, the income statement, and the adequacy of
traditional internal controls that are primarily designed to prevent fraud. The primary
objectives are balancing journals, reviewing large numbers of individual transactions
such as loans, and quantifying problems based on the aggregate of transactions reviewed.
This approach has merit for determining the current condition of a financial institution

folimling Page 1 2/7/2003




and quantifying current problems but provides little insight into future performance and
does not put the onus of accurate record keeping and problem identification and
correction where it rightfully belongs, which is on management and the supervisory
council. Also, corrective actions are often directed toward the symptoms of problems
rather than the causes of problems.

The results of traditional supemswn and risk-based supervision can vary greatly.
Traditional supervision often results in quantifying problems, correcting symptoms of
problems, and instructing banks to avoid risks that seem too high. Risk-based supervision
assesses the quality of risk-management practices, addresses causes of problems, and
makes recommendations that give banks options on how to minimize the adverse
consequences of risk-taking. Addmonaliy, traditional supervision tends to apply a
cookie-cutter approach to supervision in which all banks are treated alike, often at the
lowest common denominator. Risk-based supervision treats banks differently depending
on each bank's demonstrated ability to manage risks. It does not penalize well-managed
banks by making them operate under standards designed to keep weak, poorly managed
banks solvent. '

The newly formed Risk Based Superv1s1on Task Force is charged with designing and
implementing a risk based supervisory approach suitable for the BSD and the Ukrainian
banking system. It is also charged with educating and guiding the BSD staff, as well as
-NBU management and commercial banks, through the transition from the existing
traditional supervisory approach to a risk based supervision approach These
responsibilities are to be carried out in two main phases. Phase one requires the Task
Force to design a Risk Assessment System. (The remainder of this memorandum
discusses the elements of a Risk Assessment System.) Phase two involves 1) ensuring
commercial banks develop comprehensive risk management systems, 2) developing the
necessary tools and systems required of a risk based supervision approach, and 3)
promoting a legal frame work that will require risk management systems in commercial
banks and support an effective risk based supervision approach. (These three areas will
be covered in subsequent memorandums.)

Risk Assessment System
A successful- Risk Assessment System (RAS) provides a concise method of

communicating and documenting _]udgments regarding the quantity of risk, the quality of
risk management, the level of supervisory concem, and the direction of risk. There are
three:major components to a RAS; w‘nch are necessary for the BSD to cairy out its ﬂsk
based supcmsmn approach :

First, the BSD, for analysxs and dlscussron purposes, must identify and assess the risks
separately. - This requires selecting broad risk categories and their definitions for bank
supervision purposes. These broad categories include all the risks normally encountered
by a commercial bank. The categories are not mutually exclusive, and any product or
service may expose the bank to multiple risks. By identifying and defining these risk
categories, the BSD establishes common terminology and approaches to evaluating the
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management of risk in commercial banks. The common definitions are critical to
identifying risk consistently.

The second major component in a RAS is establishing evaluation criteria for each
category of risk. This ensures a common framework to document decisions about risk
and provides a guide in assessing risk exposure.

The third major component is the actual assessment of risk exposure for each category of

risk. The assessment of risk exposure includes:

¢ Quantity of risk, which is the level or volume of risk that exists and is assessed as
high, moderate, or low.

¢ Quality of risk management, which includes how well risks are identified, measured,
confrolled, and monitored and is assessed as weak, acceptable, or strong.

e Aggregate risk, which is a summary judgment that reflects the level of supervisory
concern considering both the quantity of risk and the quality of risk management,
weighing the relative importance of each. Aggregate risk is. assessed as high,
moderate, or low.

¢ Direction of risk, which indicates the likely changes to the risk proﬁle over a set
period of time, usually 12 months, and is assessed as decreasing, stable or 1ncreasmg

The three components that make up the RAS are bmlt on the tradltlon supervisory

approach already in place, and will allow the BSD to better manage its resources and take
a proactive approach when considering enforcement actions. The RAS not only allows
the BSD to understand and deal with risks in an individual bank, but also provides a more
: comprehensive understanding of the risks in the entire banking system.

CAMELS Rating vs. Risk Assessment System

Many questlons arise as to the need for and validity of the CAMELS rating process when
the RAS is more comprehensive and forward thinking. Besides the fact that most
supervisors and bankers are familiar with the CAMELS methodology, a ratmg system is
needed to understand the current condition of a bank and is one of the major tools nsed as
_part of the RAS to quantify risk, and to some degree determine the quality of risk
management. Because of the familiarity of the current CAMELS rating system, BSD can
use the rating system to facilitate the implementation of a fully integrated risk based
supervision approach. If a rating system did not currently exist, the BSD would have to
develop some means of quantxfymg risks in order to make the RAS  function
approenately . i 3, L

To demonstrate’ how the CAMELS ratmg system works successfully w1th the RAS three
illustrations follow. The first two illustrations concern individual banks and deal with the
BSD resource allocation and enforcement actions. The third illustration shows how the
BSD, through using the RAS, can identify and address a systemic issue.

Hlustratzon 1

Two banks of similar size receive Asset Quality ratings of “27, under the CAMELS
rating system. The RAS for Bank “A” shows moderate Credit Risk and decreasing.
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Bank “B” is assessed as moderate Credit Risk and increasing. While both banks
currently have acceptable asset quality, there is concern (as reflected in the RAS) that
Bank “B” will most likely experience asset quality problems in the near future.

For Bank “A”, the BSD will likely pursue a normal examination and monitoring
schedule, without considering enforcement action.

However, for Bank “B”, the BSD would increase the frequency of examinations and
intensify monitoring, and possibly increase staffing of examinations, particularly in the
risk management and asset quality review areas. Additionally, BSD should consider
pursuing enforcement action to ensure that the management and supervisory council of
Bank “B” take appropriate action to prevent asset quality deterioration.

Hlustration 2

Two banks of similar size receive Asset Quality ratings of “3” and Liquidity ratings of
“2” under the CAMELS rating system. The RAS for Bank “A” shows high Credit Risk
and decreasing, and moderate Liquidity Risk and stable. While the RAS for Bank “B>
shows high Credit Risk and increasing, and moderate Liquidity Risk and increasing.

Obviously, Bank “A” is dealing with its asset quality problems while maintaining
adequate liquidity. In other words, the management of Bank “A” is taking appropriate
action to address regulatory issues. The BSD would probably consider a slightly
heightened supervisory regime to ensure management continues to make progress in
improving asset quality. Even though a “3” rating would normally result in some form of
enforcement action, the BSD may decide to delay enforcement action, or not pursue any
action if BSD is comfortable that management will continue to successfully address the
issues. A normal supervisory regime would be followed when reviewing and assessing
Liquidity.

Bank “B” is not only experiencing current Asset Quality problems, but there are strong
indications that the problems will worsen and create a liquidity crisis. The BSD would
definitely increase the frequency and staffing of inspections and pursue more vigorous
monitoring efforts. The BSD would also aggresswely pursue enforcement action, not
only in the asset quahty area, but also concerning hqmdlty

Hlustration 3 :

At the current time, systemic liquidity is considered good as demonstrated by the fact T.hat
80% of all banks have Liquidity ratings of “2” or better. However, the RAS for 70% of
the banks in the system indicate moderate and increasing Liquidity Risk. This is a clear
indication that systemic liquidity may become a concern within the next 12 months. The
NBU would determine the underlying causes of increasing Liquidity Risk in such a large
number of banks, and may consider taking some form of action over the next 3 to 4
months to mitigate any systemic liquidity concerns. Meanwhile, the BSD may begin to
alert banks to this trend and encourage bank managers and supervisory councils to focus
more on liquidity in their risk management process. By taking a proactive approach, the
NBU may be able to prevent or lessen the impact of a system-wide liquidity crisis.
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Conclusion

A fully functional and integrated Risk Assessment System providcs substantial benefits
to the supervision of banks that the current traditional supervisory approach does not
entail. Among the more important benefits of a well designed RAS are 1) the ability of
the BSD to gain a better and more thorough understand of how risks are managed in
individual banks, 2) allow the BSD to more effectively manage its limited resources, and
3) allow the BSD to take a more proactive approach to enforcement actions. The BSD
and NBU will also have a clearer picture of the condition of the banking industry and
potentially be able to more effectively deal with systemic risk at an carlier stage.

The three major components of a RAS are:
Identified and defined risk categories that are used throughout thc BSD
SUpErvisory process;
- Employment of well developed evaluation criteria for each risk category, and
- Assessment of each risk category based on the quantity of risk, quality of risk
_management, aggregate risk, and direction of risk
The RAS uses and builds on the existing supervisory tools, such as the CAMELS ratmg
system, currently employed by the BSD. However, many additional tools will be needed
and existing tools, including the CAMELS rating system, will most likely be modified to
enhance and suppoﬂ: the RAS and the overall risk based supervxslon approach
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BearingPoint.

Risk Based Supervision — NBU Bank Supervision Initiative
Article for Risk Management magazine

Frank E. Blimling

Senior Advisor

BearingPoint, Inc.

Introduction

The implementation of risk-based supervision by the Bank Supervision Department
(BSD) of the National Bank of Ukraine is a large and far-reaching project, which will
impact a variety of constituencies. The initial impact will be on commercial bank
managers and supervisory councils, as they will be asked to implement risk management
systems in their banks. However, over both the long and short term, all aspects of bank
supervision will be impacted as supervisory techniques are adjusted to complernent the
risk management systems in banks. The end result should be a banking and supervision
system in accord with international standards, and commercial banks and a bank
supervisor, which are more efficient and effective in their businesses.

Risk-based supervision is a framework that establishes common terminology and
approaches to evaluating the management of risk in financial institutions. While it is a
common approach, it is flexible enough to be adaptable to virtually all financial products
and services, and to institutions large and small. By clearly delineating the risks that
make up each product and service, managers and the BSD are better able to understand
risk profiles and evaluate actions taken to minimize the adverse consequences of risk-
taking. It is the responsibility of the management and supervisory council of each bank to
understand the risks associated with the business they are running and to take steps to
minimize the adverse consequences of these risks. Risk-based supervision looks at how
well management identifies, measures, controls, and monitors risks.

Under the current supervisory approach employed by the NBU, supervision is usually
closely tied to accounting and auditing principles. This traditional supervisory approach
often fails to account for the different levels of knowledge and confidence that the BSD
has regarding the institutions supervised, and therefore the same procedures and
approaches are applied to all institutions equally. The primary focus is on the accuracy of
the balance sheet, including loan loss reserves, the income statement, and the adequacy of
traditional internal controls that are primarily designed to prevent fraud. The primary
objectives are balancing journals, reviewing large numbers of individual transactions
such as loans, and quantifying problems based on the aggregate of transactions reviewed.
This approach has merit for determining the current condition of a financial institution
and quantifying current problems but provides little insight into future performance and
does not put the onus of accurate record keeping and problem identification and
correction where it rightfully belongs, which is on management and the supervisory
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council. Also, corrective actions are often directed toward the symptoms of problems
rather than the causes of problems. :

The results of traditional supervision and risk-based supervision can vary greatly.
Traditional supervision often results in quantifying problems, correcting symptoms of
problems, and instructing banks to avoid risks that seem too high. Risk-based supervision
assesses the quality of risk-management practices, addresses causes of problems, and
makes recommendations that give banks options on how to minimize the adverse
consequences of risk-taking. Additionally, traditional supervision tends to apply a
cookie-cutter approach to supervision in which all banks are treated alike, often at the
lowest common denominator. Risk-based supervision treats banks differently depending
on each bank's demonstrated ability to manage risks. It does not penalize well-managed
banks by making them operate under standards designed to keep weak, poorly managed
banks solvent.

The newly formed Risk Based Supervision Task Force (of the NBU Bank Supervision
and Legal Departments) is charged with designing and implementing a risk based
supervisory approach suitable for the BSD and the Ukrainian banking system. It is also
charged with educating and guiding the BSD staff, as well as NBU management and
commercial banks, through the transition from the ex1st1ng traditional supervisory
approach to a risk based supervision approach. The two main focus areas of the Task
Force is des1gmng a Risk Assessment System (also requires ensuring the legal frame
work and supervisory tools are available to administer the system); and ensuring
commercial banks develop comprehensive risk management systems.

Risk Assessment sttém _
A successful Risk Assessment System (RAS) provides a concise method of

communicating and documenting judgments regarding the quantity of risk, the quality of
risk management, the level of supervisory concern, and the direction of risk. There are
three major components to a RAS, which are necessary for the BSD to carry out its risk
based supervision approach. _ '

First, the BSD, for analysis and discussion purposes, must identify and assess the risks
separately. This requires selecting broad risk categories and their definitions for bank
supetvision purposes. These broad categories include ail the risks notmaily encountered
'by a commercial bank.  The categories are not mutually exciusive, and any product or
service may expose the bank to muitlple risks. By identifying and defining these risk
categories, the BSD establishies common termmology and approaches to. evaluatmg the
management of risk in commercial banks, The common definitions are cntlcal to
identifying risk consistently.

The Risk Based Superv1s1on Task Force is considering the followmg ten Categones of

Risk: Credit Risk, Liquidity Risk, Interest Rate Risk, Market Risk, Foreign Exchange
'Risk, Operational Risk, IT Risk, Reputation Risk, Legal Risk, and Strategic Risk.
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The second major component in a RAS is establishing evaluation criteria for each
category of risk. This ensures a common framework to document decisions about risk
and provides a guide in assessing risk exposure.

The third major component is the actual assessment of risk exposure for each category of

risk. The assessment of risk exposure includes:

¢ Quantity of risk, which is the level or volume of risk that exists and is assessed as
high, moderate, or low.

o Quality of risk management, which includes how well risks are identified, measured,
controlled, and monitored and is assessed as weak, acceptable, or strong.

e Aggregate risk, which is a summary judgment that reflects the level of supervisory
concem considering both the quantity of risk and the quality of risk management,
weighing the relative importance of each. Aggregate risk is assessed as high,

~ moderate, or low.

» Direction of risk, which indicates the likely changes to the risk profile over a set
period of time, usually 12 months, and is assessed as decreasing, stable or increasing.

The three components that make up the RAS are built on the traditional supervisory
approach already in place, and will allow the BSD to better manage its resources and take
a proactive approach when considering enforcement actions. The RAS not only allows
the BSD to understand and deal with risks in an individual bank, but also provides a more
comprehensive understanding of the risks in the entire banking system.

Risk Management System
Banks are in the business of taking risk and getting compensated for it. Risk

management is the process by which a bank identifies, measures, controls and monitors
its risk exposures. The U.S. based Financial Services Roundtable (FSR)' defines risk as
the potential for loss, either directly through loss of earnings or capital or indirectly
through the imposition of constraints on an organization's ability to meet its business
objectives. Such constraints pose a risk by limiting a bank's ability to conduct its ongoing
business or to take advantage of opportunities to enhance its business. The assessment of
risk exposures can range from a simple high-low matrix to a complex statistical analysis
that quantltatlvely estimates the probability of a loss occurring and the probable amount
of the loss. Regardless of the sophistication of the measure, banks often {distinguish
between expected and unexpected losses. Expected losses are those that the, ba.nk knows
with reasonable certa.mty will occur (eg, the expected default rate of & ¢redit card
portfollo) and are typically reserved for' in some, manrier. Unexpected losses. are those
associated with unforeseen events {e.z., losses resuItmg from the Asian financial crisis);

banks rely on capital as a cushion to absorb unexpected losses.

A Risk Management System addresses all decisions and actions taken to avoid, mitigate,
transfer, insure against, put limits on or explicitly take risk. A Risk Management System
is a top down approach involving the Supervisory Council, the highest levels of
management, risk review and control functions, and of course, the front line, where the
risk is taken.
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A bank’s Risk Management System and the techniques employed are dictated by the
culture of the organization, its size, type of risks being taken and the materiality of
potential losses. Thus, the structure of a Risk Management System will differ from bank
to bank. Because many of the risks a bank assumes are inherent to the business of
banking, the Risk Management System will not eliminate all risks. Inherent risks
requires the bank to optimize the risk/return tradeoff by either maximizing return for a
given level of risk or minimizing risk required for a desire level of return. Other risks,
such as operational and legal/compliance, are risks a bank wants to reduce to an
acceptable level by the most economical means. The overall objective of a
comprehensive Risk Management System is to enhance shareholder value while meeting
the objectives of its other stakeholders, including customers, regulators, employees,
management and Supervisory Council members. To meet this overall objective, a Risk
Management System must ensure that: : -
o Risks are understood at all levels of the organization

Risks are within tolerances established by the Supervisory Council

Risk-taking decisions are consistent with strategic business objectives
" Risk-taking decisions are explicit and clear

The expected return compensates for the risk taken

Capital allocation is consistent with risk exposures

The bank’s performance incentives are aligned with risk tolerances

The FSR recommends seven principles that are essential for any Risk Management
System and central to the management of risk across an organization, within its business
lines, and within specific risk categories. They include:

e Supervisory Councils and Senior Management responsibility

‘s Framework for managing risk
s Integration of risk management
s Business line accountability

¢ Risk evaluation/measurement

o Independent review

e Contingency planning

1. Supervisory Council and Semior Management respensibility. Overall risk
management policies and tolerances should be set on a comprehensive, organization-wide
basis by Senior Management; and reviewed with, and where appropriate approved by, the

Supervisory Council. Policies and tolerances addressing risk identification, measurement,

monitoring, and control shouvid. be clearly communicated to those areas affected
throughout the organization. - : : o

Purpose: To ensure that risk taking is consistent with shareholder expectations, the
organization's strategic plan, and regulatory requirements, and that the firm's risk
culture is understood throughout the organization. : . -

2. Framework for managing risk. The bank should have a framework for managing risk
that is effective, comprehensive and consistent. Management should allocate sufficient
funds to staff and support its chosen framework.
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Purpose: To ensure that all material risks are identified and managed in accordance with
Senior Management's expectations, and to facilitate timely communication, coordination,
escalation, and corrective action.

3. Integration of risk management. To ensure that interactions among risks are
identified, understood and managed as appropriate. Risks should not be evaluated in
isolation. The analysis required to aggregate and highlight risks across the entire
organization must be done at a level high enough to encompass the whole firm,

Purpose: To ensure that risk is managed consistently across the organization, and that
the interactions of various risks and the associated impact are understood and
considered when strategic and tactical decisions are made.

4. Business line accountability. Business lines should be accountable for managing the
risks associated with their activities within established tolerances, as well as for the
results, both positive and negative, of taking those risks. This accountability should exist
notwithstanding the presence of one or more support functions dedicated to risk
management activities.

Purpose: To ensure that the people who make business decisions understand the risks
they are taking; incorporate that understanding into their decision making in order to
achieve acceptable risk-adjusted returns; and are held accountable Jor the associated
gains or losses. Those closest to the business in question are best positioned to identify
the risks in the business, provided there is adequate independent review and control, and
an incentive structure that encourages risk identification and management responses by
the line.

3. Risk evaluation/measurement. All risks should be qualitatively evaluated on a
recurring basis and, wherever practical, the evaluation should include quantitative
analysis. Risk assessments should consider the effects of both likely and unlikely events.

Purpose: To allow management to understand the amount and nature of risk exposures
using a common language, and to make informed decisions regarding allocation of
resources for taking and managing risk. '
6. Independent review. Risk assessmérits should ‘be valicated by independent review
functions with resources, authority and expertise sufficient to zssess the risks, test the
effectiveness of risk management activities, and make recommendations for remedial
action.

Purpose: To ensure that those who take or accept risk on the behalf of the institution are
not the only ones who measure, monitor and evaluate the risks.

7. Contingency planning. Risk management policies and processes to address potential
crises and unusual circumstances should be in place and tested as appropriate.
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Purpose: To ensure that the organization is prepared to identify and deal with unusual
situations in a timely and effective manner.

A well-designed Risk Management System will address risks, both ipherent and
unexpected, throughout the organization and by product and activity. The seven
principles discussed above should be the framework for a comprehensive Risk
Management System, and be evident in identifying, measuring, controlling and
monitoring all risk exposures. To be effective, a Risk Management System must start at
the top. It must become a part of the way the organization does business and not be
viewed as an independent function. Proper risk assessment, analysis and management
will not take place unless it is woven into strategic planning, budgeting process, operating
plans, and business decisions,

Summary
The primary goal of the Risk Based Supervision Task Force, over the next few years, is

to {ransition NBU Bank  Supervision from a traditional, transactional supervisory
approach to an approach that is more risk oriented and top down. Bank Supervision will
focus on ensuring that a bank's risk management processes are appropriate for the type
and level of risk taken and that the bank has an adequate capital and reserve cushion to
absorb losses. The approach is intended to. ensure that bank activities are consistent with
safe and sound practices, are in the public interest, and are beneficial to all interested
parties—the NBU, bank management and, most important, bank customers and
shareholders.

Bank management and Supervisory Councils will be encouraged, if not compelled, to
increase their efforts to ensure they have a comprehensive and dynamic Risk
Management System in place. Bank management must recognize that effective risk
management will allow for greater control in achieving an appropriate balance between
risks they wish to accept and risks they wish to mitigate.

{ The Financial Services Roundtable promotes the business of banking and encourages the development of
sound banking and financial policies and practices. Membership in The Financial Services Roundtable is
tesexved for the 125 largest banking and thrift companies in the U.S. - The senior executives of those
companies serve as representatives to the Roundisble.. For 2 more indepth discussion of the Seven Risk
Management Principles, please refer to “Guiding Principles in Risk Management for U.S. Commercial
Banks” at the The Financial Sercives Roundtable website: www.fsround.org. '
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MEMO
Ho: Kipeesa O.L, nupextopa [enepanshoro aenapraMeHTy §aHKIBCHKOTO HAarnsay
Pauaxiscskol B.1, aupekropa JlenapraMenTy SyXrantepeskoro obniky i
3BITHOCTI
Bin: Kynenxa 0.B., cnenianicta 3 eKOHOMIYHHX NMHTaHb MPOEKTY BAOCKOHANEHHS

GaHKIRCHKOrQ Harngay
Jara: 22 ancronana 2002 poky

Tema: Hoea pedaxuyia npoexmy Incmpykuyii 3 Gyxzanmepcskozo o0nixy onepauiii 3
yinnuMu nanepamu bankis Yxpainu

Ha npoxanHs npenc’rasﬂnxin Vnpasninua Metoposnorii ['eHepansHoro JlenapTaMeRTy
GaHKiBCEKOTO HAarVIAAY TIPALBHMKAMH HANIOTO MPOEKTY 6yna PO3T/AHYTA HOBA penaxuis
npoexty IucTpykuii 3 Gyxrantepchkoro ofniKy onmepauifft 3 uiHHuME naiepasu GaHkis
Vkpaiuu. B yinomy, mu niompumyemo nogy pedaxuito npoexmy Incmpyxuii i seaneacae,
o 6in Oinbui NoeHO 8paxoeye Hosi eumozu-00 obRIKy (inancosux incmpysenmie, Axi
surnadeni e MCBEO 39 “@inancosi incmpyMenmiut: eusHanng ma oyinka”.

3okpema, MH TIOBHICTIO MIATPHMYEMO HOBY PeAakililo xiacH@ikauil WiHHHX nanepis
3a nopTdeNaMu Ta NOPSAKY iX NMEepeoliHKH y 3B°3KY i3 3MiHOIO PHHKOBOIO BapTiCTIO Ta Ha
3MEHIICHHS KOPHCHOCTI. ENHHHM MOXUIMBHM INOJEMiYHMM WYHKTOM € BHMOI2 X0
niepeoliHKH TOpriBe/IbHHX UiHHHX NanepiB mpH koxmii sMimi X Baprocti. Oamak Ginbw
JICTanbHHI aHami3 NMokasye, mo GaxaloyH NpOBOAWTH AUNHroBi onepauil 3 QiHaHCOBHMH
incTpyMenTamH, GaHK caM 3auixasnenuit B oTpHMaHHi HafOunbu aktyanehoi iHGopmauil
MOAO MOTOYHOT BAPTOCTI WiHHMX manepis. TakuM 4HHOM, HABITH TaKa, Ha MEpPUMH NOrMAx
JIOCHTSH KOPCTKA BHMOTa HIOZI0 TIEPEONiHKH TOPriBeAbHHX UIHHUX Manepis, € NpHAHATHOLO,
OCKUIBKH He CrioHYyKae GaHK IO XOAHHX AOAATKOBHX BHTPAT Ha OTpHMaHHa iHGopmanii.

Tak caMO MH HOBHICTIO HigTpuMyeMo Kiacu®ikauiio ¢axTopie, B0 cBiYaTs Mpo
3MEHIIEHHA KOPHCHOCT] LIHHMX TanepiB Ta Cy4acHy pefakilii Toro, AXHM caMe YHHOM, TobTo
i3 BUKODHCTAHHSM $KOI CTABKM JHCKOHTY, Cjlii OLIHIOBA4TH 3MEHRICHHA KODHCHOCTI 3a
HiHHHMM NanepaMK B 3AIEXHOCTI BIA TOro, 40 SKOTO NOPTHEMO BOHH BilHECEHI.

Pazom 3 mum eeaxcacmo 3a; nompifine npusephymu Bawy ysazy 00 .0easux
RUMAaHs, AKi, RG HALLY meg;, nompe6ymma 000amK0e6020 ONPAUIOEANHA, @ CaMe:

o  EKOHOMIYRA XApaKmMePpucmuxi paxyRKis pesepais;

o  Yacmxose 6U3HAHHA nepeoyinKu radeHs ¢ acoyitiosani ma dowipri komnanit
8 Kanimani 6anKy;

o Buxopucmauns menody edexmugnol crmasxu gidcomiy.
Jani HasoauThCA GiNbll AeTaNbHE BUKIANCHHA HALUKX 3aYBAXEHD Ta TIPONO3HLLIH.

ExoroMiuHa xapakmepucmuika paxyHkie pezepais

3sepracMo Bamy ysary, mo B npoekti IHCTPYKUIT HeAKi paXyHKM pe3epsiB nif
aKTHBHI onepailii MAIOTh EKOHOMIYHY XapaKTEePHCTHKY ‘“‘nackBHI”. 30KpeMa, Le cTocyerbes
BCIX paxyHKIB pe3epBiB Hil HapaxoBaHi IOXOIH, a caMe, paxyHkis 1492, 1493, 3191 Towo.

Business and Systems Aligned. Business Empowered.”
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Xoua MH HEOIKOPA30B0 BHCTYTAH 33 CKAacyBaHHA NPAKTHKH GOpMyBaHH: pesepsib
nip HapaxoBani IOXOAM TA TMPONOHYBANM MOBEPHYTHCR A0 METORY iX CTOPHYBaHHA, ULOTO
pasy MH X0Tinu 6 3BepHyTH Baury ysary Ha A€WIO iHUIMH acneKT. CdopmosaHi peaepsu nij

_aKTMBHI oliepalil MOBMHHI OG/NIKOBYBATHCA Ha PEryJIOOYUX KOHTPaPHHX paXyHKaX, a caMe —
Ha KOHTPAKTHBHHX. BCTAHOBJIGHH A TAaKWX PaXyHKiB eKOHOMIYHOI XapaKTepHCTHKH
“nacuBHI” MOXKE CTBODIOBATH XMOHE BpaKeHHA MpPO Te, LIO PE3ePBH € HE PETYMIOIONOI0
CTATTE!O, 4 HATOMICTb BUCTYIIAIOTh MKEPENOM KOIITIB A% OaHKy.

TakoX 3a3HAYAEMO, L0 EKOHOMiYHA XapaKTepuCcTiKa paxyHKiB pesepsip “nacuBHi”
MpOTMPiYMTL IHIIHM HOpMaTHBHO-npasoBuM akram HBY, a came Inctpykuii ripo
sacTocyBaHHa Ilnady paxyHKiB Gyxramtepchkoro ofniky KomepLifHHX Gankip Ykpainu
Ne388 (Hanpuknaf, paxyHok 2490 “PesepBH nij cyMHIBHY 3a00proBaHiCTb 32 HapaXOBaHHMMU
JOXORaMHM 32 OTepaHisMK 3 KNICHTaMK™ € KOHTPaKTHBHUM), Ta IlpasunaM GyXrantepeskoro
o6nixy dopMyBaHHs i BUKOpHCTAHHS pe3epip y Gankax Ykpaium Ne268.

Tomy M npononyemo 3minumy 6 npoexmi Incmpyxyil  exonomiuuy
XAPaKmepUcmuKy WUX PAXYHKiG HG “KOHMPUKMUGHI” 3 METOIO GiNplll  [IOBHOTO
Bino6paxkenns iX cyTi. '

BusHarHsi GesIKoT 4acmuHy fepeoditiy exnadens e acouyiliosani ma QovipHi koMnawil
e kanimani komepyiiinozo darky

;Hpoemom TIncTpyxuii nepeaGaveso, wo BriaicHHa 6aHKy B acouifioBani Ta foYipHi
KoMnaHii oGMKOBYIOTRCA MAMOBMM MeTOHOM (METooM yuacTi B Kamitami). Ile#t merox
nepefbauaec, mo Gask 3MiHioc OGMIKOBY BapTiCTh BKJIAfCHh HA MPONOPLIHHY BENHYHHY
aMinK BEIMYMHH KaniTamy 06’eKTa iHBeCTYBaHHS. '

Benuuusa Kanirtany o6’ekta iHBecTyBanHA MoXe 3MimnTHes: (1) ax pesynsrar Horo
rocnoaapeeKol BinnsHocTi — NianpueMcTBo Mae GiHAHCOBMI PEe3YABTAT, AKHH BU3HACTHCA AK
noxin a6o 36HTOK Ta 36inemiye abo 3mMenumiye doro kamitan; (2) AK pe3ynbTaT oOrnepaiii
HiATpHEMCTEA 3 HOro akuioHepaMu — AOJATKOBI eMicil axuilf He BU3HAIOTECA IOXONOM, e
aGiNbINyIoTh BEAMYMHY Kamitamy; aGo (3) B pe3yibTaTi DPOBEAEHHA Takux ofepailil,
PE3VABTAT AKUX B OOMiKY BifHOCHThCA GE3NOCEPENHBO HA KaMiTall, MHHAIOYH DaXyHKiB
iHAHCOBOTO PesyIIBTaTy — HAIPUKIIAJL, IEPEeOiHKa OCHOBHUX 3ac0GiB.

B npoexti Inctpykuii nepenGaueno, o nepeoltinka pKiaseHs Ganxy B acouilioraHi
Ta AOYipHi KoMnaHil BimHocuThea abo Ha AoXif Garky, ab0 Ha MONOBHEHHS iforo Kamitaxy, B
SAEKHOCT Bif cuTyauii. 3okpema, BimoSpakesns yacTki GaHKy Yy 9HCTOMY ApuOYTKY
(36uTKY) eMiTeHTa BiHOCHTSHCS Ha PAXYHOK MWBIZEHHOTO JOXOAY, TORL AK BifoCpaxeHHd
3Min y BJacHOMY Kanitani eMiTeHTa (kpimM npubyTiy) — Ha paxyeks Kamitamy Gadky. Lle
piznosiaae MCBO, ane MoXxe BHK/IMKATH AcAKi MPoONEMH i3 NPAKTHMHHEM 3aCTOCYBAHHIM B
Vkpaiki. '
My npononyemo Oonosnumu eidnogioni posdinu mpoexmy (pospinn 7.2 1a 7.3)
RYHKTAMH, B SKMX nepenOauiTH HACTYNHe: ' :
o Iepenix ocrosrux onepayiil, wio Hecyms IMiHU 00 81ACHO20 KARIMATY
emimenma (Kpim npubymxy) 3 MeTolo Ginbil 4iTKOro IX yCBiflOMIIeHHH
GyxranTepaMi KoMepuUiiiHnx 6aHKiB;

. - - I
o Yacmomy eidoGpasicenns ¢ 661Ky 3Minu y wucmomy npubymey (36umsy)
emimenma — pas Ha pix Mic/s 3aTBEPKSHHA Pe3yNbTaTiB NiIHOCTI 3aranbHiUMH
36opamu abo yacTile (SKINO YacTillle — TO KO CaMe i 3a AKUX yMOB);

e
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o - ITopadox eidoGpascennn e 06Ky nodil 6KAIVYERHA YUCMO20 NPUbymKy
(36umiy} 0o enacrozo Kanimany emimenmy npu 3axpunimi QiRancosozo poxy —
4y flO’l‘plGHO 6aHKY MEPEHOCHTH YacTHHY AMBiAEHAHOIO MOXOXY Ha Kanirand,
OCKiNBKH NONepeHbo BU3HaHE 30LUIbLIEHAA YHCTOrO IPUOYTKY eMITEHTa B
TakoMy pasi Bxe € 36insinesHaM Horo kanitany.

Ili MOMEHTH BHKJMKAIOTH B Hac JACAKE 3aHENOKOEHHH, OCKUILKH BKAKOYECHHS
nepeolinKy BKIafeHs B acouiitoBani Ta AoMipHi YCTAHOBH IO AONATKOBOFO Kamitamy GaHKy
mae GesnocepeaHiil BINMB Ha BeAHYMHY GanaHCOBOTO Ta PEryNSTHBHOTO Kanitany Gasky i
TOMY TaKa nepeoliHka NoBKHHa OYTH BHNpaBAaHOLO.

Buxopucmanrss Memody ereximueHol craeku eidcomiy

3pemrrolo, My npHUBepracMo Bamly ysary Jo TOro, o B npoekti IHcTpykuii MeTon
edeKTHBHOT CTaBKM BiCOTKY HaBelCHME B KOCTi $e32/IBTEPHATHBHOTO METOXY OMIHKH
aMopTH3alii npemii Ta AUCKOHTY 32 ONEPaLiaMH 3 LIHHUMH NANepaMH.

B naBeneHili pepaxuii mpoexty merton edexTHBHOI CTaBKH BifcoTKy aGcomorHo
Pi3sHHTECA Bif METOMY, KM Mae aHANOTIUHY HA3BY — “METON e()eKTHBHOT CTABKH BiACOTKY”
— i onucaHiil B 9MEHIN peaakuil IMCTpyKuii 3 6yxranrepcskoro obniKy onepatiil 3 HiHHHME

nanepaMH YCTAHOB KoMepuiiinux Gankis Ykpaitm Ne466. OcHOBHOIO mnepeparoio HOBOI

penakuiil METORY € T, WO HOro 3acTOCYBAHHA J03BOIAE CTOPDOHHEOMY aHaJliTHKY 9iTKO
3HATH peaNbHy CTABKY JOXIAHOCTI LWIHHHMX nanepiB B Gymp-ikuM MOMEHT yacy Ha OCHOBI
aHanisy mamux Ganmancy Ta 3BiTy npo npuﬁyn(u i 36uTIM (BENMUHHA HHCENBHHKA T3
3HAMEHHNKA TIOCTIHHO 3MIHIOIOTECA, ane iX CHiBBIXHOINEHHA 3AfHIIAETLCA CTanHM), mo Byno
HEMOMUIMBO TIPH 3aCTOCYBaHHI METOHY MpPAMOL, Ta Te, IO TAka PeAakKiliA He MNpPHB’A3ye
aMOpTH3alil npemii i AMCKOHTY [0 MOTOMHOT PHHKOBOT CTaBKH, AK Ue POOUTHCA 33 WHHHOT
- penakiii IncTpyxait.

N Ilpote, Ha Haury JXyMKy, METOA e(EKTHBHOT CTaBKH BifCOTKY € HOCHTL CKIAHHM,
"OCKLIBKY BHMATAE TOCTIHHOTO TIEpepaxyHKy BeNHUHHK HEAMOPTH30BAHOT YACTHHH IMCKORTY
Ta npemii y pasi 3minu BemmumHu noprdemo. Taka 3Mina noctifino BinbyBaersea
(npuHaliMHi — TEOPETHYHO) i3 TopriBefisHMM mnopTdeneM Ta MOBMHHA BimbyBatuea i3
noprdeneM Ha npojax. Came TOMYy MH APONOHYEMO 3anposadwnu memod npaMol 8
.AKocmi  -QRBMEPHAMUGHO20 MERWOOY aMOpmusayii OUCKOHMY ma npemil oas
mopzisensnozo nopmgenro. Ha nanty [yMKy, Ue CIPUATHME 3MEHIICHHIO HABAHTAXKCHHA Ha
obnikori cHcTemMu Ta mpauipHHKiB OaHKy, 0coGNHBO BHXOAAYH 3 TOrO, INO TIPOEKTOM
THCTpYKUT nepcnﬁat{e}le HIONCHHE HApaxyBaHHZ AOXORIB Ta BHTpaT 3a 'ropnmmmx
rianepaMH, 4 JOXifl y BHTIAA mxcxom'y He € OCHOBHHM JOXOHOM Bif IfHX TiafIepiB.

Sy

V pasi suHiKHEeHHA y Bac Oyip-AKHX 3alHTaHb 3 NPHBOAY LLOrO MEMOPAHAYMY, Bu
MOJKETE 3BEPTaTHCA A0 Hac y Oyab-sxuit spyynuit ana Bac vac.

—n
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MEMO -

TO: | | - Frank Blimling, Senior Advisor ,
FROM: Gary Gegenheimer, Senior Legal Advisor :

Yevhen Telychko, Legal and Economic Specialist

cc. . ' Alex Kutsenko, Economic Specialist
: - - Marina Antonova, Program Specialist
Raya Ladokhina, Program Specialist

DATE: ‘ , ' December 8, 2002

REF: " Legal Framework for Intemal and External Audit of
Commescial Banks in Ukraine: Requirements for
Implementation of Auditor's Recommendatxons by
Bank's Management and Directorate. .

LEGAL FRAMEWORK FOR INTERNAL AND EXTERNAL AUDIT OF
COMMERCIAL BANKS IN UKRAINE: REQUIREMENTS FOR IMPLEMENTATION
OF AUDITORS' RECOMMENDATIONS BY BANK'S MANAGEMENT AND
DIRECTORATE.

INTERNAL AUDIT

Internal audit in commercial banks of Ukraine is regulated by laws "On Banks and Banking
Activity" (Art. 45), NBU Regulation #114 "On approval of Regulation on organization of
internal audit in commercial banks of Ukraine" dated 03/20/98 and NBU Regulation #358' "On
approval-of Methodelogical guidelines as fo application of standards for mtemal audlt 1n
commercial banks of Ukraine" dated 07/20/99. ORI T

LBB Art. 45 requires each bank to kave a separaie unit of internal control and establishes -
authorities and responsibilities of internal auditors. The NBU approves the head of theunit.
Regulation #114 defines the system of audit in banks and regulates set-up procedure and
organization of work for internal audit units in commercial banks of Ukraine. In particular, it is
~ required that each bank has its own internal policy on internal audit that should be followed by
the bank. :

Current LBB and NBU Regulation #114 still require subordination of internal audit to
management of the banks. However, following our efforts, the NBU legal department in its
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proposed amendments to the Law made proposals as to subordination of internal audit to the
Supervisory Council instead. The NBU management supports this idea for 100%.

Another interesting document regulating internal audit in bank is the NBU Regulation #358. This
document is based on intemational standards of internal audit and provides for, in particular:

8.25 After performing an examination, internal auditors should control condition in a bank as to
correction of violations revealed and indicated in auditor’s conclusion, as well as to determine
possible risk of failure to take appropriate measures by the Board of Management or Supervisory
Council. :

8.26 Further control carried out by internal auditors includes establishment of adequacy,
efficiency and timeliness of measures being taken by bank management in connection with
internal and external auditors' remarks made in auditor's conclusion.

8.27 Responsibility for further control is to be elaborated in internal banking policy on internal
audit.

8.28 Bank's management is responsible for taking measures to eliminate violations indicated in
auditor’s conclusion. Bank's internal audit head carries out appropriate control.

8.29 Bank’s management is entitled to take risk and refuse taking appropriate measures in respect
to facts indicated in auditor's conclusion due to large cost of their implementation or due to other
reasons. In this case, internal audit head informs bank's Supervisory Council about the decision.

8.30 Some of the drawbacks indicated in auditor's conclusion can be so much substantial that
will require urgent actions from bank's management. Internal auditors are obliged to keep those
situation under special control.

8.31 If internal audit head is confident that bank's Board of Management and Supervisory
Council zre taking adequate measures to eliminate violations, further control is carried out during
next andit inspection. : '

8.32 Development of a schedule for the further control must be based on anticipated risks as well
as on the complicity and importance of violations revealed.

8.33 To conduct further control, the head of internal andit must: - establish time necessary to

obtain a response from managers of bank's subdivisions; - consider responses by managers of
units being audited; - carry out a repeated control audit inspection, if necessary; "
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The term "management” or "bank's managers" (kerivnytstvo) used in the Regulation, according
to BBL Art.42, includes not only bank managers but also members of Supervisory Council of the
bank (Directorate).

Pursuant to NBU Regulation #114, one of the objectives of internal audit function in a
commercial bank is "establishing and maintaining cooperation with external auditors, state
authorities and the NBU bank supervision".

Both Regulations (#114 and #358) clearly stipulate that their provisions are mandatory for
observance by commercial banks in Ukraine. The problem with Regulation #358, however, is

-that it has never been registered by the Ministry of Justice. Though, the NBU does its best to
enforce this regulation and, according to the Head of the NBU Internal Audit Department, all
banks follow those standards, obviously, there may be a problem in enforcing regulation #358 to
the fullest extent.

EXTERNAL AUDIT

External audit in commercial banks is regulated by laws "On the National Bank of Ukraine"
(Art.7), "On Banks and Banking Activity" (Art.69), "On Audit Activity", NBU Regulation #53
"On measures as to further development of bank audit" dated 02/09/99, NBU Regulation #271
"QOn approval of Policy on Qualification Commission of the National Bank of Ukraine on
certification of auditors, provisional administrators and liquidators of banking institution, and
Policy on certification of auditors of banking institutions".

'Pursuant to laws on "On Banks and Banking Activity” (Art.69):

"Financial statements of banks to be submitted to the National Bank of Ukraine must be audited
on a annual basis. The audit of a bank is to be performed by an auditor that has a certificate of
the National Bank of Ukraine to audit banking institutions (5o far certification is not provided)

The auditor’s report shall contain the following:

1) Bauk balance sheet.

2) Profit and loss account.

3) Statement of movement of capital.

4) Schedule on assets and liabilities maturity.

5) Information on the adequacy of bank reserves and capital.

6) Information on the adequacy of accounting, internal audit and bank’s control mechanisms.

7) An opinion whether the submitted financial statements reflect the bank’s real financial
position."” :

Following our efforts GDBS suggested the NBU Legal Department in their amendments to BBL,
either to make p.6 more specific to include risk-management systems in banks or add an
additional p.8 dedicated to adequacy of risk-management systems.



None of the laws in Ukraine requires company's managers or directors to follow
recommendations of external auditors. However, in respect to commercial banks, given the fact
that close cooperation between internal and external auditors is required (NBU Reg #114, p.4.2),
and bank's managers and directors are required to follow recommendations of internal auditors
(NBU Reg #358, p.8.28), there seems to be a mechanism to force bank's managers and directors
to implement recommendations of external auditors (via internal auditors). Again, because Reg
#358 has not been registered by the Ministry of Justice, there may be a problem in actual
enforcing this point.
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REF: _ System of Commercial Courts and Competence of
B Judges in Ukraine: Overview of Legal Framework.

SYSTEM OF COMMERCIAL COURTS AND COMPETENCE OF JUDGES IN
UKRAINE: OVERVIEW OF LEGAL FRAMEWORK. :

The court system dating back to the Soviet period was recently transformed pursuant to
requirements of Article 125 of Ukrainian Constitution into a system of courts of general =

 jurisdiction (http://www.ukrpravo.com/Const/chapter8.shtml ). Adoption by the Parliament of
Ukraine of a number of Laws of Ukraine on June 21, 2001, constituting the so-called “small -
legal reform” represents a significant achievement in implementing the judiciary reform. In
addition, appropriate changes have been made in the Code of Civil Procedure of Ukraine, Code
of Economic (Commercial) Procedure of Ukraine, and Code of Criminal Procedure of Ukraine,
which bring the rules of procedure in line with the Constitution.

Major laws currently regulatmg activity of judges in Ukraine are Law on Status of Judges.(L.S]),
Law on Judicial system in Ukraine (LJb) and Law on Commercial Courts in Ukraine (LCC),
Code of Commercial Court Procedure (CCP), Law on Qualification commissions, gualification
attestation and disciplinary responsibility of court judges in Ukraine (LQC), Decree of the
President of Ukraine No.511/2001 On Creation of Commercial Courts of Appeal and ApprovaI
of Network of Commercial Courts of Ukraine.

COMMERCIAL COURTS o
Commercial courts are specialized courts in the system of courts of general jurisdiction (Art. 5,

LCC). LCC Art.1 specifies that "a commercial court is an independent body to resolve all
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commercial disputes among legal entities, legal entities and state authorities, as well as to resolve
bankruptcy cases".

Commercial courts represent a unified three-tier system of commerctial courts that consists of
local (1) commercial courts, (2) appeal commercial courts, and (3) The Supreme Commercial
Court of Ukraine. (Art.5, LCC). There are 903 commercial court judges in Ukraine {(Decree N
No.511/2001).

Local commercial court is the court of first instance considering any disputes (including disputes
with the NBU regional office or local tax authorities) in the territory of Ukraine’s administrative
regions (oblast). Disputes with the National Bank of Ukraine, the State Tax Administration of
Ukraine and other national state bodies fall under jurisdiction of the Commercial Court of Kyiv.
A decision of a local commercial court shall come into force in ten days from the date of its
approval. There are 27 local commercial courts in Ukraine employing 595 judges.

Appeal commercial court is the court of the. appeals There are 8 appeal courts, jurisdiction of
which covers the following territories:
- Dnipropetrovsk appeal court — Dnipropetrovsk, Zaporizhya and Kirovograd oblasts (36 judges);
- Donetsk appeal court ~ Donetsk and Lugansk oblast (35 judges);
- Kyiv appeal court — the city of Kyiv, Vinnytsya, Zhitomyr, Kyiv, Cherkasy and Chemigiv
oblasts (57 judges);
- Lviv appeal court — Volyn, Zakarpattya, Jvano-Frankivsk, Lviv, Rivne, Ternopil, Khmelnytskyi
and Chernivisi oblasts (30 judges);
- Odesa appeal court — Mykolayiv, Odesa and Kherson oblasts (31 judges);
- Sevastopol appeal court - the Republic of Crimea and the city of Sevastopol (24 judges);
- Kharkiv appeal court — Poltava, Sumy and Kharkiv oblasts (30 judges).

The appeal commercial courts may review decisions taken by local commercial courts located on
the territory, over which the competence of an appeal court is extended and review its own
decisions due to newly discovered circumstances.

Inan appeai'eoﬁrt, there can be implemented specialization of judges by specific categorics of
cases (Art 9-2, LCC).

The Supremi¢ Cominercial Court employs 65 ]udges anid governs activity of local and appeal
commercml ¢ourts, and reviews their decisions under cassation proceedmg, as'well as re-
consider cases due fo newly discovered circumstances. The Supreme Commercial Court gives
explanations reégarding practice of enforcement of legislation regulating commercial activities. A
cassation claim can be filed with the Supreme Commercial Court within one month from the date
a decision taken by the local commercial court or a resolution taken by the appeal commercial
court come into force. A cassation claim shall be reviewed within two months since the date a
claim is received. Upon consideration of a claim the Supreme Commercial Court takes a
resolution, which shall become effective from the date of its issuance.
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General Prosecutor of Ukraine or the parties of a lawsuit may dispute a resolution taken by the
Supreme Commercial Court with the Supreme Court, which is the highest judicial body of the
courts of general jurisdiction. A cassation claim to the resolution of the Supreme Commercial
Court may be submitted no later than one month from the date of its issuance. Proceedings on
revision of a resolution of the Supreme Commercial Court by the Supreme Court shall be
" commenced at the consent of at least five judges and shall be considered during a month from
the date of receiving a cassation cla1m A resolution of the Supreme Court shall be final and shall
not be subject to appeal. _

A commercial court may revise its own decision, which has come into force, due to newly
discovered circumstances, which are substantial for the case and were not known to the claimant.

For more detailed information about judicial system of Ukraine as well as about judicial process,
please consult the paper by BC Toms and Co. "Arbitration and Dispute Resolution"
http://www.is.svitoniine. com/lawukraine/bctoms/docs/DBU2-6Dispute %20Resolution.pdf )

GENERAL REQUIREMENTS FOR JUDGES OF COMMERCIAL COURTS.

According to LCC Art. 22, minimum requirements for a person to become a commercial court
judge are 1) at least 25 years old (30 years for a candidate to a position at an appeal court), 2)
higher legal education (For detailed information on legal education in Ukraine, please see
“Background on Legal Education in Ukraine” by Commercial Law Center
hitp:/fwww.commerciallaw.com. ua/eng/professionalfeducation/) 3) at least five years
professional experience (for a judge of the Superior Commercial Court, requirements are stricter
- at least 30 years old, higher education, at least 10 years professional experience.). A person
" that has either previous convictions or a 11m1ted capability or recognized to be incapable by a
court decision may not be a judge.

Judges cannot beIong to the political parties and trade unions, take part in any politicél actiﬁties',
have a Parliamentary mandate, have any other paid official place of work, do any other kind of
paid work except scholarly, professorial and creative work (Constitution) :

Persons with professxonal training in-issues of jurigdiction of specialised courts may be Judges of
these coutts. These judges admmlster Justzce only as members-of a collegium of Judges

LSJ Art 7(5), LQC Art. 27 and 28 indicate that a necessary requirement for a can'didate toa
judge position is to successfully pass a qualification examination. The same requirement is
applied to those who used to work as judges but than had a break in their.career for over 11
years.

GUALIFICATION COMMISSION (BOARD OF EXPERTS)
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For candidates to judge positions at a commercial court, the examination body is the
Qualification Commission for Judges of Commercial Courts (Art.2, LQC).

LQC Art. 3 defines that to the Qualification Commission for Judges of Commercial Couris
consists of the head, his deputy and nine members of the Commission. Among them, there
should be eight judges, one person with higher legal education elected by the Parliament of
Ukraine, one person with higher legal education assigned by the Ministry of Justice, and one
person with a scientific degree in the field of jurisprudence representing scientific institutions or
institutions of higher learning. Members of the Commission are elected the Parliament of

Ukraine (Art. 4 (6), LQC).
GUALIFICATION EXAMINATION

For those interested in working as judges of a commercial court, the qualification examination
consists of candidate's submitting a synopsis on some specific topic of economic law prepared in
advance, interview on the fopic of the synopsis, answering oral questions on civil and other areas
of law. Then, the Qualification Commission makes a conclusion as to results of the examination
and readiness of a candidate for a judge position at a commercial court. Here, not only
specialized knowledge, but also personal and moral qualities are taken into consideration. The
qualification commission recommends a certain number of candidates (a number sufficient to £l
openings for judge positions at courts) that have displayed the best knowledge for work as judges
at commercial courts (Art 8 (5-8), LSJ). Persons that have passed the examination, but are not
recommended for judge positions due to lack of vacancies, should be taken into consideration for
three years as candidates for new openings for judge positions.

If a person failed to pass the examination, he can take it again not earlier than in a year. Persons
that work in a general court and wish to work at a commercial court are exempted from
preparation of a synopsis and an interview, though are still required to answer questions on civil
and other areas of law.

ATTESTATION OF JUDGES

According to LQC Art, 15, attestation, of judges is carried out by qualification commissions of
judges (in our case, Qualification Commissian for. Judges of Commercial Courts) in order to
evaluate and promote the growth of professional qualification of judges, increase their
responsibility for observing legislation when considering court cases.

Persons selected for a judge pbsition for the first time undergo attestation within six month after
they are selected. (Art. 20, LQC)

Depending on the position, experience, level of professional knowledge, one of six qualification
classes is assigned to a judge: the highest, the first, the second, the third, the forth, and the fifth.
The minimum period of holding a qualification class entitling a judge to obtain the next
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qualification class is established as follows: for the firth and forth class - 3 years, for the third
and second class - 5 years (Art. 19, LQC)

Qualification attestation of a judge is taking place within one month since the period of his
bolding a previous class is over (Art. 20, LQC). Pre-scheduled attestation can be held not earher
than in two years after the last aftestation.

The proéedure‘ for attestation of judges is described in LQC Art. 21 as follows:

1) The head of the relevant court draws up a letter of reference for the judge, where he describes
his business and moral qualities, and provides evaluation of his professional activity. Letters
of Reference for heads of courts are drawn up by heads of higher-level courts.

2) Judge sﬁbuld be familiarized with a letter of reference at least 15 days before attestaﬁon.

3) Attestation is taking place, within one month since the application was submitted, in the
presence of the judge to be attested. : , :

4) In case a judge failed to attend the Attestation Commission meeting for good reasons, the
judge can be attested in distance if the Commission considers it possible.

Depending on the level of professional knowledge, experience and position that a judge holds,
the Qualification Commission takes one of the following decisions: 1} to assign a qualification
class to a judge; 2) to raise a qualification class; 3) to leave the same qualification class; 4) to

_ postpone attestation for the period of not more than six month (in case, insufficient professional
knowledge are displayed). If after the postponement period is over, the Qualification '
Commission again discovers judge’s insufficient professional knowledge, they may dismiss a
judge. (Art. 23, LQC)

A judge that disagrees with a decision of the Qualification Commission as to his attestation may“
appeal it within 10 days at the Higher Qualification Commission of Judge:-. of Ukraine. (Art 24,

LQC)

TRAINING OF JUDGES

The Mlmstry of Justice of Ukraine orgatiizes” and “coordinates the work on Improvmg the
qualification of ‘the corps of judges. The department for professiona! training of judges at the
Yaroslav Mudryi National Law Academy of Ukraine was established. The Ukralman Academy
of Judges under the Mmlstry of }ustlce of Ukraine was also estabhshed

The judicial tra.mmg is actively provided by the Supreme Court Training Center, a beneficmry of
the two projects in Ukraine by the Center of International Legal Cooperation.

Strengthening the Judiciary Project



This train-the-trainer program for the Ukrainian Supreme Court is funded by the Dutch Ministry
of Foreign Affairs’ Matra Pre-accession Program. CILC’s project partners are SSR and the
Netherlands Helsinki Committee.

According to CILC Year 2001 Report (http://www.cilc.nl/AnRep2001.pdf), the project, which
started up in late 1999, gained momentum in 2001. Ukrainian legal experts were twinned with
trainers from the Netherlands with whom they developed training programs and course material.
In May, the first series of training seminars took place in Zhitomir (court management) and
Vinnytsia {the European Convention on Human Rights and European Court of Human Rights
case law), and in June in Chemihiv {civil law). At this stage the Dutch trainers played a leading
role in developing the “train-the trainer” concept together with their Ukrainian colleagues. When
a new round of seminars kicked off in Kirovohrad and Cherkasy in December (civil law), the
contribution of the Dufch trainers was largely confined to observing and evaluating the
Ukrainian trainers’ performance.

There were also a criminal law seminar in January 2002 and a conference on the jurisprudence of
the Buropean Court on Human Rights in Kyiv.

Strengthening the Capacity of the Judicial System Project

Officially taunched in August 2000, this two-year EU/Tacis-funded project only began its
activities in June 2001. CILC’s project partners are the Ukrainian Legal Foundation, SSR, the
Bonn-based Stiftung fur Internationale Rechtliche Zusammenarbeit (IRZ), and L’ecole Nationale
de Magistrature. As with the project on strengthening the Ukrainian judiciary, the local
beneficiary is the Ukrainian Supreme Court. The reason for the project’s late start was a
disagreement between the partners and the European Commission over the compensation of the
participating judges.

The overall aim of the project is the development of an efficient training system for Ukrainian
judges. The immediate goals are to improve the management and training capabilities of the
Supreme Court Training Center (SCTC) and four new regional training centers, as well as to
train a number of judges’ trainers from the Commercial Court Training Center. The project is
coordinated with the “Strengthening the Judiciary” project to avoid overlap and optlmlzc mutual
benefits.

In April and November, Ukrainian ]udges visited Western Europe to study trammg methcdoiogy
and the design of training curricula in six different subjects. Seminars were held-in Kyw in June
and November on drawing up a national training policy paper and a national trammg center
management plan. At these seminars EU experts and Ukrainian judges exchanged views and
determined which methodologies and curricula to implement. Four regional training centers were
established, equipped and staffed, and the SCTC was upgraded with additional equipment and
staff training.

RISK-BASED SUPERVISION CONCERNS



As to the current lack of judges’ competence as an impediment for implementation and

* enforcement of risk-based supervision, in some cases, it may be a problem. The NBU is to move
from legal and regulatory language based on compliance with specific ratios and numbers,
toward a system that is more judgmental. As we move more toward a risk-focused supervision
approach, the legislative and regulatory texts will necessarily become more indefinite, crowded
with terms like "adequate”, "sufficient", "safe and sound", etc., and will require the NBU to use
more judgment, both is analyzing facts, and in developing supervisory responses to those facts.

Code of Coﬁlmercial_ Court Procedure in Ukraine states the following:
Art. 4-7: A judge shall take a court order based on results of discussions of all facts of the case.

Axt. 33: Bach of the parties must prove those facts it refers to as a ground for its claims and
denials. Evidence is furnished by the partles and other participants in 11t1gat1on

Art. 43: Commercial Court, being governed by the law, evaluate evidence in its Judgement based
on comprehensive, full and objective consideration of facts of the case in aggregate

All this apphes to litigation between the NBU and a commercial bank.

Thus, in the situation where a bank appealed against the NBU's "inadequate risk-management
system correction" order in court, a court would require evidence from the NBU proving that the
bank's risk-management system is "inadequate”. If it is satisfied with the NBU evidence, the
NBU will win the case. Definitely, so that judges would able to evaluate sophisticated evidence,
they shouid have profound knowledge in the field of finance, banking and bank supervision. In -
this connection, some focused training of commercial court judges would be very usefil.
However, whatever training is provided, it is hard to believe that even highly specialied
commercial court judges will be able to accurately evaluate those sophisticated pieces of
evidence in a manner that professional and reasonable bank superwsors would do,

For this reason, it is very important to promote a regulatory environment where the N’BU
judgement in issues of "adequacy" or "inadequacy" of internal control and risk-management
systems:would be decisive for courts. There should be a limit to the amount of sophisticated
analysis that the judge has to engage in. In cther words, the judge should not be expected to
review and analyze the bank's internal controls, policies and procedures, etc. as if he or she were
the NBU - all the Judge should hiave to do is kniow enough about the process to be able to
determine whether the NBU has made a reasonable decision in making lts evaluatlon of a given
situation.,

One of the steps towards this goal wouid be to promote some supportive language in the Law on
Banks and Banking. For example, the first paragraph of Article 72 "Enforcement Measures"
could be further amended to state that "In case a bank or other persons (entities) under the
National Bank of Ukraine supervision in compliance with this Law, violate the banking
legislation of Ukraine, any normative-legal act of the National Bank of Ukraine, lack or, in

opinion of the National Bank of Ukraine, have an inadequate risk-management systems, or



perform risky operations, which threaten the interests of the bank’s depositors or other creditors,
the National Bank of Ukraine has the right to use preventive or compulsory enforcement
measures it finds adequate to correct violations or drawbacks”. (The undelined material is
something that we can additionally recommend; material in italic is wording that BSD has
submitted to the Legal Department after BSD round-table discussions on BBL amendments).

Another important step is to establish in NBU Regulation(s) some specific regulatory criteria
based on which inadequacy of bank's risk-management system (if it has place) would be obvious
even for poorly trained judges. Those regulation(s) should also lay down that there may be other
reasons and criteria to rate bank's system as inadequate subject to the NBU judgement.

Ukrainian judges usually tend to strictly follow rules and regulations (if not too much
influenced). Accordingly, provided amendments to BBL are made, and the NBU issues a specific
regulation on Risk-management systems in banks laying down specific minimum requirements
for commercial banks (to be further tailor-made by banks), commercial courts will tend to
support the NBU during possible proceedings. Also, some additional training of judges on issues
what bank supervisors do and how courts should treat appeals against decisions of the bank
supervisor would be helpful. '

One of the concern is also an independence of judges. Though, their independence is clearly
declared in the Constitution as a major principle of justice, the reality is different. Judges are
dependant on low salaries, and the cases of briberies or political pressure are frequent.
Obviously, some commercial banks will be able to influence commercial court judges’
decisions..

CONCLUSION

Constitution and relevant laws of Ukraine generally emphasize the importance of ensuring
adequate professional level of court judges and provide necessary mechanism for selection of
judges and on-going control of their professional knowledge (accreditation). Obviously, some of
the provisions could be better. In particular, it would make sense to require more thorough and
frequent attestation — at least once a year. For commercial court judges, clear requirement for
adequate knowledge in the field of economics and finance should by placed in the law. = .

Within the current framework, efficient implementation of selection and attestation of judges
depends on those who will be in charge of those processes. In particular, the role of the
Qualification Commission for Judges of Commercial Courts is tremendous. If during
examinations and attestations, they will be also intensively and thorough checking and
promoting the knowledge in the field of banking law, finance, issues of corporate governance
(even if it is not clearly required in the law so far), we will have much more professional
economic court judges.

For the purposes of risk-based bank supervision, it is important to promote a regulatory
environment where the NBU judgement in issues of "adequacy" or "inadequacy” of intemnal
control and risk-management systems would be decisive for courts. Also, some additional
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training of judges engaged in bank-related issues would be helpful. They should at least clearly
know what bank supervisors do, and how they should treat appeals against decisions of the bank
supervisor.
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REF: BSD personnel training in the NBU

Based on the information obtained as a result of the trip to the Sumy Banking Academy
and a series of meeting with the Personnel Department, a conclusion can be made, that the
formal training process for the BSD still remains in the stage of evolution.

The NBU BSD area has yet no well structured formalized training process, that would
include a meaningful needs analysis, selection of trainees, well developed curricula, etc. The
needs analysis performed now is very superficial, since it takes into consideration only an
official position of a trainee. The database that, as the Personnel Department claims, has recently
been developed, does not seem to be widely used, the access to it appears to be limited.

The NBU does not have consistently structured, well developed programs and training
materials for the BSD training, which could be used by the BSD experts, who train their
colleagues (as it was suggested in our previous proposals). The training materials that were
provided to the BSD-NBU in the end the previous contract do not seem to be widely used.

The BSD experts that went through the Train the Trainers course or have teaching
experience and skills, are not willing to be actively involved in the training process. The primary
reason is, again, the lack of commitment of the BSD managers, who do not allow their best
employees to leave for a period of time needed for the delivery of a training course. Additionally,
even when they provide training, it is done very randomly, as it seems appropriate te them, rather
then based on consistent developed training programs, which are lacking (see the paragraph
above).

Programs offered in the Sumy Academy and in Kiev Training Center are supposedly
based on the list of courses recommended in the BSD Training Concept. However, they give
only a very general idea of activities and approaches employed by the BSD. This is not
sufficient, since there should be more detailed technical seminars offered to the BSD employees.
However, the NBU still relies on outside trainers to deliver such courses, which, consequently,
are not properly scheduled and, due to the lack of needs analysis, do not cover everybody who
should participate. The use of the Sumy Academy teachers for technical training does not seem
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to be a solution, since there is a concerh, that their expertise may not be appropriate for the BSD
purposes, because they do not have a relevant practical experience.

On the other hand, some positive trends should be mentioned, which prove that there is a
movement of the NBU towards a more structured training process.

The fact, that the Sumy Academy was selected by the Personnel Department as one of the
basis for the BSD training, should be considered positive. In time the Sumy Academy (as well as
the Kiev Training Center of the NBU) may be expected to become one of national (or even
international) BSD training centers.

The teachers of the Sumy Academy, even though at the moment they do not seem to have
appropriate expertise for the BSD training, have teaching and academic background, which may
be developed and properly used. They may be taught to train some theoretical aspects of banking
supervision, which may be complimented by practical training (specific banking supervision
topics, case studies, etc.) provided by the BSD experts.

The Sumy Academy teachers use tests to check the knowledge of the BSD frainees. Even
though these tests are prepared inconsistently by every teacher to accommodate his/her specific
course, they, however, scem to be an important initiative. If they are further developed, properly
structured and used, they may become a part of the future accreditation program.

Recommendations to the NBU
We would recommend the following:

1) In order to make the BSD training efficient the Personnel area and the Sumy Academy
should make training programs more technically specific. The training curricula should
include not only orientation seminars, but also specific technical seminars on key banking
supervision topics. This will require a ot of assistance in terms of training programs
development, training teachers, and structuring the training schedule

2) Closer, more consistent and regular contacts between the Sumy Academy teachers and
the BSD Central Office and regional experts should be established in order to share their
practical experience with the Academy teachers and provide for more consistent and
technically sound approach to training seminars for the BSD in Sumy

3) The selection of trainees should be improved, more thorough needs analysis should be
performed in order to have the level of trainee knowledge and interests relevant to the
nature of a seminar they are offered

4) Testing should be further developed and promoted. This will also require assistance in
the development of testing guidelines, a properly used database and a consistent test
format as well as in the initial launching of testing



5) The BSD should not only have their input in the training schedule, but also commit the
participation of their staff in the training events (both as trainees, and trainers)

Recommendations to BearingPoint

In order to strengthen our efforts aimed at ensuring that the formal training program for
banking supervision is implemented,

1) The Personnel Department should be more emphasized as a major counterpart in our
work in the BSD training area, where we could act as a link between the BSD and the
Personnel that would allow to facilitate closer and more efficient relationship

2) The Sumy Banking Academy as one of potential training centers for the BSD should
become one of the focuses of our assistance

3) The idea of testing should be promoted as one of the first steps towards the accreditation-
certification process ,

4) BearingPoint should é(jually concentrate on facilitatiﬁg more active involvement of the
BSD in the organization of the training process
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fankiecorozo nazniady (3 suxopucmanuam ingopmayii, ompumanoi nio wac
siveidanna Yxpaincokoi akademii fanxiecokoi cnpaeu m.Cymu)

Inpopmaitis, orpuMana B pesynpTari Gecim i3 npencTasHuKamMu [lemapramesTy
TlepcoHany Ta MOI3HNKH N0 YKpalHChKol akafeMii GaHKiBCBKOT cupaa y CyMmax, AO3BOIAE
3po6uTH BACHOBOK, 10 HPOHEC MiATOTOBKHM NepcoHany ciayxOu OaHKIBCHKOIG - Harmamy
MpofoBXye ycmimo pospmBaruch. [Iporpec y milt cdepi e OUCBHHEM, X0ua iCHye i pan
acmexTis, MO HOTpeOYIOTH BAOCKOHANCHHA. ONHAK CNif 3a3HAYHTH, MO I ACUCKTH €
OPHEPONHIMH, 3BAKAIOYM Ha BLIIHOCHY MOJIOMICTE CIYKOH OaHKIBCEKOTC Harmsfy, piBeHB
poﬁoqoro HABAHTAKEHHS TpaniBHEKiB JlenapTaMeHTy 1epCOHaNy, OOMEKCHICTs BiHAHCYRAKHA
T8 iHIG npoonema BleIﬂerIHﬁ FAKUX no*rpeﬁye txa(.y

IIo-nepme BHAAETHCA HOCHTH IOSHTHBHHM TOH (AakT, mo Jlenapframed‘r iiepcoHamy
06paB pramcsKy axageMiro GaHkiBCBKOI' CHpABH HERTPOM Jis $axopoi [iBrOTOBKH
HpaniBHEKIB cAyx6u GaHKiBcbKOrO HAaruAmy. Baaranmi, imes cnenianizanii HaBuanbHEX 3aKIaAIB
HBY (y Cymax, JIbBoBi, Xapxom Yepxacax) 3a pisauMu cdepaMn DEHTPaIbHO! OaHKIBCHKOL
HisnpHOCTI BUAAEThea miaiEoH0. 1o CTOCYETBCA Vpainchkol axaneMii GaHKiBcsKoi cIpasu B
CyMax, To, 3BaXalOuH Ha IOTeHIiaN T4 MaTepianbHy Gasy IBOTO 3AKIIANY, MOKHa OYiKyBaTH, IO
3 4acoM B Hel € WAHCH CTaTH HALiOHaNBHEM (4 MOXKe, H MDKHApOJHHM) HEHTPOM IIiATOTOBKH
GanKiBCEKUX HATJMOBIIB. '




Buknagaui YKpaiHCEKOI akasieMii GaHKIBCBKOI CIIPaBE BONOMIIOTH BHKNGNAIbKHME Ta
aKaNeMiYHHMHA 3HAHHAMHM Ta BMiHHAMH, AKi MaioTh OYTH BUNIOBIHHM YHHOM BHKOPHCTaHi,
X044 1 CNILN 3a3HAUMTH, o ocoOmmBocti IXHBOI KBanidikauii Ha AaHOMY eTani He 3aBWKIH
FOBHICTIO BiAMOBIAIOTE BEMOFaM IiAroTOBKA GaHKIBCRKHX HariAfOBHIB, OCKINBKH iM Gpakye
TIPaKTHYHOrO JOCBIZY B ranysi 6ankicbkoro Harmny. OHak BOHH MOXYTb 6yTH nigroToBRACHi
1O HABYAHHA TEOPETHYHMX acmexris GaHKIBCHKOI CHpaBH, y TOH 4ac SK OPaKTHYHA CTOpOHA
HaBYaHHS (DOSTVIN TIPAKTHYHHX TpPHKIAMB THNY “Kefic CTajis”, NPOBEACHHS CEMIHAPIS Ha
crieruiTai HarmAnoBi TeMH, K TO CHCTEMa PeHTHHIY CAMELS, VuidikoBaHWii 3BiT TOHIO)
MOYXKE 2IiCHIOBATHCA AOCBIAISHHMA MpailiBHHKAMH cITyX6H 6aHKIBCHKOTO HATJSTY.

Ille ozHMM BAE3BAYAMHO MO3MTHBHMM (aKTOpoM € T¢, IO BHKNajadi YKpalHCEKOY
axaneMii Gaukiscpkol crpasu B CyMax po3poGIAiOTs, BHKOPHCTOBYIOTH Ta 36epiratoTe TecTd
IS TepeBipKH 3aCBOEHMX 3Hawb CiyxadiB — mpaiipgmkis HBY. 1i TectH He romywore 32
CIMHAME CXEMaMH, a KO)KGH BHKJIANAY NMPOMOHYE CBOI BIACHI TECTH, NPUCTOCOBAHI A0 HOrofil
Kypey, OJHAK s iHiliaTEBA € Mye BAXIHBOIO. Y pasi,- SKMO i TECTH YAOCKOHANHTH,
BiANOBIHAM YHHOM CIPYKTYpYBaTH, a0 BOHH TOTYBANHCA 3a CAMHEM (OpMATOM, Ta
e()eKTHBHO BHKODHCIOBYBAaTH, BOHH MOrid 6 crate MNIPYHTAM I 3aNpOBAKCHES B
Mali6yTHEOMY OpraHi30BaHOi CHCTEMM NepeBIPKH Ta NiNTBEPIDKERHS 3HaHb GaHKIBCHKRX
HArISOBLIE.

Cepel NHTaHB, Hal AKWMH me Tpeba NpalioBaTH, HAUBXXIMBINEM € FORANBHE
3aNpOBAIDKEHHS T4 BIOCKOHANEHHS KOMIUIEKCHO! IPOTPaMH THIATOTOBKH NEPCOHATY
6auxiBcpkoro Harmsry. Jina oporo tpeba 6yae:

HANAroAUTH OiUTBIN ocHifoBRMI agani3 moTped;
YAOCKOHAIHTH Bifdip y4acHHKIB;
po3pobuT Gigem oGrpyHTOBaHI rpadiKy HABYaHAA TOIHO.

Ha naBoMy erani anani3z notpeG Ta Biabip y9acHHKIB 3A1HCHIOETECA B OCHOBHOMY 32 OfHHM
OCHOBHEM KDHTEpieM — 3a IOCaNoI0, Ky obifiMae Toff wH iHmmil mpaniHHK. Beaxaenmo, mo
bOTO HE ZIOCHTH. Ane Ui TOro, oG GibI posmmpenwH Ta 0GIPYHTOBAHHH aRams notpeb Ta
BigGip cTas MoXuIEBHE, MOTPi6HA MOKIajHA Ta pesramyxena 6aza JaHEX.IMOAQ.HiATOTOBKH
nepconany. SIK MOBIAOMHANIH EpeACTaBHHKE KepiBEHITEa [enapTaMenTy TEPCOHAITY, CTROPEHHS
Taxoi 6a3yn JaHHX MaiDKe 32KiFgeno. 3anpoBapKeHHs [ OUIKYETbOH B HACTYMHOMY, pomi. 3i cBOTO
60Ky, Hal IPOEKT I'OTOBHNA HaflaTH KOHCYNbTaHil moZ0 MiXHAPOAHOIO NOCBiNy B IPOBEACHHI
agasisy notpe6 Ta BHpOOICHH] HalieheKrnBHImIX DiIXOAIB 10 BUXOPHCTAHHA 623y [aHBX.

Heo6xingo Takox po3poCGHTH Ta 3anpOBAJHTH IPOrPaMH HABYANGHHX KYPCIB CNICLIABEHO
WA cayx6u mariy. 1li kypeu noeusHi 6yta pospobneni B enuroMy dopMari, GyTH HOCTaTHBO
AOXIANHAMY i TAKHAMM, 10O HHMH MOIJIH KOPHCTYBATHCA BHKIANAYi-€KCNIEPTH CIyX0H Harnaxy
miJ Yac NiArOTOBKM A0 ceMiHapie. HapuanpHi MaTepians, 5Ki nNpoekT “BROCKOHANEHHA
GanKiBchKoro HarRy” Hagas HanionanpHoMy GaHKOBi HANPHKIAI TPaBHA HA NOYATKY YePBHA,
[IOKH IHO He BHKOPHCTOBYIOTBCA NOCHTH mmpoxo. KpiM TOro, MH yCBIIOMIIOEMO, 1O Wi
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MaTepian, MiATOTORNEH] PisHUMH paHuKaMH, noTpeSyioTs 3BeeHHA N0 enunoro gopmary i
TI€BHOFO PO3MIMPEHHs T2 CHCTeMaTh3anii. OfHax, X Moxua 610 6 BHKOPHCTATH 5K NOYATKOBY
Gasy Ans CTBOPEHHS HANEXXHOTO OaHKY HAaRHaNBHHX MaTepianis. 3BMYAIHO, 1i po6oTa noBHHEHA
6yTn 30Cepe/vkeHa B IeEpUIy ¥epry B TenepansroMy AemapTameHti ﬁamcmcbxoro HarJaay 3
BHKODHCTAHHAM BiZNOBiAHOI AonoMorn JlenapTaMesTy NepcoHany.

daxipii cnyx6H 6aHKiBCEKOTO HArAAy, ki mpocnyxanu ceMinap “Hapun sunrens” aGo
MAIOTh IOCBIZ T4 HABHYKH BHKIANAIBKO! poboTH, He GaKalOTh aKTHBHO Opath y4acTs y mpouec
gaBYaHHS CBOiX Kojter. OCHOBHa IPHYMHA LLOTO 3HOBY X Tak# B TOMY, IO KEPiBHHIITBO
cnyx6n Harmamy He OGepe Ha cefe 3060B”sa3anHs mono 3abe3ledYeHHA BiANOBIAHOTO
'q:nynxmoﬂynauﬂs{ mpouiecy TPEHHHIY T4 He CXBAmOE, KOMHM Kpami MpaniBHUKH Bmcy'rm
TPOTArOM Hepiofy, HeoOXimHOTO A APOBEACHHS HABYANBHOTO KypPCy. Kpm TOTO, HABiTh KOAH
HapdaHHA IPOBOMUTSCA, 1e pobUTECS TOCHTH MOBLIBHO, HA PO3CYA BHKNIANAYiB, Ge3 BU3HAYCHMX
€IMHEX JUTA BeiX CTAHAAPTHHX HpOrpaM (IHB. BHINE).

HporpaMH fAIKi MPOTOHYIOTE YXKpaiHchKa aKkajeMis 6amcmcm(01 cnpana T2 Hasqanwnﬁ
nearp HBY B Kuesi, 6a3y10'rr>cn Ha TepeniKy Kypcis, TIONePeNHEO PEKOMEHIOBAHMX Y KOHIETIil
KOMIUIeKCHOI MpoTrpaMH 3 HiABHMIeHHA Kpamidikamil npauiBHAKIB OaHKIiBCBKOTO HArmsmy
(IToctanopa Hpaamm Ne 153 Big 25 xsitug 2002 poxy). Cria 3a3HaYMTH, MO Ui HPOrpaMu
. CTPYKTYPOBAE] TaK, IO J2I0Th JHMINE 3arajbye YABICEHI NPO BUIM HiAMLHOCTI T4 TiAXOMAH, 1O
iX 3aCTOCOBYIOTE ¥ Cle}KGI GanKiBCEKOTO HArAsAy. Mu posymiemo, mo me HeoOximmo i
BinGyBacThes y BimmosigaocTi 3 Ykasom IIpesnpenta "TIpo KOMIUIEKCHY HPOrpaMy HiArOTOBKH
AepXKaBHUX cnyxcGOBuiB"'No N 1212/2000, axuit HaroNOLIYE HA HAIBHOCTI B YPAJOBUX OpraHax
plsrmx BUAIR HaBUaHHS TMeEpCOHANY. 30KpeMa, B VYKa3l 3a3HA4YacTBCA, M0 HABYAHHA
3pilicHIOETBCA “3a MAporpaMaMHM TEMAaTMYHMX [QCTiHHO JilYMX Ta XODOTKOTEPMiHOBMX
ceMiHapiB, MO TIPOBOAATHCS 3 YPaXYRAHHAM oTpe6 y miABMINEHHI e(EeKTHRHOCTI BUKOHAHHA
nocazioBuX 0GOB'3KIB i Pe3yNBTATIiB MOPIYHOTO MPOBENCHHS OUIHKHM Tpodeciiioi AisbHOCTI
Iepxaprux cayx0oBuis".

Ha mamy RyMKy, He FONOXEHHS CHifl THYMAUHTH TaK: Hanjonansumii Gank nosuHen
3abesnieuysard JUE npaulanKaM cnyx0H HarmAgy MOCTIMHO Jilodi BiAMNOBifHO poapoﬁnem
KYPCH SK 3arambHOTO, Tak i Gimel BY3bKOTO TeXHiUHOTO Xapaktepy. Ha xame, mis xypcis
apyroro tHny HBY, sk i pamime, Ioxnamacrscs Ha JeKTOPiB 31 CTOPOHH (B OCHOBHOMY,
iHO3eMHHX pammxin) Tomy Taki Kypcn'qacro HEMOMUIMBO BHECTH HO rpadiky HaBYATLHHX
3aXOniB 3a3janerinb, Mix wac #oro mizrorosku. KpiM Toro, depes Remro obmexeHuit aHani3
noTpe6 Ta HepipHOMipHE po6ode 3aBaHTaKEHHA B HUX He GepyTs yqacn BCi MPAiBHIKE, SKHM
BOHH norp16m. BHKOpHGTaHHJI BHKIAIATIB Yxpamcbxm axayiemii GaHKIBCBKOL CpaBu s
TpOBeJIEHES  CeMiHapiB By3BKOTeXHI‘IHO”‘0 XapaKrepy MOXe JONOMOITH BHDIlETH IHO
npoﬁnemy, ane JIMINE YaCTKOBO. SIK BXKe 3a3Hauanocd, iXHi 3HaHHS Be 3aB¥AM MOBHICTIO
BiANOBIAaIOTE moTpebaM Ciyx0n HATIANY, OCKINBKY B HUX HEMAE TIPAKTHYHOTO HOCBIXY.

Pexomennpauii nas HBY

Mu MoXKeMO pelcomeH,uyBa‘m HaCcTynHE!




1) A6u 3afesneyuTH MOAANLINE MiJBHINEHHA e(eKTHBHOCTI HABYAHHA NMepcoHANy ciryxOH
Haray, JlemapraMeHT IepCOHANy Ta YKpaiHchbka akajeMis Oaukiscokol crHpaBH 3a
yaactio I'eHepaTBbHOIO JenapTaMeRTy cayx0n Harnsny MaloTh 3allpOBallHTH Pery/apHi
HaBYaIbHI NporpaMK GiNbil By3pKoTeXHI9HOrO Xapakrepy. I padikn Fapuanpamx 3axo/iB
NIOBMHHI BKJIIOYATH HE JIHIOE CeMiHapH 3aralbHOrO — OPICHTOBHOIO — XapakTepy, ane i
IOKNamHi ceMiHAapH 3 OCHOBHHX IHTaHp OaHKIBCHKOIO HAmAAy Yy Bimgmosisocri 3
IpOrpaMoro, 3anpomnoHosaHolo B Kommemnil mporpamH nizsumenHs Ksamigikanii
npanipenkis GankiBcskoro Harmary (Tlocraropa Ilpasnigng Ne 153 Bin 25 xsitas 2002
poxy). J[ns 1poro 3HamOOMTECA TeXHidHa JIOOMOTa MIOAO PO3pobNeRHS mMporpam
HABYAHHS, MIOTOTOBKH BHXMIANAYiB Ta CTPYKTYpyBaHHA rpadikis HaBJaHH.

2) Heofxim#o BCTaHOBHTH TicHimi Ta Gimbin perymapHi KOHTAKTH MDX BHKIajauaMH
Vkpaimicrkoi akamemii GaHKiBCcEKOI cipash Ta daxiBHosiMs I'enepamsRoro AeNapTaMeHTy
6aHKIBCEKOTO HarjiAy Ta oOJacHHX YOpaBiiEs, a0d OCTAHHI HDOAUIHMHCAE  CBOIM
NIPAKTHYHUM /IOCBiAOM i3 BEKIafadaMu Axanemii, 3abe3ncanBnmd B TakaH cHoci6 6Lmbm
[OCHINOBHYN MiAXin KO HABYAIEHEX CeMiHapiB IUIA MPaNiBHHEKIE GaHKIBCHKOIO HATILIY,
mo nposoasThea B CyMax.

3) Bingbip yuacHHKiB cemiHapie IOBHHEeH OYTH BROCKOHANCHHH: HeoOXiNHO HPOBOAHTH
6inbm MOKIAMHHE aHaNi3 noTpel Uik BE3HAYEHHS PiBHA HIATOTOBKH Ta cepH iHTepecin
KOXHOTO YUACHHKA, AKi Bimmosimama 6 piBmro, TeMi Ta XapaKTepy KOXHOTO CeMidapy,
SKHH NPONICHYETHCA ‘

4) HeoOxisHo npojoBXyBaTH pO3BHTOK Ta PpO3MMPIOBATH Ta BAOCKOHANIOBATH
33CTOCYBAHHS TecTyBauHs. J{ig HBOro TakoxX 3HaNOORTHCA JORATKOBA AOMOMOra MO0
po3po0NieBHT BKa3iBOK 3 NPOBEICHHA TeCTYBaHHs, 3alpOBaDKEHHA Ta HpaBHILHOIO
BEKOPHCTAHHA 0231 NaHUX, po3poONeHHs TECTIB Y €AMHOMY QOPMATI T2 3aH0YATKYBAHHS
CHCTEMH peTYJIApHHX TECTYBaHb

-5) T'emepampauit JenapraMeHT OaHKIBCHKOIO Haryiay MOBHHEE HE JEME PoOHTH CBilf BKIan
y po3polneras rpadiky HaBYaNBHHIA 3aXOHiB Ta CeMiHApiB, ane TakoxX Opatd Ha cebe
3000B”43aHEA MOAO OOOBM3KOBOro 3abe3medeHHA Y9acTi B HHX BIITOBIHHEX
rpauiBHHKIB (SK B AKOCTI CTyXadiB, TaK i BEK/IagadiB)

Homansme cnispobiTHaxree mix HBY Ta ﬁeax_’ingPoint

3 MeTol0 NOJANBLIIOro 3MIRHEHHRS CHINBHUX 3ycwib HbY Tta BearingPoint, copamoBanmx Ha
3alIpOBaiXeHHA MOBHOLIHHOI, HoOpe CTPYKTYpOBaHOI IPOrpaMHE HiZrOTOBKH NEPCOHATY CIIYXOE
GaBEKiBCBKOTO HAFNIMRY, NIpONOHYeMo 3po0HTH akKImeHT Ha TaKHX MOMEHTaX Bamoro
cniBpoOiTHUNTRA: '

1) Ipuginatu Giremry yeary YxpaiHchkid akasemii 6aHxiBCBKOi CTIpaBH AKX NOTEHMIHHO
OJHOrO 3 TPEHHHTOBHX HEHTPIB JUI OaHKIBCRKHX HarnafoBIiB
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2)

3)

4)

Inero TecTyBamsa CNIX BCULEKO POIBMBATH, OCKINBKH 3aNpPOBA/KCHHS nepempxu T2
MigTBepIOKEHHS 3HaHb, HABMYOK T4 BMiHb OaHKIBCHKMX HArIAZOBINB SK JOTivHe
saBepleHHs HABUANBHHX 3aXONiB € HAIBHYAWHO BANUIMBUM 3aBJAHHAM, HAX SKHM
HeoBXiTHO [IPAIIOBATH - '

Heobximgo 6inpin aKTHBHO 3adyuaTH KepiBHMKIB - TAPO3AiniB T2 BiANOBIRHMX
IpauiBHUKIB CIy:xOu GaHKIBCBKOTO HArMAKy A0 y4acTi B oprasisauii Iporecy HaBpyaHH:
TIepcoHaNy CITyKOM Harlaay.

Mm ramaemo, mo iminjatuea BearingPoint momo nposesenms Kypeis THny “Hapum
punTens” Gyna mosuTHBHOMO. Taxi KypcH Bapro i TIOZANGINOMY NPOTIOHYBATH puOpanuM
npaniBEEKaM CIYKOH HACNAAY, AKi B NEPCIIEKTHBI NOBKHHI CTATH HaCTABHHKAMHM CBOIX
KoNer, BBaacMO TakoX, 110 HeoOXizHo, 3 OFHOIO 60Ky, BpaxoBYBaTH B poﬁoq()My
HARAHTAKEHH] TAKHX NpPAUiBHUKIB TXHIO Y4acTh y ceMiHapaX B sKOCTi BMK/Iazavis, a 3
mpyroro GOKy, POSTIHYTH MOXIHBICTb 3aNPOBaJDKCHHS HOAATKOBUX BUHATODOX i
TaKux IIpaliBHUKIB




Memorandum of January, 20, 2003 on the further development of the formal training
process in the BSD area of the NBU, addressed to the Director of the Personnel
Department and the Deputy Director of the General Banking Supervision Department

SUMMERY

The given memo generally mirrors the memo as of December 18, since it includes all major
recommendations developed based on the information obtained as a result of our trip to the
Sumny Banking Academy.

However, since this memo is addressed to the Department of Personnel, we somewhat changed
the emphasis of our comments. In particular, this memo is started with positive, rather then
negative aspects of the current training process in the BSD. We begin with the statement that our
general conclusion is that the personnel training process for the BSD employees continues to
develop and improve, even though that there are some issues that require further work. .

First, positive is the fact the Sumy Academy was chosen as a center for professional training of
banking supervisors, since we believe that the potential of this institution is such that it has
chances to become a national (or even international) training centers for banking supervisor in
the region.

Second, the Sumy Academy staff has academic and teaching knowledge and skilis, that, if
properly used, could be very beneficial for the BSD. For example, they could teach theoretical
aspects, while the BSD experts would address practical issues of banking supervision (e.g.,
CAMELS, UBPR, case studies, etc.)

Another positive factor is testing employed by the Sumy Academy teachers. This could be used
as a beginning of the certification program in the BSD.

On the other hand, issues that require further work are the introduction of a more meaningful
needs analysis, proper selection of course participants, development of more substantiated
schedules of training, etc. For this end, a comprehensive database should be developed. Under
the information provided by the Personnel Department, such a database is in the process of
development. We offered our assistance in how to most efficiently use this database.

Another issue that needs to be addressed is the development and use of training materials
available for the BSD. We suggest that the materials provided by us to the BSD in summer and
to the Sumy Academy in December could be used as a basis for the development of a
comprehensive library of training materials.

A problem is also the use of bank supervision employees, who had gone through the Train the
Trainer course, to teach their colleagues. The main issue here is the lack of commitment on the
part of the BSD management, as well as the lack of standardized programs.

!



Training programs offered by the Sumy Academy, even though they follow the list of courses
‘recommended in the Concept of the Formal BSD Personnel Training (Resolution # 153 of April,
25, 2002), are of orientation nature, which is important, but not sufficient. We suggest that
technical courses are also tanght, justifying this need by some provisions of the Decree of the
President of Ukraine “On the Overall Program of Training Civil Servants” # N 1212/2000. Our
interpretation of this Program is that the NBU should offer the BSD employees cougses of both
orientation and technical nature.

In the end we list recommendations to the NBU and suggestions concerning the firture
cooperation between the NBU Personnel and BSD areas and BearingPoint (see our memorandum
of December, 18).
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TO:

FROM:

CC:
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REF:
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BearingPoint.

Fomerty KPMG Consulting

MEMO

Frank Blimling, Senior Advisor

Raya Ladokhina, Program Specialist

Marina Antonova, Training Specialist

Jay Doeden, Senior Manager

December 18, 2002

Role of the Sumy Banking Academy in BSD
personnel {raining

TRIP TO SUMY BANKING ACADEMY

We visited the Sumy Banking Academy December 4 ~ 5, 2002. The purpose of the trip was
to develop a clear picture of the role and function of the Sumy Banking Academy in the NBU —
BSD personnel training process, as well as to find out how the Sumy Academy is coordinated
and managed by the Personnel Department of the NBU. Given our objective to ensure that the
formal training process together with the BSD personnel certification is developed, we set the
following tasks for the business trip:

- Find out more about the Academy, its status and role

- 'Find out how the program for the BSD is structured, focusing on:

how much training is offered to the BSD versus other NBU areas;

how long the Sumy Banking Academy has been involved in BSD training and how often

the courses are provided;
how trainees are selected;
how training staff is developed (guest lecturers versus Academy staff members, etc.)

what materials are used

- Have a look at the Sumy Academy facility in order to evaluate how appropriate it is for the
BSD training purposes

- Determine the place of the Academy in the general NBU staff training process and see how it

may be used in future for the BSD formal training program
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In order to obtain answers to these questions, contacts were established with appropriate
people via the Personnel Department of the NBU. These were the Vice Principal of the Academy
Vladimir Nechepurenko and the Director of the Research Center Sergiy Zelensky. From the
meeting with both of them, which included a tour around the Academy buildings, we obtained
the following information. '

SUMY BANKING ACADEMY . ' '

The Sumy Banking Academy (“the Academy”) was founded in 1996 as an initiative of
the NBU Governor and the Governor of the Sumy Region. Till 2000, the Academy was a regular
educational establishment under the jurisdiction of the Ministry of Education. In 2000, under the
Decree of the Cabinet of Ministers, it was moved to the NBU, having become its structural .
subdivision financed from the NBU budget. As of now, the Academy remains primarily a
university type educational establishment, with three “facuities’, teaching students in 7 subjects
in the areas of regional economics, banking, finance, accounting, management of foreign
economic activity, law and IT. :

The Academy has a Research Center, which ié in charge of all research work in the
Academy, including post graduate and senior doctorate courses. It also runs all training programs
for the NBU employees and offers some training courses to bankers in the region.,

BSD TRAINING PROGRAM IN SUMY ACADEMY

The NBU staff training is one of the functions of the Research Center. Its Director,
Sergiy Zelensky, stated that in 2002 the Center delivered 200 hours of training to the NBU
employees, including 4 or 5 courses for the banking supervision area. For year 2003, about 8
seminars for the BSD personnel is planned. He also stated that, since banking superviston is one
of the major functions of the NBU, the training of its employees takes the majority of the NBU
staff training hours in the Academy However, he was not more specific.

The NBU began to use the Academy as its training base after it had been taken over by -
the NBU about two years ago. In the current year the NBU staff training has been quite
extensive. Plans are to further intensify training of bank examiners (especially regional and low
leve}) in the Ayademy Courses for the BSD are normal]y prov1ded on the quarterly basis.

The Ac ademy is not involved in sel ectmg BSD employees to be trained in thelr fac lity.
This is done by the NBU Personnel Department. However, the Academy representatives
understand that they need to be involved in selecting trainees in order to make their seminars
meaningful. Therefore, they have now started sending seminar programs to regional offices of
the NBU, so that BSD managers would know what seminars are offered. Regions usually call
back to find out who from the NBU Central Office is going to be a guest lecturer and send -
people from appropriate areas. '

Trainers are from two sources — teachers of the Academy and employees of the NBU
Central Office, mostly managers. Mr. Zelensky said that they plan to more extensively involve



managers and top experts from regional offices in teaching. Actually, during our stay in Sumy a
BSD seminar was going on, at which a medium level manager from L’viv had a presentation.
The Academy representatives have come to understanding that teaching should be differentiated
by topics. Therefore, when they have NBU managers teaching, they send seminar programs to
the NBU beforehand, then the BSD selects the topic for the presentation and sends an
appropriate expert. The Academy understands the need in making their seminars more
differentiated and specialized, however, as of now they have to rely on what is offered to them
by the Personnel Department (development of programs) and the BSD (guest lecturers, usually
selected based on “who is available™).

The NBU Central Office employees that teach at BSD training seminars in Sumy usually
have one day or a day and half for their session. The selection of topics is done on an ad hoc
basis. There is no guidance on how to structure the presentation, or how to make its content
consistent with other topics delivered during the given week. One of such sessions was going on
during our stay. The Central Office representative was the Deputy Manager of the Liquidation
Division Liudmila Donchenko, therefore, her presentation was devoted to bank liquidation
issues, which was not necessarily relevant to the interests of the audience. Additionally, she was
distracted from teaching by the local BSD unit manager, who wanted her involved in other issues
not related fo training. Such situation seems {ypical.

Local Sumy teachers also participate in the training of BSD employees. They are
motivated, since for them it is considered extracurricular activities, which are paid separately in
addition to their regular salaries. However, these teachers do not have practical banking
supervision experience.

Materials used by teachers are available in the Academy library, which is rather good
(about 100 000 books) and has all the latest publications in relevant areas in Ukrainian and
Russian. The usage of English publications is limited, because 1) their number is not very big,
since they are cxpensive for the Academy. What is available is mostly what was donated by
different donor agencies, foreign guest lecturers or foreign government orgamzanons 2) the
knowledge of English by the Academy teachers is limited.

We presented the Academy with the CD-rom with training materials for the BSD
developed by BearingPoint advisors who worked in Kiev between 1996-2002. We also.dcnaied a
number of different courses in banking, personnel management, accounting, etc. developed and
delivered between 1995-2001 by guest lecturers within the Bankers® Training project.

The Academy representatives said that they were going to use what we donated to start
an electronic library to be used by both teachers, trainees, and students. They were also going to
introduce a requirement that NBU trainees prepare surveys and synopses on different banking
supervision topics.

However, it should be mentioned that the library has a very limited number of the NBU
regulations. It also does not regularly and consistently receive new and updated NBU regulations
on a continuous basis. There is a concern, that the Academy teachers who participate in training



NBU employees may have no sufficiently in-depth knowledge of NBU regulations and technical
aspects of banking supervision. '

Training courses for NBU employees in the Academy are finished with the testing of
participants. For each topic covered at a seminar about 40 questions are developed. However,
this is done by every teacher independently based on the topic of his/her presentation. There is
also no pool of such questions, database, or any set procedure for the structuring of such tests.
Each teacher does it the way he/she thinks appropriate.

After the seminar results of the tests are sent to the Personnel Department. It is not clear
what is done with these results there. Management of the training area of the Personnel
Department could not give us 2 meaningful answer to this question. '

SUMY ACADEMY FACILITY

The Academy has a possibility to facilitate the training function for a significant number

of the NBU employees. For the NBU staff training, there is a special room, properly equipped
with modern training devices, where 25-30 people could be accommodated at once. It was also
stated that, if needed, at least one regular classroom for students may be provided for the NBU
training purposes. : : - ‘

Under the information provided by the Academy representatives, they can accommodate
about 50 NBU employees at once in their hostels. Additionally, another Academy hotel is under
the construction, which allows to significantly increase the number of people being trained at a
time. :

ROLE OF SUMY ACADEMY IN NBU TRAINING PROCESS

The Personnel Depariment (Mr. Bezugly, manager of the training area, and Ms.
Pshenichna, his deputy) told us about their plans for the BSD staff training. Having analyzed
facilities available in relation to the number of employees of different levels, they came to a
conclusion that it was physically impossible to accommodate all BSD employees in the NBU
Banking Academy in Kiev. Therefore, they decided to devote the facility in Kiev (Abdreyevska
street) to the training of managers (beginning from the sector managers level) and other Central
Office employees, while the Academy facility is to be used for “rank and file” employees from
regional BSD units. :

The facilities in L’viv, Cherkasy and Kharkiv are planned to be ultimately devoted to the
training of other NBU areas.

The Personnel Department say, that they have a recently developed database, which also
includes all information on the training of each NBU employee, including the BSD. However, it
was not shown to us. Therefore, it is not clear 1) how the database is structured, 2) if the
information included is comprehensive enough, 3) what time period is covered for the training

history of each employee, as well as whether there are such training histories. Consequently, itis
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not clear whether the Personnel or any other area of the NBU properly performs the needs
analysis in the BSD, taking into consideration what seminars should be offered to employees of
different levels. As of now, positions are the main criterion based on which the level of the
course — basic, advanced, etc. — is determined. :

Nevertheless, the personnel representatives advised us to perform our own analysis of
the BSD personnel position structure for the purposes of our work, without offering to use their
database, which may be the indicator that 1) they either do not have a proper database, that they
claim they have; 2) they have it, but do not use properly.

Another concem is related to the structuring of BSD seminars in Sumy. Before we left for
Sumy, the Personnel Department shared with us a seminar program prepared in the Academy
and approved by the Personnel area (see attached). The topics included comply with the
preliminary recommendations in the BSD Training Concept. However, the concern is that the
NBU tries to teach a number of rather extensive and broad concepts, each of which may take a
few days and even weeks, in just one week. The Personnel representatives explained that the
purpose of this program was to meet the requirements of the President’s Decree “On Civil
Servant Training”, which declares that * training program for experts ... is of interdisciplinary
nature aimed at mastering knowledge and skills needed for professional activities in a given
area”. The Personnel Department interprets it as a requirement to regularly provide seminars that
would give a very general idea of how different areas of banking supervision function. In other
words, these seminars are of orientation, rather then technical nature.

The personnel Department agrees that more technical and specific seminars are needed,
but there are impediments. In particular, 1) experienced NBU employees are not willing to
deliver such seminars, because their management does not support their being away their work
places for the time period needed for such seminars; 2) sometimes NBU people do not have
sufficient expertise to deliver such seminars; 3) training materials are not always readily
available; 4) the NBU still relies on foreign advisors in this area.
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Sumy Program (courses will be conducted on November 18-22 and December 2-6).

Basic Course for Banking Supervision employees

# | Course Classroom { Homework
hours
i Opranisauilina cTpyKTypa, OCHOBHI HanpAMKM GaHKiBCECKOT | 4 2
HiMBHOCTI '
1.1 | OcHOBHI HANPSAMKH T2 3aBAAHHI
1.2 | basosi mpuHUMIK edekTHBHOro HArMALY 33 Ganxlncsxom 2
RiAABHCTIO
1.3 [ IipaBoBe 3abesneuecHHs AEpPKABHOTO yIIpaBJIlHHSI T2 1 1
ncp;KaBHm cnyxcﬁu B yctaHorax HBY
2. OcHoBHi MixXaHpOJHUX cTanjapTie Gyxrantepcekoro obniky | 6 2
Ta BHYTPILIHBOrO ayauTy ¥ GatKax
2.1 | Meroauuse i HopMaTHRHO-NIpaBOBe 3abe3meueHHs 2 1
GyxranTepobkoro odniKy
2.2 | Oprauizaiiia BHyTplIIIHBOI‘O Kom'pomo y GaHKy, 3on}ummﬁ 4 1
| AyIHuT :
3 Metozau Ge3BuizHOr0 aHaMisy 4 2
3.1 [UBPR 2 1
3.2 | Oprauisanis Ge3BHi3HOrO HATISRY .2 1
4 PefitunroBa onieka AiUIEHOCTI KoMeplilinoro 6auxy 6 2
4.1 | Merogomnoriusi nigxoau go pefiTMHroBol OLiHKA 2 1
KOMepHiiiHux 6aHKIB y cRiTOBIM npakTHmi
4.2 | CAMEL
5 Vpasninug puskkaMu B GaHKIBCHKiM RisneHOCTI 6 4
5.1 | Knacudikaitiss pH3HKis Ta METOAM YRPABRiHHS HIIMU 2 -1
5.2 | Ynpaeninud aKTHBHO-NaCHBHEMH ONIepalliiMH Ta 2 2
no3abanaHcOBOIO AiHHICTIO
5.3 - | BamorHi puauky 2 2
6 Oprasgizanis IHCOEKTYBaHHA 2 12
6.1 - Tiopayox npoBefieHAs BUIBHOIC HATIARY
6.2 | IHcneKkTyBaHHS Ta IiJTOTOBKA 3BiTiB
7. ITpasoBe 3abe3neuenHs GanKiBCHKOTO HAMARY Ta GanKisceKoi | 4 2
TAEMHHLL
7.1 | baHKiBChKA TAEMHMIA Ta 32XHCT 6aHKIB Iadopmaniiini 2 1
TexHomoril 2
7.2 2 1

QinaHcORi 3n0uMHK. BigMusanug 6pyHUX rpoueit
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Sumy Program (courses will be conducted on November 18-22 and December 2-6).

Basic Course for Banking Supervision employees

## | Course Classroom [ Homework
hours
1 Organizational structure, main banking activities 4 2
1.1 | Main directions and activities '
1.2 | Basic principles of efficient banking supervision 2
1.3 | Legal framework for state administration and civil service at | 1 1
the institutions of the National Bank of Ukraine
2. Basics of international accounting standards and international | 6 2
auditing standards in banking '
2.1 | Accounting laws, regulations and practices 2 1
2.2 | Organization of internal control at banks, external audit 4 1
3 Off site supervision methods 4 2
3.1 { UBPR 2-- 1
3.2 | Organization of off-site supervision 2 1
4 Rating evaluation of commercial bank performance 16 2
14.1 | International methodological approaches to rating evaluation |2 1
of commercial banks
142 [CAMEL
5 Bank ﬁsk management 6 4
5.1_| Classification of risks and methods of its management 2 1
5.2 | Management of assets and liabilities and off-balance sheet (2 12
| items L ' ' i :
5.3 | Foreign exchange risks i 2 12 :
1. e . ’ ; 1
6  |-Organization of inspection _. .. ... 2 12 :
6.1 | The order of on-site inspection . . 3 - g‘
6.2 | Inspection and preparation of reports
7. Legal aspects of banking supei'vision énd of bank secrecy (4 02
principle _ .
7.1 | Bank confidentiality and protection of banks, Information 12 1
technology. i
7.2 | Financial crimes. Money laundering. 2 1
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Tema:. ¥OpuanuHe oGrpyHTYBAHHA MOXMBOCTI 3aTIpOBa/KeHHs Npoliecy ceprudixauii
npaiieankie 6askiecsroro sarnaxy HauionamsHoro 6anky Yipaiuu

Beryn

3riano 3 poSouHM NIAHOM ApoekTy “BaockoHaneBHA GaHKIBCBKOrO HArmAAy™, OAHE
i3 TpLOX OCHOBHMX 3aBAaHb NPOEKTy QOPMYMOETHCA HACTYIHHM YMHOM:!
“IeHepafbHUil  JAeMapTaMeHT OaHKiBCLKOTO HAIMIAAY 3allPOBaKye HPOrpaMy
MiACOTOBKH TNIEPCOHANY, PO3BUTKY Kap“ep ta cepTHdikauiio npauisHEKiB CryxOu
6aHKiBCHKOTO HarIAAY .

ITig ceprudikaniclo Mu posyMicMo mpomec hi;rrnep,uxccnux npaniBHUKAMY CIEy#OH

HArJMAY BiANOBIAHOCTI iXHiX 3HaHb piBHIO HATIANOBUX 06OB”A3KIB Ta dyHKuiH, AKi

BOHM BUKOHYIOTE, CepTHdikaLis nmpauirHykiB ciyx6H GaHKIBCHKOrO Harasamy — e,
no cyTi, HaxauHa odiuifHoro A03BONMY Ha BUKOHAHHS HarNAAOBHX 32BJAHbL NIEBHOTO
pisusi cknafuocti. BoHa crmpaersca Ha KommiexcHy fMporpaMy 3 IiZBHDICHHS

Ksanuinxaml IpauiBHYKIB 6amcmcs.xcom Hamsny” (Hocmﬂona Hpanmﬂm HBY No .

153 sin 25.04.2002) T2 na neperipKy AKOCT poﬁo'm npaiipemkis, a i pesynsTath
BILTHBAIOTH Ha TIPOCYBAHHA npaumﬂams no cnyx6i Ta mowmkani 3aGesnedysaru
YTIOpAAKOBaHHE PO3BHTOK TXHIX Kap’ep ¥ Hamomy]snmy 6aHKy.

Ha naity IOy™mKy, npouec oep'mdnxaun HeobxigHult came y cuyxcﬁl 6aHKchbKOI‘0

Harysiy  TOMY, WO XapaKTep poBoTH GaHKIBCHKMX HATJALOBUIB - BHISHHX;
iHCIIEKTOpiB i aHaiiTHKiB — mepexfavac perynapHi i 4acTo DOCHTE IHTEHCHBHi
KOHTAKTH 3 KoMepui¥inuMu Gankamu. Harnsgoseup, AKdMH NMpanioe 3 KOMEpLiHHUM

GankoM, ¢ odiuiimuM mpepcrasuHkom HaujowansHoro GaHky — YkpaiHu.
Hauiosanesuit 6ank mosuHeH §yTH ynesHenuM, 1o ocoba, axa odiuifino Bucrynae
BiA Horo iMeHi, Mae BiAMoOBiAHi 3HaHHA Ta KBalTidikauito,




IIpouec ceprudikauii se npompiqm npouecy arecrainii i He 3aMiHAe ¥oro.
ATectanis - ne 8 mepuiy uepry OUIHKA SKOCTI BMKOHAHHA q:yuxmonanwm(
ofoB’a3KiB, fKa nepenbayac TaKOX OLIHKY cymnmnoc'rl fpaliBHuKa, #Horo
AHCUHILIIHOBAHOCTI, BMIHHA NpAlIOBaTH B KONeKTHBIi Tomo. YacTota Ta Xapaxtep
TIpOBEACHHS aTectauift He nepeAGauaioTs MIHGOKOT MepeBipKy KOHKDETHHX 3HaHb
npauiBHEKA,

3i ceoro Goky, cepmudikallis — 1e came MpOUEC NEPEBIPKH KOHKPETHHX 3HAHD, IKHMK
MOBHHEH BOJNOAITM MNpauiBHMK, a6 GYTH CHPOMOMHMM BUKOHYBATH 3aBAAHHSA
TEXHIYHOrO XapakTepy BilfoBiAHOTO pibHA. CepTHdikalis MOXUTHBA JIHIIe 32 YMOBR
NPOXOIKEHHSA upauisﬂuxom nepHOro ofcAry HasuauHs, %K y Knmaci, Tax i Ha
poGouomy Micui. TaxuM YHHOM, cepTHdikanis Geanocepem{ao MOB’g3aHa 3 MPOLECOM
HaBYaHHA NEPCOHAITY.

e o.u.aiero ocoGNuBICTIO npoLecy cepTHIKAL] € Te, MO B KIHUEBOMY CBOEMY
BHDSAI Bin nepeafadac HaliMaHHA Ha poGoTy Ha KOHKYPCHIH OCHOBI, a Taxox
OpocyBaHHS MO ¢myx6i Ta mnigBHImEHHA 3apobiTHOl mAaTH 3 YpaxyBaHHsM
Pe3ynbTaTiB AK aTecTatil, TaK i ceprudikanii.

Mu 3pifiCHUNH OTVIAK 32KOHOAABYHX T4 HOPMATHBHMX aKTiB Vkpalhu, aki, Ha Ham
NOTAAA, AAKOTH MiACTABH JUIS PO3TILALY MOMXUIHBOCTI PO3POGNEHH Ta 3aIpOBAIKEHHS
npoiecy ceptudikanii npauisHukiB GaHkiscskoro Harnaxy HBY ma  ocHoBi
KOMIUICKCHOI IPOrpaMH MiATOTOBKH NEPCOHaNy ciryx0H GaHKIBCHKOTO Harasy.

OOIpYHTYBaHHS __MOM/IMBOCTI _CTBODEHHS T4 3aNPOBADKCHEAS _ NPOIECY
ceprudikanii npanisAnKiB caixbn GaHKiBCLKOro HArALY

Hpauisuuku HanionansHoro 6anky YKpaiHu MaloTh CTATYC AEPKABHHX CTyXGOBILB.

Bigrosinso no Cr. 64 3akouy “TIpo HaujonansHuit Ganx Yrpainu™, “ymMoBH Haiimy,
3BUIBHEHHH, OMUIATH Tpali, HajaHHA BIANYCTOK, CMyxG0Bi 0OOB'T3KM Ta mpasa,
CHCTEM2 AMCHMIUIIHAPHHMX CTATHEHb, MHTAHHA CONIaNBHOrO 3axMcTy CayxGoBlUiB
HanjionansHoro 6anky pu3HavaloThes 3akoHoM Vipaiuu “Tipo_gepxapHy cryx6y”...
C Bui_ HauioHanetoro GaHKy € HepXaBHUMH ¢ OB i Do Hux
3aCTOCOBYIOTECA HOpMH 3aKoHy Ykpaiuu “IIpo gepxabHy cmyx6y”, akimo ue# 3akoH
HE BCTaHOBITIOE ituroro."

Cr. 4 3aK0Hy “Hpo nepxaBHy CIyxGy” nepen6aqae, we “npaBo Ha ASPKABHY
cnykBy ‘MaoTh rpoMmamAHH - VKpaiHH i AKi OHEPXaNH BIANMOBIAHY OCBITY i
npotbemﬁﬁy nmro'ronxy Ta NpOHLMYE Y BCTAHOBJNEHOMY MOPAAKY KOHKYDCHMi

8igbip”. Kpim Toro, siznopigno so Cr. 18 nporo >k 3akoMy, “NMpH npHHHSTI Ha
nep;xaBHy cmyx0y MOXE BCTAHOBMNIOBATHCH BHRPOOYBAHHA TEpMiHOM 1O MIECTH
Micauis”. Sk Bie 3a3Hauamocs, HaiiMaHHs Ha po0OTY Ha KOHKYPCHIH OCHOBI €
eNneMeHTOM Mpollecy ceptudikauiii, ockimbku nepenbavae ouinkKy 3HaHe. TepMin
BHNpo0yBaHuA, y CBOIO uepry, nepeabauac HaGyTTA [eBHOrO PpiBHA 3HaHb 2a
sianosinuuii nepion i niaTBepmKeHHA TX B TOM uM iHILKHA cMOCIB.

Bignosiano A0 3aKOHOAABCTBA YKpaiH, € TpH cnocobH OUIHIOBAAHHS JNEPXABHWX
cyxOoBLiR:

g/



1} Arecranisn, wio NPOBOAMTECS pa3 Ha mpu poxy BigmosiaHo Ao Ionoxenns KMY
“Ilpo nposenenHs arecrauii gepxaemux cmyxGoBiuis” Nel922 mix 28.12.2000.
Min 4ac arectanii “oLiHIOIOTBCA pe3ymbTaTH poGOTH, AINOBI Ta mpodeciiini
AKOCTi, BuABAeHi TpaUiBHHKAMH npH BUKOHaHHI CnyXGoBHX 06OB'3KiB,
BUSHAYECHUX THAOBHMH tpodeciiino-kepanidpikauiiHEMH  XapaKTepPHCTHKAMH
nocan i BifoOpaKeHHX Y TOCRHOBMX IHCTPYKUSX, IHO 3ATBEPIKYIOTHCA
KepiBHHKAME [EpXKaBHMX OpramiB BignioBinHO 0 3akoHy Yxpaimu “IIpo
AepxapHy cnyxO6y” Ta iHIIMX HOPMATHBHO-IPABOBHX AKTIiB”.

2) “IHopiuHa oNiHKA BUKOHAHHA ZEPIKABHMMK CIYXOOBLAMH NOKNAJCHUX Ha HUX
3aBfiaHk Ta CGOB'A3KIB Y MOPANKY, BHSHAYCHOMY KEDIBHUKOM, AKHMI MpU3HAYac Ha
MOCAH Ta 3BUIBHSAE 3 MOCA] 3a3HAMEHMX 0Cib, 3 ypaxveaHHaM uporo ITonoxerHs
Ta 0cOBHAMBOCTEH KOMHOIQ AEPMABHOIO Opramy. Taka ouiHKa MPOROIUTHECH
‘6e3nocepennbo KepiBHEKAMH CTPYKTYpHUX TiZPO3NINiB, e NPaLOIOTh NepXKaBHi

cryxboBui , nig 4ac niAduTTa migcymkis poGotu 32 pik” (HOHO?KCHHS! KMY -

Ne1922),

3) Icoarm pna “3,u1ﬁcﬂcnﬁx HE3ANeKHO Ta Hcyncpcmxenm omHKu AKOCTI
_TIpofecilinoro HaBYaHHA AepiKaBHUX ciywGoBLiE i npodecifinol mpumaTHocTi o
nepxaBHOE ciyxOm Ha nesumx nocanax” (Vias Ilpesngenta "Tlpo koMmnekcHy
fIporpamy MiATOTOBKH JIEP)KaBHAX CyxGoBris" Ne N 1212/2000) B Vkasi Takox
3a3uaqaerbcﬂ HIo “BYBYEHHA Ta eheKTHBHE BUKOPHCTAHHS {HO3EMHOIO NOCBIRY 3
nuTaHe npo@ecmnoro HABYAHHA JepkabHux cnyxOOBUIE € ofHMM i3 3acobie

€BponeHChKOT Ta CBiTOBOY inTerpauil Vipaiuw”. IlpudoMy “npiopHternumu -

HaMpAMaMK MDKHAPOAHOTO cIiBpobitHuuTea 3 nuTans npodeciliHoro Hapuanua
,uepxcaaunx cIy>kGOBIIB 3 BHKOPHCTAHHAM MDKHAPOAHOT TEXHIYHOY JONOMOTH €7,
30KpeMa, “‘pospobneHHs KOHUENTYa/IbHHX 38037, BH3HAUCHHA aMicTy icnuris Ta
METO/UKY iX MPOBEICHHSA “.

Ho oyr, us ocraHHa nurata OoOYpyHTOBYe mnpolec cepTHikauii, axui He
MPOTHPIYHTE i MOBMHEH NMOEAHYBATHCE i3 MPOLECOM ATECTAUIl TA HIOPIYHOT OMiHKY

BUKOHaHHA TpalliBHUKaMu cAy:k6M Haragy ixHiX conyx60Bux o0OB’A3KiB.

CepmciJiKauiﬂ 32 CBOEID cy'mo nepcnﬁaqae TIPOXOZHKEHHA NEBHOrO TeCTYBaHHA abo
iCTIMTiB [Ui mepeBipku BiAROBIAHOCTI 3HaHR Ta BMiHB NpaniBHMKa c’rannapmm
BCTAHOBNICHHM AT BHKOHAHHA THX UM iHUMX npodecifinux dpyHkuiif.

Kpim Toro, ockinbku VK&S Hpesu,uema Ne N 1212/2000 susnauae pozpob‘néﬂm
KOHUSHLIl, 3MICTY Ta METOZMKH MPOBEASHHA icmuTis AK MPiOPHTETHUX HAnpsaMis
MiXxzapoxuoro cnispoGiTHHHTB2 3 vmTaHbL npogeciliHoro HaByaums, Ie nae
MOMIHBICTB Hamouam,nomy GankoBi VkpaiHM IHMPOKO  BHKOPHCTOBYBATH
Mlmaponﬂni’: zocsin. Binnosiany mdnopmamro Ta HOMOMOTY MOXHA QTPUMATH AK
Yepes MOCTIfiHUX -paauuKkiB, Tak i 3 iHINMX JUKepelN, HANDHKNAJ, Yepe3 MEpexy
IuTepuer TOWIO.

OGrpynrypanna _meobxinpocti 3IMilMeHHN UpPOIeCY HABYAHMS  HEPCOHANY

cayx0n 6aBKiBCHKOr0 HALAARY .

Bignosigno no Cr. 3 3akony “Ilpo mepxkasHy cayx8y”, OAHMM 3 OCHOBHHX
MPHHUMNIB AepxaBHOi cayxOH € “mpodecioHanism Ta KOMHETEHTHOCTE” AepKABHUX
cnyxbosuis. Jna mpauishukiB GaHKIBCHKOro HarAsxy HasBHICTH npodecioHamiamy
Ta KOMIIETEHTHOCTi MOXe OyTi 3abe3neueHa IMINE MIIAXOM MOCTIHHOTO TpeHIHry T2
HaBYaHHs NpPauUiBHUKIE Ta 9acTol perymsipHol nepeipku IXHIX 3HAHG, HABMYOK Ta

[P P
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BMiHb. Tinbky Tak MOXHa 3abe3neunTH anekBaTHHH piBeHD “npod:ecionaniamy Ta
KOMNETEHTHOCT?, HeoOXinuuil ana ecpcmnuoro BHKOHAHHA IxHIX QYHKUIH.
3HaHHA, HABHYKW Ta BMiHHA, W0 GyaHM OTpMMaHi NpauiBHMKAMH GaHKiBCHKOo
HarMARy y BHIMX Y4GoBHMX 3aKiafiaX, He MOXYTh OYTH AOCTaTHIMH WA IxHBOT
poSorh. Lla ramyss Ryxe crieuudiuna i notpebye OKpeMOro HaBYaHHS, WO Mac 6yTH
3abesnieuete B MpoNeCi BUKOHAHHA KOHKPETHHX HAMNAAOBHX (YHKILH. Hpamn(a
NoCTiHOrO HaBYAHHA npamammn 6aHKIBCHKOTO HAPMIAAY T2 PEry/ApHOT NEpeBipKu
iXHIX 3HaHB, HaBMYOK Ta BMiHbL iCHye B YCiX pO3BMHeHMX KpaiHax csity. Lie
HeoOXiHNH KOMMOHEHT 3aGe3neueHns cTabinbHocTi GaHKIBCEKOT CHCTEMH

KpiM Toro, c1.10 3akony “Tlpo pmepxasHy cmyx0y” BKasye Ha Te, IO OJHHM i3
00OB’A3KIB AEpXaBHHX CNYKGOBUIB € “mocTiliHe BROCKOHANEHHA OpraHi3awil CBOET
poGote i mimBHmIcHHA npodecitinoi keanidicani’”. Hani, y cr. 29 “Hapuauus i
nigsuilienns xpanidikanii fepxaBHUX cAyKGOBLIB” BU3HAYACTLCA, MO “AePKABHHM
City’KGOBISIM CTBODIOIOTECA YMOBM [/If1 HAaBYAHHA i NiABWINEHHA Ksanidikami y
BIAMOBIAHMX HABUANBHMX 2aKiMagax (Ha (aKymbTeTax) T4 IUIAXOM CAMOOCBITH.
Hepxaeni crmyxGosui minBHITyIOTs cBOl KBamidikauito noctidtHo, y momy wucai
4epe3 HaBYAHHA Y BIANOBLIHMX HABYAIBHIX 3aKIIANAX, SK MPABHIO, HE pijiIe ONHOTO
pasy Ha I'STh poKiB, Pe3ynbTaTe Hapyamus i nmigsHOIeHHSA Ksani(bixauﬁ' € ONHIEIO 3
niAcTas Ais HPOCYBaHHS 110 cryx6i”. Crosa “y TOMY 9HCIH” 03Ha4a0Th, MO NOBAHRHI
1cuynam pi3ni BHAW NOCTIHHOrO HaBYaHHS HEPXABHHX CTYXGOBUIB (BITIOYAIOTH
NpauisHyKiE OaHKIBCBKOTO HATJAAY), NMPHYOMY MUIA HHX MAIOTH CTBODIOBATHCA
HaNeXHi YMOBH JUIA IIbOrO HABYAHHA Ta i ABHMEHHS Kpasidikaris.

Yxa3s Ilpesusenta ‘“Tlpo  KOMIJIEKCHy TNporpaMy MIiATOTOBKHM  JEPXKABHHX
cmykGosuis” Ne N 1212/2000 pusHauae, wo “HaBuamms 3a npodeciliuumu
nporpaMamMy MiABHEICHHA KBanidikanil aepxasHux ciyxGoBUiB Mae 3AifCHIOBATHCS
B pasi: 3apaxyBaHHA AO Ka#pOBOFO pe3epBY; NMPHIHATTA Ha_HepXaBAY CAYXOY;
3afHATTA NOCaAM BUIIOT KaTeropil (MPOTATOM MeplIOr0 POKY); Hepel Yeproboio
4TeCTAUiCI0 AEPXABHOTO CNY)XGOBLA; HARBHOCTI BHpoGHMuMx motpel.” 3posymino,
HI0 NPUAHATTA Ha fepXaBHy ciyxO0y, 4K NpaBuiIo, 03HaYaE, WO TaKHi NpaliBHHEK He
Mae focBifly poboTH B faHiii ramysi Ta sumaraze npodeciiiqoi miarorosku. Taka
TArOTOBKA MOBHHHA MOEAHYBATH KYPCH SK ODIEHTAaUiHHOro xapakrepy, SKi JQ1OTH
3arafnbHe yABJIGHHS MPO T€, YHM 3alMacTecA AaHa opraHisanid, Tak i cepilo Kypcis
CYTO TexHi4HOT CHPAMOBAHOCTi, abH MpaliBHHK HABYHBCA BUKOHYBATH KOHKPETHY
poboty BignoBigHo @O Bﬂpoﬁﬂmnx notped. OueBrAHO, W0 A0 BHPOOHHIHX MOTped
Tpeba BiAHECTM OTpUMaRHA CreliafibHMX 3HaHD B radysi MeTofiB Ta nuxxome
6aHKiBCHKOTO HaryAgy. : . :

Yka3s taKoX BHM3HAYaE, WO “A0 OCHOBHMX BMAIB MUABHIUEHHA xBanidikauii
IepXaBHHX CHyKGOBLUIB, 1O MAlOTL 3abearieynTH Horo Ge3nepepBHICTh, HANEKHTS
HABYAHHA: 33 MpOTpaMaMHM TeMaTHYHMX MOCTIHHO AIFOYHX T4 KOPOTKOTEPMIHOBHMX
ceMiHapiB, 10 HPOBOAATHCA 3_YDaxXyBaHHAM mMotpel y minsHiuenHi edexTBHOCTI
BUKOHaHHS NoCanoBux OOOB'A3KiB i pe3ynbTATiB IHOPIUHOIO NpOBEACHHA OUIHKH
npodeciitoi aiansHocTi AepxaBHAX ciryxGoBUiB.” To6To, TyT icHYE npaMuit 38°330K
i3 NpuHLMnamy, BUKMageHuMH B “KoHuenuil niaroToBku nepcoHany GaHKiBCHKOrO
HarAsAy”, AKi HaronoulyioTh Ha 6e3NepepBHOCT] HABYAHHA ‘Ta HOTo Pi3HOMAHITHOCTI.
Tig pisHOMaHITHICTIO PO3YMIETBCA NOCAHANHR PiSHUX BHOIB HAaBYaHHL — Y KAaci, Ha
pofouoMy MicCHi, a TAKOX HaxBHICTb HaBYaNBHHX KYPCIB AK BY3bKO TEXHIYHOrO, TaK i
3arafibHOro OrfAN0BOrO XapakTepy. Bee L, OYEBHAHO, BHU3HAYAETHCA KORKPETHHMHE

notpebamMu JaHOT CTPYKTYPH.




Ocobampocri inTepnperauil 3axoHoAaBuUnX _aKTiB M0N0 HABYAHMSA _Ta
ninTeepLKenns kBatidikanil nepaasunx cayxGopuis

Cr. 6 3axkony “TIpo AepskaBHY CiyxGy” BU3Hauae, WO “NUTaHHA (QYHKIiOHYBAaHHS
nepxasHoi cmyOM B iHUIMX JREpHKABHMX OpraHax, NpPaBOBE CTAHOBMILE AKHX
PEry/IOEThCA CTICHiAIBHUMH 3aKoHaM¥ VYKpaiHH, BHpIIYIOTBCA HUMHM OpPraHamy’.
Tobro, 3akon “Ilpo AepxkaBHy cnyxGy” € NOCHTH THydKHM i nepembauae, 1o
HAasBHICTE OKpemoro 3akony “Iipo Hauionamenmii Gank Ykpains” wagae HBY
MOXUIMBICTE BHPIMIYBATH Li NMHMTAHHA 3 YpaxXyBaHHAM ocoOMMBOCTeH MepKaBHOl
cayxbu B HBY Ta wineit Ta 3apnaur HauioHamnHoro GaHKy (30KpeMa, uinet
etexrupHoro 6aHKIBCEKOro Harnamy).

TakuM HHHOM, iCHYIOTH BCi IODHAMYHI MiCTABH U1 3aNPOBAMKEHHS TNPOHECY

ceprubikanil npauipHUKis SaHKiBcbKoro Harasay. Bisslu Toro, s BUKOHAHHA HOPM.

3aKOHOAABCTBE YKpaihn HauioHanshuil 6aHKk YkpalHy Mac BHOCKOHANMTH CHCTEMY
HaBYaHH® Ta MEpeBipKM 3HaHb, HABMMOK TA BMiHb NpamiBHUKIB GaHKiBCHKOFO
HarJsxy. _ o
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Inftroduction

Under the BearingPoint Banking Supervision Project Work Plan, one of the three
main components of the Project is the following: “The NBU Bank Supervision
Department implements an institutionalized program for training, career advancement
and certification of bank supervision officials”.

The certification is understood as a process of the confirmation by banking
supervisors of the compliance of their professional knowledge and skills with the
level of their supervisory responsibilities and functions. The certification of banking
supervisors is, essentially, the issuance of an official permit to perform supervisory
assignments of a certain complexity level. It follows the Comprehensive Professional
Development Program (Resolution # 153) and the evaluation of the quality of work of
personnel, while its results should influence their career growth and be aimed at
ensuring an organized development of their careers with the NBU.

In our opinion, the certification process is particularly needed in the banking
supervision area, because the nature of work of banking regulators (examiners and
analysts) includes regular and rather extensive contacts with commercial banks. A
supervisor, who works with a cornmercial bank, officially represents the NBU. The
NBU, therefore, should ensure that a person that officially acts on its behalf has
appropriate knowledge and qualifications.

The certification process neither contradicts the attestation process, nor is meant fo
replace if. The atfestation is primarily an evaluation of the employee’s performance,
which inciudes also the assessment of his/her working ethics, discipline, teamwork
abilities, efc. The frequency and nature of attestations do not involve any in-depth
testing of specific knowledge of the employee.

On the other hand, the certification is a process aimed at the testing of specific
knowledge, that employees should have in order to be able to perform technical
assignments of appropriate levels. The certification is possible only under the
condition that employees go through a certain amount of training, both formal and on
the job. Therefore, the certification is directly related to the personnel training
process.

Another feature of the certification process is that in its ultimate form it includes
hiring on a competitive basis, as well as career development and compensation
growth taking into consideration results of both attestation and certification.

We completed the review of laws and regulations of Ukraine, which seem to give a
basis to discuss the possibility of the development and implementation of the
certification process for the NBU banking supervision area supported by the formal
personnel fraining program.

Legal Justification of the Development and Implementation of the Certification
Process in BS

The NBU employees have a status of civil servants. Under Article 64 of the Law on
the NBU, “Terms of hiring, firing of, compensation to, vacations, professional rights



and responsibilities, disciplinary fines, social security issues of the NBU employees
are determined by the Law on Civil Service... The NBU employees are considered
civil servants and are subject to terms and conditions of the Law on Civil Service,
unless otherwise provided for in this Law”.

Article 4 of the Law on Civil Service provides that " the right to civil service is the
right of citizens of Ukraine who have an appropriate education and professional
training and are selected on a competitive basis... ." Additionally, under Article 18 of
this Law, "when hired to the civil service, a trial term up to six months may be
established”. As it has been stated, hiring on a competitive basis is an element of the
certification process, since it includes the testing of knowledge. The trial term, ‘also,
implies, that during a specific period of time a certain Ievel of knowledge is to be
obtained and confirmed in some way.,

Under the Law of Ukraine, there are three ways of assessment of civil servants:

4) Attestation, which in compliance with the Policy of the Cabinet of Ministers On
the Attestation of Civil Servants “is performed once in three years”. During the
-attestation “employees’ performance and professional qualities are evaluated, that
‘he/she demonstrated in the course of the fulfiliment of functional responsibilities,
determined in standard professional and qualification characteristics of jobs and
relevant job descriptions approved by managers of government bodies in
compliance with the Law of Ukraine on Civil Service and other regulations”.

5) "Annual evaluation of employees’ performance in compliance with a procedure

 determined by the manager, who appoints them to or dismisses from positions,
taking into consideration this Policy and the nature of a specific government
institution. Such evaluation is performed directly by supervisors (managers) of
units in the course of the preparation of a conclusion on the annual performance
results " (Policy of the Cabinet of Ministers)

6) Examinations “to obtain an independent and objective assessment of the quahty
of professional fraining of civil servants and of the professional qualification fo
occupy_specific_civil service positions " (Decree of the President On the

Comprehensive Training Program for Civil Servants Ne N 1212/2000). The

Decree also states that “the studying and efficient use of international experience
in the area of professional training for civil servants is a means of European and
gaobal integration for Ukraine." At the same time, "a priority in the area of civil

servants’ professional training with the use of international assistance is the. .
devexopment of a concept and content ot examinations as well as their

methodology *.

Essentially, the latter substantiates the certification process, which does not contradict

and should be combined with both attestation and annual evaluation. Certification.

implies that certain tests or examirations are taken in order to verify the compliance:
of knowledge and skills of employees to standards that they are to meet in order to be
able to perform specific professional functions.

Additionally, since the President’s Decree names the developnient_ of the concept,
content and methodology of examinations priorities in the international cooperation in
the professional training area, this should allow the NBU to widely use international
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experience. Appropriate information and assistance may be obtained from both
permanent advisors, and other sources, e.g. via Internet.

Justification of the Need in Strengthening of the BS Personnel Training Process

Under Article 3 of the Law on Civil Setvice, one of major principles of civil service is
“professionalism and competence”. For banking supervisors professionalism and
competence may only be ensured through ongoing training of personnel and regular
verification of their knowledge and skills. This is the only way to ensure an adequate
level of professionalism and competence, needed for them to efficiently perform their
functions. Knowledge and skills, received by banking supervisors in higher
educational establishments, may not be considered sufficient for the work. This area is
rather unique, thus requiring specific training, which should be ensured in the process
of performing supervisory functions. The practice of ongoing training and regular
verification of knowledge and skills of banking supervisors exists in all developed
countries. This is a necessary component for ensuring a stable banking system.

Additionally, Article 10 of the Law on Civil Service states that one of responsibilities
of civil servants is an “continuing improvement of the organization of their work and
enhancement of professional qualifications ". Further, Article 29 “Training of Civil
Servants” of the same Law states, that “¢ivil servants have -adequate conditions for
leamning and training in appropriate edicational institutions (faculties) and through
self-education. Civil servants shall enhance their qualifications on an ongoing basis,
including training in appropriate educational institutions, usually at least once in five
years. Results of training and the enhancement of qualifications are one of bases for
the career development." The word “including" means, that there should be different
types of ongoing training for civil servants (including banking supervisors), with
appropriate conditions being available.

The Decree of the President On the Comprehensive Training Program for Civil
Servants states, that "training based on professional programs for civil servants should
be provided in the following cases: admission to the “personnel reserve™; admission to
the civil service; occupying a position of a higher category (during the first year);
before a next civil servant attestation, availability of needs for the job”. Obviously,
admission to the civil service usually means that an employer requires professional
training. Such training should combine courses of both orientation nature, that give a
general idea of the organization activities, and a series of technical courses, in order t
teach the employee to perform specific functions in compliance with needs for the
job. Obviously, needs for the job include special knowledge in the area of banking
supervision methods and approaches. '

The Decree also states, that “main fypes civil servant training, aimed at ensuring its
continuity, include training on the basis of programs of specific ongoing and short
term seminars, held based on the needs in the enhancement of the efficiency of the
function performed as well as results of the annual evaluation of civil servant
activities ". In other words, here is a direct relation between the principles listed in the
Concept of Comprehensive Professional Development Program for Banking
Supervisicn, that stress continuity and variety. The latter is understood as the
combination of different types of training — in the classroom, on the job, as well as
different courses of both specific technical and general overview nature. All this,
obviously, is determined by specific needs of a given agency.
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Interpretations of Laws and Regulations on Training and Confirmation of Civil

Servant Qualifications

Article 6 of the Law on Civil Service states, that “the issue of civil service functioning
in other government bodies, the legal status of which is addressed in specific laws of
Ukraine, shall be resolved by these bodies”. This means that the Law on Civil Service
is rather flexible, allowing the NBU, based on the Law on the NBU, to address these
issues taking into consideration specific features of civil service in the NBU and the

purpose and objectives of the NBU (in particular, the efficiency of banking
supervision).

Therefore, there are all legal foundations for the implementation of a certification
process in the BSD. Moreover, in order to meet the requirements of law of Ukraine
the NBU has to improve the system of training and confirmation of knowledge and
skills of banking supervisors.
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CC: Alex Kutsenko, Economic Specialist
Marina Antonova, Program Specialist
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DATE: December 20, 2002

REF: Overview of International Practice on Regulatory
Requirements for Risk-Management Systems and
Internal Control at Banks:

OVERVIEW OF INTERNATIONAL PRACTICE ON REGULATORY REQUIREMENTS
FOR RISK-MANAGEMENT SYSTEMS AND INTERNAL CONTROL AT BANKS.

| THE USA

Section 39(a) of the Federal Deposit Insurance Act (FDI Act) 12 U.S.C. 1831p-1 requires each
Federal banking agency to establish operational and managerial standards, in the following areas,
for all depository institutions that it supervises:

¢ intemal controls, information systems, and internal audit systems,

e loan documentation;

o credit underwriting;

* interest rate exposure;

e asset growth; and

¢ compensation, fees, and benefits, and

¢ such other operational and managerial standards as the agency determines to be

appropriate.

When a bank fails to meet any of those standards, the banking agency may require the bank’s
management to submit a plan to address deficiencies. If the bank fails to submit a satisfactory plan
within the time allowed by the agency, or fails in any material respect to implement an accepted

Business and Systems Aligned. Business Empowered.”
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plan, the agency must, by order, require the bank to correct the deficiency. These orders and
directives can be enforced in the following ways:

o Judicial remedies. Whenever a bank fails to comply with an order issued under section
39, the agency may seek enforcement of the order in the appropriate United States
district court.

* Failure to comply with order. The agency may assess a civil money penalty against any
bank that violates or otherwise fails to comply with any final order issued under section
39 and against any “institution-affiliated party” who participates in such violation or
noncompliance.

*  Other enforcement action. In addition to the actions described above, the agency may

seek enforcement through any other judicial or administrative proceeding authorized by
law.

Following the requirements of section 39, the U.S. bank regulatory agencies have promuigated the .
“Interagency Guidelines Establishing Standards for Safety and Soundness” which is located at Part
364 of the Code of Federal Regulations. _ ST

Appendix A to Part 364 contains standards in each of the arcas set forth in Section 39. The
highlights are as follows:

Internal controls and information systems. Each institution should have internal controls and

information systems that are appropriate to the size of the institution and the nafure, scope and risk
ofits activities and that prov1de for:

¢ An organizational structure that establishes clear lines of authority and responsibility for
monitoring adherence to established policies;

Effective risk assessment;

Timely and accurate financial, operational and regulatory reports

Adequate procedures to safeguard and manage assets; and

Compliance with applicable laws and regulatlons

® & o @

Internal audit system. An institution bhOUld have an 1ntema1 audlt system that is appropriate to the
size of the institution and the nature and scope of its activities and that provides for:

* Adequate monitoring of the system of internal controls through an internal audit function.
- For an institution whose size, complexity or scope of operations does not warrant a full

scale internal audit function, a system of independent reviews of key intemal controls may
be used;

-+ Independence and objectivity;
¢ Qualified persons;
* Adequate testing and review of information systems;
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Adequate documentation of tests and findings and any corrective

actions;

Verification and review of management actions to address material

weaknesses; and

Review by the institution's audit committee or board of directors of the effectiveness of the
internal audit systems.

Loan documentation. An institution should establish and maintain loan documentation practices

that:

Enable the institution to make an informed lending decision and to assess risk, as necessary,
on an ongoing basis;

Identify the purpose of a loan and the source of repayment, and assess the ability of the
borrower to repay the indebtedness in a timely manner;

Ensure that any claim against a borrower is legally enforceable;

Demonstrate appropriate administration and monitoring of a loan; and

Take account of the size and complexity of a loan.

Credit underwriting. An instifution should establish and maintain prudent credit underwriting
practices that:

Are commensurate with the types of loans the institution will make and consider the terms
and conditions under which they will be made;

Consider the nature of the markets in which loans will be made;

Provide for consideration, prior to credit commitment, of the borrower's overall financial
condition and resources, the financial responsibility of any guarantor, the nature and value
of any underlying collateral, and the borrower's character and willingness to repay as
agreed;

Establish a system of mdependent ongoing credit review and appropnate communication to
management and to the board of directors; . : .

Take adequate account of concentration of credlt rlsk and

Are appropriate to the size of the institution and the nature and scope of its activities..

Interest rate exposure. An institution should:

Manage interest rate risk in a manner that is appropriate to the size of the institution and the
complexity of its assets and liabilities; and

Provide for periodic reporting to management and the board of directors regarding interest
rate risk with adequate information for management and the board of directors to assess the
level of risk.

Asset growth. An institution's asset growth should be prudent and consider:

ql



» The source, volatility and use of the funds that support asset growth;
e Anyincrease in credit risk or interest rate risk as a result of growth; and
o The effect of growth on the institution’s capital,

Asset quality. An institution should establish and maintain a system that is commensurate with the
institution's size and the nature and scope of its operations to identify problem assets and prevent
deterioration in those assets. The institution should:

Conduct'periedic asset quality reviews to identify problem assets; '
Estimate the inherent losses in those assets and establish reserves that are sufﬁclent fo
absorb estimated losses;

Compare problem asset totals to capital;
‘Take appropriate corrective action to resolve problem assets; '
Consider the size and potential risks of material assct concentrations; and -

Provide periodic asset reports with adequate information for management and the board of
directors to assess the level of asset risk.

* o a0

Earnings. An institution should establish and maintain a system that is commensurate with the .

institution's size and the nature and scope of its operations to evaluate and monitor earnings and
ensure that earnings are sufficient to maintain adequate capital and reserves. The institution should:

o Compare recent earnings trends relative to equity, assets, or other commonly used
benchmarks to the institution's historical results and those of its peers;

s Evaluate the adequacy of earnings given the size, complexity, and risk profile of the
institution’s assets and operations;

» Assess the source, volatility, and sustainability of earnings, 1nclud1ng the effect of
nonrecurring or extraordinary income or expense;

e Take steps to ensure that earnings are sufficient to maintain adequate capltal and reserves

. dfter considering the institution's asset quality and growth rate; and :

e Provide penodlc earnings repons with adequate information for management and the board
of directors to assess earnings performance

Compensation, fees and benefits. An institution should maintain safeguards to prevent the payment
of compensation, fees, and beneﬁts that are excesswe or that could Iead to material ﬁnanclal Ioss to
the institution.

With regard to internal controls and the internal audit function, Section 39 also makes reference to
Section 36 of the FDIA, 12 U.S.C. 1831m. Pursuant to sections 36 and 39, the agencies have
issued a separate provision on these items, which is contained in Part 363 of the Code of Federal
Regulations.
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According to Part 363, each institution should determine its own standards for establishing,
maintaining, and assessing the effectiveness of its intemal controls. In considering what
information is needed on safeguarding of assets and standards for internal controls, management is
encouraged to review guidelines and handbooks provided by its regulatory agency, as well as
standards published by professional accounting and auditing organizations and financial institution
trade associations.

Each insured depository institution is required to establish an independent audit committee of its
board of directors. The members of the committee must be “outside” directors, i.e., directors who
are independent of management of the institution. The duties of the committee include reviewing
with management and the independent public accountant the basis for the reports issued under Part
363.! The audit committee of any large institution (defined as having total assets of more than §3
billion) must include members with banking or related financial management expertise, have access
to its own outside counsel, and not inciude any large customers of the institution. If a large
institution is a subsidiary of a holding company and relies on the audit committee of the holding
company to comply with this requirement, the holding company audit committee cannot inctude
any members who are large customers of the subsidiary institution.

Each of the federal regulatory agencies has provided guidance on responsibilities for individuals
who serve as directors of financial institutions. These guidancés review generally the
responsibilities and liabilities under statutory, regulatory and case law for directors. Directors may
reference these guidelines as follows: Office of the Comptroller of the Currency ("OCC"), The
Director's Book, March 1997, and Red Flags in Board Reports, September 2000; Federal Reserve
Board (“Federal Reserve"), Basics for Bank Directors, November 1998; Federal Deposit Insurance
Corporation ("FDIC"), DOS Manual of Exam Policies on Management/Administration, February
2000; Office of Thrift Supervision ("OTS"), Oversight by the Board of Directors, June 1999;

Importantly, directors "are also alerted by the regulators as to current heightened areas of
responsibility. For instance, the FDIC has clearly stated in its examination manuals that the
policies and directives of the Board of Directors should include "provisions for adherence” to the
Interagency Guidelines Establishing Standards for Safety and Soundness. These provisions have
been specifically adopted by the OCC, Federal Reserve, FDIC, and OTS, and the NCUA also has
authority to pursue comparable standards in enforcement actions.

Agencies indicate in their manuals that- these standards are to be viewed as the "minimum
requirements” with the methods to achieve compliance remaining to be established by each
institution. Only the directors can establish these methods and the directors must focus on these
minimum requirements first and be certain that they are adopied in a manner which is tailored to fit
their institution.

One of the interesting guidelines 1is The Director’'s Book (March 1998).
http:/iwww.occ.freas.gov/director.pdf This book provides general guidance to directors of national

! Part 363 requires each institution to submit an annual report, signed by the institution’s president and chief financial
officer, evaluating the institution’s internal controls,



banks. It outlines the responsibilities of the board, highlighting areas of particular concern, and
addresses in broad terms the duties and liabilities of the individual director.

“Board committees typlcally oversee the bank’s risk management by ensuring that management has
implemented: -

- Sound policies and procedures, either written or unwritten.

- Accurate and reliable risk measurement systems.

- Timely and meaningful risk reporting processes.

- Effective risk controls such as policy limits, authorizations, and

product approvals.”

| CANADA

The Canada Deposit Insurance Act, Section 11(2)(e), gives the Board of the Canadian Deposit
Insurance Corporation (“CDIC”) the authority to adopt bylaws “respectmg standards of sound
business and financial practices for member institutions.”

In August 1993, the CDIC enacted eight by-laws relating to Standards of Sound Business and
Financial Practices for deposit-taking institutions. These by-laws set out the minimum policies and ,
procedures that CDIC member institutions should have in place to manage and control their risks ‘ i
prudently. Monitoring adherence to these standards is seen as an important nsk assessment tool. '
The bylaws prescribed management standards relating to:

¢ inferest rate risk

¢ credit risk

e foreign exchange risk

* securities portfolio

o quu’idiiy

. real estate appraislals

¢ capital adequacy; and

e internal controls.

In October 2001, the CDIC replaced these 8 individual bylaws with a single, comprehensive
bylaw entitled “Standards Of Sound Business And  Financial  Practices.”



hitp://ois.justice.ge.calen/C-3/SOR-2001-299/ext.html  Section 12 of the Standards (Risk
Management Process) states: ‘

“It is a sound business and financial practice for the senior management of a member institution to
ensure that the institution has an ongoing, appropriate and effective risk management process for:
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identifying the risks to which the institution is or will be exposed, whether on- or
off balance sheet and whether directly or through one or more of its subsidiaries,
in conducting its current and planned operations, and measuring those risks on an
aggregate basis;

measuring, on an aggregate basis, the different types of risk to which the
institution is or will be exposed in relation to a single counterparty or issuer and
groups of associated counterparties or issuers;

assessing whether the risks that are identified constitute significant risks;
developing appropriate and prudent risk management policies, including pelicies
on aggregate exposure limits, submitting to the board of directors of the institution
for its consideration and approval policies for managing significant risks,
including the policies referred to in sections 13 to 17, as applicable, and reviewing
the institution’s risk management policies at least once a year to ensure that they
remain appropriate and prudent;

managing the risks to which the institution is exposed in accordance with the
institution’s risk management policies;

establishing appropriate and effective procedures and controls for managing the
risks to which the institution is exposed, including the procedures and controls
referred to in sections 13 to 17, as applicable, monitoring adherence to those
procedures and controls, and reviewing them on a regular basis to ensure that they
remain appropriate and effective;

providing the board of directors with timely, relevant, accurate and complete
reports on the management of significant risks and on the procedures and confrols
for managing those risks;

dealing with extraordinary events; and |

providing the board of directors with timely, relevant, accurate and complete
reports that will enable it to assess whether the institution has an ongoing,
appropriate and effective risk management process.”

Subsequent sections (13 through 17) of the Standards deal specifically with various types of risk,
including credit risk, market risk, structural risk, fiduciary risk, and operational risk.

For credit risk, section 13 of the Standards provides:

(1) It is a sound business and financial practice for a member institution that is exposed to
significant credit risk to have



a. appropriate and prudent policies on the areas and types of credit, both on- and
off-balance - sheet, in which the
institution is willing to engage; and

b. appropriate and prudent policies on exposure limits for a single counterparty,
for groups of associated coumterparties, for industries or economic sectors, for
geographic regions and for other credit exposures warranting aggregation, that
take into account all other risks, both on- and off-balance sheet, to which the
institution is exposed.

(2) 1t is a sound business and financial practice for a member institution that is
-exposed to significant credit risk to have procedures and controls for managing that
risk, including

c. defined and prudent levels of decision-making authority for approving credit
' exposures; o

d. an effective assessment and rating system for credit risk;’

e. an ongoing, appropriate and effective process for méﬂaging credit exposures
that warrant special attention; and

f. an effective methodology for identifying, estimating, providing for and
recording credit impairments.

For market risk, section 14 provides:

(1) Itis a sound business and financial practice for a member institution that is exposed to
significant
market risk to have

2. - appropriate and prudenf policies on the types of financial instruments and other
investments, both on- and off-balance sheet, in which the institution is willing
to trade or take positions; and

b. appropriate and prudent policies on exposure limits for a single issuer, for
groups of associated issuers, for types of financial instruments and other
investments or assets, for industries or economic sectors, for geographic
regions and for other market exposures watranting aggregation, that take into
account all other risks, both on- and off-balance sheet, to which the institution
is exposed. '
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(2) It is a sound business and financial practice for a member institution that is
exposed to significant market risk to have procedures and controls for managing that
risk, including

c. defined and prudent levels of decision-making authority for approving market
exposures;

d. fixed quality and retum expectations for market exposures;

€. alist of suitably qualified securities dealers and other counterparties with
whom the institution is willing to deal;

f. reliable data and effective techniques, such as stress testing and shock testing,
for assessing the nature, quality and value of the institution's market exposures
and for evaluating the extent of market risk to which the institution is or will be
exposed under current and reasonably foreseeable scenarios;

g. effective techniques for back-testing against actual results the assessments and
evaluations made using the data and techniques referred to in paragraph (d);
and

h. an effective methodology for identifying, estimating, providing for and
recording market impairments.

For structural risk, paragraph 15 provides:
" (1) It is a sound business and financial practice for a member institution to have

appropriate and prudent policies on the types and extent of structural risk to which it is
willing to be exposed.

(2) 1t is'a sound business and financial practice for a member institution o have
" procedures and controls for inanaging striictural risk, including

W

a. defined and prudent levels of decision-making authority; and

b. effective techniques, such as stress testinig and shock testing, for measuring the
institution’s structural risk positions and for evaluating the impact on those
positions of changes in underlying factors under current and reasonably
foreseeable scenarios.

For fiduciary risk, the Standards provide:

(1) It is a sound business and financizal practice for a member institution to have
appropriate and prudent policies on the types of fiduciary activities in which it is willing
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to engage.

(2) 1t is a sound business and financial practice for a member institution that is exposed to
significant fiduciary risk to have procedures and controls for managing that risk, including

a. an ongoing, appropriate and effective process for ensuring that assets held,
administered, managed or invested on behalf of other persons are dealt with
prudently and in accordance with the agreements and arrangements made
between the institution and those persons; and

b. an ongoing, appropriate and effective process for ensuring that the investment
advice provided to other persons is suitably represented and appropriate in
light of their risk tolerances and reward expectations,

For operational risk, Section 17 provides: ' : - *

(1) It is a sound business and financial practice for a member institution to have |

a. appropriate and prudent policies on the operational risk that is inherent in the
operations of the institution; and

b. if the institution uses outsourced services in conducting significant operations,
appropriate and prudent policies on

i. the circumstances in which outsourced services may be used,
ii. the selection of capable and reliable service providers,

iii. the standards of quality for outsourced services, including standards
relating to accuracy, security and timeliness, and

_iv. the momtcnng of the performance of and the risks assocxated with,
service providers, :

(2) It is a sound business and financial practice for a member institution to have
procedures and controls - for managing
- the operational risk that is inherent in the operations of the institution, including

"c. ahuman resource management program that encompasses

i. an ongoing, appropriate and effective process to attract and retain a
sufficient number of qualified personnel to achieve the institution's
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business objectives and implement the institution's business strategy
and business plans,

ii. defined and prudent levels of decision-making authority,
iii. the segregation of incompatible functional responsibilities,
iv. the clear communication to personnel of their responsibilities, and

v. the effective supervision of personnel;

. documentation of the institution's significant processes, pclicies, procedures
and controls;

. valuation methods and accounting principles for the appropriate valuation of
and accounting for the institution's assets and liabilities, both on- and off-
balance sheet; .

accurate and complete records of financial and other key information;

. management information systems that provide timely, relevant, accurate and
complete information to facilitate the day-to-day management of the
institution's operations and of the risks to which the institution is exposed;

. ongoing, appropriate and effective technology development and maintenance
processes for ensuring that the institution's technology is, and continues to be,
aligned with its business objectives, business strategy, business plans,
operational needs and management of the risks to which it is exposed, that the
institution's technology is authorized, tested and documented before it is
introduced, and that the institution's technology is updated when necessary;

appropriate and effective security procedures and controls for safeguarding the
- institution's records of financial and other key information, the institution's
technology and the information recorded, processed, reported and stored using
that technology, including procedures and controls for safeguarding their
integrity; and

I
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j. ongoing, appropriate and effective business continuity plans, including backup
' and recovery processes and standby arrangements for dealing with the loss of
availability or the destruction of critical information or critical technology.

As is readily apparent, the legal and regulatory terminology pertaining to risk management is rather
indefinite. The standards consistently refer to the requirement that a bank’s risk management
practices in a given area be “appropriate and prudent,” “effective,” and so forth. The Standards do
provide definitions of some of these relatively imprecise terms, but even these definitions depend
largely on an analysis of facts and circumstances. Thus, for example:

e “appropriate,” in relation to a thing so described, means that a knowledgeable individual in
the financial institations industry would conclude that it is suitable for its intended purpose,
having regard to the nature, magnitude, complexity and implications of the matter in
question. :

o “prudent” in relation to a thing so described, means that a knowledgeabie individual in the
-financial institutions industry would conclude that it is the product of the exercise of careful
and practical judgment, having regard to business objectives, risks, the business and
economic environment, and the quantity, quality and sustainability of earnings, liquidity,
funding, capital and other resources.

o “effective” is defined as meaning that “a knowledgeable individual in the financial
institutions industry would conclude that [a procedure or practice] is achieving, or can
reasonably be expected to achieve, its intended purpose.”

It is also important to note that the responsibility for ensuring that a bénk has such appropriate z_md
prudent risk management policies and procedures is on the board of directors (in Ukraine, the
equivalent body would be the council). See Section 12 (d), (g) and (i).

Intemal Congg_l‘s_

Until 2001,.the CDIC had a separate Bylaw on Internal Control Standards. As of October 2001,
that Bylaw was: repealed and its substance is now incorporated into the Standards of Sound
Business and Financial Practices hitp:./flois.justice.gc.ca/en/C-3/SOR-2001-209/text.html:  The
Standards now refer to an institution’s “control environment,” which is defined as “the environment
that results from the following factors: approach fo governance, management style, organizational
structure, resource commitmernts, communication style, procedures and controls and the level of
adherence thereto, the conduct of personnel and human resource policies and practlces Section
20 of the Standards prov1des

It is a sound business and financial practice for the senior management of 2 member
institution to ensure that
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a. the institution has a control environment that supports the appropriate,
effective and prudent management of its operations and of the risks fo which it
is exposed, and that contributes to the achievement of its business objectives;
and

b. the board of directors of the institution is provided with timely, relevant,
accurate and complete reports that will enable it to assess whether the
institution has such a
control environment.

In September 1995, the CICA issued the document Guidance on Control as an addition to its
Handbook. This document offers a framework for making judgments about controls and includes a
definition of control and twenty "criteria of confrol." This document addresses conditions that can
significantly affect the effectiveness of internal controls and the degree of audit risk.

A bank's Chief Auditor/Inspector works with the rest of the institution's internal audit staff, who
comprise bankers secunded from relevant lines of business and/or chartered accountants with
expertise in auditing. The independence of the internal audit function is established through the
reporting relationship of the Chief Auditor/Inspector to the Audit Committee of the bank's Board of
" Directors.

The Bank Act requires external audits for banks chartered in Canada. Each bank must employ at
least one external audit firm to conduct the external audit; major banks employ two extemnal audit
firms. The external auditors perform a quarterly review of key financial information and conduct an
annual full-scope examination of the systems and controls in place that ensure proper safeguarding
of assets and appropriate recording of the economic transactions of the bank under examination. A
typical annual external audit includes an examination of the controls over the credit, market, and
operating risks of a bank.

External auditors place significant reliance on the work of the internal audit departments of
Canadian banks during the conduct of an external audif. A bank's external auditoss. verify the
adequacy of internal audit functions through an exarnination of the internal audit work program of
the past year, discussions with various irternal audit staff, and reperformance of intemnal audit
procedures on a test basis. The external auditors ‘also assess the skills, qualifications, and sxpertise
of the bank's intérnal audit department in determining how much reliance they can place on its
Work. :

The internal audit processes of a non-domestic bank in Canada are a function of the intemal audit
standards of the home jurisdiction of the non-domestic bank in question. Although the overal! audit
methodology for the external audit of a non-domestic bank is driven by the external audit standards
of the non-domestic bank's home country, all banks chartered in Canada, including Canadian bank
subsidiaries of non-domestic banks, are visited once a year by externai auditors resident in Canada.
Therefore, the application of Canadian external audit standards would ensure consistency of
domestic and non-domestic bank audits carried out in Canada.
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The amendment to Section 29 of the CDIC Act in Bill C-8 that recently came into force requires
CDIC’s examiners to provide, among other things, an assessment of the safety and soundness of the
member institution and to comment on its operations taking into account the CDIC’s Standards.

OSF1 requires that banks have internal controls in place that are adequate for the nature and scale of
their business. Sound internal control practices are also addressed in CDIC's Standards which
require risk identification, evaluation and management systems to assist in prudential management
of a bank's operations.

Internal control policies and procedures need to be approved by the board of directors, and their
effectiveness assessed by an independent internal aud1t/1nspect1on function, on an annual bas1s

The Standards apply to each CDIC member institution. However, there is an expectation that a
member will manage itself on an enterprise-wide basis. In this context, operatlons conducted
through subsidiaries that could have a significant impact should be ‘considered in reaching
conclusions about that member’s adherence to the Standards. As one example, the risk
management process is expected to take into account any significant nsks related to the operations
of subsidiaries.

OSFI requires that for the validation of banks' Value-at-Risk (VAR) models for reporting market
risk capital, such models accurately measure, monitor and adequately control market risks. OSFI
requires that banks have comprehensive and robust scenario and stress testing programs and
contingency plans, and that they perform such tests at least once a month (most Canadian banks do
this weekly, while some banks do them even daily). ' '

Enforcement

Section 645 of the Canadian Bank Act prescribes enforcement measures that may be taken in cases
of violations. According to section 645, if a bank, or a person with respect to a bank, is
committing, or is about to commit, an act that is an “unsafe or unsound practice” in conductmg the
business of the bank, or is pursuing or is about to pursue any course of conduct that is an unsafe or
unsound practice in conducting the business of the bank, the Superintendent may direct the bank or
person to.

(a) cease or refrain from committing the act or pursuing the course of conduct; and

(b)  perform such acts as, in the opinion of the Superintendent, are necessary to remedy
the sifuation.

Since compliance with the Standards is expressly deemed to be a “sound business and financial
practice,” a determination that a bank was not in compliance with the Standards would be deemed
to be an “unsafe or unsound” practice, which could result in a “direction” (i.e., a compulsory order)
from the Superintendent.

14
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Sanctions are also possible where an institution does not follow the Standards, such as imposition
of a premium surcharge or, potentially, termination of deposit insurance. See sections 30 and 31 of
the Canadian Deposit Insurance Corporation Act.

Reporting

In late 1994, the CDIC finalized a Standards Assessment and Reporting Program (SARP) that
required management to determine whether its institution is following the standards.. Deposit-
taking institutions were required to report under the SARP for the first time by July 31, 1995.
These assessment and reporting requirements are now incorporated into the current version of the
Standards.

Part 2 of the Standards By-law requires member institutions to report to CDIC on adherence to the
Standards. Each year, each institution must submit to the CDIC:

* asenior management representation letter;
¢ aresolution of the board of directors concerning the letter; and
» a“Standards Report.”

I Part 2 describes the reporting requirements, sets the parameters for the contents of the senior
management representation letter, the resolution of the board of directors and the Standards report
and addresses the frequency and timing of reporting.

The senior management representation letter must be addressed to the board of directors of the
institution and to the CDIC, and must be signed by the chief executive officer of the institution
and by another member of senior management who is not a member of the board of directors.
The letter must contain

e a statement to the effect that the senior management of the institution are familiar wﬂh
the CDIC standards and acknowledge their responsibilities under those standards; )

e 2 statement indicating whether senior management are fulfilling their responsibilities
under the CDIC standards;

. & a statement setting out senior management's conclusion as to whether the operations of
the institution are being managed in accordance with the CDIC standards;

e if senior management have concluded that the operations of the institution are not being
managed in accordance with the CDIC standards, or that the operations are being
managed in accordance with the CDIC standards except for identified deficiencies the
letter must contain:
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- an explanation of the reasons for that conclusion,

- astatement confirming that an action plan to correct any identified deficiencies
has been prepared and is being implemented, and

- astatement confirming that a copy of the action plan has been or will be
submitted to the institution's examiner; and

» when the institution is required to submit a standards Teport at the same time that it submits
the senior management representation lefter, an opinion as to whether the contents of the
standards report are accurate and fairly presented. :

The board of directors' resolution must be addressed to the CDIC and must contain;

e 2 statement to the effect that the board of directors is famitiar with the CDIC standards
and acknowledges its responsibilities under those standards;

¢ astatement indicating whether the board of directors is fulfilling its respons1b1ht1es under
the CDIC standards;

e 3 statement indicating whether the board of directors has carefully considered the senior
management representation letter and other information relevant to forming an opinion as
to whether the institution is following the CDIC standards;

s a statement setting out the board of directors’ opinion as to whether the institution is
following the CDIC standards;

o if the board of directors is of the opinion that the institution is not following the CDIC
- standards, or that the mstitutlon is followmg the CDIC standards except for 1dent1ﬁea
deficiencies:

- - an explanation of the reasons for the opinion that relate to deficiencies other than
those identified in the senior management representation letter;

- a statement confirming that an actlon plan to correct those other deﬁCIem:les has
been prepared and is being imnplemented, and

- a statement confirming that a copy of the action plan has been or will be subrmtted fo
the institution’s examiner; and
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e when the institution is required to submit a standards report at the same time that it
submits the board of directors’ resolution, a statement to the effect that the board of
directors has carefully considered the standards report and approves it on behalf of the
instifution.

The Standards Report must contain:

¢ an explanation of how senior management arrived at their conclusion as to whether the
operations of the institution are being managed in accordance with the CDIC standards,
including a description of

-  the criteria, methods and other means used by senior management to determine
which of the current and planned operations of the institution are significant
operations, and how those criteria, methods and other means were explained to the
board of directors,

- the criteria, methods and other means used by senior management to assess which of
the risks to which the institution is or will be exposed constitute significant risks, and
how those criteria, methods and other means were explained to the board of
directors,

- how senior management assessed the appropriateness and effectiveness of the
institution's processes, procedures and controls, and

- the criteria, methods and other means used in bringing to the attention of senior
management and the board of directors significant weaknesses or breakdowns
relating to the institution's processes, policies, procedures and controls;

¢ an explanation of how the board of directors arrived at its opinion as to whether the
institution is following the CDIC standards, including a description of how the board

- evaluated its effectiveness in fulfilling its responsibilities under the CDIC standards
and dealt with any significant inadequacies or failures relating to the fulfillment of
those responsibilities,

- assessed the appropriateness and prudence of the institution's policies, and

- assessed whether it was provided with timely, relevant, accurate and complete
reports in accordance with the CDIC standards; and

¢ acopy of all information, directly related to the making of the board of directors’ resolution,
that was provided to the board at the time the resolution was made.

17
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| NETHERLANDS

Section 22(1) of the Act on the Supervision of the Credit System 1992, ASCS 1992 (Wet toezicht
kredietwezen 1992, Wtk 1992) states that “the Bank may give the credit institutions
recommendations or general directives for the conduct of their business in regard to the
administrative organization, including the financial accounting system

and internal control, as well as with a view to preventing conflicts of interest.”

Accordingly, in 2001 the Regulation on Organization and Control (ROC) :
(http://www.dnb.nl/english/e toezicht/wet regelgeving/hbwik/pdf/4201e.pdf ) became effectwe
The purpose of this regulation is to provide directives and recommendations for the organization
and control of business processes within institutions. The principle is that institutions are
responsible for organizing and controlling their business processes in such a way that thelr business
is conducted in a controlled and sound manner. = : -

The regulation deals with controlling risks to which institutions are exposed, including the risks
arising from non-compliance, or inadequate compliance, with regulations and from breaches of
sound business conduct, The risks concerned are material risks, in other words, risks that may have
a significant adverse effect on the financial performance, financial position, continuity or reputation
of an institution. The principle is that the institution itself is responsible for drawing up procedures,
rules and standards, for embedding these in the business processes and for monitoring their
effectiveness and compliance therewith. The management board of the

institution must ensure this is achieved in practice. The regulation focuses on the following
elements: risk control, organizational measures, information, communication and cxammatlon
evaluation and rectification. The correct emphasis -

on these elements should result in effective steering and control of business processes

“1.2.2 Rxsk control

Article 7~ . : :

An mstltutlon shall have clearly formulatad pohc;es that are aimed at risk contro! and sound
business practlces

In order to implement its objectives and strategy, an institution must formulate clear

policies that are aimed at risk control and at conducting its business in a controlled and sound
manner. Underlying this is the promotion of a corporate culture in which risk control and sound
business practices are embedded. 2

The policies define the manner in. which business processes are arranged and implemented and are
instrumental in shaping infrastructural elements, such as the staffing, information and
communication systems and corporate culture of an institution.

The policies must have regard to relevant legislation and regulations, contractual
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obligations and social standards regarding sound business practices. This includes the
regulations of the Bank, including the solvency and liquidity requirements.

The policies must be documented, for example, in the form of a policy plan, and must be approved
by the management board and the supervisory board pursuant to this regulation (section 1.3). If a
number of policy plans or sub-plans are developed, these must form an integral part of the control
mechanism of the institution as a whole,

The policies must require the establishment of, inter alia:

- a system of exposure limits that reflects the chosen risk profile and has regard to relevant
legislation and regulations;

- a system of procedures-and measures for emergency sﬁuatmns,

- a system of standards aimed at sound business practices to be exercised by all personnel of the
institution;

- a recruitment policy that sets high standards for the suitability, expertise and integrity of its staff.

Article 8
An institution shall ensure that risk analysis is performed systematically with the aim of identifying,
measuring and evaluating all risks.

The purpose of the analysis is to gain insight into the risks to which an institution is

exposed and to establish whether these are consistent with the objectives, strategy and

policies of the institution. The analysis must therefore be performed on a continuous

basis, both on an institution-wide basis and at the level of individual business divisions and must
comprise the identification, measurement, monitoring and evaluation of all risks. Based upon the
results, the management board can establish whether the organizational arrangement and the control
mechanism are adequate for the purpose of controlling the risks to which the institution is exposed.
The risk analysis must address all business processes, which means that it must cover all products,
services and auxiliary processes of the institution, and must be performed in both qualitative and, to
the extent possible, quantitative terms. The analysis must take account of both controllable and
uncontrollable risks, potential ‘extreme scenarios (stress scenarios) and any correlation between the
various risks.

Risk analysis is a continuous process, which means that account must systematically be taken of:
. changing internal and external circumstances;
. new products, services and auxiliary processes; and

. future plans.

If significant changes have taken.place, such as technological developments, that affect a risk
analysis performed previously, the effects of these must be investigated. Products and services that
are new to the institution or the market must be subjected to a thorough risk analysis. The principle
is that the institution must introduce new products and services in such a way that (the risks of) any
losses are limited in magnitude.
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The risk analysis may lead to the conclusion that the risks to which the institution is

exposed are not, or are no longer, consistent with the chosen risk profile or that the

chosen risk profile is not, or is no longer, consistent with the objectives and strategy of the
institution., It is also possible that the organizational arrangement and the control mechanism are
not, or are no longer, consistent with changes in the risk profile. The evaluation of risks therefore
needs to be linked to the process of revising the objectives, the chosen strategy and the established
organizational arrangement and control mechanism.

The risk analysis may identify (residual) risks that have not been recognized previously and/or that
cannot be mitigated by the control procedures and measures. In such cases, institutions wiil need to
decide on the acceptability of these risks or on whether the underlying business activities should not
be carried out or should cease. It is important that the risk analysis highlights all risks and that the
management board is aware of these.

Article 9 ' '
The risk analysis shall be performed or superwsed by experts who are mdependent of the functions -
that are accountable for commercial and/or financial performance. :

An institution must ensure that the risk analysis is not affected by commercial of other

conflicts of interest. The risk analysis must therefore be performed and its results reported without
being influenced by management that is accountable for performance. The risk analysis must be
performed or supervised by experts in the field or area concerned, such as the capital markets or
information technology.

Recommendation

For the larger and more complex institutions it is recommended that an independent department be -
established that is responsible for risk analysis and that operates under the direct control of the
management board. The role of such a department would be to obtain an overview of the risks to
which the institution is exposed and to establish whether these are consistent with the chosen risk
profile ensuing from the objectives and strategy of the institution and with the relevant legislation -
and regulations. The need for an independent department will depend in part on the authority
delegated to the commercial and finance departients and the applicable reporting lines. -

The regulation, together with the policy rules of the Nederlandsche Bank (the supervisor), aims at
creating a framework which is to be elaborated on by institutions themselves. This approach allows
room for an interpretation that reﬂects appxopnately the individual circumstances of an institution
and new developments.

[ GERMANY | | | ] | o B

German Banking Law specifies in Art. 25a "Particular organizational duties of institutions” the
following:
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"(1) An instifution must

1. have in place suitable arrangements for managing, monitoring and controlling risks and
appropriate arrangements by means of which the institution's financial situation can be
gauged with sufficient accuracy at all times;

2, have a proper business organisation, an appropriate internal control system and adequate
security precautions for the deployment of electronic data processing;

3. ensure that the records of executed business transactions permit full and unbroken supervision by
the Federal Banking Supervisory Office for its area of responsibility; the requisite records shall be
retained for six years; section 257 (3) and (5) of the Commercial Code applies as appropriate.”

All activities of German banks are subject to detailed controls on a permanent basis by internal
audit groups which are independent of existing bank control procedures in internal supervision and
reporting. When auditing annual accounts, which is mandatory, external auditors have to examine
the adequacy of internal control and audit procedures. Bank regulators are generally entitled to
undertake special audits of banks, also through professional auditors or accounting firms. There is
no different freatment of domestic and non-domestic banks and their branches.

| FRANCE

French Banking Law requires "a suitable system of internal controls enabling them to measure the
risks™:

"Article 51

Credit institutions shall be required, subject to conditions laid down by the Comité de la
Réglementation Bancaire et Financiére, to observe management standards designed fo safeguard
their liquidity and solvency in relation to deposxtors and, more generally, third: pa.mes and the
equlhbnum of thelr financial structure. | - >

They must in- partlcular observe nsk-asset and nsk-dlvers;ﬁcanon ratios.

Credit institutions must aiso have a suitable system of internal controls enabling them infer alia to
measure the risks and profitability of their activity. When supervision is exercised on the basis of a
consolidated financial situation, financial groups must adopt intemal control procedures suitable for
the production of information relevant to the exercise of such supervision. A regulation of the
Comité de la Réglementation Bancaire et Financiére shall define the conditions for implementing
the provisions set forth in this paragraph.

Failure to comply with the obligations established under the present Article shall lead to
implementation of the procedure described in Aricle 45.
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[Note also that the above provisions apply to “financial holding companies”]: ;
Article 72

Financial holding companies (“compagnies financiéres”) are financial institutions, as defined in
- point 4. of Article 71-1 of the present Act, whose subsidiaries are mainly or wholly one or more

credit institutions, investment firms or financial institutions. At least one of the subsidiaries is a
~credit institution.

Article 73

Financial holding companies shall be subject to the provisions of Articles 13, 17, first paragraph,
40, 41, 43, 44, 45, 46, 51, 53 to 55, 75, 76 and 79 under conditions set forth in a regulation of the
Comité de la Réglementation Bancaire et Financiére. '

The auditors of the above-mentioned companies shall also be subject to all the provisions of this - i
Act applicable to the auditors of credit institutions and investment firms." :

French banks are subject to annual audit requirements by an accredited accounting firm. Auditing
requirements, also applies to branches of non-domestic banks and to international branches of
French banks.

| BASEL | |

The Core Principles seek to address the key risks faced by banks, by establlshmg standards -
regarding capital adequacy (principle six), credit risk (principles seven, eight, nine, ten), country
and transfer risk (principle 11), market risk (principle 12) and other risks such as interest rate,
liquidity, yield and operatlonal risks (principle 13). Supervisory authorities must ensure not only
that banks comply with minimum prudential standards but also that they conduct their business in
accordance with the rules and policies adopted by the banks' boards of directors. Thus, another
important part of the operational requirements is the establishment of appropriate internal control
mechanisms. The Basle Committee addresses this issue in principle 14.

In addition to Core Principles, Basel Comumittee developed a wide range of detailed gludelmes
related to risk management and internal control. The full list of risk-related Basel documents can be
found on http://risk.ifci.ch/BIS htm

[EU R _ ' |
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As far as the independence (and functions) of the Risk Control Unit, the guidelines contained in the
Directive 98/31/EC? (market risk capital guidelines) are of some interest. Actually, the annex VI
to the Directive gives the possibility to competent European authorities to allow financial
institutions to calculate their capital requirements for position risk, foreign exchange risk and/or
commodities risk using their own infernal risk management models (instead or in combination with
those described by the same directive). However, the release of the authorisation of internal models
{authorisation that must be explicit) is subject to the presence of some qualitative standards,
including:

(i) the internal risk-measurement model is closely integrated into the daily risk-management process of
the institution and serves as the basis for reporting risk exposures

to senior management of the institution;

(ii) the institution has a risk control unit that is independent from business trading units and reports
directly to senior management. The unit must be responsible for designing and implementing the
institution's risk-management system. It shall produce and analyse

daily reports on the output of the risk-measurement model and on the appropriate

measures to be taken in terms of trading limits;

(iii) the institution's board of directors and senior management are actively involved in the risk-control
process and the daily reports produced by the risk-control unit are reviewed by a level of management
with sufficient authority to enforce both reductions of positions taken by individual traders as well as in
the institution's overall risk exposure;

(iv) the institution has sufficient numbers of staff skilled in the use of sophisticated models in the
trading, risk-control, audit and back-office areas;

{v) the institution has established procedures for monitoring and ensuring compliance with a
documented set of internal policies and controls concerning the overall operation of the risk-
measurement system;

(vi) the institution's models have a proven track record of reasonable accuracy in measuring risks;
{vii) the institution frequently conduct a rigorous programme of stress testing and the results

of these tests are reviewed by senior management and’ reflected in the policies and limits

it sels;

(viii) the institution must conduct, as part of its regular internal auditing process, an

independent review of its risk-measurement system. This review must include both the ~

activities of the business trading units and of the indépendent risk-control unit. At least

once a year, the institution must conduct a review of its overal! risk-management

process. The review must consider:

- the adeguacy of the documentation of the rwk-management system and process and the

organisation of the risk-control unit,

- the integration of market risk measures into daily risk managemenz and the integrity of

the management information system,

- the process the institution employs for approving risk-pricing models and valuation

systems that are used by front and back-office personnel,

- the scope of market risks captured by the risk-measurement model and the validation of

2 hitp.//www.europefesco.org/DOCUMENTS/Directives/Dir-98-31.pdf
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any significant changes in the risk-measurement process,

- the accuracy and completeness of position data, the accuracy and appropriateness of
volatility and correlation assumptions, and the accuracy of valuation and risk sensitivity
calculations,

- the verification process the institution employs to evaluate the consistency, timeliness
and reliability of data sources used to run internal models, including the independence
of such data sources,

and

- the verification process the institution uses to evaluate back-testing that is conducted to

assess the model 's accuracy.
1]

CONCLUSION

Most Western countries require commercial banks to have risk-management/internal control
systéms that should be "adequate“, "suitably arranged" etc. The essence of those suitable
arrangements or systems is typically not defined in laws and implemented through various
agencies' regulations (standards, guidelines, bylaws, etc) that, in particular, require banks to have
tailor-made internal risk-management policies and procedures and observe them. It is then left to
the bank supervisory agency to determine if a bank’s risk management practices are adequate,

“suitable," “prudent", based on their analysis of bank’s risk-management practices and the size,
operational sophistication, and business orientation of the bank. In many cases, even the agencies'
regulations are relatively non-specific, because the suitability of a bank's risk management practices
can only be determined by viewing the characeristics of the bank. Thus, the substance of the
agencies' practices in this area are often found in examination manuals or guidelines. The
guidelines in the manuals etc. are then used to determine whether a bank's risk management
practices are "adequate" "suitable,” etc.
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REF: Ukrainian Legal Framework: Requirements for On-
going Risk-Management Systems in Banks

UKRAINIAN LEGAL FRAMEWORK: REQUIREMENTS FOR ON-GOING RISK-
MANAGEMENT SYSTEMS IN BANKS.

In current Ukrainian law, provisions related to requirement for on-going risk management
systems in banks are contained in Article 44 "Risk Management” of Law "On Banks and
Banking" (BBL):

"The bank shall set up a standing unit of analysis and management of risks, which would
be responsible for setting limits in respect to specific operations, risk limits for counterparts,
countries of contra parties, and balance sheet structure in accordance with resolutions of the
Board (Board of Directors) on the issues of risk policy and profitability of bank operations.

In order to ensure additional measures of risk management, the banks shall create
standing committees, in particular:

1) A credit committee, which evaluates the quality of bank assets on a monthly basis and
prepares proposals on the formation of reserves for possible losses resulting from their
devaluation.

2) An assets and liabilities management committee, which, on a monthly basis, reviews the cost
of liabilities and the profitability of assets, and takes decision on interest margin policy,
reviews decisions on matching maturity of assets and liabilities, and provides relevant bank
units with recommendations on the elimination of arising time differences.

Business and Systems Alignead. Business Empowered.”



3) A tariff committee, which, on a monthly basis, analyzes a correlation between the cost of
services and the competitiveness of existing tariffs, and is responsible for the bank’s policy in
the are of operational income.

Banks should ‘independently. take decisions on setting up bodies of financial risk

management in order to ensure favorable financial conditions for the protection of interests of

depositors and other creditors.”

Though, as one can see, the Article is quite "raw", it is a large development. In fact, in most
Western countries, banking laws do not have specific articles on risk-management, and risk-~
management units are not clearly required. e e

For example, German banking law only states that a bank should “have in place suitable
arrangements for managing, monitoring and controlling risks and appropriate arrangements by
means of which the institution's financial situation can be gauged with sufficient accuracy at all
times”. Similarly, French banking law only requires “a suitable system of internal controls
enabling them to measure the risks". The essence of those suitable arrangements or systems is
typically not defined in law and implemented through various regulations (standards) that, in
particular, require banks to have tailor-made internal risk-management policies or procedures. It
is then left to the bank supervisory agency to determine if a bank's risk management practices are
"adequate,” "suitable,” "prudent”, based on their analysis of bank’s risk-management practices
and the size, operational sophistication, and business orientation of the bank. In many cases, even
the agencies' regulations are relatively non-specific, because the suitability of a bank's risk
management practices can only be determined by viewing the characeristics of the bank. Thus,
the substance of the agencies' practices in this area are often found in examination manuals or
guidelines. The guidelines in the manuals efc. are then used to determine whether a bank's risk
management practices are "adequate” "suitable," etc.

This system works p:eﬁy well in Western countries, but for Ukraine, more specific approach is -
recommended. The reason is that judicial system in Ukraine sometimes can be a handicap for
objectives of bank supervision. (See our memo System of Commercial Courts and Competence
of Judges in'Ukraine: Overview of Legal Framework dated 12/15/2002) SR

In this connection, it is preferable to have some specific requirements (more specific than -
Western countries place in their banking laws) on risk-management systems in Law on Banks
and Banking. In particular, it makes sense to slightly amend BBL Art 44 making it more specific
and explicitly requiring all banks to develop internal risk-management policies and procedures.

During work group meetings of General Department of Bank Supervision (GDBS) on
amendments to BBL that took place in September — November 2002, we convinced the GDBS to
suggest the NBU Legal Department more specific wording of Article 44 (para 1):

e



"The bank shall create comprehensive and adequate risk management system for establishing,
monitoring and control of all risks. With this purpose, a standing risk-management uni is set up.
The unit shall be responsible for establishing risk limits for specific operations, risk limits for
counterparts, countries of contra parties,, limits for other risks; responsible for development of
procedures for evaluation, monitoring and control of risks of balance sheet structure in
accordance with resolutions by Supervisory Council and Management Board on issues of risk
policy and profitability of bank operations."”

A necessary step for the NBU would be to develop specific regulations on risk-management
systems that would guide banks in creating their own tailor-made internal risk-management

policies and procedures,

Good examples of regulatlons from International practlce are:

1) Canada Deposit Insurance Corporatlon Standards of Sound Busmess and Financial Practices
By-law (SOR/2001-299). hitp:/lois.justice.gc.calen/C-3/SOR-2001-299/text. htmi

2) Regulation on Organization and Control (Netherlands)
http:/fwww.dnb.ni/fenglish/e_toezicht/wet regelgeving/hbwtk/pdfi4201e.pdf

The NBU regulation(s) should give criteria for defining "adequate” or "inadequate" systems and
lay down that there may be other reasons and criteria fo rate bank’s system as inadequate subject
to the NBU judgement. Regulation(s) should state that they are mandatory "minimum
requirements” for institutions with the methods to achieve compliance to be established by each
institution.

It is also very important to ensure that there is regulatory mechanism for enforcing adequate risk-
management systems in banks. Current BBL Article 73. “Enforcement Measures™ states that “In
case a bank or other persons (entities) under the National Bank of Ukraine supervision in
compliance with this Law, violate the banlang Iegzslatzon of Ukraine, any normative-legal act of
the National Bank of Ukraine, or perform risky operations, which threaten the interests of the
bank’s depositors or other credttors, the National Bank of Ukraine has the right to use the
adequate enforcement measures”

Though, even a current wording enables the NBU to apply enforcement measures in case a bank
“performs risky operations which threaten the interests of the bank’s depositors or other
creditors”, more specific wording on “unsafe and unsound practices” or “inadequate risk-
management systems” is recommended.

As aresult of November BSD work group meeting on BBL amendments, the BSD recommended
the Legal Department the following language:
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"In case a bank or other persons (entities) under the National Bank of Ukraine supervision in
compliance with this Law, violate the banking legislation of Ukraine, any normative-legal act of
the National Bank of Ukraine, lack or have an inadequate risk-management systems, or perform
risky operations, which threaten the interests of the bank’s depositors or other creditors, the
National Bank of Ukraine has the right to use preventive or compulsory enforcement measures”

Given possible problems with economic court judges, a better wording would be: "In case a bank
or other persons (entities) under the National Bank of Ukraine supervision in compliance with
this Law, violate the banking legislation of Ukraine, any normative-legal act of the National
Bank of Ukraine, lack or, in opinion of the National Bank of Ukraine, have an inadequate risk-
management systems, or perform risky operations, which threaten the interests of the bank’s
depositors or other creditors, the National Bank of Ukraine has the right to use preventive or

compulsory enforcement measures it finds adequate fo correct violations or drawbacks".

CONCLUSION

The law on Banks and Banking should be more specific in terms of requiring "adequate” risk-
management systems in banks. If, in NBU's opinion, bank's risk-management system is
"inadequate”, the Law should give the NBU full authorities to take pro-active and after-the-fact
actions it finds reasonable. Detailed NBU regulation(s) on risk-management systems giving
specific criteria on "adequacy" of risk-management systems should be developed. The
regulation(s) should lay down that there may be other reasons and criteria to rate bank's system
as inadequate subject to the NBU judgement. Relevant changes in licensing and corporate
governance will also be needed.
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