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7.2. Audit-based controls

(Standard 6.6)

To manage the worldwide increase in trade and to provide traders with greater

facilitation, Customs increasingly rely on audit based controls, using traders’ commercial

systems. These controls may vary from a simple post-clearance audit to trader self assessment.

Audit-based controls do not preclude physical examination of the goods. 

To ensure the reliability of the traders’ commercial systems for these purposes, they

must follow the generally accepted accounting principles (GAAP) within the country. These

principles determine which economic resources and obligations should be recorded as assets

and liabilities, which changes in assets and liabilities should be recorded, how the assets and

liabilities and changes in them should be measured, what information should be disclosed and

how it should be disclosed, and which financial statements should be prepared.

7.2.1. Post clearance audit

7.2.1.1. Introduction

Post-clearance audit focuses on persons involved in the international movement of

goods. It is an effective tool for Customs control because it provides a clear and

comprehensive picture of the transactions relevant to Customs as reflected in the books and

records of international traders. At the same time it enables Customs administrations to offer

the trader facilitation measures in the form of simplified procedures (e.g. periodic entry

system).

7.2.1.2. Development of audit programmes

Customs administrations should identify post-clearance audit categories, e.g.

importer/exporter, value, foreign trade zone, broker, and carrier manifest, and produce

manuals to provide step-by-step guidance for carrying out audits.

7.2.1.3. Selection of persons/companies for audit

The selection of persons/companies for audit should be based on risk profiles (see

Section 6.2.2). Audits should generally be conducted for compliance verification purposes in

the areas of valuation 2, origin, tariff classification, duty relief/drawback/remission programmes,

etc., but other areas should be targeted as necessary. Depending on the profile of the auditee

and its business (e.g. type of business, goods, revenue involved, etc.) the audit may be

conducted on a continuous, cyclical or occasional basis.

7.2.1.4. Annual audit planning

Audit planning should take place every year, taking into account the availability of the

auditor or audit team, in relation to work in progress and the start of new audits. Each audit

area could be assigned standard hours of completion and each available auditor or audit team

hour could be calculated in order to determine how many audits can be performed by each

auditor or audit team in a given year. Alternatively, each stage of the audit activity could be

broken down into time blocks in order to measure productivity against time spent. Both

methods allow Customs to allocate resources effectively.

7.2.1.5. Audit process

Post-clearance audit places great emphasis on professionalism in the conduct of a

review and the examination of the auditees’ books and records. From pre-audit planning to

completion, it is essential to maintain communication and co-ordination with the auditee and

with other interested parties in Customs. A report should be produced to ensure that all

findings and other relevant issues are fully shared and discussed. Follow-up visits may be

needed.

Audit phases

Pre-audit survey : The first step in the audit process is to assess and evaluate the

strength and weaknesses within the commercial system of the auditee. Depending upon the

size and location of the company to be audited, Customs may choose to perform an on-site

survey or request corporate data of the auditee via a background questionnaire.

Such a survey may include gathering data regarding : corporate organisation and

structure, commodity information, methods of payment, value of commodities, costs

associated with commodities, detailed product-cost information/submissions for analysis,

related-party transactions, and record-keeping systems. This information may be commercially

sensitive and should therefore, as with other information passed to Customs, be treated as

confidential.

Initial importer contact : Before carrying out a routine compliance audit, Customs

administrations should contact the auditee to request detailed information on the types of

records and documentation needed.

These may include : commercial invoices, shipping records, purchase orders, delivery

notes, accounts, records, contracts, royalty and marketing agreements, inventory records,

journals, ledgers, business correspondence, records of payments.

Initial Audit conference : The initial meeting should be attended by the auditor or

audit team, representatives of other Customs areas as needed, and representatives of the

auditee (e.g. consultants, accountants, controllers, lawyers). The auditor or audit team will

discuss the scope and objectives of the audit.

The auditee has a vested interest in acquiring and maintaining Customs facilitation, and

therefore has a responsibility to ensure that the audit is carried out in a professional manner.

Representation by a senior member of the company is invaluable to ensure a high level of cooperation. It is at this conference that the auditee should designate a representative to whom

all requests for the production of documents (books, records, etc.) should be directed.

Audit questionnaire : Companies may be asked to fill out a questionnaire to obtain

information about their structure, related-party transactions, commodities, methods of

payment, valuation, manufacturing costs, sourcing and supply. In related-party transactions,

the foreign parent company may also be asked to complete a questionnaire focusing on

information regarding the relationship between the auditee and its parent company.

Completion of such a questionnaire by the foreign parent company would be purely voluntary.

Internal corporate review : Customs administrations should encourage the auditee,

where practical, to carry out a preliminary self-evaluation, review and analysis of its operations

in relation to the audit.

Audit co-ordination : The auditee should be kept fully informed of any potential

findings or other relevant Customs matters throughout the audit.

However, if a significant misrepresentation or potential Customs offence is discovered

during the course of the audit, the audit team should communicate and co-ordinate with the

appropriate enforcement unit who will decide whether to start a formal investigation.

The Customs administration may make information available to other revenue/tax

agencies, in accordance with national laws on confidentiality.

Exit conference : A formal meeting should be held with the auditee to present the

findings, and to provide an opportunity for the auditee to give any explanations needed, to

assist preparation of the final report.

Final report : Customs administrations should prepare a final report and let the

auditee have a copy, provided that national law provides for this. A copy should also be sent

to the appropriate Customs office for resolution of any issue which has arisen.

Follow-up Visit : To conclude the audit process, Customs may carry out a follow-up

desk audit to ensure that any findings and recommendations for changes are carried out by

the trader.

7.2.2. Traders’ systems audit

(Transitional Standard 3.32 and Standard 6.10)

7.2.2.1. Introduction

Customs must carry out traders’ systems audit for control purposes, as a quid pro quo

for greater facilitation, which can include a trader’s use of his computer systems for

preparation and submission of single or periodic declarations, and for self-assessment.

The audit of traders’ systems aims to provide assurance that a particular activity or

process is being carried out properly. Systems audit, as the name implies, means looking at

the entire processing cycle rather than just the transactions themselves. It does not rely on a

fully visible audit trail and substantive testing of all or a significant number of transactions, as in

a manual system. Instead, systems audit uses the inherent properties of computer processing

to provide user confidence.

If it can be established that the process itself is reliable and accurate and the controls

which govern it are sound and complied with, then safe assumptions can be made regarding

the quality of the output and facilitation measures can be granted.

The traditional method of checking the accuracy of the “books” on a transaction basis is

not only inappropriate in a computer environment, but also probably impossible. Even

advanced methods using file interrogation methodology are of little use unless the auditor or

audit team understands how the computer and its associated manual procedures combine to

produce the required information. This is where a systems audit is most effective.

The principal steps in a systems audit are as follows :

7.2.2.2. Planning

This initial phase, which is critical to the success and credibility of an audit, will define

the direction, scope and ultimate goal against which to measure the effectiveness of the audit.

The planning stage will determine amongst other things :

· the objectives;

· the scope;

· the risk areas;

· the conduct of the audit including preliminary and exit meetings with the auditee;

· the duration of the audit;

· the necessary resources needed to undertake the audit;

· the availability of key personnel for interview purposes; and

· the extent to which changes to the system or the organisation operating it have

affected

· previous audit knowledge.

When Customs is considering allowing self-assessment, the planning stage will include

the establishment of criteria against which a trader’s systems should be judged. These will

include his financial soundness and his capacity to :

· distinguish between import, export and domestic consignments, allowing appropriate

allocation of duty and taxes,

· allocate and identify consignments to specific Customs regimes,

· identify consignments requiring a licence or permit,

· calculate tax and duty liability on consignments,

· regularly update commodity code and duty rate files,

· cross match commercial part numbers against commodity codes,

· use valuation calculation methods appropriate to the traders business transactions,

· issue management reports providing assurance of completeness of accounting,

· identify outstanding, unreported consignments,

· perform quality cross-matching of commercial transport and accounting information with statistical and accounting information declared to Customs,

· exercise quality control and management checking procedures to ensure the system is

functioning correctly,

· retain historical data for long enough to comply with national legal requirements and

· use satisfactory back-up procedures in the event of a system breakdown.

7.2.2.3. Enquiry or fact gathering

By interviewing personnel at all levels in the management chain, both the application

users and the data processors, the auditor or audit team can discover how the system actually

works. The auditor or audit team will also refer to any material such as user guides, system

specifications, which is available. The controls, or lack of them, both internal and operational

can then be identified. Often the way the system works is at variance with how it was

designed and implemented and how individuals, especially senior managers, perceive it to be

working. The auditor or audit team can also deduce much from the state of system

documentation, or the lack of it. For example, it may be out of date or incomplete.

7.2.2.4. Recording the system

The auditor or audit team will record the findings either by means of a narrative text or

pictorially, by the use of flow diagrams, or both. The diagrams can be at different levels of

detail, from a broad overview to actual stages in computer processing. They can cover the
document flows before and after computer processing. At this stage the auditee will normally

confirm the auditor’s or audit team’s understanding of the system, before moving on to the

next phase. 
7.2.2.5. Evaluation

By reviewing and evaluating the evidence gathered, the auditor or audit team will begin

to discover actual or perceived weaknesses in the internal controls. They can then plan tests

to measure the effectiveness of the controls and the credibility of the output.

7.2.2.6. Testing

Testing is carried out to some extent at various stages of the audit, for instance at the

fact-gathering stage, by observation and as a result of evaluation. It can be by inspection of

records, output reports, etc. or even re-enactment of the processing cycle. Using advanced

techniques, i.e. file interrogation software, it is possible to test for unusual combinations of

data which could lead to incorrect processing as well as for straightforward situations.

7.2.2.7. Report

The outcome of the audit will usually be a report to senior management which will make

recommendations as to how identified weaknesses can be eliminated or controls tailored to be

more effective. Controls can even be discarded if they are seen to be irrelevant in a particular

situation.

7.2.2.8. Conclusion

Once a system has been recorded and evaluated and any amendments to improve

control have been implemented, it can be expected to perform reliably until the next significant

change is undertaken. However periodic audits need to be carried out to confirm that nothing

has changed and that the controls which have been built in to the system continue to be

administered and adhered to. The use of audit packs (a set of pre-programmed audit tests)

can be used to automate this process.

7.2.2.9. Development Audit

Traders’ systems audit can also be of great benefit in the development stage of a new

application. In the past the need to implement a new application as soon as possible has

meant that suitability for audit has been overlooked or only partially addressed. The

consequence of poor suitability means at best inadequate or at worst non-existent controls.

Part of the planning cycle of any new application should ensure the inclusion of controls

and audit trails. This will enable the auditor or audit team to confirm the processing of data

from inception to final recording. It will also enable the auditor or audit team to trace

transactions in the reverse direction. If audit considerations are taken into account at the

outset of a new system, the subsequent audit and control of that system will be much more

effective and trustworthy.
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